
This article was downloaded by: [130.184.253.32] On: 09 May 2016, At: 08:20
Publisher: Institute for Operations Research and the Management Sciences (INFORMS)
INFORMS is located in Maryland, USA

Management Science

Publication details, including instructions for authors and subscription information:
http://pubsonline.informs.org

Adaptation to Information Technology: A Holistic
Nomological Network from Implementation to Job
Outcomes
Hillol Bala, Viswanath Venkatesh

To cite this article:
Hillol Bala, Viswanath Venkatesh (2016) Adaptation to Information Technology: A Holistic Nomological Network from
Implementation to Job Outcomes. Management Science 62(1):156-179. http://dx.doi.org/10.1287/mnsc.2014.2111

Full terms and conditions of use: http://pubsonline.informs.org/page/terms-and-conditions

This article may be used only for the purposes of research, teaching, and/or private study. Commercial use
or systematic downloading (by robots or other automatic processes) is prohibited without explicit Publisher
approval, unless otherwise noted. For more information, contact permissions@informs.org.

The Publisher does not warrant or guarantee the article’s accuracy, completeness, merchantability, fitness
for a particular purpose, or non-infringement. Descriptions of, or references to, products or publications, or
inclusion of an advertisement in this article, neither constitutes nor implies a guarantee, endorsement, or
support of claims made of that product, publication, or service.

Copyright © 2016, INFORMS

Please scroll down for article—it is on subsequent pages

INFORMS is the largest professional society in the world for professionals in the fields of operations research, management
science, and analytics.
For more information on INFORMS, its publications, membership, or meetings visit http://www.informs.org

http://pubsonline.informs.org
http://dx.doi.org/10.1287/mnsc.2014.2111
http://pubsonline.informs.org/page/terms-and-conditions
http://www.informs.org


MANAGEMENT SCIENCE
Vol. 62, No. 1, January 2016, pp. 156–179
ISSN 0025-1909 (print) � ISSN 1526-5501 (online) http://dx.doi.org/10.1287/mnsc.2014.2111

© 2016 INFORMS

Adaptation to Information Technology:
A Holistic Nomological Network from

Implementation to Job Outcomes

Hillol Bala
Kelley School of Business, Indiana University, Bloomington, Indiana 47405, hbala@indiana.edu

Viswanath Venkatesh
Walton College of Business, University of Arkansas, Fayetteville, Arkansas 72701, vvenkatesh@vvenkatesh.us

Information technology (IT) implementation is a major organizational change event that substantially disrupts
an employee’s work environment. We develop a model of technology adaptation behaviors that employees

perform to cope with a new IT that causes such disruptions. Our model posits technology adaptation behaviors
as a key linking mechanism between IT implementation and employee job outcomes, thus offering a holistic
nomological network of technology adaptation behaviors. Two field studies conducted over a period of six
months, with four waves of data collection each, in two organizations (N = 211 and N = 181) implementing two
different ITs, supported the model. We found that employees performed four different technology adaptation
behaviors—exploration-to-innovate, exploitation, exploration-to-revert, and avoidance—based on whether they
appraised an IT as an opportunity or a threat and whether they had perceptions of control over an IT. Employees’
experiential engagements (i.e., user participation and training effectiveness) and psychological engagements
(i.e., user involvement and management support) during the implementation jointly determined their appraisal
of an IT. Finally, we found that technology adaptation behaviors influenced changes in two key job outcomes,
job performance and job satisfaction.
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1. Introduction
Notwithstanding the global economic slowdown in
recent times, organizations around the world continue
to implement information technologies (ITs) to gain
operational and strategic benefits. Organizations are
expected to spend close to $4.5 trillion on ITs in 2017,
with a spending growth rate of approximately 4%
between 2014 and 2017 (Gartner Inc. 2013). Although
there has been empirical evidence that IT implemen-
tations have a positive impact on firm performance
(e.g., Mithas et al. 2012, Rai and Tang 2014), employee
resistance remains a major challenge for organizations
implementing ITs. Employees typically perceive major
changes in their work environment and experience
myriad expected and/or unexpected consequences
following an IT implementation (Boudreau and Robey
2005, Morris and Venkatesh 2010, Venkatesh et al.
2010). Prior research has noted that when employees
face such radical changes or disruptions, they tend
to perform different adaptation behaviors to cope
with the situation (e.g., Beaudry and Pinsonneault
2005, Fugate et al. 2008), with negative consequences

ranging from resistance and underutilization to aban-
donment. Therefore, these key questions should be
answered: how do employees adapt to a new IT that
brings such changes and disruptions, what explains
these adaptation behaviors, and what consequences
do these behaviors have for employees?

We develop a holistic nomological network of tech-
nology adaptation behaviors that employees under-
take to cope with an IT. Building on prior research,
we define technology adaptation as the cognitive and
behavioral efforts exerted by employees to manage
perceived consequences associated with an IT imple-
mentation that occurs in their work environment
(Beaudry and Pinsonneault 2005). Three distinct yet
related streams of research have provided insights on
employees’ technology adaptation behaviors. The first
stream, postadoptive IT use, offers insights on how
and why individuals use an IT following their adop-
tion decisions (e.g., Jasperson et al. 2005, Sun 2012,
Sykes and Venkatesh 2015, Sykes et al. 2014). This
research offers rich conceptualizations of IT use at
different levels (e.g., individual, collective), examines
predictors of IT use, highlights cognitive processes
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that users employ during IT use, and offers insights
on recurrent interactions among the key elements of
IT use (i.e., IT artifacts and work activities accom-
plished by using an IT artifact) and dynamic patterns
of IT use. The second stream, user adaptation to IT,
extends the postadoptive IT use literature by focusing
on adaptation processes and strategies that employ-
ees undertake to cope with an IT (e.g., Beaudry and
Pinsonneault 2005, Liang and Xue 2009). These adap-
tation strategies are holistic and are not necessarily
limited to IT use (e.g., avoidance of an IT). This stream
has thus provided insights on processes and phenom-
ena that have not been the key focus in the postadop-
tive IT use literature, such as unintended or unfaithful
use of an IT, improvisation, workarounds, and avoid-
ance of an IT.

The third stream, closely related to the user adapta-
tion to IT literature, focuses on recursive interactions
between IT features, human agency, and institutional
properties during IT implementations (e.g., Nan 2011,
Purvis et al. 2001, Sharma and Yetton 2003). This
stream provides insights on two distinct sets of pro-
cesses of mutual adaptation when employees inter-
act with a new IT. The first set of processes involves
actions taken by employees to appropriate IT fea-
tures and to adapt an IT to accomplish work. The
second set of processes involves a set of metastruc-
turation actions that include changes in institutional
contexts, such as work processes, routines, organi-
zational structure, control, coordination mechanisms,
and reward structures. Together, these three streams
suggest that employees embrace different adaptation
strategies and perform various post-adoptive behav-
iors to cope with an IT. These streams also offer
insights on adaptation processes and consequences
related to how employees interact with an IT, and
make changes to the structure of an IT and their work
to cope with an IT.

Although prior research has provided rich insights
on individuals’ IT use, adaptation processes, and
strategies, there has been limited understanding of
specific adaptation behaviors that individuals under-
take to cope with an IT, and the antecedents and
consequences of these behaviors. To address this
important gap, we develop and test a model of tech-
nology adaptation that incorporates four technology
adaptation behaviors. We build on coping and adap-
tation theories from social psychology and informa-
tion systems (IS) to identify the antecedents of these
behaviors. We also build on the IT implementation lit-
erature to identify key implementation characteristics
(i.e., employee engagements during an IT implemen-
tation) that, we suggest, will play a critical role in the
adaptation process. Further, we longitudinally inves-
tigate the influence of these behaviors on changes
in employee job outcomes—i.e., job performance and

job satisfaction—between pre- and postimplementa-
tion of a new IT.

This research is expected to contribute to the IT
implementation literature in at least three ways. First,
we deepen our understanding of different postadop-
tive behaviors that employees exhibit following an IT
implementation. In particular, we offer a set of adap-
tation behaviors that employees undertake to cope
with an IT and provide a rich understanding of the
nature of these behaviors. Second, our model links
IT implementation to employee job outcomes and
presents the adaptation process as a key linking mech-
anism. The model incorporates IT implementation
characteristics and job outcomes from prior research
and offers a comprehensive understanding of tech-
nology adaptation from antecedents to consequences.
Thus, we extend recent studies that have linked IT
implementation to employee job outcomes but do not
focus on IT implementation characteristics and how
employees adapt to a new IT (e.g., Ayyagari et al.
2011, Bala and Venkatesh 2013, Morris and Venkatesh
2010, Sykes et al. 2014, Venkatesh et al. 2010). Finally,
we respond to calls for a rich conceptualization and
operationalization of IT use (Burton-Jones and Straub
2006, Jasperson et al. 2005, Venkatesh et al. 2008).
The adaptation behaviors proposed here augment
and enrich our understanding of postadoptive IT use
behaviors.

2. Theory Development
Our model (see Figure 1) leverages an influential the-
ory of adaptation from social psychology—i.e., the
transactional model of stress and coping (Lazarus and
Folkman 1984)—and a model of user adaptation from
IS—i.e., the coping model of user adaptation (CMUA;
Beaudry and Pinsonneault 2005). These theories posit
that individuals employ two processes when they
encounter a stressful event and/or a change in their
environment: cognitive appraisal and adaptation. The
cognitive appraisal process involves an evaluation
of whether an event is relevant to an individual’s
well-being and in what ways (Folkman et al. 1986).
There are two aspects of cognitive appraisals: primary
and secondary. A primary appraisal is one where
an individual evaluates whether he or she has any-
thing at stake in the event that has occurred—e.g.,
whether there is a potential for personal benefit or
harm (Major et al. 1998). A secondary appraisal is one
where an individual evaluates whether he or she has
the resources and/or options to exert control over the
situation so that he or she can overcome or prevent
harm, or improve the prospects for benefit (Major
et al. 1998). Coping theories do not explicitly theo-
rize about the relative importance and sequence of
these two appraisals. Instead, these theories empha-
size the convergence or interaction of these appraisals
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Figure 1 Research Model
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to explain individuals’ adaptation behaviors (Carver
et al. 1989).

These cognitive appraisals lead to the second
process, adaptation, which represents cognitive and
behavioral efforts exerted by an individual to manage
a stressful event and/or a change in the environment
(Lazarus and Folkman 1984). There are two major
categories of adaptation strategies: problem-focused
and emotion-focused (Carver et al. 1989, Folkman
et al. 1986). Problem-focused adaptation strategies are
used when an individual actively engages in activ-
ities directly aimed at solving the problem at hand
and/or does something to alter the source of stress.
Emotion-focused adaptation strategies are aimed at
reducing or managing the emotional distress that is
associated with or cued by the situation. Building on
the transactional model of stress and coping, CMUA
offers four adaptation strategies in the context of IT
implementations: (a) benefits maximizing (e.g., taking
full advantage of the opportunities offered by an IT
to maximize personal benefits), (b) benefits satisficing
(e.g., being satisfied with the limited benefits an IT
offers), (c) disturbance handling (e.g., restoration of
personal emotional stability and minimization of the
perceived negative consequences associated with an
IT), and (d) self-preservation (e.g., restoration of emo-
tional stability, with little or no impact on individuals’
performance at work using an IT). Coping theories
offer numerous adaptational outcomes of coping that
are specific to contexts that invoke adaptation pro-
cesses. In organizational contexts, research has exam-
ined job outcomes, such as psychological well-being,

organizational commitment, job satisfaction, and vol-
untary turnover as consequences of employee adap-
tation behaviors (e.g., Fugate et al. 2008).

2.1. Cognitive Appraisals of an IT Implementation
Consistent with coping theories, our model posits
that technology adaptation behaviors will operate
as intervening mechanisms through which IT imple-
mentation characteristics and cognitive appraisals
will influence employee job outcomes (see Fig-
ure 1). Building on CMUA, we conceptualize primary
appraisals as perceived opportunity and perceived
threat, and the secondary appraisal as perceived con-
trollability (Beaudry and Pinsonneault 2005).

2.1.1. Primary Appraisals. Perceived opportunity
is defined as the degree to which an employee be-
lieves that an IT implementation offers him or her
a chance for success in the workplace. Although
employees may perceive a chance for success in sev-
eral aspects of their work following an IT imple-
mentation, such as personal growth, gain, reward,
mastery, or job performance, they are likely to
develop a holistic assessment of opportunity when
they first encounter an IT in their work environment
(Beaudry and Pinsonneault 2005). Prior research has
offered various mechanisms through which employ-
ees may develop such an assessment. The IT adoption
literature has suggested that employees are able to
develop an assessment of whether using an IT will
help them attain gains in job performance (Venkatesh
et al. 2003). Perceived threat is defined as the degree
to which an employee believes that an IT implemen-
tation harms his or her well-being, personal gain, or
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growth. Some employees may feel that an IT will
degrade their performance and status in the orga-
nization because their roles in business processes
may change after an implementation (Beaudry and
Pinsonneault 2005, Lapointe and Rivard 2005). For
example, an expert user of Microsoft Excel who uses
it extensively to manage inventory may find a new IT
that replaces Microsoft Excel lowers his or her status
in the organization. Perceived threat has been sug-
gested as a key antecedent of resistance to and avoid-
ance of an IT (Lapointe and Rivard 2005, Liang and
Xue 2009). We suggest that employees will develop
an overall assessment of threat from an IT that will
drive their perceptions of how an IT negatively affects
different aspects of their work life.

Consistent with coping, organizational adaptation,
and IT implementation literatures, our model posits
that perceived opportunity and perceived threat are
two theoretically distinct constructs. We argue that
feeling that a new IT does not provide any oppor-
tunities does not necessarily indicate that the IT is
threatening to the well-being of an employee. In
the coping literature, opportunity and threat are the-
orized to be and tested as two distinct primary
appraisals when individuals face changes and/or dis-
ruptions in their immediate environment (Beaudry
and Pinsonneault 2005, Major et al. 1998). The orga-
nizational adaptation literature has likewise noted
that opportunity and threat are two distinct executive
cognitions that lead to different organizational adap-
tations (Chattopadhyay et al. 2001). In the IT imple-
mentation literature, opportunity (or benefit) and
threat have been conceptualized and operationalized
as two distinct technological frames that coexist in the
mind of decision makers (Mishra and Agarwal 2010).
Further, prior research has noted that two similar
constructs, risk and reward/gain, are indeed distinct
constructs because they are triggered by different
theoretical processes (Yuan and Woodman 2010). For
example, perception of risk is triggered by nega-
tive affective states, such as embarrassment, shame,
and emotional instability, whereas reward/gain is
triggered by self-enhancing motives activated by
perceived opportunities for creating a favorable envi-
ronment (Yuan and Woodman 2010). Because of these
different triggers, individuals may perceive a situa-
tion to be highly risky and, at the same time, highly
rewarding. In sum, consistent with the IS literature
(Beaudry and Pinsonneault 2005, Mishra and Agarwal
2010) and coping theories from the social psychol-
ogy literature (e.g., Major et al. 1998), we suggest that
perceived opportunity and perceived threat are two
distinct assessments of primary appraisals that will
be activated by different triggers, and employees will
develop these two salient technological frames when
they encounter an IT in their work environment.

2.1.2. Secondary Appraisal. Perceived controlla-
bility is defined as the degree to which an individual
feels that he or she has the ability and resources to
deal with a new IT. Although developed as part of dif-
ferent theoretical paradigms, perceived controllability,
perceived behavioral control, self-efficacy, and facili-
tating conditions have significant conceptual similar-
ities (Venkatesh et al. 2003). Coping theories suggest
that individuals will form an overall perception of
control based on their current level of competence
to deal with a demanding situation and their ability
to leverage external resources that help them handle
the situation. Our model theorizes perceived con-
trollability as a situational control that is needed to
invoke situation-specific coping strategies (Beaudry
and Pinsonneault 2005, Carver et al. 1989, Major et al.
1998). The evaluation of control is particularly critical
because employees will have varying degrees of per-
ceptions of control following an IT implementation.
In addition to personal ability/resources to effectively
use an IT, individuals will consider the availability
of external resources when forming perceptions of
control.

2.2. Technology Adaptation
Adaptation has been studied extensively in social
psychology and organizational behavior literatures
(e.g., Chan 2000). Chan (2000) described situations in
which an individual needs to be adaptive. The cop-
ing literature has suggested that adaptation is contex-
tual because an individual needs different adaptation
efforts to cope with different situations (Folkman et al.
1986). Consistent with this view and CMUA, we
postulate technology adaptation as a contextual con-
struct pertinent to IT implementation contexts. We
reviewed research on postadoptive IT use and user
adaptation to IT to identify and conceptualize the four
adaptation behaviors incorporated in our model. We
also used the comments from employees of a For-
tune 500 manufacturing company who participated
in focus group sessions that we conducted as part
of this research to enrich our conceptualization of
these behaviors. During these sessions, a modera-
tor asked a standard set of questions to elicit par-
ticipants’ general reactions to a newly implemented
IT. The participants were allowed to freely express
their reactions, discuss among themselves, and pro-
vide examples in support of their points when possi-
ble. All the comments were recorded, transcribed, and
content analyzed (Stewart et al. 2007). These focus
groups validated the use of these four behaviors by
the employees. We discuss the illustrations from the
focus groups for hypotheses related to the adaptation
behaviors to further strengthen justifications for our
hypotheses. The four major themes that emerged from
the literature review and the focus group sessions
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are exploration-to-innovate, exploitation, exploration-
to-revert, and avoidance.

We draw on the organizational adaptation and
learning literature, as well as coping theories, to
conceptualize these behaviors. The organizational
adaptation and learning literature conceptualizes
exploration as the search for novel or innovative
ways of doing something and associates it with dif-
ferent phenomena, such as search, variation, risk
taking, experimentation, play, flexibility, discovery,
and innovation (e.g., Gupta et al. 2006). In con-
trast, exploitation refers to the routine execution of
knowledge associated with various phenomena, such
as refinement, choice, production, efficiency, selec-
tion, implementation, and execution (Gupta et al.
2006). Although learning, improvement, and acquisi-
tion of new and contextual knowledge is central to
both exploration and exploitation, it is the type or
amount of learning that differentiates these two adap-
tation behaviors (Gupta et al. 2006). In the context
of IT implementations, prior research has noted that
employees’ learning, improvement, and acquisition of
new knowledge typically take place along two contex-
tual aspects of IT use: technology and work processes
(e.g., Nan 2011). We suggest that technology adap-
tation behaviors in our model will capture learning,
improvement, and acquisition of contextual knowl-
edge pertinent to these two aspects of IT use.

Coping theories—i.e., the transactional model of
stress and coping and CMUA—also provide the theo-
retical foundations for the adaptation behaviors in our
model. These behaviors are consistent with the theo-
retical mechanisms and processes proposed in CMUA
regarding interactions of cognitive appraisals leading
to the different adaptation strategies that employees
undertake. Moreover, consistent with CMUA, adapta-
tion behaviors in our model have components from
both problem-focused and emotion-focused adapta-
tions. Further, consistent with CMUA, our model
offers a broad view of adaptation behaviors that incor-
porates adaptations of IT (e.g., changing features of
an IT), work (e.g., modifying procedures and rou-
tines), and self (e.g., adjusting personal habits). Given
the complexity of an IT, it is possible that employ-
ees undertake multiple adaptation behaviors concur-
rently (Beaudry and Pinsonneault 2005). However,
the salience of these behaviors to employees will
depend on the magnitude and nature of interactions
of primary and secondary appraisals (Beaudry and
Pinsonneault 2005, Major et al. 1998).

2.2.1. Predicting Exploration-to-Innovate. Explor-
ation-to-innovate is defined as the degree to which
an employee tries to find, extend, and/or change
features of an IT to accomplish his or her tasks in
novel ways. Prior research has suggested that some
employees will exert considerable effort to explore

an IT to discover new features and ways of accom-
plishing their work processes in creative, novel, and
improvised ways (Beaudry and Pinsonneault 2005,
Boudreau and Robey 2005, Robey et al. 2002). An
interesting example from a focus group participant
was how she discovered a feature in a newly imple-
mented product data management system to attach
multiple product codes to a single project so that
the project could move forward without any delay.
Although this feature of the new IT helped this
employee perform her tasks in an innovative way, it
was not discussed or mentioned during the training
provided by the vendor of the new IT. Exploration-
to-innovate is conceptually similar to feature exten-
sion, feature exploration, and infusion or emergent
use of IT (Jasperson et al. 2005, Thatcher et al.
2011). Further, employees engaged in exploration-to-
innovate behaviors cognitively undertake a benefits-
maximizing strategy to take full advantage of an IT.
Thus, exploration-to-innovate is a problem-focused
adaptation because employees will proactively be
involved in feature discovery, extension, and impro-
visation for their personal gains (e.g., improved job
performance) and growth.

We posit that perceived opportunity and perceived
controllability will have both direct and moderat-
ing effects on exploration-to-innovate. Given that the
theoretical triggers of perceived threat are primar-
ily related to the potential harmful effects of an IT
(Lapointe and Rivard 2005, Liang and Xue 2009), we
do not have a theoretical rationale for expecting that
perceived threat will be an antecedent of exploration-
to-innovate. In other words, in the presence of per-
ceived opportunity, perceived threat is likely to recede
into the background as employees contemplate the
positive consequences of finding innovative uses of
a new IT. When employees appraise an IT as an
opportunity to succeed in their workplace (e.g., mas-
tery, professional growth, improved job performance,
formal recognition), they are more likely to try to
use the IT to maximize this opportunity. Employees
will exert effort to find and use different features of
the IT to perform their tasks and materialize these
opportunities (Beaudry and Pinsonneault 2005). We
further suggest that if employees feel that they have
the necessary knowledge and resources to use an
IT effectively (i.e., perceived controllability), they are
more likely to apply this knowledge and resources
to use the IT to gain as much as possible from
the IT. An employee will only be able to perform
the exploration-to-innovate behaviors (e.g., discover,
learn, acquire, and apply features of an IT) if he or she
has the relevant knowledge and resources to do so.
Hence, we suggest that, if an employee appraises an
IT implementation as an opportunity and, at the same
time, feels that he or she has the ability and resources
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to find and use different features of the IT (i.e., per-
ceived controllability), he or she will be even more
motivated (than he or she is in the absence of control)
to take an active or problem-solving coping strategy
to explore the IT to find ways to maximize benefits
(Beaudry and Pinsonneault 2005). The feeling of con-
trol over the IT will enhance the desire to leverage the
opportunities that the IT offers. Therefore, under the
condition of high perceived controllability, the effect
of perceived opportunity on exploration-to-innovate
will be even stronger, because employees will attempt
to find or discover system features to maximize their
benefits and improve their well-being.

Hypothesis 1 (H1). (a) Perceived opportunity and
(b) perceived controllability will positively influence
exploration-to-innovate, and (c) perceived controllability
will moderate the relationship between perceived opportu-
nity and exploration-to-innovate, such that the relationship
will be stronger when perceived controllability is high.

2.2.2. Predicting Exploitation. Exploitation is de-
fined as the degree to which an employee uses a rec-
ommended set of features of an IT to perform his or
her portfolio of tasks. Burton-Jones and Straub (2006)
discussed exploitive system use in developing a rich
conceptualization of IT use. Exploitation is concep-
tually similar to feature adoption and employment
behaviors (Jasperson et al. 2005), deep structure use
(DeSanctis and Poole 1994), and routine use of an
IT (Thatcher et al. 2011). More specifically, exploita-
tion entails employees’ adoption of a set of IT fea-
tures that they learn from training sessions and/or
from others (e.g., peers, supervisors, help desk) and
use of these features on a regular basis to accom-
plish their work processes. They become experts in
using these features and are able to leverage them to
accomplish their tasks efficiently. Several participants
in our focus group sessions mentioned that they typ-
ically used a set of known features of the IT on a
regular basis to accomplish their tasks. Although they
mastered these features and felt that these features
helped them perform their tasks efficiently, they did
not know much about the other features of the IT.
Drawing on CMUA, we suggest that employees cog-
nitively employ a benefits-satisficing strategy when
they engage in exploitation behaviors. Given that the
benefits-satisficing strategy has both problem- and
emotion-focused aspects (Beaudry and Pinsonneault
2005), employees engaged in exploitation are likely
to invoke elements of both of these aspects as they
exploit an IT. For example, some employees will be
willing to exploit the features of an IT to perform
their tasks in a satisfactory manner (i.e., problem-
focused adaptation). However, they may not be able
to gain additional benefits because of their inability
to go beyond the features that they learn to exploit.

Hence, they continue to exploit the IT to reduce the
emotional dissonance caused by their inability to use
other features of an IT to gain more from the IT (i.e.,
emotion-focused adaptation).

Following an IT implementation, a set of proce-
dures or steps is typically suggested or prescribed to
help employees perform their work processes using
the new IT. These steps may vary across organizations
and ITs. When employees feel that an IT is beneficial
to them, they are more likely to find ways to leverage
the suggested features of the IT to achieve these ben-
efits. Hence, perceived opportunity will be the salient
primary appraisal for exploitation. Perceived threat
will not be salient in the presence of perceived oppor-
tunity because employees are likely to exploit the fea-
tures of an IT when they are aware of the positive
consequences of using these features (cf. Beaudry and
Pinsonneault 2005). We suggest that perceived con-
trollability will have a negative influence on exploita-
tion. Given that employees performing exploitation
behaviors are likely to use a fixed set of features on
a regular basis, they do not need a high degree of
control over the new IT (Beaudry and Pinsonneault
2005). In fact, a high degree of control may diminish
their motivation to continue to engage in exploita-
tion behaviors. We further suggest that, under the
condition of low perceived controllability, employees
will place more importance on perceived opportunity
when they engage in exploitation. If employees per-
ceive that they do not have the ability and resources
to use an IT to the fullest extent (i.e., low perceived
controllability), they are more likely to resort to using
a known set of features to satisfy their needs. Some
participants in our focus group sessions mentioned
that they did not fully understand the purpose of
some features of the new IT. In fact, they thought that
the new IT was significantly more complex than the
previous IT. However, they felt that they were still
able to gain benefits from the new IT because they
knew the “right” features that they used routinely to
perform their tasks.

Hypothesis 2 (H2). (a) Perceived opportunity will
positively influence exploitation, (b) perceived controllabil-
ity will negatively influence exploitation, and (c) perceived
controllability will moderate the relationship between per-
ceived opportunity and exploitation, such that the relation-
ship will be stronger when perceived controllability is low.

2.2.3. Predicting Exploration-to-Revert. Explor-
ation-to-revert occurs when an employee tries to find,
extend, and/or change features of an IT to fit with
his or her preimplementation work processes and/or
habits. Prior research has suggested that employees
often engage in workarounds when using an IT
(Boudreau and Robey 2005, Volkoff et al. 2007). Robey
et al. (2002) found that, instead of learning the new
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technology and work processes, some users tried to
return to what they had done in the past, including
workarounds. They also found that some users pulled
data off the new system for analysis using their old
desktop software. Exploration-to-revert behaviors
are not consistent with the spirit of an IT (i.e.,
the general intent with regard to values and goals
underlying a given set of features of an IT, which
is the official line that determines how employees
should act when using an IT; DeSanctis and Poole
1994) and are typically not the prescribed manner to
interact with an IT. Exploration-to-revert behaviors
may create problems in organizations because if an
employee does not use an IT properly, he or she may
hinder the successful execution of an entire business
process. We suggest that when employees engage
in exploration-to-revert behavior, they cognitively
undertake a disturbance-handling strategy suggested
in CMUA to restore emotional stability and mini-
mize the perceived negative consequences of an IT.
Hence, exploration-to-revert has both problem- and
emotion-focused aspects. The problem-focused aspect
is manifested through employees’ efforts to manage
unfavorable situations by searching features of an IT
to perform tasks in old ways. The emotion-focused
aspect is revealed through employees’ efforts to
restore emotional stability by trying to return to their
previous routines (Beaudry and Pinsonneault 2005).

We argue that if an employee perceives that an IT
may harm his or her well-being (e.g., increasing anxi-
ety and stress), prevent personal gain or growth (e.g.,
declining performance), or degrade his or her social
status in the organization (i.e., perceived threat), he
or she is more likely to try to find ways to mini-
mize these potential harms. He or she will be less
motivated to leverage the features of an IT to per-
form his or her work processes because he or she
may fear that the consequences will not be benefi-
cial. We suggest that, in such a situation, employ-
ees will engage in exploration-to-revert behaviors. We
further suggest that the appraisal of perceived oppor-
tunity will not be as salient as perceived threat in
such a situation because the perception of potential
positive consequences of an IT will recede to the
background as employees attempt to find ways to
minimize the potential harmful effects of the new IT.
Perceived controllability will have a positive influ-
ence on exploration-to-revert because if employees
want to explore the features of a new IT to perform
their tasks in old ways, they need to have a high
degree of knowledge and resources related to the
new IT (Beaudry and Pinsonneault 2005). Given that
exploration-to-revert behaviors are not encouraged
and the formal training provided by organizations
does not usually cover features or steps that encour-
age such behaviors, employees who want to perform

these behaviors need to develop an ability to perform
such behaviors. We further argue that employees will
exhibit the strongest exploration-to-revert behavior
if they perceive high threat and high controllabil-
ity at the same time. In particular, in the presence
of high perceived controllability, employees will be
highly motivated to explore system features to min-
imize the perceived negative consequences (Beaudry
and Pinsonneault 2005). They will leverage their abil-
ity and resources to find features to fit with their
old ways of doing things to minimize the threaten-
ing aspects of the IT. Several of our focus group par-
ticipants felt that using the new IT would, in fact,
degrade their performance. They were worried that
they might lose their status in their business units
as top performers and that their coworkers might no
longer consult them for work-related needs. These
employees, however, mentioned that they explored
the new IT to see whether there were ways to per-
form their tasks using the old ways. For instance, a
participant mentioned that she was able to find data
from the new IT, write it down on a piece of paper,
and use the data to manually search other ITs to find
the status of a new product development project.

Hypothesis 3 (H3). (a) Perceived threat and (b) per-
ceived controllability will positively influence exploration-
to-revert, and (c) perceived controllability will moderate
the relationship between perceived threat and exploration-
to-revert, such that the relationship will be stronger when
perceived controllability is high.

2.2.4. Predicting Avoidance. Avoidance is de-
fined as the degree to which an employee tries not to
use an IT when accomplishing his or her tasks. Klein
et al. (2001) indicated that some users will try to avoid
an innovation altogether. Beaudry and Pinsonneault
(2005) found that some employees did not use an IT
at all because they thought that they would be able
to accomplish their tasks efficiently without using the
IT. Bendoly and Cotteleer (2008) found that managers
and employees had strong intentions to circumvent
(i.e., avoid) an IT in the presence of perceived task–
technology misfit. In keeping with coping theories,
we conceptualize avoidance as an emotion-focused
adaptation because employees attempt to psycholog-
ically remove themselves from the demands of the
stressor (i.e., an IT) without doing anything to actu-
ally change the reality of the situation (Folkman et al.
1986). Building on CMUA, we suggest that employ-
ees undertake a self-preservation strategy when they
engage in avoidance to restore emotional stability
and reduce tensions related to using an IT. Unlike
exploration-to-revert behaviors that are characterized
by an employee’s exploration of an IT to find sup-
port for his or her old work processes and/or habits,
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avoidance reflects an employee’s total abandonment
of an IT.

Consistent with coping theories and prior IS
research, we suggest that if employees perceive an
IT implementation as a threat (e.g., having perceived
harmful consequences, such as anxiety and declin-
ing performance), one of their immediate behavioral
responses will be to try to avoid the IT to mini-
mize these negative consequences and restore emo-
tional stability (Liang and Xue 2009). Several of our
focus group participants complained about how the
new IT increased their workloads by requiring them
to constantly update the progress of their assigned
tasks. These employees repeatedly mentioned that the
previous IT and work processes were efficient (“0 0 0 it
was working well 0 0 0not sure if we really needed
this new software”). They also commented that they
would prefer not to use the new IT to perform their
tasks. This is consistent with prior research that found
that, if an IT threatens the status quo, employees
are more likely to avoid it, if possible (Beaudry and
Pinsonneault 2005, Boudreau and Robey 2005, Robey
et al. 2002). Perceived controllability is expected to
have a negative influence on avoidance because per-
ceptions of control are critical for behavioral perfor-
mance (Ajzen 1991)—if employees perceive that they
do not have the ability or resources to use an IT effec-
tively, they are likely to try to avoid the IT. We fur-
ther suggest that employees will exhibit the strongest
avoidance behavior in the presence of high threat
and low controllability. In particular, when employees
feel that they do not have the ability and resources
to cope with an IT (i.e., low perceived controllabil-
ity), the harmful consequences of the IT will be even
more salient to them because of their inability to over-
come or find ways to minimize these consequences
by leveraging the IT (Beaudry and Pinsonneault
2005). Consequently, employees may feel that the best
course of action is to avoid using the IT altogether to
prevent these harmful consequences.

Hypothesis 4 (H4). (a) Perceived threat will have a
positive influence on avoidance, (b) perceived controlla-
bility will have a negative influence on avoidance, and
(c) perceived controllability will moderate the relationship
between perceived threat and avoidance, such that the rela-
tionship will be stronger when perceived controllability
is low.

2.3. IT Implementation Characteristics and
Cognitive Appraisals

Coping theories suggest that, when understanding
employee adaptation behaviors after an organiza-
tional change, it is important to take into account
the characteristics of the change event (Beaudry and
Pinsonneault 2005, Lazarus and Folkman 1984). Fur-
ther, these theories suggest that individuals try to

leverage context-specific resources when they ap-
praise a stressful event and/or a change in their envi-
ronment. Consistent with coping theories, we include
four widely used IT implementation characteristics—
user participation (Barki and Hartwick 1994), training
effectiveness (Sharma and Yetton 2007), user involve-
ment (Barki and Hartwick 1994), and management
support (Sharma and Yetton 2003)—in our model as
situational characteristics and coping resources that
will help employees appraise an IT implementation.
Recent studies have offered theoretical and empirical
insights on the influence of these characteristics on
user cognitions, behaviors, and outcomes (e.g., Sab-
herwal et al. 2006, Sharma and Yetton 2007, Sykes
2015, Venkatesh et al. 2011).

We organize these characteristics into two cate-
gories based on whether they refer to employees’
behavioral or psychological engagements with an
IT implementation: (a) experiential engagements and
(b) psychological engagements. Experiential engage-
ments represent those characteristics that capture
employees’ behavioral undertaking during an IT
implementation through visible actions, whereas psy-
chological engagements are those characteristics that
capture psychological association of employees with
an IT implementation (Barki and Hartwick 1994). Our
model posits that the experiential engagements will
have a direct effect on cognitive appraisals because
these factors will help employees make an informed
decision about whether an IT is an opportunity or
a threat (i.e., primary appraisals) and whether they
have the ability and resources to use it effectively (i.e.,
secondary appraisals). These factors will help employ-
ees gain both declarative and procedural knowledge
of an IT that in turn helps them shape their percep-
tions of opportunity, threat, and controllability. In con-
trast, we suggest that the psychological engagements
will have both direct and moderating effects on cogni-
tive appraisals because these factors will create a psy-
chological environment during an IT implementation
that helps employees determine their levels of experi-
ential engagements to accurately appraise an IT. Our
model does not posit moderating effects of psycholog-
ical engagements on perceived controllability because
we expect that perceptions of control will primarily
be shaped by the experiential engagements that repre-
sent employees’ interactions with an IT, and the pres-
ence (or absence) of psychological engagements will
not alter how these interactions will shape employees’
perceptions of control over an IT.

2.3.1. Experiential Engagements and Cognitive
Appraisals. User participation, the first experiential
engagement factor, refers to the assignments, activ-
ities, and behaviors that users or their representa-
tives perform during an IT implementation (Barki
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and Hartwick 1994). Training effectiveness, the sec-
ond experiential engagement factor, is defined as the
degree to which an individual believes that the train-
ing provided during the IT implementation is ade-
quate to work with the IT (Aiman-Smith and Green
2002). We suggest that these two experiential engage-
ments will influence all three cognitive appraisals.
Participation (e.g., system evaluation and customiza-
tion, prototype testing, and involvement in business
process change initiatives) and training will help
employees develop an accurate perception of dif-
ferent features of an IT (Barki and Hartwick 1994,
Sharma and Yetton 2007). They are more likely to
form perceptions of the opportunity that the IT offers
in terms of personal gains and growth in the orga-
nization (Sabherwal et al. 2006). Along the same line
of reasoning, we suggest that, if employees or their
representative(s) actively participate in an IT imple-
mentation and/or receive effective training, it is pos-
sible that they will have information regarding the
threatening aspects of an IT, if any. Such participa-
tion will allow employees to exert influence on deci-
sions related to the customization of an IT during
implementation. Employees may have the opportu-
nity to use the IT for testing purposes and/or during
training. As employees learn more about the IT and
develop a greater understanding of its features, they
will be less threatened by it. Moreover, during train-
ing, coworkers’ knowledge of the IT, shared as trans-
active memory, will help employees learn potential
benefits and overcome threatening aspects of an IT
(Sharma and Yetton 2007). Effective training will also
help employees develop a sense of mastery over an
IT’s features. Finally, if employees have better knowl-
edge of the features of the new IT, as well as a greater
understanding of how it fits into their work processes
and how they can use it to accomplish their tasks,
they are more likely to believe that they have the abil-
ity and resources to understand and work with the
new IT (i.e., have greater control over the new IT).

Hypothesis 5 (H5). User participation will (a) posi-
tively influence perceived opportunity, (b) negatively influ-
ence perceived threat, and (c) positively influence perceived
controllability.

Hypothesis 6 (H6). Training effectiveness will (a) posi-
tively influence perceived opportunity, (b) negatively influ-
ence perceived threat, and (c) positively influence perceived
controllability.

2.3.2. User Involvement and Cognitive Ap-
praisals. User involvement, the first psychological
engagement factor, refers to a subjective psychological
state reflecting the importance and personal relevance
of a new IT to an employee (Barki and Hartwick
1994). When employees perceive that an IT is impor-
tant to them and that the IT has a high degree of

personal relevance to them, they are more likely to
be interested in learning and mastering its features.
They are likely to develop a sense of ownership of
the new IT. A good understanding of the features will
help them realize the potential benefits of the IT in
various aspects of their job. They will feel that the
new IT will bring opportunities for well-being and
personal growth. We further argue that if employ-
ees perceive that an IT is important and relevant to
them, they are more likely to be less threatened by
the IT. Given that they are likely to learn and master
the new IT, they will be able to minimize its threat-
ening aspects (e.g., anxiety associated with IT use).
Also, highly involved employees will consider the
IT to be an important resource that helps them suc-
ceed in the organization (Barki and Hartwick 1994).
Consequently, they will not consider the IT to be
threatening to their well-being. Further, employees
with a high degree of involvement may attempt to
increase their abilities to use an IT and proactively
seek resources that can potentially help them use it
effectively. Hence, employees will develop a percep-
tion of control over an IT, although such perceptions
may not be an accurate reflection of employees’ abil-
ities to use it effectively.

Hypothesis 7 (H7). User involvement will (a) posi-
tively influence perceived opportunity, (b) negatively influ-
ence perceived threat, and (c) positively influence perceived
controllability.

2.3.3. Management Support and Cognitive Ap-
praisals. Management support, the second psycho-
logical engagement factor, is defined as the degree
to which an employee believes that the manage-
ment in the organization has committed to the suc-
cessful implementation of an IT (Sharma and Yetton
2003). If employees feel that the management actually
believes that the IT will be beneficial to the employ-
ees and communicates such beliefs, it is more likely
that employees will see opportunities in the IT in
terms of gaining status in the organization or per-
forming their tasks effectively using the IT. Further, if
the management supports the new IT, employees may
see an opportunity for using the new IT and being
rewarded by the management for that use. Employ-
ees may develop a sense of psychological safety and
structural assurance that they will not lose their job
or status in the organization because of their use
of the IT (Edmondson 1999). Further, the manage-
ment might provide explicit assurance in areas that
are potential sources of IT-related threats (e.g., toler-
ance for performance loss during an IT implementa-
tion). Also, perceptions of management support can
make employees feel that they are allowed to freely
use different features of a new IT to accomplish their
tasks. Such emotional and behavioral support will
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help employees develop a sense of control over the
new IT and assurance that there will be resources
available to help them learn and use the IT. Conse-
quently, they will develop a heightened sense of con-
trol over the IT.

Hypothesis 8 (H8). Management support will (a) pos-
itively influence perceived opportunity, (b) negatively in-
fluence perceived threat, and (c) positively influence per-
ceived controllability.

2.3.4. Moderating Role of User Involvement.
Although employees with a high degree of user par-
ticipation will develop a heightened sense of per-
ceived opportunity, it is possible that this effect
will be even stronger for those employees with low
user involvement. Under the condition of low user
involvement, it is more likely that employees will
have no inherent motivation to learn about the poten-
tial positive consequences of an IT. However, if these
employees are asked to participate in an IT imple-
mentation, they will be able to learn about the IT’s
features through participation. User participation will
be a driving force for these employees to discover
the benefits of the new IT. We note that employees
with high user involvement will also benefit from
participating in the implementation process. They
will be highly motivated to learn about the new IT
through their participation. However, we argue that
employees with low user involvement will gain the
most from the participation process because they are
likely to engage in the participation process with-
out much prior knowledge of the new IT, because
they did not consider it to be relevant and important
to them (i.e., low user involvement). Consequently,
they will gain more through participation (i.e., the
difference between their pre- and postparticipation
knowledge of an IT will be higher) than employ-
ees with high user involvement who are likely to
have some prior knowledge of the IT before they are
formally engaged in user participation. The former
is likely to identify avenues of opportunity through
participation that were unknown to them before the
participation. In contrast, it is possible that employ-
ees with high user involvement are aware of poten-
tial opportunities even before they participate in the
implementation process. Therefore, under the condi-
tion of low user involvement, user participation will
have a stronger positive effect on perceived opportu-
nity. Along the same lines, the negative relationship
between user participation and perceived threat will
be stronger (i.e., participation will mitigate the poten-
tial threats related to an IT) for employees with low
user involvement.

We posit that user involvement will positively mod-
erate the relationship between training effectiveness
and perceived opportunity. If an IT is perceived to

be important and relevant by an employee, he or she
is likely to feel an urge to learn, explore, and mas-
ter it if there is an opportunity to do so (e.g., train-
ing). Overall, the employee will attempt to increase
his or her ability to use the IT and proactively seek
resources that can potentially help him or her use the
IT effectively. Developing an understanding of dif-
ferent features of an IT and how they relate to job
requirements will create a perception of opportunity.
Therefore, in the presence of high user involvement,
employees will place more importance on training so
that they can learn various ways that the IT can bene-
fit them. Similarly, when employees believe that an IT
is important and relevant to them, they are likely to
leverage whatever they learned from training to min-
imize or alleviate the threatening aspects of the IT,
if any. For example, an employee may believe that a
newly implemented IT is complex and may lower his
or her job performance (i.e., perceived threat). How-
ever, if the employee feels that the system is impor-
tant and relevant for work, he or she is likely to take
advantage of the training to find ways to minimize
the threatening aspects of the system (i.e., complex-
ity). Hence, the negative effect of training effective-
ness on perceived threat will be strengthened in the
presence of high user involvement.

Hypothesis 9 (H9). User involvement will moderate
the relationship between (a) user participation and per-
ceived opportunity, (b) user participation and perceived
threat, (c) training effectiveness and perceived opportunity,
and (d) training effectiveness and perceived threat, such
that the relationship is stronger when user involvement is
low ( for (a) and (b)) and high ( for (c) and (d)).

2.3.5. Moderating Role of Management Support.
We postulate that management support will posi-
tively moderate the relationships between user par-
ticipation and perceived opportunity (threat) and
between training effectiveness and perceived oppor-
tunity (threat). We argue that management sup-
port operating through the theoretical mechanisms
of psychological safety and structural assurance will
motivate employees to engage actively in an IT imple-
mentation that helps them develop accurate percep-
tions of the benefits of the IT. At the same time,
such engagement will reduce ambiguity and uncer-
tainty in the environment during the implementa-
tion (Edmondson 1999). Given that user participation
and training are two formal mechanisms for expe-
riential engagements with the IT implementation,
employees will leverage these mechanisms to engen-
der favorable perceptions of the IT and overcome
the threatening aspects of the IT. When management
support is high, employees are likely to be motivated
to reflect on their participation and training experi-
ences to (dis)confirm the potential consequences of
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the IT (i.e., opportunity or threat). Edmondson (1999)
noted that perceptions of psychological safety cre-
ate an environment of learning. Therefore, employees
will be motivated to learn about the potential conse-
quences of the IT through participation and training.
Further, when managers are committed to an IT, they
are more likely to invest in and monitor the quality of
the implementation process. Consequently, employees
will be actively engaged in participation and train-
ing activities to satisfy and impress their supervi-
sors and to (dis)confirm their perceptions of the IT’s
consequences.

Hypothesis 10 (H10). Management support will mod-
erate the relationship between (a) user participation and
perceived opportunity, (b) user participation and perceived
threat, (c) training effectiveness and perceived opportunity,
and (d) training effectiveness and perceived threat, such
that the relationship is stronger when management support
is high.

2.4. Technology Adaptation and Job Outcomes
We incorporate job performance and job satisfac-
tion, two of the most widely used job outcomes, in
our model, because they provide a holistic view of
employees’ effectiveness in their jobs and affective
evaluation of their jobs, respectively (Harrison et al.
2006). We posit that technology adaptation behaviors
will influence changes in these outcomes between pre-
and postimplementation phases.

2.4.1. Exploration-to-Innovate and Job Out-
comes. We argue that exploration-to-innovate will
have a positive influence on employees’ job per-
formance and job satisfaction following an IT
implementation. Given that exploration-to-innovate
is a problem-focused active adaptation behavior,
employees will explore the features of the IT to
find effective and efficient ways to fulfill their task
requirements (Carver et al. 1989). CMUA posits that
adaptation efforts that are “oriented toward reaping
the benefits 0 0 0are likely to result in performance
improvements such as reducing errors, doing the
work faster 0 0 0” (Beaudry and Pinsonneault 2005,
pp. 500–501). Boudreau and Robey (2005) found
that employees reinvented different features of an
enterprise resource planning (ERP) system through
improvised learning. They argued that reinvention
helped employees overcome system constraints and
perform tweaks to complete their tasks effectively
and efficiently. We earlier noted that a participant in
one of our focus group sessions described how she
was able to discover a new feature of the IT to handle
multiple products in a single project and expedite
project activities. She also noted that because of her
ability to use this feature, she was able to work on
multiple projects concurrently, and her performance

improvement was recognized by her supervisor and
coworkers. Therefore, we suggest that employees
engaging in exploration-to-innovate will find features
of the IT for new applications and innovative use
that will ultimately increase (compared to preim-
plementation levels) their job performance in the
workplace.

We further argue that exploration-to-innovate will
help employees fulfill the job-related needs that deter-
mine their affective reactions toward the job and work
environments, i.e., job satisfaction (Harrison et al.
2006). If employees explore an IT to find novel ways
to accomplish their tasks, they will feel empowered
and believe that their jobs are enriched due to the
IT. Also, exploration-to-innovate can potentially trans-
form their mundane work processes into interesting
sets of activities, thus enriching and transforming
the nature of work performed by them (Ang and
Slaughter 2001). Job enrichment and transformation
are important sources of job satisfaction (Harrison
et al. 2006). During our focus group sessions, we
noticed that employees who claimed to be proactively
engaged in innovative uses of the new IT repeatedly
expressed how much they “love” their jobs and the
new IT. For example, an employee who discovered a
feature to import the data from the spreadsheets that
he personally developed to the new IT described how
“happy” he was with his job and the new IT. Overall,
exploration-to-innovate will lead to an increase in job
satisfaction by enriching and transforming the nature
of work.

Hypothesis 11 (H11). Exploration-to-innovate will
positively influence an increase in (a) job performance and
(b) job satisfaction following an IT implementation.

2.4.2. Exploitation and Job Outcomes. We sug-
gest that exploitation will have a positive influence
on job performance because when employees exploit
an IT (e.g., repeatedly use a recommended set of fea-
tures to perform their tasks), they become experts
in these features and can leverage these features to
enhance their effectiveness and efficiency in perform-
ing their job duties. As a result, their job performance
will improve (compared to preimplementation levels).
Participants in our focus groups mentioned that the
new IT led to efficiency gains in product development
projects. They mentioned a few core features of the
IT that helped them track their assigned tasks in the
overall workflow, the status of their coworkers’ tasks,
and overall project progress. They commented that
they were more efficient and effective in their tasks
(than they were preimplementation) because of these
features of the new IT.

We suggest that exploitation will have a pos-
itive influence on job satisfaction. Beaudry and
Pinsonneault (2005, p. 501) noted that employees can
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“relax and enjoy life” when they have to carry out
minimal adaptation to satisfy their needs. Compared
to exploration behaviors, exploitation requires mini-
mal adaptation because employees leverage a set of
features that they learn from training or from oth-
ers to perform their day-to-day tasks. Employees may
develop a sense of job enrichment and transforma-
tion as they leverage a few core features and carry
out their tasks following the spirit of the new IT.
Several focus group participants mentioned that they
were overall happy with their jobs because the new IT
made their work much more enjoyable. Some partici-
pants mentioned that there was a sense of relaxation
and fairness in the workplace because employees
were able to see and track the status of different tasks
assigned to them and their coworkers on a regular
basis using the tracking feature of the new IT. In sum,
exploitation will possibly contribute to job satisfac-
tion because employees will be able to relax and enjoy
their work and feel that the IT will help fulfill their
job-related needs.

Hypothesis 12 (H12). Exploitation will positively in-
fluence an increase in (a) job performance and (b) job sat-
isfaction following an IT implementation.

2.4.3. Exploration-to-Revert and Job Outcomes.
In contrast to exploration-to-innovate, we suggest
that exploration-to-revert will have a negative influ-
ence on job performance and job satisfaction. Fol-
lowing an IT implementation, managers are likely to
assess employees’ job performance based on how well
the employees are able to perform their tasks using
the new IT. Given that an IT implementation usu-
ally leads to changes in employees’ work processes
(Volkoff et al. 2007), we suggest that when employees
explore an IT to find ways to fit with their old ways of
executing work processes (i.e., exploration-to-revert),
they will be less effective and efficient in fulfilling the
requirements of the new work processes. For exam-
ple, if an employee copies data from an ERP system,
uses Microsoft Excel to analyze the data instead of
using the built-in analytical features in the ERP sys-
tem, and then inserts the results back into the ERP
system, it is possible that these steps will make his or
her work processes less efficient and may even intro-
duce errors. Consequently, his or her job performance
will decrease.

We suggest that employees may develop negative
reactions toward their jobs and work environment as
they engage in exploration-to-revert behaviors. Given
that employees will attempt to find ways to perform
their tasks using the old ways, they may not feel
that their jobs are enriched or transformed by the
new IT. In fact, they may feel that they are much
worse off because they have to use an IT that does
not readily offer features that will support their old

ways of performing their jobs. As employees spend
time exploring the IT in order to perform their tasks
using their old (i.e., preferred) ways, they may not get
support from their supervisors and coworkers who
are more willing to perform their tasks by using the
new IT. Consequently, employees may become frus-
trated with their jobs and work environment. In fact,
prior research has noted that when employees feel
threatened by a new IT and try to find ways to go
back to their old habits and work processes, they
develop negative affective reactions toward their jobs
in general (e.g., Boudreau and Robey 2005). Some of
our focus group participants mentioned that although
they were able to retrieve data from the new IT and
analyze the data using other ITs (that they used in
the past), they were not able to find ways to recon-
cile the data between the new and old ITs. They were
increasingly frustrated with their jobs because their
supervisors and coworkers were not able to get an
accurate update of what these employees were doing.

Hypothesis 13 (H13). Exploration-to-revert will pos-
itively influence a decrease in (a) job performance and
(b) job satisfaction following an IT implementation.

2.4.4. Avoidance and Job Outcomes. If employ-
ees try to avoid an IT when performing their tasks, it
is more likely that their job performance will decline.
Employees are typically assigned certain roles in the
business processes enabled by the IT (Volkoff et al.
2007). When employees avoid the IT, they will not be
able to meet the requirements of the roles assigned
to them (Lapointe and Rivard 2005). If an employee
avoids the IT altogether to perform a task (that is
supported by the IT), coworkers and supervisors may
not able to figure out how he or she performed the
task because there might not be any record (and/or
associated data) related to the task. Further, follow-
ing an IT implementation, organizations may change
performance evaluation criteria and expect employ-
ees to be more effective and efficient in performing
their tasks by leveraging the IT (Xue et al. 2011). In
such a situation, avoidance will prevent employees
from being more effective and efficient in performing
their tasks. Thus, avoidance will lead to a decrease in
job performance against the new standards. Although
focus group participants did not explicitly discuss
avoidance behaviors, some participants mentioned
that they continued to use Microsoft Excel for much
of their work although its use was discouraged after
the implementation of the new IT. They admitted that
the use of Microsoft Excel was inefficient and time
consuming because they also had to enter the same
data in the new IT to accomplish their assigned tasks
in the product development projects.

With respect to job satisfaction, we argue that if
employees avoid an IT, they will not be able to lever-
age its features to enrich and transform their jobs.
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They will not find the IT to be helpful in fulfill-
ing their job needs. Further, employees may experi-
ence deteriorating relationships with supervisors and
coworkers who use the IT to perform their day-to-day
tasks. Given the important roles that a new IT is likely
to play in organizations, avoiding it will make it dif-
ficult for an employee to be an active member of the
organization. Beaudry and Pinsonneault (2005) noted
that employees who avoided an IT had to find alter-
native ways (e.g., workarounds) to accomplish their
tasks. Consequently, it is possible that these employ-
ees will feel a lack of attachment to their organiza-
tions, supervisors, and coworkers. We noticed that
some of our focus group participants who continued
to use Microsoft Excel expressed frustrations regard-
ing how their work environment and interpersonal
relationships had changed because of the new IT
(e.g., they were not able to get help from cowork-
ers who stopped using Microsoft Excel for similar
tasks). They mentioned that they were not particu-
larly happy about these changes. Overall, we suggest
that employees engaging in avoidance are likely to
experience a decline in job satisfaction.

Hypothesis 14 (H14). Avoidance will positively influ-
ence a decrease in (a) job performance and (b) job satisfac-
tion following an IT implementation.

3. Method
We conducted two field studies to test our model.
Study 1 was conducted in the context of an ERP
system implementation in an electronic components
manufacturer. Study 2 was conducted in the con-
text of a product lifecycle management (PLM) sys-
tem implementation in a Fortune 500 consumer goods
manufacturer. Both studies spanned approximately
six months, with data collection taking place at four
points in time. During the time of our data collection,
use of these two systems was not mandatory in either
organization but was strongly encouraged, because
the organizations, following the advice of the consul-
tants and vendors, wanted to ensure the continuity of
operations in the event that the systems failed to sup-
port certain operations and/or processes immediately
after implementation.

Figure 2 Data Collection Procedure

Activity
before

measures

Measures Measures Activity
between
measures

Measures Measures

T T
T

Activity
between
measures

Activity
between
measures

T
T

T
T

3.1. Research Sites and Participants
Participants in study 1 were users of two mod-
ules of SAP ERP systems, namely, human capital
management (HCM) and financials. The organization
was a medium-sized enterprise, with a little over
3,000 employees. A total of 837 employees who used
these modules on a daily basis as a part of their jobs
were invited by email to participate in this study, with
the T0 survey administered before the training (see
Figure 2). We also asked the supervisors (N = 121) of
these employees to complete performance evaluations
for these employees. These supervisors were provided
a list of their subordinates who were users of the
SAP modules. Although employees were aware of the
fact that supervisor-rated job performance data would
be collected for this study, they were informed that
their responses would be confidential because super-
visors would have no information about who among
their subordinates actually participated in the study
and how they (the subordinates) responded. Simi-
larly, the employees had no access to the supervisor-
rated performance data. The data files were securely
stored by the authors, and participating organiza-
tions did not have access to any identifying infor-
mation. A Microsoft Excel-based tool was developed
to perform the employee–supervisor matching based
on the unique survey IDs generated by the sur-
vey system and employee email addresses. Employee
email addresses were removed from the data file
immediately after the matching was performed and
validated. We received 97 usable responses from
supervisors at T0 (80% response rate). A total of 56
supervisors (58% response rate) provided employee
performance ratings at T3 for the 211 employees who
provided usable responses at T3 (overall 46% response
rate). These response rates are consistent with prior
studies that collected supervisor ratings (e.g., Yuan
and Woodman 2010).

Given that the study duration was six months with
four points of measurement, it was practically impos-
sible to have all invited employees participate in all
waves of data collection; i.e., in each wave, we invited
all participants from the previous round. A total
of 582 (69%) employees participated in the survey
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at T0. We received 436 usable responses at T1 (75%),
298 usable responses at T2 (68%), and 211 usable
responses at T3 (71%). Of the 211 participants, 137
were men (65%) and the average age was 44.1, with a
standard deviation of 12.91. The final sample included
employees from multiple business units (e.g., human
resources, accounting, supply chain, customer ser-
vices) who were primarily accountants, account man-
agers responsible for supply chain activities, and HR
employees. To test for response biases and attrition
effects on our results, we examined demographic
differences (age, gender, and organizational tenure)
among employees who participated (a) only at T0,
(b) only at T1, (c) only at T2, (d) only at T3, and (e) at
T0, T1, T2, and T3 (N = 211). We did not find any sig-
nificant differences in any of these comparisons, sug-
gesting that there was no significant response bias in
our sample.

The context of study 2 was a multimodule PLM
system implementation in a large manufacturing com-
pany that had over 60,000 employees in locations in
the United States and around the world. The project
manager provided us a list of 386 employees who
were going to participate in the training. We fol-
lowed the same procedure in this study as we did
in study 1. We invited 386 employees to participate
in the T0 survey (before the training) and received
302 usable responses at T0 (78%), 254 usable responses
at T1 (84%), 221 usable responses at T2 (87%), and
181 usable responses at T3 (82%). Of these 181 partic-
ipants, 82 were men (45%), and the average age was
39.26, with a standard deviation of 9.67. We followed
the same procedure as study 1 to test for response
biases and attrition effects and did not find any sig-
nificant response bias in our sample.

3.2. Data Collection Procedure
The data collection procedure was similar in both
studies (see Figure 2). We received a schedule of
module deployment, training programs, and a list
of participating employees’ email addresses from the
IT implementation project managers in both orga-
nizations. In study 1, a five-day intensive training
program was conducted by the consulting firm that
implemented the two SAP modules. In study 2, a
three-day on-site training program was conducted
by the vendor that implemented the PLM system.
We collected preimplementation performance ratings
from supervisors before the on-site training.

We requested business unit managers to send an
initial email to participating employees about the sur-
vey before each wave of data collection. Following
this email, we sent a customized invitation email to
each employee with a unique uniform resource loca-
tor (URL), created by the survey software. When an
employee clicked on the URL to start the survey,

the survey software was able to detect the particular
employee and matched him or her with the unique
ID for that employee. This unique ID and employee
email address were used to match the responses from
the subsequent surveys (T1, T2, and T35 and to match
the supervisor ratings of employees’ job performance.
Supervisors also used the same survey software to
provide performance ratings. Two reminders were
sent over the two-week period for which the survey
was open.

3.3. Measures
In both studies, previously validated measures were
used wherever possible (see Table 1). We adapted
the measures for cognitive appraisals from prior
social psychology research. Perceived opportunity
was assessed using four items adapted from Drach-
Zahavy and Erez (2002) and Major et al. (1998).
Perceived threat and perceived controllability were
assessed using four items, each adapted from Major
et al. (1998). Following prior research (Drach-Zahavy
and Erez 2002, Major et al. 1998), coping theory, and
guidelines from the literature (Petter et al. 2007), we
operationalized perceived opportunity and perceived
threat using reflective indicators. Although items
of these two constructs capture different aspects of
opportunity and threat, these items “share a common
theme”—the sense of opportunity or threat (Petter
et al. 2007, p. 635). It has been suggested that if
items of a construct have a common core that theo-
retically represents the construct, these items can be
modeled as reflective (Petter et al. 2007).1 We assessed
job performance using four items from Janssen and
Van Yperen (2004). These items indicated whether an
employee was able to fulfill his or her job responsibili-
ties effectively. Job satisfaction was measured using an
extensively used three-item measure from Camman
et al. (1983). One of the adaptation behaviors, namely
avoidance, was measured using four items from Klein
et al. (2001). We developed measures for the other
three adaptation behaviors—exploration-to-innovate,
exploration-to-revert, and exploitation—following the
procedures outlined by DeVellis (2003). We conducted
a pilot study using a sample of executive MBA stu-
dents (N = 94) to assess the reliability and construct
validity of these new scales. We used the data from
the pilot study to conduct item-level exploratory and
confirmatory factor analyses. Based on these analyses,
we included four items per construct, which is con-
sidered to be sufficient for validity and reliability (see
Venkatesh et al. 2003), in our final surveys to keep the

1 Despite these reasons, it could be argued that perceived oppor-
tunity and perceived threat should be modeled using formative
constructs. We did this as well, and the findings are discussed in
the results section.
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Table 1 List of Items

Constructs Items Source

User participation
(UPART)

1 I played an important role in the development and/or implementation of the system.
2 I felt my opinion was adequately considered during the process of development and/or

implementation of the system.
3 I participated in the development and/or implementation of the system.
4 I was an important part of the development and/or implementation of the system.

Barki and Hartwick (1994)

User involvement
(UINV)

1 I consider the new system to be important to me.
2 I consider the new system to be of great concern to me.
3 I consider the new system to be relevant to me.
4 I consider the new system to be significant.

Barki and Hartwick (1994)

Management
support (MGMT)

1 The management supports the implementation of this system.
2 The management understands the potential benefits of this system.
3 The management encourages the use of this system.
4 The management provides necessary help/resources for this system.

Sharma and Yetton (2007)

Training
effectiveness
(TRNG)

1 I got a great deal of information on the system during formal training.
2 The training on the system seemed of very high quality.
3 Training materials were valuable for me to learn this system.
4 The amount of time I spent in formal training on the system was adequate.

Klein et al. (2001), Aiman-Smith
and Green (2002)

Perceived
opportunity
(POPP)

1 I am confident that the system will have positive consequences for me.
2 I feel that the system will open new avenues for success in my job.
3 The system will provide opportunities to improve my job performance.
4 The system will provide opportunities to gain recognition and praise.

Drach-Zahavy and Erez (2002),
Major et al. (1998)

Perceived threat
(PTHRT)

1 I am scared that the system will have harmful (or bad) consequences for me.
2 I am worried that the system may worsen my job performance.
3 I feel that the system might actually degrade my status in the organization.
4 I feel stressed about having to use the system to accomplish my job.

Major et al. (1998)

Perceived
controllability
(PCNTR)

1 I personally have what it takes to deal with the situations caused by the system.
2 I have the resources I need to successfully use the system.
3 I have the knowledge necessary to use the system.
4 I am confident that I will be able to use the system without any problems.

Major et al. (1998)

Exploration-to-
innovate
(EXPLRI)

1 Explore the system for potential new application to my work context.
2 Explore the system to find new ways of accomplishing my tasks.
3 Discover new ways of using the system to accomplish my tasks.
4 Experiment with the system to find features to accomplish tasks in novel ways.

New items

Exploitation
(EXPLT)

1 Routinely use the same features of the system that I learned from training or others to perform
my tasks.

2 Use a set of common system features that were suggested during the training or by others.
3 Routinely use a set of system features that were recommended during the training and by others

to do my day-to-day activities.
4 Use the features that I learned from training or from others to do my job.

New items

Exploration-to-
revert
(EXPLRV)

1 Search for those system features that would support my old ways of doing things.
2 Try to modify system features to perform my tasks in my old ways when this system was not

here.
3 Search for those features that would help me accomplish tasks the way I used to perform them

before the system was implemented.
4 Change some system features so that it fits my old work habits.

New items

Avoidance (AVOID) 1 Try to avoid the system as much as I can.
2 Find ways to complete most of my daily activities without using the system.
3 Try to perform most of my tasks without using the system.
4 Stay away from using the system as much as I can.

Klein et al. (2001)

Job performance
(JPERF)

1 This worker always completes the duties specified in his/her job description.
2 This worker meets all the formal performance requirements of the job.
3 This worker fulfills all responsibilities required by his/her job.
4 This worker successfully performs essential duties.

Janssen and Van Yperen
(2004)

Job satisfaction
(JSAT)

1 All things considered, I am satisfied with my job.
2 In general, I don’t like my job. (Reverse coded)
3 In general, I like working here.

Camman et al. (1983)

Note. Seven-point Likert scales (“strongly disagree” to “strongly agree”) were used for all constructs except EXPLRI, EXPLRV, EXPLT, and AVOID, for which
the seven-point scale was “hardly ever do this” to “almost always do this.”
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length of the survey manageable while maintaining
content validity. The items we included had the high-
est factor loadings in the pilot study and represented
the content domain well (see Venkatesh et al. 2003).

4. Results
We used partial least squares (PLS), a component-
based structural equation modeling (SEM) technique,
to conduct the data analysis. PLS has been widely
used to test for complex structural models, such as
ours, that have direct, mediated, and interactions
effects.2 We used SmartPLS 2.0 (Ringle et al. 2005) to
test various models. We employed a bootstrapping
method (1,000 times) that used randomly selected
subsamples to test significance levels of the various
PLS models.

4.1. Measurement Validation
We employed both procedural and statistical reme-
dies to mitigate the threat of common method biases
following the guidelines from prior research and
found no significant threats (Podsakoff et al. 2003).
Table 2 presents the correlation matrices and descrip-
tive statistics for studies 1 and 2. To assess construct
validity and reliability, we followed the guidelines of
Fornell and Larcker (1981). Internal consistency reli-
abilities (ICRs) were greater than 0.70 for all con-
structs at all time periods in both studies. The square
roots of the shared variance between the constructs
and their measures were higher than the correlations
across constructs, thus supporting convergent and
discriminant validity (Fornell and Larcker 1981). Fac-
tor loadings were greater than 0.70 for all constructs
at all time periods, with all cross loadings being lower
than the loadings, thus supporting convergent and
discriminant validity (Setia et al. 2013).3 A confirma-
tory factor analysis (CFA) using a covariance-based
approach yielded strong support for the proposed
measurement model in both studies.

2 For a covariance-based SEM analysis, we needed to estimate
143 distinct parameters without the interaction terms for our struc-
tural model. Therefore, our sample sizes of 211 and 181 in studies 1
and 2, respectively, were inadequate for such an analysis. Given the
large number of parameters being estimated, we ran a structural
model in AMOS 17, a covariance-based SEM tool, using a single-
indicator approach (e.g., Yuan and Woodman 2010). The results
from both analyses (PLS and least squares SEM) were qualitatively
the same, indicating the robustness of our findings.
3 We did not find any qualitative differences in results when we
modeled perceived opportunity and perceived threat as formative
constructs: no paths gained or lost statistical significance and no
significant paths changed in sign. This is likely a result of very sim-
ilar weights of different items when we modeled them as formative
indicators, and the resulting latent scores were not very different
from what they were when they were modeled using reflective
indicators. The factor analysis and high interitem correlations (r >
0080 in both studies) also confirm that these items covary and have
characteristics of a reflective construct.

4.2. Structural Model Results
Given that our model includes both moderators
and mediators, we conducted a three-stage moder-
ated mediation analysis following the guidelines of
Edwards and Lambert (2007). The goal of this analy-
sis is to demonstrate that the direct and moderating
effects in our model are fully and/or partially medi-
ated by their respective mediators. We compared the
R2 between the structural models for each dependent
variable to assess the incremental variance explained
by the mediators and the moderators (Aiken and West
1991). We mean-centered the variables at the indicator
level prior to creating the product terms of the mod-
erators and independent variables (Aiken and West
1991). All variance inflation factors (VIFs) were less
than three, indicating that multicollinearity was not a
problem.

4.2.1. Predicting Technology Adaptation. We
posited that cognitive appraisals will have both
direct and moderating effects on technology adap-
tation. Results, shown in Table 3, indicate that the
hypothesized direct effects of cognitive appraisals
(i.e., perceived opportunity, perceived threat, and per-
ceived controllability) on adaptation behaviors (i.e.,
exploration-to-innovate, exploitation, exploration-
to-revert, and avoidance) were significant in both
studies except for the effect of perceived controlla-
bility on exploitation and exploration-to-revert, thus
supporting H1(a), H1(b), H2(a), H3(a), H4(a), and
H4(b). We also found support for all the hypothesized
moderating effects except for the effect on exploration-
to-revert, thus supporting H1(c), H2(c), and H4(c).
As shown in Figure 3, for employees with high
perceived controllability, perceived opportunity had
a stronger positive effect on exploration-to-innovate.
For employees with low perceived controllability,
perceived opportunity had a stronger positive effect
on exploitation and perceived threat had a stronger
positive effect on avoidance (see Figure 3). Overall,
our model explained 28% and 23% of the variance
in exploration-to-innovate, 24% and 26% of the
variance in exploitation, 28% and 21% of the variance
in exploration-to-revert, and 32% and 44% of the
variance in avoidance in studies 1 and 2, respectively
(see Table 3).

4.2.2. Predicting Cognitive Appraisals. We pre-
dicted that both experiential and psychological
engagements would have a direct effect on cognitive
appraisals, and psychological engagements would
also have a moderating effect. As shown in Table 4,
experiential engagements (i.e., user participation and
training effectiveness) had a significant influence on
cognitive appraisals (i.e., perceived opportunity, per-
ceived threat, and perceived controllability), thus sup-
porting H5(a), H5(b), H5(c), H6(a), H6(b), and H6(c).
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Figure 3 Moderating Effects of Cognitive Appraisals on Technology
Adaptation

(a) Moderating effect on exploration-to-innovate

(b) Moderating effect on exploitation

(c) Moderating effect on avoidance
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Psychological engagements (i.e., user involvement
and management support) had a significant posi-
tive effect on perceived opportunity, thus supporting
H7(a) and H8(a). Management support had a negative
influence on perceived threat, thus supporting H8(b).
Further, psychological engagements had a significant
moderating effect on perceived opportunity and per-
ceived threat. In particular, the results indicate that
the effects of user participation and training effective-
ness on perceived opportunity were stronger in the
presence of low and high user involvement, respec-
tively, thus supporting H9(a) and H9(c) (see Figure 4).

Further, the effects of user participation and training
effectiveness on perceived threat were stronger in the
presence of high management support, thus support-
ing H10(b) and H10(d) (see Figure 4). Psychological
engagements had no moderating effects on perceived
controllability. Overall, our model explained 33% and
32% of the variance in perceived opportunity, 27%
and 25% of the variance in perceived threat, and 28%
and 26% of the variance in perceived controllability
in studies 1 and 2, respectively.

4.2.3. Predicting Job Outcomes. We suggested
that two adaptation behaviors, exploration-to-
innovate and exploitation, would have a positive
effect and that the other two adaptation behaviors,
exploration-to-revert and avoidance, would have
a negative effect on job outcomes. Following prior
research (Moon et al. 2004, Parker et al. 1997), we
created change scores for job outcomes by subtracting
the T0 scores from the T3 scores. T0 measures were
included as control variables to partial out their
effects (Parker et al. 1997). Exploration-to-innovate
and exploitation had significant positive effects on
changes in job outcomes, thus supporting H11(a),
H11(b), H12(a), and H12(b) (see Table 5). Exploration-
to-revert had a significant negative effect on changes
in job outcomes, thus supporting H13(a) and H13(b).
Avoidance had no significant effect on changes in
job outcomes. Given that job outcomes actually
decreased from T0 to T3, the sign of the coefficients
indicates an opposite relationship between technol-
ogy adaptation behaviors and job outcomes. For
example, the positive coefficient of the effect of
exploration-to-innovate on change in job performance
indicates that employees with a high degree of
exploration-to-innovate are likely to experience less
of a decrease in job performance between T0 and T3.
Our model explained between 28% and 32% of the
variance in changes in job outcomes.

5. Discussion
We developed and tested a holistic nomological net-
work of technology adaptation that links IT imple-
mentation to employee job outcomes. We found
strong support for our model. Our findings have
important implications for theory and practice.

5.1. Theoretical Contributions
This research contributes to the literature in sev-
eral ways. First, we offer a holistic view of tech-
nology adaptation, an important postimplementation
phenomenon, by developing a nomological network
that incorporates cognitive appraisals and implemen-
tation characteristics as antecedents, and job perfor-
mance and job satisfaction as outcomes. We build on
Beaudry and Pinsonneault (2005) who conceptualized
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Table 3 Predicting Technology Adaptations

Exploration-to-innovate Exploitation

Study 1 Study 2 Study 1 Study 2

Models Models Models Models

Predictors 1 2 3 1 2 3 1 2 3 1 2 3

Implementation characteristics
Direct effects

UPART 0012∗ −0003 −0002 0013∗ −0002 −0001 0007 0004 0003 0003 0009 0007
TRNG 0008 −0003 −0001 0001 −0003 −0001 0018∗∗ 0012∗ 0010 0017∗∗ 0013∗ 0010
UINV 0004 0003 0001 0014∗ 0008 0004 0010 0009 0008 0014∗ 0008 0008
MGMT 0011∗ 0001 0001 0003 −0001 −0001 0007 −0003 0005 0005 −0002 0003

Moderating effects
UPART × UINV 0008 0001 0001 0004 −0001 −0001 −0003 −0001 0003 0003 −0004 0002
TRNG × UINV 0006 0004 0003 −0002 −0002 −0001 0004 −0002 −0006 −0004 0006 −0003
UPART × MGMT 0004 0000 0000 0009 0003 0002 0008 0007 0005 0009 0008 0004
TRNG × MGMT 0007 0003 0001 0001 0001 0001 0001 0004 0006 0004 0003 0000

Cognitive appraisals
Direct effects

POPP 0031∗∗∗ 0029∗∗∗ 0027∗∗∗ 0025∗∗∗ 0034∗∗∗ 0031∗∗∗ 0043∗∗∗ 0042∗∗∗

PTHRT −0004 −0003 −0002 −0002 −0003 −0001 −0002 −0001
PCNTR 0026∗∗∗ 0022∗∗ 0021∗∗ 0020∗∗ 0008 0004 0009 0005

Moderating effects
POPP × PCNTR 0012∗ 0007 −0014∗ −0015∗

PTHRT × PCON −0001 −0006 0003 0007

R2 0010 0023 0028 0013 0022 0023 0008 0019 0024 0011 0020 0026
Adjusted R2 0008 0022 0026 0011 0021 0021 0008 0017 0022 0009 0018 0024
ãR2 0013∗∗∗ 0005∗∗ 0009∗∗∗ 0001 0011∗∗∗ 0005∗∗ 0009∗∗∗ 0006∗∗

Exploration-to-revert Avoidance

Study 1 Study 2 Study 1 Study 2

Models Models Models Models

1 2 3 1 2 3 1 2 3 1 2 3

Implementation characteristics
Direct effects

UPART −0003 −0009 −0005 −0002 −0006 −0004 −0017∗∗ −0011∗ −0010 −0015∗ −0011∗ −0008
TRNG −0016∗ −0005 −0001 −0009 −0003 −0005 −0009 −0003 −0002 −0007 0005 −0003
UINV −0008 −0003 −0006 −0010 −0006 −0003 −0001 −0002 −0002 −0010 −0010 −0007
MGMT −0011∗ −0005 −0003 −0014∗ −0012∗ −0009 −0015∗ −0012∗ −0009 −0021∗∗ −0016∗ −0010

Moderating effects
UPART × UINV −0005 0002 −0001 0003 0005 −0002 0005 0004 0005 0009 0008 0006
TRNG × UINV 0007 0004 −0006 0004 −0002 0003 0003 −0002 0003 0001 −0004 0002
UPART × MGMT 0008 −0001 0004 −0002 0003 0001 0008 0005 0002 0010 0005 −0003
TRNG × MGMT 0003 0002 −0003 0003 0001 0000 −0004 −0001 −0003 0006 0009 0007

Cognitive appraisals
Direct effects

POPP −0001 −0001 −0011∗ −0009 −0011∗ 0008 −0014∗ −0010
PTHRT 0034∗∗∗ 0032∗∗∗ 0033∗∗∗ 0030∗∗∗ 0037∗∗∗ 0034∗∗∗ 0040∗∗∗ 0036∗∗∗

PCNTR −0023∗∗∗ −0022∗∗ −0020∗∗ −0016∗ −0017∗∗ −0014∗ −0022∗∗ −0019∗∗

Moderating effects
POPP × PCNTR 0007 0009 0008 0003
PTHRT × PCNTR −0004 0006 −0014∗ −0015∗

R2 0007 0028 0028 0005 0019 0021 0012 0026 0032 0017 0038 0044
Adjusted R2 0005 0026 0026 0003 0017 0020 0010 0024 0030 0015 0036 0042
ãR2 0021∗∗∗ 0000 0014∗∗∗ 0002 0014∗∗∗ 0006∗∗ 0021∗∗∗ 0006∗∗

Notes. UPART: user participation; UINV: user involvement; MGMT: management support; TRNG: training effectiveness; POPP: perceived opportunity; PTHRT:
perceived threat; PCNTR: perceived controllability. N = 211 (study 1), N = 181 (study 2).

∗p < 0005; ∗∗p < 0001; ∗∗∗p < 00001.
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Table 4 Predicting Cognitive Appraisals

Perceived opportunity Perceived threat Perceived controllability

Study 1 Study 2 Study 1 Study 2 Study 1 Study 2

Predictors Model 1 Model 2 Model 1 Model 2 Model 1 Model 2 Model 1 Model 2 Model 1 Model 2 Model 1 Model 2

Direct effects
UPART 0028∗∗∗ 0025∗∗∗ 0024∗∗∗ 0024∗∗∗ −0024∗∗∗ −0022∗∗∗ −0023∗∗∗ −0020∗∗ 0031∗∗∗ 0030∗∗∗ 0025∗∗∗ 0024∗∗∗

TRNG 0016∗∗ 0015∗∗ 0017∗∗ 0014∗ −0023∗∗∗ −0021∗∗∗ −0024∗∗∗ −0023∗∗∗ 0033∗∗∗ 0031∗∗∗ 0034∗∗∗ 0032∗∗∗

UINV 0015∗∗ 0013∗ 0018∗∗ 0016∗ −0003 −0001 −0008 −0006 0007 0004 0010 0009
MGMT 0017∗∗ 0014∗ 0021∗∗∗ 0018∗∗ −0012∗ −0010 −0015∗∗ −0011∗ 0010 0008 0008 0005

Moderating effects
UPART × UINV −0019∗∗ −0016∗∗ 0010 0005 0010 0008
TRNG × UINV 0018∗∗ 0007 −0006 0003 0005 0003
UPART × MGMT −0007 −0002 −0017∗∗ −0013∗ −0009 −0004
TRNG × MGMT 0009 0005 −0011∗ −0014∗ 0008 0007

R2 0024 0033 0027 0032 0018 0027 0017 0025 0027 0028 0025 0026
Adjusted R2 0023 0031 0025 0030 0016 0024 0015 0023 0026 0026 0023 0023
ãR2 0009∗∗∗ 0005∗ 0009∗∗∗ 0008∗∗ 0001 0001

Note. UPART: user participation; UINV: user involvement; MGMT: management support; TRNG: training effectiveness. N = 211 (study 1), N = 181
(study 2).

∗p < 0005; ∗∗p < 0001; ∗∗∗p < 00001.

cognitive appraisals—i.e., opportunity, threat, and
control—and a set of adaptation strategies in the con-
text of IT implementations. We extend their work by
conceptualizing and operationalizing four adaptation
behaviors and incorporating them into a nomological

Figure 4 Moderating Effects of Experiential Engagements on Primary Appraisals

(a) Moderating effect of user involvement on user
participation and perceived opportunity relationship

(b) Moderating effect of user involvement on training
effectiveness and perceived opportunity relationship

(c) Moderating effect of management support on user
participation and perceived threat relationship

(d) Moderating effect of management support on training
effectiveness and perceived threat relationship
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network that links IT implementation characteristics
and employee job outcomes. Consistent with prior
research (e.g., Beaudry and Pinsonneault 2005), we
suggest that these adaptation behaviors are not mutu-
ally exclusive because employees may perform an

D
ow

nl
oa

de
d 

fr
om

 in
fo

rm
s.

or
g 

by
 [

13
0.

18
4.

25
3.

32
] 

on
 0

9 
M

ay
 2

01
6,

 a
t 0

8:
20

 . 
Fo

r 
pe

rs
on

al
 u

se
 o

nl
y,

 a
ll 

ri
gh

ts
 r

es
er

ve
d.

 



Bala and Venkatesh: A Holistic Nomological Network from Implementation to Job Outcomes
176 Management Science 62(1), pp. 156–179, © 2016 INFORMS

Table 5 Predicting Job Outcomes

Change in job performance (T3 − T0) Change in job satisfaction (T3 − T0)

Study 1 Study 2 Study 1 Study 2

Predictors Model 1 Model 2 Model 1 Model 2 Model 1 Model 2 Model 1 Model 2

Control variables
JPERF T0 −0022∗∗ −0017∗ −0031∗∗∗ −0029∗∗∗

JSAT T0 −0018∗∗ −0019∗∗ −0032∗∗∗ −0033∗∗∗

Cognitive appraisals
Direct effects

POPP 0009 0006 0012∗ 0007 0009 0008 0011† 0007
PTHRT −0011∗ −0008 −0011† −0003 −0012∗ −0010 −0014∗ −0009
PCNTR 0007 0007 0013∗ 0009 0006 0009 0014∗ 0008

Moderating effects
POPP × PCNTR −0004 −0001 −0008 0004 −0003 0004 −0002 0006
PTHRT × PCNTR 0006 0005 0006 −0004 0004 0007 0003 −0004

Technology adaptation
EXPLRI 0021∗∗ 0023∗∗∗ 0019∗∗ 0021∗∗

EXPLT 0015∗ 0020∗∗ 0016∗∗ 0018∗∗

EXPLRV −0024∗∗∗ −0012∗ −0014∗ −0009
AVOID −0006 −0005 −0008 −0004

R2 0014 0032 0016 0029 0015 0028 0019 0032
Adjusted R2 0012 0029 0014 0027 0025 0017 0030
ãR2 0018∗∗∗ 0013∗∗∗ 0013∗∗∗ 0011∗∗∗

Note. JPERF: job performance; JSAT: job satisfaction; POPP: perceived opportunity; PTHRT: perceived threat; PCNTR: perceived controllability; EXPLRI:
exploration-to-innovate; EXPLT: exploitation; EXPLRV: exploration-to-revert; AVOID: avoidance. N = 211 (study 1), N = 181 (study 2).

†p < 0010; ∗p < 0005; ∗∗p < 0001; ∗∗∗p < 00001.

array of adaptation behaviors when faced with a
new IT. However, the performance of these behaviors
depends on employees’ cognitive appraisals of the IT.
In fact, we found that although primary appraisals—
i.e., perceived opportunity and perceived threat—
had direct effects on adaptation behaviors, these
effects were stronger in the presence (or absence) of
secondary appraisals—i.e., perceived controllability—
suggesting that both types of appraisals operate in
tandem with the adaptation process. We also found
that employee adaptation behaviors fully mediated
the effects of cognitive appraisals on job outcomes,
indicating that adaptation behaviors are intervening
mechanisms through which employees try to achieve
desirable outcomes following an IT implementation
that brings radical changes and/or disruptions to
their work environment.

Second, our model and findings extend CMUA
and prior employee adaptation research by offering
antecedents of technology adaptation behaviors and
cognitive appraisals (e.g., Barki et al. 2007, Liang
and Xue 2009). We incorporated a set of IT imple-
mentation characteristics conceptualized as experien-
tial engagements, i.e., user participation and training
effectiveness, and psychological engagements, i.e.,
user involvement and management support,as deter-
minants of cognitive appraisals, thus contributing to
the employee adaptation literature in general, which
has typically overlooked the role of event character-
istics in the process of employee adaptation. These

employee engagements during IT implementations
represent important coping resources that shape how
employees assess an IT implementation and whether
they have the necessary resources and abilities to
cope with a new IT. The experiential engagements
that represent two different aspects of organizational
interventions were the key predictors of cognitive
appraisals (i.e., perceived opportunity and perceived
controllability).

We found that the psychological engagements
played important moderating roles. In particular, user
participation had the strongest effect on perceived
opportunity for those employees who did not feel that
the new IT was important or relevant to them (i.e.,
low user involvement), thus underscoring the impor-
tance of user participation in engendering favorable
user cognitions. Management support plays a moder-
ating role by offering psychological safety and struc-
tural assurance to employees because they may feel
that their supervisors will offer emotional and behav-
ioral support following an IT implementation that
typically leads to significant performance decline and
status change in the workplace (Lapointe and Rivard
2005). Consequently, employees will be motivated
to focus on their behavioral efforts (i.e., user par-
ticipation and training) to overcome perceived neg-
ative consequences of an IT. Overall, our model
and findings offer key mechanisms (i.e., cognitive
appraisals) through which IT implementation charac-
teristics influence technology adaptation.
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Finally, we contribute to the IT implementation
literature by examining the impacts of technology
adaptation on two important job outcomes: job
performance and job satisfaction. Despite repeated
calls for examining the impacts of IT implementa-
tion (Venkatesh and Bala 2008, Venkatesh et al. 2007),
there has been limited research that examines the
impacts of IT on job outcomes. Notable exceptions
are recent studies that have offered insights on fac-
tors that influence job outcomes in the context of IT
implementations, such as technology characteristics
(e.g., Ayyagari et al. 2011, Morris and Venkatesh 2010),
job characteristics (e.g., Bala and Venkatesh 2013,
Venkatesh et al. 2010), organizational interventions
(e.g., Sykes 2015), and network characteristics (Sykes
et al. 2014, Sykes and Venkatesh 2015). Our study
extends these studies by offering an important mecha-
nism, technology adaptation, through which IT imple-
mentations influence job outcomes. We found that
two adaptation behaviors, exploration-to-innovate
(e.g., features exploration, extension behaviors) and
exploitation (e.g., routinely using a set of known fea-
tures), were important drivers of job performance
and job satisfaction, favorable job outcomes. In con-
trast, employees engaged in exploration-to-revert did
not experience an increase in performance and satis-
faction. If employees are engaged in exploration-to-
revert behaviors, they are likely to be less efficient and
their supervisors are likely to lower their (employ-
ees) performance ratings because these employees are
not using the IT in the intended way and/or pre-
scribed manner. Further, these employees are likely
to have a negative affective reaction toward their jobs
because they feel an undesirable change in the sta-
tus quo following the IT implementation. Avoidance
did not have a significant effect on job outcomes.
We suggest that employees engaged in avoidance
behaviors in our studies were likely still able to per-
form their tasks because learning these new ITs was
only quasi-mandatory during the time of our data
collection. Therefore, their job performance was not
affected by avoidance behaviors. Further, we suggest
that employees were not considering the use of the IT
as a basis for evaluating their job satisfaction because
the use of IT was not mandatory. However, once
both organizations fully mandate the use of these ITs,
avoidance is likely to have a strong negative effect on
job outcomes.

5.2. Limitations and Future Research
Our findings should be interpreted in light of their
limitations. First, we collected data from two manu-
facturing organizations. Our findings may not gener-
alize to other types of organizations. However, given
that our research sites were significantly different
from one another, we felt that the similar results in

both studies indicated the robustness and generaliz-
ability of our model and findings. Nonetheless, future
research should test our model in other contexts. Sec-
ond, data were collected in the context of two IT
implementations, an ERP system and a PLM system.
Although these systems are representative of ITs that
organizations typically implement, future research
should test our model in the context of other types
of ITs (e.g., supply chain management, customer rela-
tionship management, health care) used by employees
with different roles (e.g., boundary-spanning roles).
Third, we only collected data six months after the
implementation. It is expected that employees’ cogni-
tive appraisals and adaptation behaviors will change
as they gain more experience with a new IT. A poten-
tially interesting research opportunity will be to
conduct a field study in which researchers exam-
ine changes in cognitive appraisals and adaptation
behaviors over time, predictors of such changes, and
impacts of such changes on important outcomes using
analytical techniques, such as growth modeling (Bala
and Venkatesh 2013).

Several other fruitful research directions can be pur-
sued. An employee may exhibit different adaptation
behaviors under different circumstances. Therefore,
intraindividual differences in adaptation behaviors
can be studied using other methods, such as
laboratory experiments and agent-based modeling
(e.g., Nan 2011). Individual characteristics (e.g., per-
sonality traits, skills) and network characteristics (e.g.,
an employee’s position in different workplace social
networks; Sykes and Venkatesh 2015, Sykes et al.
2014) can influence adaptation behaviors. Further,
it is possible that IT and work process character-
istics (see Sykes et al. 2014) will influence cogni-
tive appraisals and subsequent adaptation behaviors.
Finally, there are other important job outcomes(e.g.,
job engagement, job anxiety, emotional exhaustion,
job security, and turnover) that should be studied
as outcomes of adaptation. Such work will pro-
vide a more comprehensive and integrative under-
standing of the impacts of an IT implementation
on employees’ work life (Sykes 2015). Considering
the practical challenges of collecting data on differ-
ent adaptation behaviors and job outcomes, a mixed
methods approach could be particularly suitable for
conducting such research (Venkatesh et al. 2013).

5.3. Practical Implications
This research offers three key implications for practi-
tioners. First, our findings should guide IT managers,
project leaders, and vendors in developing effective
change management strategies for an IT implemen-
tation. Our findings offer insights into employees’
underutilization of IT by underscoring the cognitive
processes and behavioral responses that employees
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undertake to cope with an IT. Based on these insights,
practitioners can develop implementation and change
management strategies that are suitable for their orga-
nizations (Venkatesh and Bala 2008). For example,
although exploration-to-innovate has the strongest
positive effects on job outcomes, some practition-
ers may still favor exploitation as a target adapta-
tion behavior if they feel that it is not possible to
increase employees’ perception of controllability, a
key determinant of exploration-to-innovate, because
of the complexity and rigidity of an IT.

Second, with respect to IT implementation char-
acteristics, we found that, in the presence of low
user involvement, user participation had a stronger
effect on perceived opportunity. An interesting man-
agerial intervention would be to invite those employ-
ees to participate in the implementation process who
have a low level of user involvement to maximize
the impact of user participation on IT implementa-
tion success. Further, managers may use simulation-
based training to help employees understand the
relevance of an IT to their work contexts so that they
are not engaged in exploration-to-revert and avoid-
ance behaviors. Finally, our findings have implica-
tions for vendors that develop and implement ITs for
clients. We urge these organizations to develop imple-
mentation strategies that incorporate mechanisms to
increase employees’ perceptions of opportunity and
controllability. One possible mechanism for enabling
positive adaptation behaviors is to reduce the misfit of
ITs through greater customization during implemen-
tation (Bala and Venkatesh 2013).

6. Conclusions
We examined how employees cope with an IT
that causes disruptions in their work environment.
We developed and tested a model that suggested
that employees engage in four adaptation behav-
iors based on how they appraise an IT implementa-
tion (i.e., as an opportunity or threat). We suggested
and found that four important IT implementation
characteristics—user participation, user involvement,
management support, and training effectiveness—
influenced employees’ appraisals of an IT. We also
found that adaptation behaviors significantly influ-
enced changes (pre- versus postimplementation) in
job outcomes. Our model and findings contribute
to the literature by offering a holistic understanding
of technology adaptation behaviors. Our work also
provides a basis for future research on the underre-
searched topic of postadoptive behaviors. Finally, our
findings offer insights to IT managers, project leaders,
and vendors on how an IT implementation process
should be managed to engender favorable adaptation
behaviors that in turn will lead to positive employee
outcomes.
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