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Abstract: A mobile ad hoc networks (MANETs) is a dynamic 
mobile wireless network that can be formed without the need for 
any pre-existing wired or wireless infrastructure. One of the 
main challenges in an ad hoc network is the design of robust 
routing algorithms that adapt to the frequent and randomly 
changing network topology. This paper proposes a novel routing 
scheme for MANETs, which adapts the AntNet protocol with the 
blocking-expanding Ring Search and Local Retransmission 
technique (AntNet-RSLR). According to this protocol, a group of 
mobile agents build paths between pair of nodes, exploring the 
network concurrently and exchanging obtained information to 
update the routing tables that decreases both of the routing 
message overhead and the average end to end delay less than the 
well known AntNet, AODV and DSR routing protocols. This led 
to increase the throughput more than AntNet, AODV and DSR 
routing protocols. AntNet-RSLR has been implemented using 
NS-2 simulator.

Keywords: MANETs, Routing Protocol, ACO, AODV, DSR, 
AntNet, AntNet-RSLR.

I. INTRODUCTION

MANETs is a communication network of a set of mobile 
nodes, placed together in an ad hoc manner, without any fixed 
infrastructure that communicate with one another via wireless 
links. All nodes have routing capabilities and forward data 
packets for other nodes in multi-hop fashion. Nodes can enter 
or leave the network at any time, and may be mobile, so that 
the network topology continuously changes during 
deployment. Due to its dynamic nature, a primary challenge of 
MANET is the design of effective routing algorithm that can 
adapt its behavior to frequent and rapid changes in the MANET
[8]. Ant Colony algorithm tends to provide properties such as 
adaptively and robustness, which are essential to deal with the 
challenges of MANETs

Generally three different types of routing protocols are 
available for MANET; they are proactive, reactive and hybrid 
routing protocol. In proactive routing protocol [9 and 25] all 
nodes are active and each node discovers a route to any other 
node in the network before the actual communication request. 
This leads to less time delay of route discovery during 
communication request. However, the overhead cost is too high 
in this case. DSDV [14 and 24] is an example of proactive 
routing protocol. On other hand, in reactive routing protocol 
[25] all nodes are in sleep mode. The nodes become active as 
and when they need to communicate with others. Therefore, it 
produces less overhead but requires more route set up time 
during communication. AODV [3, 5, 20, 21, 22 and 28] is an 
example of on-demand routing protocol. Hybrid routing 

protocol combines the advantages of both reactive and 
proactive routing protocols. ZRP [23] is an example of hybrid 
routing protocol.

Ant Colony Optimization (ACO) [4] is an example of 
Swarm Intelligence (SI) that can be applied to a wide range of 
different optimization problems, often giving better results. 
This is based on the study of ant colony behavior. In nature, 
ants collectively solve problems by cooperative efforts. Each 
individual ant performs a simple activity that has a random 
component. However, collectively ants manage to perform 
several complicated tasks with a high degree of consistency 
and adaptively.

ACO protocols for routing in MANET gather routing 
information through the repetitive sampling of possible paths 
between source and destination nodes using artificial ant 
packets. Ants are biologically blind and thus the 
communications between ants are indirect in which they sense 
and follow a chemical substance called pheromone. Pheromone 
attracts other ants and therefore ants tend to follow trails that 
have higher pheromone concentrations as more ants use that 
route and lay down more pheromone. As a result of this 
autocatalytic effect, the shortest path will emerge rapidly 
because a shorter path will have a higher pheromone 
concentration. After a while, the situation will converge where 
all other ants would follow only the trail which exudes the 
strongest scent indicating the best-possible route from the 
colony’s nest (i.e. source) to the food source (i.e. destination 
end) [8 and 17]. The biological ant’s problem solving paradigm 
can be used to solve routing problems in a MANET, by 
modeling an ant colony as a society of mobile agents. The ant 
based solutions for MANET routing are more appealing 
because they easily fit into the dynamic nature of MANET. We 
investigate the issue of adaptive routing in MANET, using 
ideas of ACO mechanisms along with other techniques of 
Artificial Intelligence (AI) to get a powerful protocol for the 
MANET. The AntNet-RSLR routing protocol combines ideas
from ACO routing with Blocking-ERS and Local 
Retransmission techniques. 

The rest of the paper is organized as follow; section 2 
discusses related works of reactive and ant based routing 
protocols. New proposed routing protocol is discussed in 
section 3. Simulation environment is described in section 4 
followed by performance evaluation parameters in section 5. 
Section 6 discusses the performance summary of the 
considered routing protocols followed by conclusions in 
section 7.
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II. RELATED WORK 

A.  Ad Hoc On-Demand Distance Vector Routing (AODV) 
AODV is a state-of-the-art routing protocol that adopts a 

purely reactive strategy: it sets up a route on-demand at the 
start of a communication session, and uses it till it breaks, after 
which a new route setup is initiated. AODV adopts a very 
different mechanism to maintain routing information. It uses 
traditional routing tables, one entry per destination [25 and 28]. 
Without source routing, AODV relies on routing table entries 
to propagate a route replay (RREP) back to the source and, 
subsequently, to route data packets to the destination. AODV 
uses sequence numbers maintained at each destination to 
determine freshness of routing information and to prevent 
routing loops. All routing packets carry these sequence 
numbers. An important feature of AODV is the maintenance of 
timer-based states in each node, regarding utilization of 
individual routing table entries. A routing table entry is expired 
if not used recently. A set of predecessor nodes is maintained 
for each routing table entry, indicating the set of neighboring 
nodes which use that entry to route data packets. These nodes 
are notified with route error (RERR) packets when the next-
hop link breaks. Each predecessor node, in turn, forwards the 
RERR to its own set of predecessors, thus effectively erasing 
all routes using the broken link. Route error propagation in 
AODV can be visualized conceptually as a tree whose root is 
the node at the point of failure and all sources using the failed 
link. 

B. Dynamic Source Routing (DSR) 
The key distinguishing feature of the reactive protocol DSR 

[1, 25and 28] is the use of source routing. That is, the sender 
knows the complete hop-by-hop route to the destination. These 
routes are stored in a route cache; this is in contrast to AODV 
which uses traditional routing tables, one entry per destination. 
DSR can maintain multiple route cache entries for each 
destination. The data packets carry the source route in the 
packet header. When a node in the ad hoc network attempts to 
send a data packet to a destination for which it does not already 
know the route, it uses a route discovery process to 
dynamically determine such a route. Route discovery works by 
flooding the network with route request (RREQ) packets. Each 
node receiving an RREQ rebroadcasts it, unless it is the 
destination or it has a route to the destination in its route cache. 
Such a node replies to the RREQ with a route reply (RREP) 
packet that is routed back to the original source. RREQ and 
RREP packets are also source routed. The RREQ builds up the 
path traversed across the network. The RREP routes itself back 
to the source by traversing this path backward. The route 
carried back by the RREP packet is cached at the source for 
future use. If any link on a source route is broken, the source 
node is notified using a route error (RERR) packet. The source 
removes any route using this link from its cache. A new route 
discovery process must be initiated by the source if this route is 
still needed. DSR makes very aggressive use of source routing 
and route caching. 

C. Ant based routing protocols 
The idea of ant algorithms derives from real swarms of 

certain insects, which develop a form of "swarm intelligence" 

and solve complex problems through cooperation [2, 13 and 
26]. However, the colony at large shows a global intelligent 
behavior. Ants utilize a specialized form of communication, 
which is called stigmergy [5] in biology and means indirect 
communication through the environment. Overall, the ant-
based solution for wireless ad hoc routing is more appealing 
because they easily fit into the dynamic nature of MANET. It 
provides adaptively, flexibility, robustness and even efficiency 
which are prime requisites in such environment. Here we 
discuss some examples of ant-based routing algorithm. 

C.1  AntNet  
AntNet [2, 7, 18 and 27] is a meta-heuristic ant based 

routing protocol in which, two types of routing agents have 
been used like forward ants and backward ants. At regular 
intervals, forward ants are launched towards randomly selected 
destination. The backward ant is generated after the forward 
ant reach at the destination point and to utilize useful 
information gathered by the forward ants. The backward ants 
inherit route information from the forward ant and use it to 
update the pheromone values in the node’s routing tables as it 
travels back on the same path of the forward ant. The amount 
of pheromones deposit is dependent on the trip time of the 
forward ants. AntNet is slow in terms of end-to-end delay 
which is a main disadvantage.  

C.2 ARA  
ARA [19] is routing protocol based on AntNet and has 

similar operations in terms of route discovery. But in ARA, 
routes are maintained primarily by data packets as they flow 
through the network. The path to the destination is reinforced 
by increasing the pheromone value in the routing table as data 
packets travel along instead of using periodic ants like AntNet.  

C.3 AntHocNet  
AntHocNet [6] is a multipath routing algorithm for mobile 

MANETs that combine both proactive and reactive 
components. It is based on AntNet, with some modifications to 
be used on MANET.  

C.4 Termite  
This routing algorithm [10] adopts the analogy of termites 

instead of ants. Each network node is an analogy to a termite 
hill. The more termites passing through a node, the more 
pheromone would be collected at the node, making it a 
preferred next-hop node for other packets. There are five types 
of packets used in Termite. These are data, hello, RREQ, 
RREP and seed. Data packets are routed following the 
pheromones of each outgoing links. Each node will increase 
the pheromone of the previous node that the packet came from. 
There is no flooding involve in Termite. A limited number of 
RREQ packets perform a random walk over the network in 
search for the destination. The reply packet is routed by 
following the pheromone trail left by the request packet.  

In this paper, we used and implemented the Blocking-ERS 
[11] and Local Retransmission concepts to improve the 
performance of proposed routing protocol. Further, AntNet, 
AODV and DSR routing protocols are used for comparison 
with the proposed AntNet-RSLR and performs better than the 
other considered routing protocols.  
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III. PROPOSED ROUTING PROTOCOL 
The scalability problem can arise in large network if the 

destination node is close to source node. The request message 
that pass through each node in the network, can be extremely 
wasteful; especially if the destination node is relatively close to 
route request originator source node. Using the expanding ring 
search (ERS) method [12], the request message is flooded in 
the form of ring search, first in a smaller scale neighborhood 
with small time to live (TTL) value and it is incremented till 
destination is found. If the originating source node does not 
receive a reply within certain period of time, it rebroadcasts the 
request message with higher TTL value. This will be 
continuing till the route is discovered. The search is controlled 
by the maximum hop count field. If TTL values in the route 
request have reached a certain threshold, and still no request 
reply has been received, then destination node is assumed to be 
unreachable. However it consumes large routing overhead and 
it may end in the loop which leads to reduce the Packet 
Delivery Ratio. So the performance of routing protocol in form 
of efficiency and scalability decreases. 

To improve the scalability and efficiency of routing 
protocol Blocking-ERS [11] can be used which is the extension 
of ERS. Blocking-ERS does not resume its route search 
procedure from the originating source node when a rebroadcast 
is required. The rebroadcast can be generated by any 
appropriate intermediate node instead of originating source 
node. The rebroadcast can be performed on behalf of the 
originating source node act as relay node. This technique is 
used to scale up the performance of proposed routing protocol. 
It also controls the delay and network load of routing protocol. 

Local Retransmission technique is used to retransmit the 
data packet after receiving negative acknowledgement (NACK) 
from the receiver node. In this technique the failure or 
unsuccessful data packet is retransmitted from local 
intermediate node instead of originating source node [29]. 

In this section we discuss the adaptation of the AntNet 
routing protocol for MANET and describe the proposed 
AntNet-Ring Search and Local Retransmission (AntNet-
RSLR). The packets used in the network can be divided into 
two classes like data packets and control packets. Data packets 
represent the information that the end-users exchange with 
each other. In ant-routing, data packets use the information 
stored at routing tables for traveling from the source to the 
destination node. AntNet-RSLR contains a special routing 
table, in which each destination is associated to all interfaces 
and each interface has a certain probability.  

Control packets like forward ant (FANT) and a backward 
ant (BANT) are used to update the routing tables and distribute 
information about the traffic load in the network. Apart from 
the above control packets, the neighbor control packets are 
used to maintain a list of available nodes to which packets can 
be forwarded. The HELLO messages are broadcasted 
periodically from each node to all its neighbors. It is necessary 
to check if the ant has arrived or not, as the destination address 
will change at every visited node. Birth time of an ant is the 
time when the ant has been generated. Arrival time at the final 
destination is used to calculate the trip time. 

In the route discovery phase new routes are created by 
FANT and BANT. A FANT is an agent which establishes the 
pheromone track to the source node. It gathers information 
about the state of network. In contrast, a BANT establishes the 
pheromone track to the destination node. BANTs use the 
collected information to adapt the routing tables on their path. 
The FANT is a small packet with a unique sequence number. 
Nodes are able to distinguish duplicate packets on the basis of 
the sequence number and the source address of the FANT. It 
creates a set of routing agents called FANT to search for the 
destination host. The source node would initiate a route 
discovery mechanism when a path to destination needs to be 
established. The source node would disseminate FANT to all 
its one-hop neighbors. While the destination is still not found, 
the neighbor would keep forwarding the FANTs to their own 
neighbors and so on. This process continues until a route to the 
destination is found using Blocking-ERS; otherwise it sends a 
reply message to the source node. To prevent cycles, each node 
stores recently forwarded route request in a buffer. A node 
which receives a FANT for the first time creates a record in its 
routing table which consists of destination address, next hop, 
and pheromone value. The node interprets the source address 
of the FANT as destination address of BANT, the address of 
the previous node as the next hop, and computes the 
pheromone value depending on the number of hops the FANT 
needs to reach the node. Then the node relays the FANT to its 
neighbors. Duplicate FANTs are identified through the unique 
sequence number and destroyed by the intermediate nodes. 
When the FANT reaches the destination node, the destination 
node extracts the information of the FANT and destroys it. 
Subsequently, it creates a BANT and sends it to the source 
node. When the sender receives the BANT from the destination 
node, the path is established and data packets can be sent. 
AntNet-RSLR ensures that routing paths are free from loops, 
and does not require extra overhead of sequence number to 
prevent loops. Nodes can recognize duplicate receipt of data 
packets, based on the source address and the sequence number. 

In route maintenance phase, the routes need to be 
monitored and strengthened during the communication. Once 
the FANT and BANT have established the pheromone tracks 
for the source and destination nodes, subsequent data packets 
are used to maintain the path. But established paths do not keep 
their initial pheromone values forever.  

The route failures handling is also an important concern, 
which is mainly due to node mobility in MANET. AntNet-
RSLR recognizes a route failure through a missing 
acknowledgement. If a node gets a route error (RERR) 
message for a certain link, it deactivates this link by setting the 
pheromone value to 0. Then the node searches for an 
alternative link in its routing table. It sends the packet via this 
alternate path, if there exist one; otherwise the node informs its 
neighbors, to relay the packet. If the packet does not reach the 
destination, the source has to initiate a new route. 

Further using the local retransmission technique the failure 
or unsuccessful data packet is retransmitted from intermediate 
node instead of originating source node. The data packet 
retransmits only after receiving negative acknowledgement 
(NACK) from the receiver node. This leads to improve the 
packet delivery ratio with minimum end-to-end delay. The 
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Figure 1: EED vs. Pause Time for 100 nodes 

Figure 2: EED vs. Pause Time for 200 nodes 

proposed routing protocol AntNet-RSLR is based on 
metaheuristic swarm intelligence whose working principle is 
inspired by social insect behavior and on-demand feature of 
AODV. Further it uses the blocking-ERS, local retransmission 
to make the Ant-RSLR scalable, efficient and reliable. 

IV. SIMULATION MODEL AND PERFORMANCE METRICS 

A.  Simulation Model 
The AntNet-RSLR routing protocol proposed in this paper 

is compared with the conventional AntNet, AODV and DSR 
routing protocols. Network Simulator (NS-2) [15] is a discrete 
event simulator used to simulate these protocols. The latest 
version of NS-2 (NS-2.33) which can model and simulate 
multihop wireless MANETs was used for the simulations. The 
interface queue gives priority to routing packets in being 
served. The transmission range for each of the mobile nodes is 
set to 150m and the channel capacity is 2Mbps. Simulations 
were run for 600 simulated seconds.  

A.1 Mobility Model 
The simulation models a network of 100 and 200 mobile 

nodes migrating with rectangular area size 1500x1000m2. The 
mobility model uses the random waypoint (RWP) model in the 
rectangular field. In this, each node is randomly placed in the 
simulated area and remains stationary for a specified pause 
time. It then randomly chooses a destination and moves there at 
a velocity chosen uniformly between a minimum velocity and a 
maximum velocity. Each node independently repeats this 
movement pattern through the simulation. The simulations 
were run multiple times for different pause times seconds. 
Pause time is the dormant time during which the node does not 
move after reaching a destination. After pausing for pause time 
seconds it again selects a new destination. 

A.2 Traffic Model 
We chose our traffic sources to be constant bit rate (CBR) 

sources. When defining the parameters of the communication 
model. The number of source-destination pairs and the packet 
sending rate in each pair is varied to change the offered load in 
the network. We can use shell command. Cbrgen to generate 5 
pair of, 10 pair of, 20 pair of, 25 pair of and 50 pair of UDP 
stream stochastically, thus, the network connectivity is 0.5. 
Each CBR package size is 512 bytes and one second transmits 
one package which used varying the number of CBR source 
was approximately equivalent to varying the sending rate. We 
have chosen this value because smaller payload sizes penalize 
protocols that append source routes to each data packet. The 
simulations have been carried using the parameters in Table 1. 

TABLE 1: SCENARIO FOR NS-2 TOPOLOGY 

Parameter Value 
Number of simulated nodes 100-200 
Area size of topography x(m) 1500x1000m2 
Wireless range 150 m 
Packet size 512 byte 
Send rate of traffic 1 packets / s 
Traffic type CBR 
Speed Mobility Model RWP 
Pause Time (s) at simulation 0, 30, 60, 120, 300 and 600 s 
Simulation Time 600 s 
Simulated Routing Protocols AntNet-RSLR , AntNet, AODV, DSR  

V. SIMULATION RESULTS AND PERFORMANCE ANALYSIS 
This section presents performance comparison of the 

protocols, an attempt was to compare the four routing protocols 
under the same simulation environment, and we will try to 
discuss the behavior of the considered protocols dependence on 
continuous pausing time and variable network size.  

A.  Average End-to-End Delay analysis 
EED for the considered routing protocols is shown in Figs. 

1 and 2; the delay increases for all routing protocols until at 
pause time 300 and then decreased. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

DSR show long delay than the considered routing protocols 
because when requesting a new route, DSR first searches the 
route cache storing routes information it has learned over the 
past routing discovery stage and has not used the timer 
threshold to restrict the stale information which may lead to a 
routing failure, moreover, DSR needs to put the routes 
information not only in the route reply message but also in the 
data packets which relatively make the data packets longer than 
before. Both of the two mechanisms make DSR to have a long 
delay than the other three protocols. The disadvantage of 
AntNet is that it is intrinsically slow since it requires the ant 
agent to reach the destination before any updates to the routing 
table this make AntNet to have a long delay this overcome in 
the proposed protocol by using blocking-ERS and local 
retransmission. AODV uses the source-initiated in the route 
discovery process, but at the route maintenance stage, it uses 
the way of the table-driven, which also shows the better delay 
characteristic. AODV exhibits a shorter delay because it is a 
kind of on-demand routing protocol, each node maintains a 
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Figure 5: Throughput vs. Pause Time for 100 nodes 

Figure 6: Throughput vs. Pause Time for 200 nodes 

Figure 4: NRO vs. Pause Time for 200 nodes 

Figure 3: NRO vs. Pause Time for 100 nodes 

routing table in which all of the possible destinations with the 
network and the number of hops to each destination are 
recorded, only packets belonging to valid routes at the ending 
instant get through. The increase in the number of broken links 
in the protocols will lead to increase the delay of transferring 
packets on a route until finding a repair to the route. AntNet-
RSLR has number of broken links lower than the other 
protocols. The EED given by AntNet-RSLR is reduced by 
blocking-ERS and local retransmission cause the resuming of 
route discovery process from where it left in the previous round 
following a failure to discover a route to the destination node. 

B. Normalized Routing Overhead analysis 
The considered routing protocols impose vastly different 

amounts of overhead, as shown in Figs. 3 and 4. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
NRO increases as the pause time increases, AntNet-RSLR 

gives overhead lower than the other protocols. But we notice 
that the value of the NRO tends to the highest value at the 
beginning of the simulation time and after that decreased for all 
considered routing protocols.  

The results of the simulation show that AODV, DSR and 
AntNet impose a huge NRO compared with AntNet-RSLR. 
This is not surprising due to the extensive and regular updates 
of the routing tables at the nodes. In addition, DSR has a worse 
NRO than AODV. DSR needs to put the route information in 
the route reply message as well as in the data packets. AntNet-
RSLR has lower NRO than the other routing protocols. This 
demonstrates the effect of blocking-ERS and local 
retransmission trials and especially as the network size grows 
up, where the trials of local retransmission reduce routing 

message overhead and by its turn free bandwidth channels and 
this led to transfer data packets faster. However DSR, which 
has the heaviest NRO than the other considered routing 
protocol, AntNet-RSLR which has the lightest. 

C.  Throughput analysis 
The number of packets dropped or left wait for a route 

reduce the throughput.  Figs. 5 and 6, demonstrates the 
throughput vs. the pause time for the considered routing 
protocols. The number of packets dropped or left wait for a 
route affected by the success of local retransmission in 
repairing a failed route, where the number of packets dropped 
or left wait reduced as the percentage of success local 
retransmission attempts increased. AntNet-RSLR has number 
of packets dropped or left waits for a route less than the 
considered routing protocol this mean the proposed protocol 
give a higher throughput over the considered routing protocols. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
VI. PERFORMANCE SUMMARY 

In this paper, blocking-ERS and local retransmission is 
used to improve the performance of AntNet. Improved packet 
delivery ratio denotes the efficiency, reliability and 
effectiveness of proposed routing protocol. Retransmission 
made from neighboring nodes of source node to destination 
instead of original source node. Thus, the NRO and EED are 
reduced by Blocking-ERS and local retransmission cause the 
resuming of route discovery process from where it left in the 
previous round following a failure to discover a route to the 
destination node. The general observation from our simulation: 
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• Average End to End Delay, EED of AntNet-RSLR is 
controlled through Blocking-ERS and local retransmission. 
From Figs. 1 and 2, it is observed that the EED of AntNet-
RSLR is better than the other considered routing protocols.  

• Normalized Routing Overhead, in real time application, 
NRO is one of the important parameter to measure 
performance of routing protocol. From Figs. 3 and 4, it can 
be concluded that, NRO for AntNet-RSLR is less than the 
other considered routing protocols. 

• Throughput, Throughput is an indication of reliability, 
efficiency, and effectiveness of routing protocol. From 
Figs. 5 and 6, the throughput of AntNet-RSLR is more than 
the other considered routing protocols. 
Finally, Table 2 summarizes the performance evaluation of 

the considered routing protocols mentioned in this paper. It 
provides correspondingly, the protocol name, the network size, 
and the performance matrices, where G, M and W mean Good, 
Medium and Worst performance respectively.  

TABLE 2, SUMMARY OF PERFORMANCE RESULTS 

Performance Matrices 
100 nodes 

AntNet-
RSLR 

AntNe
t AODV DSR 

Normalized Routing Overhead G M M W 
Average End-to-End Delay G M M W 
Throughput G M M W 

Performance Matrices 200 nodes 
AntNet-RSLR AntNet AODV DSR 

Normalized Routing Overhead G M M W 
Average End-to-End Delay G M M W 
Throughput G M M W 

VII. CONCLUSION 
In this paper, we proposed a new routing protocol for 

MANET based on Ant Colony Optimization principle, 
Blocking-ERS and Local Retransmission techniques. The 
proposed AntNet-RSLR algorithm improves the efficiency, 
robustness and reliability. The efficiency of proposed routing 
protocol AntNet-RSLR is shown to better than AntNet and the 
other two on demand routing protocols AODV and DSR. The 
proposed AntNet-RSLR routing protocol uses blocking-ERS 
and local retransmission along with principles of ant colony to 
reduce the EED, NRO and throughput. It enables optimal path 
routing and fast route discovery with better throughput and less 
delay. 
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