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writing process, it will be more difficult to obtain 
higher verification accuracy. This paper addresses 
the above difficulty by introducing a novel offline 
Arabic signature verification algorithm. The key 
point is using multiple feature fusion with fuzzy 
modeling to capture different aspects of a signa-
ture individually in order to improve the verifica-
tion accuracy. State-of-the-art techniques adopt the 
fuzzy set to describe the properties of the extracted 
features to handle a signature’s uncertainty; this 
work also employs the fuzzy variables to describe 
the degree of similarity of the signature’s features 
to deal with the ambiguity of questioned docu-
ment examiner judgment of signature similarity. 
It is concluded from the experimental results that 
the verification system performs well and has the 
ability to reduce both False Acceptance Rate (FAR) 
and False Rejection Rate (FRR).

با�ستخدام  العربية  التواقيع  من  اآلي  تحقق  نظام 
المدمجة  الخطية  والخ�سائ�ص  المميزات  من  مجموعة 

الجنائية للتطبيقات 
لم�ستخل�ص ا

�شيوعا  البيومترية  القيا�شات  اأكثر  من  الان�شان  توقيع  يعد 

Abstract
The signature of a person is one of the most 

popular and legally accepted behavioral biometrics 
that provides a secure means for verification and 
personal identification in many applications such 
as financial, commercial and legal transactions. The 
objective of the signature verification system is to 
classify between genuine and forged signatures that 
are often associated with intrapersonal and inter-
personal variability. Unlike other languages, Arabic 
has unique features; it contains diacritics, ligatures, 
and overlapping.  Because of lacking any form of 
dynamic information during the Arabic signature’s 
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اآمنة  و�شيلة  وباأنه  القانونية  بالم�شداقية  ويتميز  وانت�شارا 
من  العديد  في  ال�شخ�شية  الهوية  على  التعرف  و  التحقق  في 
من  الهدف  اإن  ال�شرعية.  و  والتجارية  الاقت�شادية  التطبيقات 
�شحيحة  اإلى  التواقيع  ت�شنيف  هو  التواقيع  من  التحقق  نظام 
لذات  التباين  اإلى  م�شاحبه  الغالب  في  تكون  والتي  ومزورة، 
وعلى  مختلفين.  اأ�شخا�ص  بين  التباين  اأو  الواحد  ال�شخ�ص 
خلاف اللغات الاأخرى نجد اأن اللغة العربية لها خ�شائ�ص فريدة 
ونظراً  المتداخلة.  الحروف  الربط،  اأدوات  الت�شكيل،  مثل  ومميزة 
التوقيع  عملية  اأثناء  الديناميكية  الخطية  الخ�شائ�ص  لغياب 
التحقق.  من  عالية  دقة  درجة  على  الح�شول  ال�شعوبة  من  فاإنه 
جديدة  طريقة  بتقديم  الم�شكلة  هذه  البحثية  الورقة  هذه  وتعالج 
الرئي�شي  والمفتاح  المتزامنة.  غير  العربية  التواقيع  من  للتحقق 
الخطية  والخ�شائ�ص  المميزات  من  مجموعة  با�شتخدام  يكون 
ال�شمات  مختلف  ت�شتخرج  والتي  ال�شبابي  النموذج  مع  المدمجة 
التحقق.  دقة  تح�شين  اأجل  من  وذلك  المختلفة  للتواقيع  الخطية 
المنطق  تكيف  والتي  ال�شابقة  الدرا�شات  عن  الدرا�شة  هذه  وتتميز 
عملية  لمعالجة  الخطية  والخ�شائ�ص  المميزات  لا�شتخراج  ال�شبابي 
المقترح  النظام  باأن  التواقيع،  خ�شائ�ص  و�شف  في  التيقن  عدم 
للمميزات  الت�شابه  درجة  لو�شف  كذلك  ال�شبابي  المنطق  يجلب 
المت�شابهة،  التواقيع  في  الغمو�ص  لمعالجة  وذلك  للتواقيع  الخطية 
وتو�شح  والتزوير.  التزييف  خبراء  بمعرفة  ب�شاأنها  قرار  واتخاذ 
النتائج  اأثبتت  حيث  المقترح  النظام  كفاءة  الم�شتنتجة  التجارب 
تقليل معدل  على  وقدرته  التحقق  لنظام  الجيد  الاأداء  التجريبية 

قبول و رف�ص الخطاأ.

1. Introduction
Today, biometric verification systems are emerging 

because of their unique features that assist us to recog-

nize people based on the extracted physical (e.g.  face, 

fingerprint, and iris) and behavioral (e.g. voice, key-

stroke, dynamics, gait and signature) features. The two 

types of   biometric features are hard to be replicated 

by another individual and they have the capability to 

reliably discriminate between a genuine person and an 

imposter [1-2]. These features change over time due to 

aging and other developmental factors. These features 

should have specific characteristics such as individual-

ity, stability, satisfactoriness and collectability. Human 

verification is required for our routine events, especially 

in the forensic applications and many high-security en-

vironments [3]. 

The handwritten signature is one of the most familiar 

behavioral attributes for self-verification of identity. The 

written signature is viewed as the key means of classify-

ing the signer of a written document based on the inher-

ent hypothesis that a person’s normal signature changes 

slowly and is very difficult to erase, alter or forge with-

out detection [4]. In the signature recognition (or iden-

tification) problem, a given signature is looked up in the 

database to establish the signer’s identity. The signature 

verification problem is concerned with determining if a 

particular signature is genuine or if it is a forgery [5]. 

In general, it is easier for people to transfer from using 

the popular pen-and-paper signature to one where the 

handwritten signature is taken and tested electronically. 

The recognition of human signature is vital when the fo-

cus is on improving the interface between human beings 

and computers; if the computer is intelligent enough to 

understand human signature, it will provide a smarter, 

quicker and more economic way to verify human sig-

natures.

Typically, the signature verification system can be 

divided into two main classes based on the acquisition 

of the signature: 1- dynamic or online verification meth-

od where the signature is captured during the writing 

process on a digitizing tablet and stored to a computer 

to evaluate the dynamic information like writing speed, 

pressure points, velocity, acceleration and distance trav-

elled etc., to identify a person; 2- Static or offline veri-
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fication method that uses a static image of the signature. 

In this class, information like width, height, aspect ratio, 

the center of gravity etc., are measured to identify a per-

son [5]. The offline signature verification is more chal-

lenging than the online signature verification because 

the features are extracted from the static 2D image of the 

signature and it lacks dynamic information [6]. Still, the 

performance of the offline verification systems is usu-

ally lower than the online system; therefore, it needs to 

be improved. Furthermore, document analysis generally 

relies on the offline systems, e.g. verification of a check 

or signed document; so the work suggested in this paper 

is focused on an offline verification system [4, 7].

Skilled forgeries are made by criminals after review-

ing original examples of the signature, trying to repro-

duce it as closely as possible. This type is the riskiest 

kind of counterfeiting. Obviously, the problem of signa-

ture verification becomes more and more difficult when 

passing from random to simple and skilled forgeries, 

the latter being so difficult a task that even human be-

ings make errors in several cases [1, 3]. Real practical 

problems concerning offline signature verification can 

be categorized into two main categories: (a) Problems 

related to the extraction of a signature’s fingerprint from 

the document and (b) problems related to the verification 

task itself [4-5]. 

Many previous studies have recommended that de-

sign using different classifiers offers balanced infor-

mation about the patterns to be classified. These stud-

ies highlighted that the application of different types 

of classifiers instantaneously enhanced the verification 

accuracy [8]. The research results motivate multi-level 

signature verification, where decisions based on individ-

ual signature features are fused. A fuzzy logic inference 

engine is designed to fuse global features that encode a 

signature’s fingerprint. The three potential levels of bio-

metrics fusion are: (i) at feature extraction level: where 

the biometric parameters of each different feature are 

joined to produce a new set of features, (ii) at matching 

score level: at which the matching scores are acquired 

from the biometric parameters of each different feature 

and are fused by different techniques and (iii) at decision 

level: where the resulting features from multiple biomet-

ric data are fused individually to classify either accept or 

reject [6]. The use of the fuzzy logic inference engine is 

to overcome the boundary limitations of fixed thresholds 

and the uncertainties of thresholds for various users, and 

to have a more human-like output [6].

This paper focuses on the research of an Arabic of-

fline signature verification system, which is still a chal-

lenging research topic and relatively less addressed by 

researchers. The work presented in this study attempts 

to prove that employing a two-level signature verifica-

tion apptoach  with the help of fuzzy logic as a tool used 

to fuse extracted features from scanned images of sig-

natures and to handle the inherent existing imprecision 

of human decision about signatures similarity achieves 

better identification performance compared to other ap-

proaches. One of the reasons for slow advancements in 

Arabic signature verification is the characteristics of 

this script, such as cursive characters, that make it more 

challenging than other languages. 

2. Literature Review
Recently, many new techniques have been intro-

duced to verify various types of signatures. These tech-

niques use either a unique single feature (global, local, 

statistical, geometric, etc.) or a combination of different 

types of features extracted from the signature images [1-

2]. The biometric identification system with information 

from a single feature extraction method has some limita-

tions in terms of FRR and FAR. These limitations can 

Automated Off-line Arabic Signature Verification System using Multiple Feature Fusion for Forensic Applications
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be eliminated by fusing two or more features to ensure 

improved performance [6]. One of the main challenges 

in off-line signature verification systems is to make them 

robust against transformation (e.g. rotation, scaling) of 

signatures. A technique for rotation invariant feature ex-

traction based on a circular grid is proposed by Parodi 

et al. [9]. Graph metric features for the circular grid are 

defined by adopting similar features available for rect-

angular grids, and the property of rotation invariance of 

the Discrete Fourier Transform (DFT) is used in order to 

achieve robustness against rotation. 

Tan et al. [10] presented an off-line signature verifi-

cation system that aims at verifying Arabic and Persian 

signatures based on DWT to extract common features 

to aid the verification step. The system consists of four 

steps: preprocessing, signature registration, feature ex-

traction, and signature verification. The system starts 

with image preprocessing. In this step, the noise is re-

moved to eliminate unwanted information that negative-

ly influences the accuracy of verification and validation. 

Next, a registration step is performed where the signa-

ture is scaled into an appropriate form to gain a better 

and more accurate result. After that, the shifting opera-

tion is invoked using the center of gravity to determine 

the centric of the signature. After applying shifting op-

eration, the rotation is performed to align the signature 

to the correct position. The system decreases the number 

of DWT levels and the amount of required training, with 

a low FAR and FRR percentage of 10.9%.

An effective offline signature verification using tex-

ture and topological features (e.g. baseline slant angle, 

aspect ratio, the center of gravity of the whole signa-

ture image and the slope of the line joining the center 

of gravities of two halves of a signature image) from 

signature images is proposed by Jana R et al. [11]. The 

authors studied an image clustering process based on 

Euclidian distance approach enabling investigators to 

handle clusters of different sizes and shapes of signa-

tures. Kisku et al. (2010) attempted to employ Support 

Vector Machines (SVM) to fuse multiple classifiers for 

an offline signature system [12]. From the signature im-

ages, global and local features are extracted and the sig-

natures are verified with the help of the Gaussian empiri-

cal rule, and Euclidean and Mahalanobis distance-based 

classifiers. SVM is used to fuse matching scores of these 

matchers. Finally, recognition of query signatures is 

done by comparing it with all signatures in the database 

[13]. Furthermore, neural network is utilized by Khalid 

et al. (2011) as a learning algorithm to build the mapping 

between signers and their signature’s features [8]. Here, 

the FAR and FRR can be reduced further by increasing 

the reference sample size and/or the number of features 

[14]. 

Alsous et al. (2010) studied the Farsi and Arabic 

signature recognition and verification problem and in-

troduced an offline method based on genetic algorithm 

(GA) to increase the accuracy and decrease the running 

time [7]. After analyzing the structures of typical Farsi 

signatures, a variety of features are proposed, extracted, 

and tested to determine a high-performance feature set 

for signature verifications. In the classification stages, 

a GA-based method for optimization of linear classifi-

ers is implemented and tested. Researchers started with 

a simple un-weighted Euclidian distance classifier and 

continued with a multi-stage one, but the performance 

was limited.

Recently, the fuzzy inference system has been em-

ployed to adjust the weights for the features of each 

signature as affected by a way that resembles human 

thinking and allows intermediate values to be defined 

between similar and non-similar features via partial set 

membership. For instance, Hanmandlu et al. (2005) pro-

Darwish and El-Nour
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posed another method in which the signature features 

are fuzzified by an exponential membership function 

involved in the Takagi–Sugeno (TS) fuzzy model [15]. 

The authors have also derived two TS models by consid-

ering a rule for each input feature in the first formula-

tion (Multiple rules) and by considering a single rule 

for all input features in the second formulation. Finally, 

the above study found that the TS model with multiple 

rules is better than the TS model with the single rule for 

detecting three types of forgeries; random, skilled and 

unskilled from a large database of sample signatures in 

addition to verifying genuine signatures.

The idea of fusing multi-classifiers for online sig-

nature verification problems using fuzzy inference was 

proposed by Khalid et al. (2011) [8]. The system was 

developed with a robust validation module based on 

Pearson’s correlation algorithm in which more consis-

tent sets of signatures are enrolled. The system incorpo-

rated local features based on x, y and pressure signals 

as well as two global features to provide a more spoof-

free system. In most cases, signatures are forged based 

on shapes, but the time and length of the signatures are 

not easy to be determined even by experienced forgers. 

Therefore, the inclusion of the global features is to en-

sure that the FAR is lower, thereby increasing the perfor-

mance of the system.

Many researchers examined the importance of fea-

tures extracted from signatures in relation to the per-

formance of the verification system. For example, Na-

siri and Javaheri (2011) extracted control points on the 

boundary of the signature which clearly show the struc-

tural characteristics of a signature [16]. Four types of lo-

cal features are extracted from these control points that 

in turn represents the inputs of the fuzzy logic module.  

According to the output of the fuzzy inference system, 

the decision is made that the test signature is forged or 

genuine. However, the efficiency of the algorithm de-

pends on variations between training signatures. So if 

Figure 1- The proposed Arabic offline signature verification system.
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the training signatures of the specific person are not 

similar enough to each other, the algorithm cannot have 

good performance and FAR will grow.

Currently, there is a need to develop an efficient 

signature verification system for authenticating an indi-

vidual successfully. The processing of signature strokes 

is difficult due to highly stylish and unconventional 

writing styles. The nature and the variety of the writing 

pen may also affect the nature of the signature obtained. 

The non-repetitive nature of variation of the signatures 

because of age, illness, mood, stress levels, geographic 

location and perhaps to some extent the emotional state 

of the person, accentuates the problem. All these factors 

combined cause large intra-personal signature variation. 

The researcher faces a challenge in designing such a sys-

tem to counter intrapersonal and interpersonal variations 

[17].

In this paper, a technique for signature verification 

is proposed based on shape context that summarizes the 

global signature features in a rich local descriptor. The 

proposed system reaches 98 % accuracy and deals with 

the scalability problems as a result of the correspondence 

problem between the queried signature and all the data 

set signatures. To address the scalability problem of us-

ing shape context for signature matching, the proposed 

method enhances the matching stage by representing 

the shape context features as a feature vector and then 

applies two levels of classification to assign signatures 

to their corresponding classes (forged or genuine). The 

level one verification depends on finding the total differ-

ence between the features extracted from the test signa-

ture and the mean values of each corresponding features 

in the training signatures (owning the same signature). 

Whereas, the level two verification relies on the output 

of the fuzzy logic module depending on the membership 

functions that has been created from the signature’s fea-

tures in the training dataset for a specific signer.

3. Proposed System
Off-line signatures are of different shapes and sizes 

and the variations in them are so immense that it is dif-

ficult for a human being to distinguish a genuine signa-

ture from a forged one by visual examination. Broadly 

speaking, signatures can be classified as simple, cursive 

or graphical based on their shapes. Signatures are be-

havioral, biometric, evolve over a period of time and 

are influenced by physical and emotional conditions of 

the signatories. The suggested system aims to build an 

intelligent offline Arabic signature verification system 

by adapting FL framework for multiple signature’s fea-

Figure 2- Sample of individual signatures (Original and Forgery).
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tures fusion. Fuzzy inference is utilized to deal with the 

vagueness and ambiguity of human judgment of an im-

age’s signature similarity. 

In general, offline signature verification is a pattern 

recognition problem and a typical pattern recognition 

system has the following steps [1, 17]: (i) Data Acqui-

sition – to capture the signature image (ii) Preprocess-

ing – to simplify subsequent operations without losing 

relevant processing (iii) Feature Extraction - to reduce 

the data by measuring certain “features” or “properties” 

(iv) verification – to evaluate the evidence presented in 

the values of the features obtained from feature extrac-

tion and make a final decision for classification (iv) Per-

formance Evaluation – to evaluate the efficiency of the 

signature verification system. The overall architecture of 

the suggested verification system is shown in Figure-1 

and each step is discussed in detail in the next sections. 

The advised system has the following properties: (i) 

adopting the fuzzy language variables to describe the 

image signature features, so as to infer the image signa-

ture as human thinking; (ii) the final decision based on 

two classification levels that can achieve better preci-

sion, since it can model the operation of a human expert.

A. Signature Acquisition

In offline signature verification, an individual per-

son’s signatures are taken on A4 size paper and then 

scanned by a scanner having 300 dpi and stored in Por-

table Network Graphics format. In the training phase, 

the database contains signatures from individuals, in-

cluding genuine signatures and forgeries. Signatures in 

the training phase (active signatures collected from the 

signer directly) contain signatures with different angles 

and scales whether the signer is standing or sitting. The 

signatures are collected using either black or blue ink 

with 40 signatures per page. Scanned images are stored 

digitally for offline processing. In the testing phase, the 

person’s signature is captured from the document in 

which the validity of the signature on it is disputed. This 

document is scanned by the same scanner, and the sig-

nature is later separated for preprocessing (i.e. the docu-

ment image is cropped to the bounding rectangle of the 

signature). Figure-2 shows some samples of signatures 

from a database according to the suggested technique 

that has been tested. 

B. Signature Preprocessing

The preprocessing stage is implemented both in the 

training and testing phases. The signature images need 

some processing before the application of any verifica-

tion technique. In this stage, signatures are made stan-

dard and ready for feature extraction. The preprocessing 

stage follows seven steps [18-21]:

1. Grayscale conversion: Since the verification sys-

tem is concerned only with the signature pattern and not 

in its color, therefore, color information is inappropriate. 

That is why a color signature image is converted into a 

grayscale image.

2. Binarization: The grayscale signature is treated by 

a histogram-based binarization to produce a binary im-

age that contains only 0’s and 1’s. 

3. Noise reduction: Once the original image is bina-

rized, the next step is to remove the noise from signature 

image caused during scanning (extra pen dots other than 

a signature) via median filtering method. 

4. Image cropping: The binary image is segmented 

from the background to remove the white space sur-

rounding the signature using the segmentation method 

of vertical and horizontal projections.

5. Rotation and width normalization: The cropped 

image is scaled using bi-cubic interpolation to a con-

stant width, keeping the aspect ratio fixed. Normally, 

Automated Off-line Arabic Signature Verification System using Multiple Feature Fusion for Forensic Applications
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extraction technique mines a minimal feature set that 

makes the most of the inter-personal distance between 

signature examples of various persons while reducing 

intrapersonal distance for those belonging to the same 

person. Parameters are generally classified into two 

main categories, global and local [1, 18].

Global features label the signature image as a whole 

like length, width, density, edge points of the signature 

and wavelet transforms. These features are less sensi-

tive to noise and signature variations. Therefore, it will 

not give us a high accuracy for skilled forgeries, but it 

would be suitable for random forgeries and it is better to 

be combined with other types of features [2, 5-6]. Lo-

cal parameters concern features extracted from specific 

parts of the signature (pixel-oriented parameters) which 

are extracted at the pixel level (i.e., grid-based informa-

tion, pixel density, gray-level intensity, texture, etc.). A 

suitable combination of global and local features will 

produce more distinctive and effective features, and the 

idea of localizing global features will allow the system 

to avoid the major drawbacks of both and the advantages 

of both can be exploited [6-11].

The suggested system uses the idea of features com-

bination in a new vision by adapting the fuzzy concept 

to introduce fuzzy rules in order to combine global and 

local features. Regarding the local features, a circular 

chart enclosing the signature is partioned into identi-

cal sectors, and graphometric features are computed for 

each sector. Since dimensions of signatures belonging to 

different writers, or even the same writer, may differ, a 

width normalization of the signature image is performed 

before gridding. This normalization maintains the origi-

nal height-to-width ratio of the signature image. The cir-

cular grid is centered at the center of mass of the binary 

image of the signature. Features that will be extracted 

and used for the signature verification are given below 

any person while writing his signature uses an arbitrary 

baseline. The positional information of the signature is 

normalized by calculating an angle θ about the centroid 

(x,y) such that rotating the signature by θ brings it back 

to a uniform baseline. The size normalization in offline 

signature verification is important because it establishes 

a common ground for image comparison. Taylor’s maxi-

mization is used for normalization.

6. Thinning: The goal of thinning is to remove the 

width variances of the pen and paper by constructing the 

image one pixel wide. The aim of thinning is to diminish 

the character features to assist in feature extraction and 

classification.

7. Skeletonization: This is used to eliminate certain 

foreground pixels from the binary image so the outcome 

is a representation of a signature pattern by a group of 

thin arcs and curves. 

The result of the preprocessing phase is a noise free, 

resized, binarized, thinned image.

C. Features extraction

After the signatures have been attained and prepro-

cessed, the next step is to mine discriminant features 

from the signature images. When parameter features are 

utilized, the signature is described as a vector of ele-

ments, each one descriptive of the value of a feature. 

Usually, the success of a signature verification system is 

critically subject to feature extraction. A perfect feature 

Figure 3- Membership function for input features.
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of deviation of this signature from it’s total signatures 

within the database, which will be used in level 1 clas-

sification that will be explained later.

  

D. Building fuzzy inference system

As there are complex deviations in the feature el-

ements of each signature in order to match a specific 

signature with the database, the system needs to fuzzify 

the features [25-26]. This approach uses the Mamdani 

model for fuzzy analysis that is implemented for level 

2 classification. The proposed system has combined the 

structural parameters of the signatures to take into ac-

count the local variations in the signature characteristics 

resulting from different signing styles of the user. Each 

feature is fuzzified by a trapezoidal Membership Func-

tion (MF). The parameters for the MFs are obtained by 

training the system with the genuine signatures of the 

user. During training, the parameters are tuned itera-

tively in order to minimize the mean square error of the 

output of the TS model. The Mamdani method is widely 

used because it is intuitive and suitable for subjective 

input and output [8, 15]. Two fuzzy variables including 

‘small’, and ‘large’ are used to describe the global and 

local feature variation. Their respective MFs are trap-

ezoidal function as illustrated in Figure-3. 

Once the system obtains the fuzzy explanations of the 

signature features, the rule base (fuzzy reasoning) can be 

constructed to create an interpretation of their similar-

ity. Fuzzy reasoning, which is formulated by a group of 

fuzzy IF–THEN rules, presents a degree of presence or 

absence of association or interaction between the ele-

ments of two or more sets. In the proposed system, rea-

soning is carried out through the following rules:

Rule 1- If f1, f2, f3 and f4 are small then output is 

small = Accept (Genuine)

Rule 2- If f1 is large and f2, f3 and f4 are small then 

as they are found to be better than other features in dis-

tinguishing the variations [9, 18, 20, 22-24]:

1. Aspect ratio (global feature): the ratio of width to 

height of the signature. The bounding box coordinates 

of the signature are determined and the width and height 

are computed using these coordinates.

2. Normalized area (global feature): the ratio of 

the area occupied by signature pixels to the area of the 

bounding box.

3. Pixel density distribution (local feature):  the ratio 

of the number of black pixels in the sector within the cir-

cular grid to the total number of pixels inside the sector. 

4. Gravity center distance (local feature):  the ratio of 

the distance between the gravity center and the center of 

the grid to the radius of the grid calculated as the major 

distance between extreme points of the signature. 

After generating features vector for each signature in 

both the training and testing phases, the proposed sys-

tem uses these features as follows: 

1- For all signatures related to a specific signer in the 

training phase, the features vector is utilized to build the 

membership function for each feature according to the 

minimum and maximum values of that feature. These 

membership functions are used later in the testing phase 

to fuzzify the extracted features from the test image 

signature within the fuzzy logic module that is used to 

fuse different features in a unified framework for level 2 

classification. Herein, the aim of using fuzzy logic is to 

handle the inherent existing imprecision of human deci-

sion about the appearance of signature features.  

2- At test phase, the feature vector which is extracted 

from the test’s image signature is used to find the dis-

tance (Canberra Distance) between this vector and the 

average values of the extracted features for the same 

signer for all signatures within the database of the signa-

tures of this person. This outcome describes the extent 
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output is small = Accept

Rule 3- If f1 and f2 are large and f3 and f4 are small 

then output is small = Accept

Rule 4- If f1, f2 and f3 are large and f4 is small, then 

output is large = Reject (Forgery)

Rule 5- If f1, f2, f3 and f4 are Large then output is 

large = Reject

Rule 6- If f1 and f2 are large and f3 and f4 are small 

then output is small = Accept

Rule 7-  If f1, f3 and f4 are small and f2 is large then 

output is small = Accept

Rule 8- If f1, f2, f3 and f4 are small then output is 

small = Accept

Rule 9- If f1 and f2 are small and f3 and f4 are large 

then output is small = Accept

Rule 10- If f1, f2 and f3 are large and f4 is small then  

output is large = Reject

Rule 11- If f1 and f2 are large and f3 and f4 are small 

then output is small =Accept

Rule 12- If f1 is small and f2, f3 and f4 are large then 

output is large = Reject

Rule 13- If f1, f3 and f4 are large and f2 is small then 

output is large = Reject

Rule 14- If f1, f2 and f4 are large and f3 is small then 

output is large = Reject

Rule 15- If f1, f2 and f3 are large and f4 is small then 

output is large = Reject

Rule 16- If f1, f2, f3 and f4 are large then output is 

large = Reject

The numerical parameters of MF are determined 

based on mean and standard deviation of features of 

training signatures. The sixteen rules altogether deal 

with the weight assignments impliedly in the same way 

as humans experience thinking. The fuzzy inference pro-

cesses all of the cases in a parallel manner, which makes 

the decision more reasonable. The output of the fuzzy 

system is the similarity between the scanned signature 

for a specific signer and the stored signatures for him 

in the training database. The output is also described by 

two fuzzy variables, including ‘accept’ and ‘reject’ with 

trapezoidal MFs. The outputs of fuzzy values are then 

defuzzified to generate a crisp value for the variable. 

The most popular defuzzification method is the centroid, 

which calculates and returns the center of gravity of the 

aggregated fuzzy set [8]. 

E. Verification 

This is the final phase where the tested input signa-

ture is verified against the sample signature stored in the 

database. The proposed system performs this using two 

levels of verification (classification). After that, the final 

decision is based on the combination of two classifiers to 

determine whether the signature belongs to the genuine 

class or to the forgery class.

Table 1- Comparison of the verification results.

Classifier FRR FAR Accuracy

Neural Network 0.24 0.18 79%

Support vector machine 0.10 0.15 83%

Fuzzy-based classifier 0.09 0.11 91%

Two levels classifier 0.02 0.05 98%
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Level 1 verification:  Level one verification depends on 

finding the total difference between the features extract-

ed from the test signature and the mean values of each 

corresponding feature in the training signatures (owning 

the same signature). At training phase, the mean value 

of each feature from the signature features vector for 

all stored signatures is computed, resulting in a vector 

with four elements where each element Mfi represents 

the mean of the corresponding feature (i=1…,4). After 

that, the Canberra distance between this calculated vec-

tor and the features vector predefined in the test phase is 

measured. The rationale of choosing this measure is that 

it considers not only the distance between two points 

but also their relation to the origin (i.e. more precise 

measure). If the output values of the distance then the 

signature is genuine.  

Level 2 verification: Level two verification relies on the 

output of the fuzzy logic module depending on the mem-

bership functions (see subsection D) that has been cre-

ated from the signature’s features in the training dataset 

for a specific signer. In this case, the fuzzy module acts 

as a fusing tool to merge different features that is used as 

a component with the rest of the fuzzy logic components 

to form a classifier.  If the output of fuzzy classifier is 

defuzzified   then the signature is genuine.

Subsequently, the results of the two classifiers are 

combined.  The final rule to make a decision about a 

signature case is given as:  If   and    then the signature is 

genuine. Otherwise, the signature is forged. Herein, the 

system gets a total of 4 features based on the signature’s 

global and local aspects that helps to classify the signa-

ture as fake or original.    

4. Experimental Design
In order to test the efficiency and validity of the 

proposed system, the system by MATLAB language 

and credit the verification rules in C# language was 

implemented. The prototype verification technique in a 

modular fashion was built and it was implemented and 

tested using a DELL PC machine which had the follow-

ing features: Intel (R) Core (TM) i5-2450M CPU @ 

2.50GHz, and 4.00GB of RAM, 64-bit Windows 8 Pro. 

In this work, 40 signature images were used in the train-

ing phase, and one historical signature image was used 

for testing purposes. FAR and FRR were the two param-

eters used for measuring performance of any signature 

verification method. FAR, which means a fake signature, 

is considered as a real signature when the total number 

of fake signatures accepted by the system with respect 

to the total number of comparisons made. FRR, which 

means a real signature, is considered as a fake signature 

when the total number of original signatures rejected by 

the system with respect to the total number of compari-

sons made [1, 17]. 

5. Results and Discussion
The first set of experiments was performed to com-

pare the verification performance of the proposed sys-

tem that employs two verification levels: distance-based 

and fuzzy-based verification with conventional signa-

ture verification classifier using SVM [19], NN [14] and 

fuzzy logic [26] using the same features.  In the method 

described by Singh and Patel (2013), each feature is 

fuzzified using the TS model [26]. Rules are written in 

fuzzy inference system to accept only true signatures 

based on mean and variance values of the angle calcu-

lated for each image. The rules are combined to accept 

only true signatures and reject the forgery. Table-1 il-

lustrates the comparison between the systems. The re-

sults of the present study revealed that the use of two 

levels of verification generates a further verification rate 

improvement (accuracy) of 7–20%. The proposed tech-
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nique has the lowest FAR percentage when compared 

to other methods. The performance improvement comes 

from the correct verification of signatures because of 

using fuzzy variables to describe degree of similarity 

of signature features along with the traditional feature 

similarity distance classifiers.  

The second set of experiments was conducted to de-

termine the capability of the introduced system to verify 

signature data from multiple scripts. This is so because 

the proposed system requires no language-specific geo-

metrical analysis (i.e. text-independent) in contrast to 

many presented systems that need connected component 

analysis to extract allographic features. For English sig-

natures, verification moves towards 100%.  Neverthe-

less, it seems that the results obtained on Arabic script 

are somewhat lower than the ones obtained on the West-

ern script. A possible explanation for the difference is 

that there seems to be more style variation across indi-

viduals in English signatures compared to Arabic ones. 

Automatic signature verification on Arabic script ap-

pears to be more difficult.

The last set of experiments was performed to show 

how the verification rate of the proposed system depends 

on the number of signatures per signer because if the 

signer has more  enrolled samples, the chance of a cor-

rect hit increases. The maximum allowed limit of sample 

signatures is 40 per signer. If the number of sample sig-

nature is above 40 then the returns in performance are 

however diminishing for every new sample added due 

to the increase of intraclass signer’s variability. As ex-

pected, the verification rate decreases as the number of 

signatures grows as a result of the decrease in inter-class 

writer’s variability. Accuracy rate drops approximately 

by 2–5% for every doubling of the number of signatures 

in the dataset after 40 samples.

6. Conclusion and Future Work
In this paper, an adaptive method for signature rec-

ognition is introduced. Also, the problem of fake sig-

nature verification in off-line systems is tackled using 

two levels of verification based on similarity distance 

and   fuzzy concepts in the decision-making process. In 

the beginning, the signature database is described then 

preprocessing steps and feature extraction for the veri-

fication process are examined. An appropriate mixture 

of global and local features is utilized to yield more dis-

tinctive and effective features by merging the advantag-

es of both. A verification technique is developed based 

on a multi-classifier. One of them depends on similarity 

distance between the feature vectors in which the dis-

tances between the feature vector of the input signature 

and the mean of each signer signatures in the database 

are calculated and matched. The other classifier relies on 

fuzzy concepts where a set of fuzzy rules is used to make 

a decision with a degree of certainty. 

Representing signature image by using feature fusion 

method has several advantages which are as follows: 1- 

It is a compact coding technique. 2- It is a general appli-

cation, meaning that it can be applied for any signature 

shape. 3- It is simple meaning, that can be used to code 

the signature straightforward and fast; most of them can 

be executed in fractions of a second on commercially 

available equipment. 4- The operation of extracting 

4-tuple feature vector is very active to remove all noise 

in the signature template. The experiments resulted in a 

verification rate of 98%. 

Carefully chosen discriminating features of signa-

tures combined with the use of two verification levels 

made the proposed system more powerful compared to 

other existing systems both in terms of success ratio and 

ease of implementation and optimized run time. 

Future work includes the examination of different 
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features to enhance the performance of the system. 
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