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Abstract A Vehicular Ad hoc Network (VANET) is a type of wireless ad hoc network that facilitates
ubiquitous connectivity between vehicles in the absence of fixed infrastructure. Beaconing approaches
is an important research challenge in high mobility vehicular networks with enabling safety applica-
tions. In this article, we perform a survey and a comparative study of state-of-the-art adaptive beacon-
ing approaches in VANET, that explores the main advantages and drawbacks behind their design. The
survey part of the paper presents a review of existing adaptive beaconing approaches such as adaptive
beacon transmission power, beacon rate adaptation, contention window size adjustment and Hybrid
adaptation beaconing techniques. The comparative study of the paper compares the representatives of
adaptive beaconing approaches in terms of their objective of study, summary of their study, the uti-
lized simulator and the type of vehicular scenario. Finally, we discussed the open issues and research
directions related to VANET adaptive beaconing approaches.

Keywords V2V Communications - Adaptive Beaconing - Transmission Power - Beacon Rate -
Contention Window

1 Introduction

Recently, the growth in the number of vehicles on the road has put great stress on transportation
systems. This abrupt growth of vehicles has made driving unsafe and hazardous. Thus, existing trans-
portation infrastructure requires improvements in traffic safety and efficiency. To accomplish this, In-
telligent Transportation Systems (ITS) have been considered to enable such diverse traffic applications
as traffic safety, cooperative traffic monitoring and control of traffic flow. These traffic applications
would become realities through the emergence of VANET because it is considered as a network en-
vironment of ITS. Moreover, the range of applications is increasing daily. The increasing necessity of
this network is an impetus for leading car manufacturers, research communities and governments to
increase their efforts toward creating a standardized platform for vehicular communications. In partic-
ular, the 5.9 GHz spectrum band has been allocated for licensed Short Range Communication (DSRC)
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Fig. 1: Taxonomy of the literature on beaconing approaches.

between vehicles. In addition, in the near future, more vehicles will be embedded with devices that
facilitate communication between vehicles, such as IEEE 802.11p, called Wireless Access in Vehic-
ular Environment (WAVE) [1]. The WAVE wireless technology is extended from the IEEE standard
of 802.11a and adopted service differentiation of IEEE 802.11e to support multimedia applications.
When vehicles are equipped with WAVE, they can synchronize and handshake via beacons. In this
way, a vehicle exchanges beacon messages periodically, sharing its mobility characteristics with its
neighbours, thereby building cooperative awareness.

The main purpose of mobile ad hoc networks (MANET) is to maximize lifetime and capacity
of the wireless networks. In contrast to MANET, vehicular networks are emerged to improve traffic
safety related applications through beacon (periodic) and event-driven messages [2]. Beacon messages
are crucial to enable safety applications. Each vehicle broadcasts periodic beacon messages to inform
neighbour nodes about their address, location and other relevant information. This status messages
can be used to detect abnormal situation on the highway and urban scenarios. On the other hand,
dangerous situations like car accidents will trigger event-driven messages to be disseminated with
highest priority to nearby vehicles.

In this proactive neighbourhood awareness, each vehicle should maintain the up-to-date list of
neighbour nodes. Otherwise, the outdated information problem of the neighbour list leads to miss the
next candidate node or the node that has been chosen will move out the radio range.

However, rapid changes in traffic density from sparse to heavy, as well as periodic beaconing
between vehicles, can cause the wireless channel between vehicles to promptly become congested,
resulting in a high degree of performance degradation of vehicular network [3], [4], [5]. The reason
for this channel congestion is that each vehicle periodically broadcasts beacons at a fixed rate. This
also leads to high channel overloading and hence packet loss. In short, the higher the frequency of
beacon rate, the higher the bandwidth overload in dense traffic conditions [6].

On the other hand, the solution to channel overloading does not involve simply reducing the fre-
quency of beacon generation. As the frequency of beacon generation is reduced, the error will increase
between the current physical position and the last reported position. For instance, in geographical rout-
ing protocols, reducing beacon rate would lead to the inaccuracy of the exchanged position coordinates
between vehicles. This would negatively affect the performance of routing protocols. In short, reduc-
ing the beacon rate leads to the exchange of out-of-date information. To tackle this issue, the authors
in [7], [8], [9], [10], [11] [12] considered conditional update approach in which a vehicle adapts its
beacon rate based on various parameters.

In addition, due to fast movement of vehicles link life time will last very soon in VANET. Increas-
ing radio coverage of the vehicle is counted as a method of increasing the link life time when vehicles
are sparsely deployed. But, the increase of transmission range might negatively affect the VANET
performance when vehicles are densely deployed. This is due to higher interference and overhead.
Thus, dynamic transmission power adaptation is an imperative need in such bipolar traffic distribution
environment [13], [14]. On the other hand, quality of service differentiation of various applications
are very important in VANET since vehicles might expose to different incidents [15].
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In this article, a concise description of the background of beaconing approaches will be presented
first, followed by an elaboration of the main types of adaptive beaconing approaches, and the differ-
ences between them. The overall taxonomy of beaconing approaches are depicted in Fig. 1. Then,
the classification of each type of VANET’s beaconing approaches will be demonstrated and their
implementation are explored. That is, adaptation of beacon transmission power with respect to the
heterogeneous vehicular traffic distribution, adjustment of beacon rate and hybrid adaptive beaconing
approaches. After that, it provides a survey of recent state of the art beaconing approaches, the moti-
vation behind their design and trace the influence of mobility model on these beaconing approaches.
At the end of the paper, we summarize the beaconing approaches as shown in Table 1. We finally
conclude this paper by discussing important open issues and research directions in VANET.

2 Beaconing Approaches

Cooperative awareness demands up-to-date and low delay information exchange between vehicles.
This information includes position, movement and acceleration of the vehicles in the vicinity. This can
be achieved by broadcasting beacon messages. Recently, European ITS system in [16] has proposed a
fixed beaconing approach which requires every vehicle to establish its cognizance about other nearby
vehicles. Furthermore, Cooperative Active Safety System(CASS) utilizes information exchanged be-
tween neighbour vehicles in order to provide assistance to drivers. The CASS system may successfully
provide this awareness by transmitting vehicular information, at a fixed rate through beacon message,
every 100 ms in all vehicular scenarios [17, 18]. This vehicular awareness supports geographical rout-
ing and data dissemination. However, since the beacon message size is approximately 400 bytes [19],
it requires a profound amount of bandwidth as traffic density increases, leading performance deterio-
ration in the network [20], [21], [22], [23]. Fig. 2 shows a vehicular scenario where the source vehicle
disseminates the beacon message to nearby vehicles.

The problem of beaconing adaptation has been studied in various prospects in VANET. Trans-
mission power control and beacon rate control are two main examples of adaptation approaches. The
authors in [4], [24], [25], [20], [26], [15], [27] have proposed adaptation approaches to tune trans-
mission power with varying vehicular densities. That is, the purpose is to reduce transmission power
in dense vehicular scenarios and hence improve fairness. In addition, adaptation of beaconing can be
done by controlling the beacon rate with heterogeneous distribution of vehicles.

For the purpose of tuning the contention window size, Van Eenennaam et al. in [22] proposed a
framework to adapt network and MAC-layer parameters in order to mimic the configuration parame-
ters. This adaptive approach can tune MAC layer configurations and beaconing properties to optimal
values in the vehicular scenarios. The authors demonstrate the requirement of efficient beaconing
approach to increase cooperative awareness between vehicles. Fig. 3 shows that increased distance
leads to a lack of cooperative awareness. However, vehicular networks are dynamic, as evidenced by
dense rush hours and sparse late night traffic conditions. In designing their model, the aforementioned
authors did not take these factors into consideration.
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Fig. 2: Illustration of single-hop beacon dissemination
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3 Adaptive Beaconing Approaches
3.1 Beacon Transmission Power Control

As mentioned in previous section, periodic and even-driven messages are required to activate safety
applications. Periodic beacon messages are necessary to enable awareness of nearby vehicles by ex-
changing state information such as position, speed, direction and other vehicle’s information. This
beaconing message handshaking captures important information of vehicles in the vicinity and thereby
each vehicle will be able to detect emergency situations in the surroundings. The beaconing load on
the wireless channel should precisely be monitored to guarantee bandwidth requirement of active
safety applications. To this purpose, the authors in [28] conducted performance analysis of active
safety related applications in order to identify mechanisms to improve VANET performance through
reducing packet level interference. For this purpose, they proposed a distributed fair transmit power
adjustment algorithm for vehicular ad Hoc networks called D-FPAV. It maintains the beaconing load
so that the active safety applications meet a strict deadline of the event driven message. In addition,
they developed a fast beacon message dissemination towards destination using receiver based relay
node self election.

D-FPAV limits the channel overhead on the wireless medium due to periodic beacon message
transmission and provides the entire channel capacity in case of the occurrence of any emergency
situations. The priority of message transmission is achieved through EDCA of the IEEE 802.11p. In
other words, event driven messages have highest priority and maximum transmit power as compared to
the periodic beacon message. For the fast dissemination of beacon safety messages, the authors in [4,
29] proved desirable and satisfactory performance of beaconless geographical forwarding. According
to this forwarding mechanism, the emergency message is transmitted to all neighbour nodes and they
independently elect themselves as a next forwarder. The proposed mechanism favours farthest node
to be a next beacon message forwarder.

The performance evaluations were done using a popular Network Simulator (ns-2) [30]. Although
ns-2 is a widely used network simulator among researchers, there are some defects in terms of accu-
racy of lower layers. To tackle this issue, the authors added a cumulative noise module to the physical
layer of the IEEE 802.11p. A node accumulates the power level of all interfering packets that gen-
erated from neighbour nodes with the background noise.Then, the node decides whether the beacon
message is successfully received. The probabilistic Nakagami [31] propagation model was used since
it can estimate the fading phenomena of wireless channel in vehicular scenario with buildings and
trees. In the performance evaluation, the D-FPAV On is compared with the D-FPAV Off. It is worth
mentioning that with D-FPAV Off all beacon messages are sent with maximum Carrier Sense range
(CS= 1000 m) whereas in D-FPAV On the beacon transmission power is computed based on the D-
FPAV algorithm. Results show that D-FPAV On always performs better than when it is compared to
D-FPAV Off in terms of probability of successful packet reception and channel access time.

The aims of transmission range adaptation in mobile wireless networks are to increase through-
put, network and link lifetime [13,32]. These conventional objectives of power control can not be
applicable in vehicular networks since network topology and communication between vehicles have
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Fig. 4: Effect of variable target and transmission range on the power control.

unique characteristics when they are compared with traditional mobile networks. In addition, vehicle-
to-vehicle communication is emerged to improve traffic safety on the road. Thus, power control in
vehicular networks should fulfill reliability and delay sensitive active safety applications. This inter-
esting application has motivated some researchers to develop suitable power control mechanism. For
instance, the authors in [13] proposed a transmission power control algorithm of safety messages that
are exchanged between nearby vehicles. The algorithm is based on the fact that each vehicle periodi-
cally broadcast its status information and the required information for power control is piggybacked in
the safety message header. The piggybacked information is the target range and feedback beacon. The
target range is defined as the specified range up to which the transmitted safety message is effective.

As depicted in Fig.4, vehicles are traveling along a highway with three lanes. Vehicle effective
communication range and target range are denoted as Tx and R respectively. The source node first
broadcasts a safety message to nearby vehicles. When the neighbour vehicle received the message,
the relative distance is computed between the message sender and receiver. The source node realizes
that the Tx range is larger than R range based on the feedback from the neighbour nodes that are
outside the R range. In this case, the transmission power will be reduced (Fig.4a). If this case is not
happen, the transmission power of the safety message is increased by the source (Fig.4b).

The scheme proposed by the authors in [13] is simulated on the OPNET network simulator with
modifying 802.11a to model 802.11p MAC layer. The log-normal radio propagation model is used
to model slow fading in which the wireless channel is not susceptible to fast variation during com-
munication between vehicles. Simulation results show that the proposed scheme performs better as
compared to a scheme with no power control on terms of probability of message loss. However, the
performance of proposed power control scheme is not optimal since the response packet from neigh-
bour receivers might be lost due to channel collisions and leads to higher transmit power by the source
node.

Following the trend of adjusting the transmission power of packet carrier vehicles, the authors
in [33] proposed an adaptive power control mechanism based traffic and propagation modeling. Log-
normal shadowing is used to model the power propagation in highway vehicular scenario and real
highway data has been used to model vehicular traffic distribution from late night to the daytime rush
hours. Performance evaluation results of the proposed mechanism is compared with the no-power
control algorithms in three traffic situations: early morning, moderate morning traffic and evening
rush hour. Results show that the expected transmission power reduces from the early morning to the
evening rush hour.

As witnessed by the authors in [34] and [35], a dynamic adaptation of transmission range is im-
portant in heterogeneous traffic distribution like vehicular networks. This improves the network per-
formance in terms of packet collisions, interference and network overhead. To tackle the connectivity
issues in such bipolar traffic environment, the authors in [36] proposed a mechanism to adapt vehicles
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Fig. 5: Vehicle S receives beacon messages from neighbour vehicles.

transmission range based on local vehicles traffic density estimation. The traffic density estimation is
based on the movement of vehicles i.e., when a vehicle travels with high speed, the local density is low
and vice versa. Simulation results shown in this paper reveal that the proposed mechanism maintains
the link life time of the wireless channels between high speed vehicles.

In another attempt of dynamic power transmission, Samara et al. in [37] proposed a scheme based
on the numerical analysis to control the transmission power of the periodic beacon message. The basic
idea of the proposed scheme is that the a vehicle counts the number of beacons lost or successfully
received in 1 second from the neighbouring vehicles. As depicted in Fig.5, if the beacon generation
rate is 10 ms, vehicle S must receive 10 beacon messages from each neighbour vehicle (A,B,C,D)
every | second. More precisely, the proposed scheme calculates the scheduled transmission power as
in Equ.1:

TP =MinP+ (PD x PS) (1)

where TP is the new transmission power, MinP is minimum power of neighbour vehicles (this
parameter is included into beacon message), PD is the power difference between maximum and min-
imum received power of neighbour vehicles and PS is the percentage of success of beacon message
reception. When a vehicle (such as S in Fig.5) receives a beacon message extracts minimum and max-
imum received power from them. Moreover, PD as well as PS can be determined based on the number
of beacon messages that are received successfully.

3.2 Beacon Rate Control

As we have aforementioned, high beacon rate leads to network congestion while low beacon rate
causes inaccurate shared position information. To tackle this problem, the authors in [38] and [39]
considered adaptation of beacon rate in vehicular environment. The proposed beacon rate adaptation
is based on differences in predicted positions. In their prediction scheme, all vehicles are embedded
with modified Kalman estimators to provide continuous estimations of existing positions. This po-
sition estimate can be obtained via the last beacon message, enhancing positional accuracy between
two sequential beacons. Moreover, the prediction scheme requires that the next beacon message is
triggered based on a vehicle’s current position and an estimated position. Once the vehicle determines
a change in its physical position, it triggers the next beacon message. In this way, vehicles indepen-
dently estimate the duration of the next beacon message. However, rapid topology changes of vehicles
and mobility traffic characteristics were not considered.

Fukui et al. in [7] proposed a beacon adaptation scheme which considers the distance travelled
by vehicles. Moreover, vehicles independently determine the number of lanes the current road has,
and the higher the number of lanes, the lower the beacon rate. In addition, another beacon adaptation
technique is based on packet loss rate. But, changing beacon rates based on multi lanes is unfair
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because multi lanes do not directly imply higher traffic density. Further, the accuracy of information
has not been considered.

Authors in [8] first studied the adaptation of beacon rate in order to find the compromise between
information accuracy and bandwidth consumption. After the analysis of the parameters, which affect
to the beacon rate, they proposed a scheme to adapt beacon rate according to the VANET traffic
behaviour. In their study, however, intelligently combined traffic parameters like direction, density
and status of a vehicle have been neglected. Moreover, their study is based on theoretical analysis.

In our previous research [9], we proposed an intelligent Adaptive (situation-aware) Beaconing
Rate (ABR) approach based on fuzzy logic to control the frequency of beaconing by taking traffic
characteristics into consideration. The proposed ABR considers the percentage of vehicles travelling
in the same direction, and status of vehicles as inputs of the fuzzy decision making system, in order to
tune the beaconing rate according to the vehicular traffic characteristics. For comparison purpose with
fixed beaconing rate approach, the ABR approach is implemented in JIST/SWANSs. The simulation
results show that the proposed ABR approach is able to improve channel load due to beaconing,
improve cooperative awareness between vehicles and reduce average packet delay in lossy/lossless
urban vehicular scenarios.

The authors in [11] modelled and simulated multi-hop and single hop beaconing in vehicular
networks. The aim of the study is to address the fundamental question whether the beaconing load on
the wireless channel can be reduced if periodic beacon messages are transmitted over multiple hops
with reduced transmitted power instead of being transmitted over single hop with high transmit power.
In their study, they noted that the multi-hop beaconing is necessary in situations where non-line-of-
sight area obstruct a radio range by single hop beaconing.

In [12], Sommer et al. proposed Adaptive Traffic Beacon (ATB) approach to achieve congestion
aware and low latency wireless channel. The ATB approach is a broadcast-based approach that pre-
cisely designed to use the residual capacity of wireless channel. In particular, the proposed solution is
adaptive in the sense that the beacon generation rate is changed dynamically with respect to the chan-
nel quality and importance of the message as well as their solution can dynamically use infrastructure
networks in the vicinity. Simulation results show that the ATB maintains a non-congested wireless
channel to prevent packet collisions during the data exchange. In another attempt, the authors in [40]
extended their ATB in order to compare it with flooding-based approaches. Simulation experiments
demonstrate that the proposed ATB achieves broader coverage than flooding-based approaches, but at
the expenses of transmission rate.

The above approaches [12,40] did not consider the effect of MAC layer settings on beacon re-
ception probability and delay. The authors in [19] investigated the effect of MAC layer Contention
Window (CW) on the efficiency of IEEE 802.11p beacon broadcasts. More precisely, their analysis
improves the performance of the 802.11p broadcasts in terms of reception probability and delay with
a focus on real-time vehicle control.

Because vehicles are travelling in a very high speed, network topology is continuously changing
along the time. In this harsh environment, vehicles could communicate and synchronize through ex-
changing of beacon messages. To promote situation-aware beacon communication between vehicles,
adaptive beaconing is necessary in order to reduce network overhead. In [41], Thaina et al. proposed
two methods to adapt beacon rate with frequent topology changing of vehicular networks. The first
method is linear regression analysis which can be represented as follows:

Y =a+bX )

where a and b are regression coefficients, which are computed in equ.3 and equ.4:

a=y—bx 3)

b= )
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where X and Y are the average value of x and y respectively. As a result, each vehicle counts number
of neighbour nodes and queued messages to estimate network traffic and density. The value of V is
calculated as the summation of these two parameters. After this the value of X is obtained. Then, it is
substituted in equ.2. From equ.2, we can compute the value of Y which is the next beacon interval.

Their second method for estimating next beacon interval is K-nearest neighbour which is used to
calculate the approximate value of target function. In this method, each vehicle creates a table which
contains the parameters of node’s environment condition (network density and traffic) and beacon
interval.

As mentioned early, vehicles usually moves at very high speed. The positional information ex-
changed between nearby vehicles promptly becomes outdated. The simple method to tackle this issue
is to increase the transmission rate of beacon message transmission. But, this method might generate
high traffic overhead in the network. To tackle this issue, the authors in [42] proposed an improved
neighbour localization scheme that predicts the location of neighbours in the near future. Besides
the node’s current location, neighbour nodes use additional information stored in the beacon such as
node’s previous location, speed and direction. With these positional information, a vehicle uses pre-
dicted position of a neighbour vehicle instead of the position that exists in the received beacon. Each
vehicle tracks the distance between actual and predicted position of the neighbour vehicle in order
to define a threshold &. New beacon will be scheduled for transmission if the difference between
predicted and actual position is greater than J. Fig.6 shows the information flow and beacon rate
scheduling inside a node. Next beacon message is scheduled in two cases: due to large error threshold
between actual and predicted vehicle position, and periodically with constant rate.

In [42], the authors conducted an extensive simulation study of the proposed localization scheme
in realistic highway scenario (Freeway) [43]. The Freeway simulation model is modified to incorpo-
rate vehicle overtaking in multi-lane vehicular scenario. The proposed solution, jointly with the ones
presented in the state of the art, are evaluated based upon the parameters of mean error and number
of transmitted beacons. Simulation results show that proposed localization algorithm dramatically in-
creases the accuracy of localization of neighbour nodes and number of beacons sent as compared to
the naive approach of beaconing. However, the proposed scheme is evaluated in unrealistic vehicular
environment since radio obstacles are not considered in the simulation scenarios. In addition, only
beacon transmission in single hop are considered in the devised localization scheme.
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3.3 Hybrid Beaconing Approaches

The basic principle of vehicle to vehicle communication is to improve the vehicle perception and
predict the information of the other vehicles in the vicinity. This perception can be achieved through
beaconing. In the near future, many VANET applications will rely on beaconing to enhance infor-
mation sharing. In safety related applications, vehicles broadcast beacon message, which includes
position, direction, velocity and VANET related information, to neighbour vehicles. However, the
performance network might be deteriorated in terms of excessive packet delay and unreliability of
beacon message dissemination in case of using naive beacon broadcasting service. To alleviate the
problem of simple broadcasting, three key parameters can be adapted to vehicular network scenarios;
beacon generation rate, beacon transmission power and contention window of the Medium Access
Control (MAC) layer [44], [45], [15].

The authors in [45] proposed a beaconing congestion solution due to periodic beacon transmission
that consumes large amount of available bandwidth resources. The proposed solution consists of three
phases. The first phase assigns different levels of priority to the received beacon messages in order
to differentiate their importance. When a vehicle receives a beacon message from nearby vehicles, its
MAC layer ranks them based on the content of the messages and the hop count. The content of beacon
messages are classified into immediate danger notification, warning message and driving information
announcement. A vehicle receives more than one safety related messages and should assign priority
to each message based on their contents. If the content of the messages have the same priority, the
hop count should be considered in priority of message transmission. The priority of the message is
inversely proportional with hop count metric.

The network is considered as congested if the number of packets in the network is higher than its
processing capacity. In this case, the performance of the network is deteriorated due to high packet
drops. As a consequence, the authors considered congestion detection mechanism in the second phase
of the proposed solution. In VANET, congestion can be detected based on the continuous monitoring
of the following metrics:

— Medium Busy Time (MBT): It is defined as the period in which the wireless medium (control
channel, CCH) is occupied due to transmissions from other vehicles in the vicinity.

— Packet Collision Rate: It is the ratio of unsuccessful transmissions from a node to total number of
packets that are sent by the same node over the control channel.

— Beacon Reception Rate: This metric is defined as the ratio of number of beacons received from
single hop neighbour to the total number of received beacons.

When the network is congested, a vehicle can control the beaconing load by adjusting its trans-
mission power and beaconing generation rate. The transmitted power can be adapted based on the
minimum transmission power used by the vehicle itself and vehicles in the vicinity and distance be-
tween the vehicle to next packet forwarder of the warning message. At the same time, a vehicle can
adapt its beacon generation rate by equ.5

(BF) — B(emergency))

b= 5)

Bsize

where BF is the bandwidth fair share and B(emergency) is the estimated bandwidth that is enough
to emergency related situations and Bgz denotes the beacon size. Fig.7 shows the general overview
of the proposed beacon adaptation solution.

The performance evaluation was implemented using a OPNET [46] and in 10 km bidirectional four
lane road section. In the simulation scenario, vehicles are travelling with a speed of 60 to 120 km/h and
10 to 6 vehicle/km/lane. Results of the simulation show that the proposed solution possesses higher
beacon delivery ratio and emergency message reception as well as lower total delay as compared to
only power control or beacon rate control solutions. Thus the combined power and beacon rate control
is promising solution as compared to the existing solutions. However, in this study obstacle modelling
is an imperative need to verify and validate the practical emergency message dissemination.

Since most of active safety applications require optimal broadcast of beacon frame in order to
maintain accurate positional information while avoiding control channel congestion, the authors in [47]
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propose a transmission control algorithm that controls beacon and transmission power rate based on
the tracking accuracy and high speed topology variation of vehicular networks. The proposed al-
gorithm considers closed loop control and error-prone and instability of wireless channels between
vehicles. As can be observed in Fig.8, each vehicle embedded with communication control and po-
sition estimators track vehicles in the vicinity and plant measurements (to generate a vehicles state
information). The proposed algorithm is implemented in the communication control section in each
vehicle.

To control beacon transmission rate, the communication control logic of each vehicle tracks the
error €j(t) difference between immediate vehicles toward its own position. Each vehicle computes
the transmission probability p;j(t) at time step t from the value of tracking error. The algorithm first
defines an error threshold g, to control the transmission of beacon message, i.e., if the tracking error
is greater than the error threshold, vehicle j do not transmit a beacon message. In the other words, the
value of pj(t) is equal to 0 and the control channel can be used by nearby vehicles. If this condition
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is not satisfied (i.e., €; (t) > an ), vehicle j calculates the probability of transmission by the following
equ.6:

pj(t) =1 —exp(—a x |gj(t) —an|)® (©6)

where O denotes a sensitivity of the measured tracking error and its value is greater than 0.

The authors also uses transmission power control to reduce beaconing load. In their mechanism,
they used channel occupancy Ujt as measure to tune transmission range of a vehicle. The value of
Ujt is between O to 1 and can be determined by Clear Channel Assessment (CCA) indicator of 802.11
MAC layer. This report acts as an indication by the PHY to the local MAC entity of the current state of
the medium through PHY-CCA .indication (STATE) signal. If the wireless medium is busy of vehicle
j, the PHY-CCA.indication (busy) returns to MAC layer otherwise the PHY-CCA.indication (idle)
will be retuned to the MAC layer. Thus, the adapted transmission range at the time window t can be
defined in equ.7

Umnax — Uj (t)

Umax—Umn

Lj(t) = Lmin+ X (Lmax — Lmin) @)

where Lmin and Lyay are minimum and maximum transmission ranges, the values of these pa-
rameters depends on the application. Moreover, Upax and Upjp are denotes minimum and maximum
channel occupancy which are determined empirically.

The proposed mechanism is evaluated using OPNET [48] network simulator and realistic mi-
croscopic traffic simulator. Simulation results proves the robustness and less tracking error of the
proposed algorithm in comparison with existing solutions (such as static beaconing interval of 100 ms
and 500 ms).

In another attempt, Nguyen et al. in [44] thoroughly analysed the impact of beacon rate, beacon
transmission power and contention window on reducing beacon load in the wireless control channel.
They first calculated the optimal beacon period to provide active safety applications without control
channel congestion. Thus, the beacon period is defined as follows:

Ditn

b= = ®)

where Dy is position error between two vehicles and v is the velocity of a vehicle. For the beacon
transmit power control, the authors derived the vehicle density which is inversely proportional with
the vehicle speed, i.e.,

1 1

= =—- )
Div D,+ rrv+%

where Dy is the distance between two consecutive vehicles in the same road, Dy is the vehicle
length, TyV is the displacement distance due to vehicle perception-reaction, ¥ s the distance during
braking-deceleration. As can be seen, the vehicle density decreases with the increase of vehicle speed.
Thus, the velocity of vehicles and traffic density are implicitly interrelated to one another. This rela-
tionship is clearly known in traffic flow theory. In [49], Kerner states that the vehicular traffic density
decreases as a result of increasing vehicle’s average speed.

Each vehicle broadcast its won beacon in the Carrier Sensing Range (CSR). In the CSR of a
vehicle the channel load due to beaconing can be computed as a multiplication of beacon load (ﬁ)
of each vehicle with the traffic density within the CSR (2DcsgrKA). Thus, beacon channel load within
the CSR:

2DcsrKA

DivDin
where L is the beacon size, BP is the beacon period and Dcsr is the CSR. Thus, since the beacon
load is proportional to the CSR, the beacon transmission power can be adjusted to reduce the CSR
of the beacon. The active safety messages should be disseminated reliably and within acceptable
time delay in the control channel. However, each vehicle uses control channel to disseminate beacon

(10)
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messages to the vehicles within its radio range. This beacon frequent broadcasting might occupy the
control channel and thereby leads to congestion. In order to alleviate this situation, the occupation of
control channel should be restricted to fraction (0 > a < 1) of the total wireless control channel (C)
as shown in equ.11:

Cy=aC (11)
The maximum CSR (Dcgmax) to meet the channel requirement can be computed in equ.12 by
combining equ.11 and equ.10

aCD,y Dy aCDth(DV + v+ %)
2LKv 2LKv
Following the trend, the authors in [15] proposed a joint dynamic adjustment of transmission
power and contention window size. The adaptation of transmission power by first computing com-
munication range and then using that range to determine the power level. The transmission range is
calculated based on the vehicle’s local traffic density as follows:

Dcsmax = (12)

LInL

CR = min(L(1 —K), +al) (13)

where a is the constant depends on the traffic flow, L is the length of each road segment, CR is the

communication range, K is the local traffic density (i.e., is calculated as a ratio of actual number of

vehicles over total number of vehicles within the transmission range of a vehicle). Consider vehicles

with 300 meters of transmission range, which are travelling in two lanes highway (two lanes in each

direction) in a regular road length of 700 meter. The safety distance between two consequent vehicles
70

is 16 meters. For this highway configuration, the total number of vehicles is computed as 1_(? X2Xx2=

175 and we assume that the actual number of vehicles is 100. From these values we can calculate K
as % = 0.571. Based upon this value and using equ.13, vehicles adjust their transmission range
accordingly. After obtaining the value of transmission range, the proposed algorithm established a
lookup table that maps the transmission power value to its 