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Coexistence Mechanisms for Interference Mitigation
In the 2.4-GHz ISM Band
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Abstract—Wireless technologies sharing the same frequency spread spectrum (FHSS) scheme while IEEE 802.11 can either
band and operating in the same environment often interfere yse an FHSS or a direct-sequence spread spectrum (DSSS)

with each other, causing severe decrease in.performance. In thi_s technique. WLANs and WPANs are complementary rather
paper, we propose two coexistence mechanisms based on traffic

scheduling techniques that mitigate interference between different than Compe“”g ) teChn0|09_'es’ .and maf_‘Y application models
wireless systems operating in the 2.4-GHz industrial, medical, and have been envisioned for situations requiring BT and 802.11 to

scientific band. In particular, we consider IEEE 802.11 wireless operate simultaneously and in close proximity [7]. Under these
local area networks (WLANSs) and Bluetooth (BT) voice and data conditions, interference between 802.11 and BT occurs when-
nodes, showing that the proposed algorithms can work when the oer the interference energy is sufficient to cause a decrease

two systems are able to exchange information as well as when f the si -to-interf tio at th . d the t
they operate independently of one another. Results indicate that of the signal-to-interference rato at the receiver an € two

the proposed algorithms remarkably mitigate the interference SyStem transmissions overlap both in frequency and in time.
between the IEEE 802.11 and BT technologies at the expense of a According to the IEEE 802.15 working group, interference

small ?d?iiiﬁnéﬂ tdeLay in the data tftaféSLef- Itis also shown that thtﬁ between 802.11 and BT causes a severe degradation of the sys-
impact of the interference generate microwave ovens on the : - - - :
IEEE 802.11 WLAN'’s perfgrmance carzl be significantly reduced Fems throughput Whel.q the dIStanC.e b.e:tween Interfen.ng d.eVICes
through the mechanisms presented. is less than 2 m. A'sllghtly less significant degradation is ob-
. . . , ~served when the distance ranges between 2 and 4 m [8]. In
Index Terms—Coexistence mechanisms, quality of service, wire- ;.qar 1o mitigate this effect, the IEEE 802.15 working group
less local area networks (WLANS), wireless personal area networks L
(WPANS). has created the Te_lsk Group 2 (TG?), wh.|ch is devqted to the de-
velopment ofcoexistence mechanisi@, i.e., techniques that
allow 802.11 and BT to operate in a shared environment without
. INTRODUCTION significantly impacting the performance of each other [9]. Two
HE NEXT few years will likely bring pervasive deploy- classes of coexistence mechanisms have been defined: collab-
T ment of smart wireless devices. To make this vision a r@[ative and noncollaborative teChniqueS [6] With collaborative
ality, devices must be able to share the same frequency b&®hniques, itis possible for the BT network and the WLAN to
and move between different wireless systems without the ne®¢fhange information and reduce the mutual interference; how-
of any licensing procedure [1]. Although the use of unlicens&Yer they can be implemented only when the BT and the 802.11
bands facilitates spectrum sharing and allows for an open accd@yices are collocated in the same terminal. With noncollabo-
to the wireless medium, it also raises serious challenges, suckaiye techniques, there is no way to exchange information be-
mutual interference between different radio systems and sp¥een the two systems, and they operate independently.
trum utilization inefficiency. In this paper, we propose two novel coexistence mechanisms,
In this paper, we deal with the problem of mutual interfercalled overlap avoidance (OLA) schemes, which are based on
ence between two emerging wireless technologies: wireledgple traffic scheduling techniques. The first mechanism is to
local area networks (WLANSs) and wireless personal aré¢ performed at the IEEE 802.11 in the presence of a BT voice
networks (WPANS). In particular, we consider IEEE 802.11nk, the second mechanism at the BT system in the case of a
WLANS [2], [3] and short-range radio systems based on t&l data link. The proposed algorithms have the following ad-
Bluetooth (BT) specification [4], [5] or, equivalently, IEEEVantages: 1) they do not need a centralized traffic scheduler;
802.15 WPANSs [6]. These systems will operate in the 2.4-GH2 they can be implemented in collaborative or noncollabora-

industrial, scientific, and medical (ISM) frequency bandive mode; 3) they are able to mitigate interference betvyeen col-
i.e., the unlicensed spectrum. BT uses a frequency-hoppiR§ated and noncollocated BT and IEEE 802.11 devices; and
4) they have a minor impact on the IEEE 802.11 standard and
. . . on the BT specification. Both schemes are based on the assump-
Manuscript received August 10, 2001; revised March 4, 2002 and June, 1 hat802.11 and BT d . f d h h
2002; accepted June 3, 2002. The editor coordinating the review of this paf&n t at802.11an can detectinterference due to other tech-
and approving it for publication is V. C. M. Leung. This work was supported bpologies sharing the same environment. This assumption is triv-
tThoeriﬁg”Ittr;S' Eccellenza per le Radio Comunicazioni Multimediali (CERCOMjg|ly true in a collaborative setting, where information related to
CF Chiasserini is with the Dipartimento di Elettronica, Politecnico dqrafflcltransmlssmns can be d"eCtIy ?XChan.ged b?tween th? n-
Torino, 10129 Torino, Italy (e-mail: chiasserini@polito.it). terfering systems. In a noncollaborative setting, this information
R. R. Rao is with the Electrical and Computer Engineering Departmerégn pe acquired through channel sensing and assessment of the
University of California, San Diego, CA 92093-0407 USA (e-mail: rao@cwc, . . .. .
ucsd.edu). feceived signal strength and packet loss rate. This is further dis-
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By applying the OLA mechanisms, a significant reduction inf technologies sharing the same radio spectrum, the systems’
the interference between IEEE 802.11 and BT can be achievégtoughput will be significantly decreased as the number of
Similar reductions are expected when other interference souregieless technologies operating in the unlicensed bands grows.
are considered. Using the OLA scheme at the 802.11 stationsTae two MAC layer techniques can be integrated with a col-
duces the impact on the WLAN performance of any interferinghborative physical layer solution, the so-called deterministic
transmission with a periodic pattern. Likewise, the OLA schenfeequency nulling scheme [14]. The key idea is that because
performed by the BT devices is able to counteract the interfehe BT signal can be considered a narrowband interferer for the
ence generated by any wireless system using a limited frequeggp.11 DSSS signal, we can put a null in the 802.11 receiver
span in the ISM band. To illustrate this, we show how the pret the frequency of the BT signal. Since the BT signal hops
posed mechanisms improve performance of an 802.11 WLAN frequency, the 802.11 receiver must know the frequency
suffering the interference caused by microwave ovens. hopping pattern, as well as the timing, of the BT transmitter.

The remainder of the paper is organized as follows. In Seghijs again implies that the 802.11 and the BT devices must be
tion 11, we review previous work on coexistence mechanisms bgg|iocated in the same physical unit.
tween IEEE 802.11 and BT. Section IIl briefly describes IEEE Noncollaborative coexistence mechanisms include the adap-
802.11 and BT techqology, and introduces the model adopted;{, frequency hopping (AFH) technique, the adaptive packet
evaluate the mutual interference between the two systems. S€Gaction and scheduling, and the transmit power control/rate
tion IV presents the proposed coexistence techniques. Sectlogc\é"ng scheme.

describes the considered simulation scenario. Section VI Showiccording to the AFH scheme [15]-[17], BT frequency chan-
the improvement obtained in the 802.11 and BT performan(ﬁeels are classified as “good” or “bad” and are used intelligently

The ability of the proposed schemes to cope with the interf\%— reduce the probability of overlap in frequency with the 802.11

Ie:inncae"gesneeézgend\z)ﬁ gﬁrcol\:;gse t(;\l/aens 's studied in Section signal. Due to FCC restrictions (see Title 47, Part 15.247 (a)
Y. paper. [27]), two methods have been defined. In the first method, the
so-called ModeL, bad channels are removed from the hop-
ping sequence; in the second one, the so-called Mbdsome
Several coexistence mechanisms have been proposed witiriouping of the bad and good channels is performed so that the
the IEEE 802.15 TG2. As mentioned above, they can be cldmpping sequence can intelligently schedule the use of the bad
sified as collaborative or noncollaborative mechanisms [1@hannels and maximize the use of the good channels.
There are two important examples of collaborative coexistenceAdaptive packet selection and scheduling [18] can be effec-
mechanisms: the so-called medium access control (MA@)ely used to mitigate interference between 802.11 and BT. By
enhanced temporal algorithm (META) [11] and alternatingelecting the best BT packet type according to the condition of
wireless medium access (AWMA) [12], [13] schemes. the upcoming frequency hop, BT throughput is improved. Also,
In the META technique, an 802.11 station and a BT node aBT transmissions can be scheduled in such a way that hops in the
collocated in the same physical unit. META involves the usg02.11 band are avoided, thus, reducing interference between
of a centralized controller that monitors the BT and the 802.18e two radio systems.
traffic, allowing the exchange of information between the two |n [19], the transmit power control/rate scaling scheme is
collocated radio systems. The controller works at the MAgresented. This technique is based on the idea that 802.11 and
layer; it provides per-packet authorization of all transmissionsT devices should reduce their transmission power as much as
and uses its knowledge of the 802.11 and BT activity to predigbssible to obtain satisfactory performance. All 802.11 devices
collisions. When a collision might occur, META schedulegyrrently implement a rate shifting/control algorithm based on
transmissions based on simple rules determined by the paqkgt perceived level of signal quality. The scheme presented in
types. In particular, 802.11 acknowledgment packets havgy] extends this control algorithm to incorporate the highest
higher priority than any BT packets, while BT synchronoug,angatory rate at lower transmit power, i.e., when possible,

connection oriented (SCO) traffic has higher priority than anye 802.11 devices would shift to the highest rate using lower
802.11 data packets. transmit power.

The AWMA mechanism operates at the MAC layer and is
based on the time-division multiple access scheme. It assumes
that the 802.11 access point and the BT master are collocated
in the same physical unit [12], [13], and that the 802.11 and BT IEEE 802.11 WLANS cover a range of approximately 100 m
devices transmit alternately to avoid overlap in time betweemd can operate at bit rates as high as 11 Mb/s. We focus on sys-
their transmissions. The 802.11 access point sends out a bedeams that use the DSSS scheme and consider their bandwidth to
at a periodic interval and each beacon-to-beacon interval is de roughly equal to 22 MHz [2], [20]. The fundamental building
vided into two subintervals: one for 802.11 traffic and one fdslock of the network is the so-called basic service set (BSS),
BT traffic. AWMA cannot be applied in the case of BT SCQwhich is composed of several wireless stations using the same
links [13]. spreading sequence and MAC function. Wireless stations can

Note that both the META and the AWMA schemes ardirectly communicate with each other forming ad hocnet-
unable to mitigate interference coming from noncollocated deork or through a centralized access point that also provides
vices. Also, since they completely orthogonalize transmissioasconnection to the wired network [2]. The two fundamental

Il. RELATED WORK

Ill. SYSTEM BACKGROUND
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Fig. 1. FH/TDD channel in BT.

MAC schemes defined in the IEEE 802.11 standard are the dis- Interference Model
tributed coordination function (DCF) and the point coordination |arference between IEEE 802.11 and BT arises whenever the

function. The former is based on the carrier-sense multiple ggefering power from a BT (802.11) transmitter causes a signif-
cess with collision avoidance protocol and allows for an asype,nt decrease in the carrier to interference power margin at the
chronous data transport; the latter is based on polhng cpntrollggzlll (BT) receiver [21]-[25]. By using the method presented
by the access point and is able to support real-time traffic [3]. |§[23]_[25], the number of interfering devices and the associated
this paper, only the DCF scheme is considered. __ carrier to interference power margin can be derived from the fol-

_ BT provides interconnection of devices in the user's vicinity,ying system parameters: 1) distance between transmitters and
its typical use is in a range of roughly 10 m. The basic architesceivers; 2) average density of the transmitters in the consid-

tural unit in BT systems is the piconet, composed ®i@ter gy spatial area; 3) transmission power of the interfering sys-
device and seven actigtavedevices at most, which are allowedtems; and 4) signal attenuation factor due to propagation.

to communicate with the master only [4], [5]. BT can supportup |, his work, we assume that the set of BT devices having suf-

to three SCO links for real-time services, such as voice traffigsient power to cause interference to 802.11 is given, as well as
and asynchronous connection-less (ACL) links for non real-timge set of 802.11 stations that cause interference to BT. We also
applications, such as data traffic. The maximum throughput thag,sider that whenever transmissions by these BT and 802.11 de-
can be provided is equal to 721 Kb/s. An FHSS scheme is ugdes overlap both in time and in frequency, the signals involved
at the physical IeveI_W|th hop rate equal to 1600 hOPS/Si_ €agfthe collision are received in error with probability equal to one.
master chooses a different hopping sequence so that piCOR&{S 4yerage number of symbols “hit” because of a collision be-
can operate in the same area without interfering with each OtWeen 802.11 and BT can be, therefore, computed as follows.
Hopping frequencies range over 79 frequency channels in th§ye genote the BT time slot withis, the actual BT transmis-

ISM band, each of the channels being 1 MHz wide. The norgi,n time per slot wittisp, and the 802.11 packet time duration
inal hop dwell time is equal to 62s. A time-division duplex ith 73, et & be the time period from the beginning of the
(TDD) technique is used to transmit and receive data in a Bt gverlapping BT slot to the beginning of the 802.11 packet
conet. Each packet transmitted in a slot occupies;3§6slots !x ranges in the time intervé0, Th;)]. The number of BT slots

are centrally allocated by the master and alternately used QL overlap the 802.11 packet in time depends @amd can be
master and slave transmissions. Master transmissions alW@¥ﬁved as [22]

begin at even slots (namely, in slds with n = 1,2,...),

slave transmissions at odd slots (namely, in shats+ 1 with Tw . Tw
n=1,2,...). Fig. 1 shows the FH/TDD channel. The BT spec- ’VT_BI—‘ ' if 2 < T - [T—BJ —Iw
ification also allows for multislot data transmissions, i.e., for z) = Tw @
packets occupying more than one slot (namely, three or five ’VT_BI-‘ +1,  else

slots). In this case, packets are sent by using a single frequency
hop, which is the hop corresponding to the slot at which th&g. 2 shows an example witiV(z) = 5 and packet length

packet started. equal to one slot. Variabl€g;(i = 1,..., N(z)) indicate the
In order to define mechanisms for the coexistence of IEEtortion of theith BT slot that actually interferes with the 802.11
802.11 and BT devices operating in a common area, it figcket. For the generic time sldt = 1,..., N(z)), we have
imperative to develop an appropriate model for their mututiiat?; = 0 if no BT transmission occurs in intervalotherwise
interference. as shown in (2) at the bottom of the page [22]. By fixing the
max(Tgp — x,0), 1=1
Ti: TBP7 1= ,...,N(:E)—l (2)

min(z + Tw — (N(z) — )11, Tsp), i= N(z)
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Fig. 2. Overlap between IEEE 802.11 and BT packets.

value ofz fori = 1,..., N(x), we defined; as the probability Thus, an 802.11 station shall start transmitting when the BT
that BT traffic is transmitted in slofi = 1,..., N(x)), channelis idle and adjust the length of the WLAN packet so that
] _ o it fits between two successive BT transmissions. The second al-

5 = { 0,  iftheith BT slotis idle (3) gorithm, denoted by data-OLA (D-OLA), is suitable for BT data

L, otherwise links. As described in Section Ill, the length of the BT packets

By considering that the 802.11 stations use a DSSS schefA¥ be equal to one, three, or five time slots. In the case of multi-
and neglecting out-of-band interference, the probability that gsfot transmissions, packets are sent by using a single fr_equency
and 802.11 overlap in frequency is equal to the probability thPP: Which is the hop corresponding to the slot at which the
BT hops on the 22-MHz WLAN DSSS band. From the proCé)_acket starte_d. The k_ey idea of the D-OLA algorithm, described
dure used to generate the BT hopping sequences [5], it follotlldMore dgtaﬂ below, is to use the vgrlety of papket lengths that
that the BT hopping on the WLAN band can be approximatﬂaradenze the BT system .to gv0|d oyerlap n f'requen_cy bg-
by an independent identically distributed process with paralw—'ee? ?ﬁ 2'[1)106132 B;I' trgtr;]sm!ssc,ilons. mthg‘f ach |tnte£jfer|.ng ?I_
eter hy. When no coexistence mechanism is applied, we cgphet the b- aigorithm Induces the b1 master device 1o
write [26]: h; = (22/79) = 0.278, where 22 and 79 MHz are schedule data packets with the proper duration (i.e., one, three,
the 802 1'1 :ind the BT band;/vidth respectively or five slots) in order to skip the frequency locations of the hop-

The average number of symbols “hit” because of a collisidhing sequence that are expected to drop on the 802.11 band. The

between BT and 802.11 can, therefore, be written as two propqsed mechamsms are jointly applied when both SCO
and ACL links are active over the BT channel.

N(z)—1 The proposed schemes are based on the assumption that both
ne=hy [ T60+ Y T8+ T3, on) (4) 802.11and BT devices can detect interference due to other tech-
i=2 nologies sharing the same environment and using the same fre-
quency band. This assumption is trivially true in a collaborative
where we denote wit[TfS> the ratioT; /Ts(i = 1,...,N(z)), settingwhere BT and 802.11 can directly exchange information

with T, being the symbol time duration. From (4), it isrelated to their traffic transmissions. In a noncollaborative set-
clear that in order to mitigate the mutual interference bding, this information can be acquired through channel sensing
tween BT and 802.11, we need to make eith&fz),hy or and assessment of the received signal strength and of the packet
6;(i = 1,...,N(x)) small. A smallN(z) can be obtained loss rate. This issue is further discussed below for each of the
by using short WLAN packets, which, however, increases tioposed schemes.

802.11 transmission overhead. A sma}l requires reducing

the probability that 802.11 and BT transmissions oveilap A. V-OLA Mechanism

frequencywhile a smalls; implies a low probability of overlap | the case of BT SCO traffic, slots are allocated according to

in time between the two systems transmission. a deterministic pattern; for instance, for each SCO connection
using a HV3-type link [5], a single-slot packet is transmitted pe-
IV. OLA COEXISTENCEMECHANISMS riodically in both directions every six time slots. Whenever a BT

Based on the previous findings, we develop two coexisteng@cket hops in the 802.11 frequency band, an 802.11 station in
algorithms, named OLA mechanisms that use simple traffieceive modesenses the BT transmission as colored noise, i.e.,
scheduling techniques at the MAC layer. as a signal with a specific behavior in time and in frequency.

The first algorithm, denoted by voice-OLA (V-OLA), is usedn & noncollaborative setting, an 802.11 station can detect the
in the case of BT SCO links. This scheme avoids overlap ﬂme intervals that are occupied by interfering transmissions by
time between the BT SCO traffic and the 802.11 packets H{amg the c_Iee.\r. channel assessment (CCA) procedure. In-paruc-
performing a proper scheduling of the traffic transmissions Htar, the primitive PMDED.INDICATE allows an 802.11 device
the WLAN stations. In a BT network, each SCO link ocCu- 1g45 11 and BT are half-duplex systems (i.e., devices cannot simultaneously
pies FH/TDD channel slots according to a deterministic pattefransmit and receive).
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to detect any radio frequency signal, that is above a predefingthnnels that are occupied by the WLAN by using any of the
threshold. More details on the primitives used by 802.11 stillowing methods [17].

tions to detect interference on the radio channel can be found in1) BT devices gradually determine which channels are oc-
[3, pp. 214-215]. cupied based on the observed packet loss.

If SCO and ACL links are simultaneously active on the BT 2) BT devices assess the received signal strength (RSSI)
channel, the D-OLA scheme is also applied and, as explained across the radio environment before they start operating.
later, the probability that an ACL packet hops on the 802.11 3) BT devices transmit “test” packets across the frequency
band becomes negligible. This implies that an 802.11 station spectrum, observe the packet loss rate over the channels,
is likely to detect interference due to the BT SCO traffic only. and discover the band used by an interfering system.

Due to the periodicity and the predefined time duration of th@otice that Methods 1 and 2 are already included in the BT spec-
BT SCO packets, the 802.11 device can estimate the BT sigfiglation; while, POLL-NULL messages, which are exchanged
pattem. However, two prOblemS still need to be solved. Fir%etween master and slave, can be used as “test” packets to im-
the BT signal hops in the 802.11 band with probability equgﬁemem Method 3 [17].

to hy. Thus, even if an 802.11 station can start applying the | et us focus on the FH/TDD channel of one BT piconet. Re-
V-OLA mechanism as soon as the BT interference is sensedqdj| that a master transmission always begins in even slots while
can hardly detect the time instant when the interference duesf@yes can start transmitting in odd slots only. For the sake of
the BT SCO transmission ends. We assume that an 802.11 gfgypicity, we assume that default data packets are one-slotlong.

tion considers the BT SCO transmission terminated if it does nat; ;s denote by, the frequency location of the hopping se-
detect the interference signal for a time interval equal to 10 rg§ence at the generic time slat and let the current time slot
(which corresponds to 16 BT time slots). Second, once the equal t@n.

interference is detected, the timing of the BT packet transmis--gnsider first that followingfay., foni1 hops on the 802.11

sion may drift, thus, resulting in an inaccurate prediction of the, - 4 Notice thafs., and fon11 shall correspond to a master
BT signal by the 802.11 device. Although this is an interesting, , ; gjave transmission, respectively. According to the D-OLA
squect for future resgarch, we neglect the effect of the tlmlggorithm, if enough data are buffered at the master for the in-
gg'ﬁe?;tehe BT transmissions on the performance of the V'OLt nded slave, the master schedules a multislot packet instead of a
' L L single-slot packet. In this way, frequency hf 11 is skipped,;
Whenever an 802.11 station is ready to transmit, it acts r instance, if a three-slot packet is sent, the next slave trans-

cording to the information acquired on the patter of the Bm'ssion will usef If too little data is available, the master
SCO traffic. If the channel is idle and no interference is expectéd J2n 43 ’

for a time period equal to the neft— 1) BT slot duration, the acts by default and sends a single-siot packet . ,

) . : ) Next, assume that among the frequency locations following
802.11 station transmits a data packet with payload size eq?al :
to the minimum of(s - 500) and 1500 B. The minimum payload? 2"’ Jon+> hops on the 802.11 band. Notice that frequency lo-
has been set to 500 B to make the corresponding 802.11 pac tlonf2”+2 corresponds to a master transmlsspn. Ir_1 this case,
transmission time comparable to the duration of a single-slot Lmte SIOTZ(;L the r::_aTt?r aSIT(S j[[he stlave, tra_lnsrlr(1_|tt|n%|nh:[rtlﬁ next
packet. Conversely, if the channel is occupied by an interferifg w © Send a muilisiot packet so haah+2 is skipped. N
signal, the WLAN station can either: 1) send a packet with ve has enough data to send, for example, a three-slot packet,

500-B payload (shortened transmission (ST) mode) or 2) refrditf Slave transmission extends from slat+ 1 to slot2n + 3

from transmitting (postponed transmission (PT) mode). by using frequencyfz,+1 only. The next slot allocated for the
With the ST mode. the 802.11 transmission does not necdaster transmission will, therefore, hop on frequency location

sarily overlap in time with the BT packets because a one—slé?t_"ﬂ' A similar mechan_ism is applied when default data trans-

BT packet lasts only slightly longer than half the duration dpiSsions use three- or five-slot packets.

one time slot. Besides, even in the case of time overlap, 802,117 "€ scheduling algorithm could also prevents the master

and BT packets collide only if BT packets hop on the WLANSlave) from transmitting in the time slot corresponding to

frequency band. a frequency that hops on the 802.11 band whenever there is
When a WLAN station refrains from transmitting, i.e., it"0t €nough data in the buffer at the master (slave) to send a

acts in PT mode, the 802.11 transmission is postponed rwltislot packet. In this case, the collision probability is further

computing a new backoff time. In this case, two opposit€duced but the BT throughput decreases as well.

effects take place: on the one hand, a lower overlap probabili R K

is achieved than in the case where a short packet is transmittgd; emarks

on the other hand, the WLAN stations’ access delay increase§ he OLA schemes do not require a centralized controller be-

and the WLAN channel utilization decreases with respect tause they do not perform precise time scheduling of the 802.11

the case where the ST mode is applied. and BT packet traffic. They can either operate as collaborative
_ or noncollaborative coexistence mechanisms and, hence, are
B. D-OLA Mechanism able to reduce interference both in the case of collocated and

We consider a BT data link and assume that the BT mast®@ncollocated devices. If interfering systems other than BT and
devices are aware of which frequency channels are occupf®.11 are present, the beneficial effects of the OLA mechanisms
by the interfering 802.11 stations. An 802.11 system does rsill hold as long as BT and 802.11 can estimate the interference
typically move from its 22-MHz frequency band. Therefore, in pattern of the other systems with sufficient accuracy. Using the
noncollaborative setting, a BT device can identify the frequen@LA scheme at the 802.11 stations can reduce the impact on



CHIASSERINI AND RAO: COEXISTENCE MECHANISMS FOR INTERFERENCE MITIGATION 969

PHY | MAC
RTS Igips| TS |SiFS| hdr | hdr PAYLOAD sirs| YK | pies

WLAN Packet

Fig. 3. Timing of a successful IEEE 802.11 packet transmission.

the WLAN performance of any interfering transmission with &mitation. We notice that the same problem occurs when the
periodic pattern. Likewise, the OLA scheme performed by th&FH mechanism is used and that the AFH Mode H has been
BT devicesis able to counteractthe interference generated by artygoduced on purpose to overcome this problem. To make the
wireless system using a limited frequency span in the ISM barigkOLA scheme fully compliant with the FCC requirements, a
On the other hand, when interfering devices are collocated in th@ution similar to the AFH Mode H could be adopted.

same physical unit, we expect that collaborative schemes, such

as META, give higher throughput than the OLA schemes do. V. SIMULATION SCENARIO

As already mentioned, we did not consider out-of-band inter- We consider an IEEE 802.14d hocnetwork providing an

ference. Although adjacent channel interference may lead to.an .
increase ofi;, it would not affect the OLA schemes. Any fre.inStantaneous rate equal to 11 Mb/s and using the DCF MAC

quency channel, where interference is detected, can be Sirnsqheme. All the stations operate as a self-contained BSS and are
included in the s,et of frequencies that BT device,s can avoid B9'€ to directly communicate with each other; all stations are as-
using the D-OLA mechanism Stimed to be asynchronous data users with a finite transmission
The proposed algorithms have a minor impact on the 802.9‘.{%“ The arrival of frame_s from a stat_ion's higher _Iay_er pro-
standard and on the BT specification. According to the 802.1(1C0| to the MAC sublayer is modeled with exponential interar-
standard. a station shall defer its transmission if it detect rlgal times and a truncated geometric distribution for the frame
busy cha,nnel during the CCA procedure. There are three ﬁ_ngths [28]. The mean value of the truncated geometric distri-
ution is set to 1500 B, while the maximum frame length is set

ferent CCA modes [3]: 1) a busy channel is reported upon det
[3]: 1) y P P }he maximum length of the MAC service data unit established

tion of any energy above a certain threshold; 2) a busy chang%( he IEEE 802.11 dard (i.e. 2304 B). Th fth
is reported only upon detection of a DSSS signal, which ¢ the 11 standard (i.e., )- The parameter of the

be either above or below the energy threshold; and 3) a b onential_distribution is.fixed in such a way that the average
channel is reported upon a DSSS signal with energy above A1 trafflq load normallz_ed to th_e charmel capacity is equal
threshold. Thus, in the V-OLA mechanism, both the PT and ti@ Aw: @ varying parameter in the simulations. _

ST modes are compliant with the 802.11 standard and can be jm!" Order to reduce the complexity of the simulation model,
plemented by using the appropriate CCA mode among the pH%@ following further assumptions have been introduced.

sible three. The BT specification involves that BT devices dy- 1) Possible values for the WLAN packet length, if not other-
namically adapt their hopping sequence to the interference con-  Wise specified in the following, have been limited to 500,
ditions by scheduling ACL packets with different length. Thus, ~ 1000, and 1500 B.

the D-OLA scheme exploits a behavior of the BT devices al- 2) The request to send/clear to send (RTS/CTS) mechanism
ready existing in the specification, and we do not need to change  is considered always active.

the procedure of hop selection that is performed in the BT hard-3) Nointerference is considered from nearby BSSs using the
ware. In a piconet, however, the master can only indicate to the ~ Same DSSS spreading sequence.

slaves the maximum number of slots to use; while, according to4) Propagation delay is neglected, which is a reasonable as-
the D-OLA mechanism, a slave should interpret the indication ~ sumption due to the small distance between stations.

from the master as the suggested packet length. 5) A two-state Markov model is used to represent the bit
Finally, the D-OLA mechanism is compliant with the FCC error process due to the effect of fading. In stgted
regulation Title 47, Part 15.247 (R)[27] The FCC regulation the bit error rate is equal t)~'"; in statebad it is equal

Part 15.247 (a) states that frequency hopping systems in the to10~° [28]. The transition probability frongoodto bad
2.4-GHz band shall use 75 hopping frequencies and that the av- is equal to 0.01, fronbadto goodis equal to 0.1.
erage time of occupancy of any frequency shall not be greate/An 802.11 transmission is considered to be successful if no
than 0.4 s within a 30-s period. BT is compliant with this regusollision occurs on the RTS frame and both the data packet and
lation. The D-OLA algorithm does not change the BT hoppintiie corresponding acknowledgment sent by the receiver are cor-
pattern; however, since the D-OLA scheme prevents BT froractly received. Fig. 3 shows the 802.11 traffic timing in the case
hopping on the 802.11 22-MHz band, it may happen that a sdtsuccessful packet transmission. If a packet is not correctly re-
of frequencies less than 75 is actually used, and that the averagiwed, retransmission will take place according to the backoff
time of occupancy of any frequency is greater than the abgeecedure defined by the IEEE 802.11 standard. The number of
215.247(h):“The incorporation of intelligence within an FHSS system tharetran§m?s§ions before the packet is discl:arded from the station
permiis the éystem to recognize other users within the spectrum band so h‘éﬁef is limited and set to the LonBetry_Limit. The values of
it individually and independently chooses and adapts its hopsets to avoid htipe IEEE 802.11 parameters used in the simulation model are

ping on occupied channels is permitted. The coordination of frequency hoppigted in Table |I.

systems in any other manner for the express purpose of avoiding the simulta-F he BT id inal . h
neous occupancy of individual hopping frequencies by multiple transmitters is FOF the system, we consider a single piconet where

not permitted.” devices are polled by the master on the basis of a round-robin
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TABLE | performance of the OLA schemes when the distance between
PARAMETERS USED IN THE SIMULATION OF THE IEEE 802.11 SSTEM interfering devices is such that the bit error probability due to
Paramoter Assigned Value interference is equal to one. This is a worst-case analysis. We
Tong. Retry Timit 10 ?Iso ?tudtltgd thg perll;ormanpe ?r: thgtproposedbscbhlgtmes in Q|f-
- - erent settings, i.e., by varying the bit error probability experi-
Physical Header 144 b?ts enced by B'Igand 802)./11 vghe?l a collision ofcurs; h0\)//vevepr, the
MAC Header 272 bits results that we obtained do not qualitatively differ from those
Slot Time 20 ps presented below.
SIFS 10 ps
DIFS 50 us VI. PERFORMANCERESULTS
Results showing the performance of the OLA mechanisms
TABLE I are derived by using the simulation scenario described in the
PARAMETERS OF THEBLUETOOTH SYSTEM previous section. The values of the traffic parameters of the BT
[r—— Vol and_802.11 systems are summarized in Table I_II.
Fig. 4 presents the 802.11 goodput as a function of the 802.11
Tr 625 ps

traffic load in the case where the BT channel supports one SCO
Tpp (1-slot packet) 366 s link (left plot) and two SCO links (right plot). Performance

of the V-OLA scheme in PT mode and in ST mode are com-
pared with the results obtained in the absence of any coexistence
mechanism (indicated in the figure by label N-CM). Goodput is
defined as the fraction of transmitted information that is suc-

scheme. Each device has a finite transmission buffer: assu ssfully transferred over the radio channel. As expected, the

tion (4), introduced above for the IEEE 802.11 simulatio havior of the 802.11 goodput slightly varies as the WLAN

model, holds also for the BT network. The packet error proceggﬁ'C load increases. In contrast, comparing the two plots in

over the wireless channel is assumed to be Bernoulli, and {Rg: 4: We observe assignificant reduction in the 802.11 goodput
average packet error probability is set 102, We assume when we pass from one to two SCO links. However, in the case

that BT SCO traffic is transmitted by using an HV3-type link® ©n€ SCO link, by applying the V-OLA PT scheme, we obtain
which is expected to be the most popular link type for SC& improvement of 10% with respect to the case where no co-
services [8]. With the HV3-type link for each active connectiorfXiStence mechanism is implemented. In the case of two SCO
a packet is transmitted in both directions every six time slotd1ks, the improvement is equal to 23%. When the V-OLA ST
In the case of data traffic, a DH1-type link is assumed to be tfgheme is used, slightly worse performance than in the case of
default operating mode, and therefore, single-slot data packétg V-OLA PT scheme is achieved. In fact, in ST mode, the
are used. When the D-OLA scheme is applied, we consider 1188211 stations do not stop transmitting during the BT busy slots
one- and three-slot packets are used. In the case of three-8[¥: thus, the probability to overlap BT SCO packets is higher.
packets, a DH-3 type link is adopted. Notice that in the HV3-, Fig. 5 shows the BT goodput as a function of the 802.11
DH1-, and DH3-type link, information in the payload is notraffic load for the two V-OLA schemes and in the absence of
FEC encoded [5]. The values of the BT system parameters afy coexistence mechanism. The left and the right plots refer
reported in Table II. to the case where BT supports one and two SCO links, respec-
The arrival of data to a BT device’s MAC sublayer is modeletively. Clearly, as\,, grows, the BT goodput decreases due to the
with exponential interarrival times and a truncated geometi@gseater interference level. The improvement achieved by using
distribution for the data unit length. The mean value of the truthe V-OLA PT scheme can be up to 15% in the case of one
cated geometric distribution is set to 1500 B while the maximuBT SCO link and up to 20% in the case of two SCO links. In
data unit length is set to 2800 B, corresponding to the total ithese plots, the gap between the performance obtained through
formation carried by 100 DH1 packets. The parameter of titlee PT mode and the ST mode is much greater than in Fig. 4,
exponential distribution is determined in such a way that the ague to the interference caused by unsuccessful RTS and CTS
erage BT traffic load normalized to the channel capacity is equemes. This effect becomes more evident as the 802.11 traffic
to Ay, a varying parameter in the simulations. Packets that domd grows and the number of BT idle slots decreases, i.e., the
not correctly received are retransmitted according to the fast aallision probability between WLAN stations increases.
tomatic repeat request scheme [4], where the sender is notifiedFig. 6 presents the behavior of the 802.11 average packet
of the transmission outcome in the first possible slot followindelay, with the packet delay being the period from the instant
the packet transmission. a packet is generated to the instant the packet is successfully
We model the mutual interference between 802.11 and BrEnsmitted. Results are presented as functions of the 802.11
as described in Section IlI-A and assume a noncollaboratitraffic load for the PT and the ST schemes and in the absence
setting. As mentioned in Section IlI-A, we assume that wheif any coexistence mechanism. For very low valued.pf the
ever the transmissions by the BT piconet and the 802.11 staajor delay contribution is due to the assumption that 802.11
tions overlap both in time and in frequency, the signals involveghckets must have a minimum payload equal to 500 B. As
in the collision are received in error. Therefore, we assess thg grows, this effect becomes less relevant, thus, resulting in

Tpp (m-slot packet) | 625 us inslot ¢ <m —1

366 ps in slot ¢t =m
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VALUES OF THE TRAFFIC PARAMETERS UTSAEBDLE T:—Ii:E SIMULATION OF THE OLA MECHANISMS
Mechanism BT Links and Load 802.11 Load 802.11 Payload
V-OLA (Fig.s 4-6) 1,2 SCO Aw € {0.1,0.8} | {500,1000,1500} bytes
D-OLA (Fig.s 7-8) | 2 ACL; Xy € {0.1,0.8} | Xy, =0.3,0.5 {500,1000,1500} bytes

D-OLA (Fig. 9) 2 ACL; A\, =04 Aw = 0.3,0.5 | 200,500,1000,1500 bytes
D-OLA (Fig.s 10-11) 1 ACL; Ay =04 Aw € {0.1,0.8} | {500,1000,1500} bytes
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) ) Fig. 5. (a) BT goodput versus the IEEE 802.11 traffic load when BT supports
Fig. 4. (a) IEEE 802.11 goodput when BT supports one SCO link and (b) e SCO link and (b) two SCO links. Performances obtained through the
SCO links. Performances obtained through the V-OLA schemes and whempgy| A schemes and in the case where no coexistence mechanism is applied
coexistence mechanism is applied (N-CM) are compared. (N-CM) are compared.

smaller traffic delay. For high values of traffic load, delay is Figs. 7-9 compare the performance of the D-OLA scheme

mainly due to collisions between WLAN stations and, in theith the performance obtained in the absence of any coexis-
case of the PT mode, to the lack of BT idle slots. The deldgnce mechanism. Results shown in Figs. 7 and 8 were derived
obtained in the case of the ST mode is slightly greater than thg setting the payload of the 802.11 packets to be equal to
delay experienced when no scheme is applied and remains 00 B. The left plot in Fig. 7 presents the 802.11 goodput

even when two SCO links are considered. When the PT mode a function of the BT traffic load fok,, = 0.3 and0.5. In

is applied, a low delay is obtained only for one SCO link anthe case of the D-OLA scheme, the 802.11 goodput remains
Aw less than 0.6. When two SCO links are supported and taknost constant as the BT traffic load increases, but when no
number of BT idle slots decreases, for almost any valug,Qf scheme is implemented, a significant degradation is observed.
the PT mode gives a delay one order of magnitude higher théime improvement in performance achieved through the pro-
in the case of the ST mode. posed coexistence algorithm is as high as 50% for BT traffic



972 IEEE TRANSACTIONS ON WIRELESS COMMUNICATIONS, VOL. 2, NO. 5, SEPTEMBER 2003

100 T T T T T T 0.95 ok
=z N-CM e 0.9
£ V-OLAPT —8— ; : : L N
o V-OLA ST —=— ' : :
= L R DTS SR N U ] 0.85
g TR 3
g g 08
g 3
o @]
& = 075
E o
[5) =
> =]
< m 0.7
—_ o
~ =
S 0.65
o0
&
= 0.6
| R S R S S 0.5
0.1 02 03 04 05 06 07 038 01 02 03 04 05 06 07 038
IEEE 802.11 Traffic Load, A,, BT Traffic Load, A,,
1
(@
100 T ! ! 0.95
— N-CM —— ‘ '
g V-OLA PT —&— , ‘ : . ‘
.y V-OLA ST —=— : : : : > : : : 3
= : : - : : : 09 - [ N\ S A AR
I B P i e e e 5 O RL
B ‘ S 2 oS b L EN S
K s ¢ N
S E : : : : : g
< : 1 : ) )
8 08 e A B A S R DN
< N-CM, A=03 —%— | : :
— D-OLA, =03 —ix—- ¢ : :
N 0.75 1 N-CM, M=0.5 —-g— it T
& D-OLA, L=0.5 -+ - : 1
m B . . . H .
= 0.7 ] ] ] ] ] ]
A ; 3 ; : 3 : 01 02 03 04 05 06 07 038
1 L L 1 1 L 1 IEEE 802.11 Traffic Load, A,
0.1 0.2 0.3 0.4 0.5 0.6 0.7 0.8
IEEE 802.11 Traffic Load, A, Fig. 7. Goodput of the IEEE 802.11 and the BT system in the presence of
BT data links. Performances obtained through the D-OLA scheme and when no
(b) : S . .
coexistence mechanism is applied (N-CM) are compared.
Fig. 6. (a) IEEE 802.11 average packet delay versus traffic Joadn the
presence of one BT SCO link and (b) two BT SCO links. Performances obtained 90

through the V-OLA schemes and in the case where no coexistence mechanism
is applied (N-CM) are compared.
70
load equal to 0.8. As expected, results slightly change as the
802.11 traffic load varies.

Similar considerations hold for the results presented in the
right plot in Fig. 7 where the BT goodput is shown as a function
of \,, and for different values of the BT traffic load. In this case,
the improvement in performance obtained through the D-OLA
scheme is equal to 24% for, = 0.8.

Fig. 8 shows the BT average packet delay versus the BT traffic

50

30

BT Average Packet Delay [ms]

load for A\, = 0.3 and0.5. For A, = 0.5, the delay experi- 10

enced when the D-OLA algorithm is applied is slightly higher 1

than the delay achieved in the absence of any coexistence mech- 01 02 03 04 05 06 07 08
anism; for\,, = 0.3, the two curves overlap. This shows that BT Traffic Load, A,

the D-OLA scheme greatly mitigates the mutual interference be-

tween 802.11 and BT without causing a reduction in the B . 8. BT average packet delay versus BT traffic load in the presence of BT

ata links. Performances obtained through the D-OLA scheme and when no

throughput. coexistence mechanism is applied (N-CM) are compared for different values of
Fig. 9 presents the 802.11 goodput as the payload of the IEEE 802.11 traffic load.
802.11 packet varies fok,, = 0.3 and 0.5. Results were

derived from simulations where the 802.11 payload wahieved through the D-OLA algorithm. As expected, when
fixed to a constant value. The plot confirms the improvemenb coexistence mechanism is used, lower values of WLAN
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Fig.9. IEEE 802.11 goodput versus the 802.11 packet payload in the presehie 11. BT average packet delay when one IEEE 802.11 and one BT
of BT data links and BT traffic load equal to 0.4. Performances obtained througfllocated devices are considered. The BT device supports data traffic.
the D-OLA scheme and when no coexistence mechanism is applied (N-CM) B@rformances obtained through the D-OLA algorithm, the META scheme and,
compared for different values of the IEEE 802.11 traffic load. when no coexistence mechanism is applied (N-CM) are compared.

1 I s and other noncollocated 802.11 devices. Clearly, in the first sce-

1 3 L nario, META gives the best performance. However, the META
goodput greatly decreases as noncollocated 802.11 devices are
considered while the performance of the D-OLA algorithm is
almost unchanged.

Fig. 11 presents the average packet delay for a BT device.

NnoM.col —=—  The curves in the plot refer to the case where only two col-

B-OLA,Col  —e— |ocated devices interfere; results do not significantly vary as

META, Col ~ —+— ] ; ] )
N-CM,N-Col -~ —&—  poncollocated devices are considered. When META is applied,

D-OLA,N-Col —e—

META,N-Col ——  the 802.11 traffic load significantly affects the BT packet delay.

S S When the D-OLA algorithm is adopted, the packet delay is con-

O o 03 01 o5 o5 o7 os stant as\,, increases. Also, by using META, we obtain a BT
IEEE 802.11 Traffic Load, 2, packet delay that is one order of magnitude greater than in the

Fig. 10. IEEE 802.11 goodput in presence of one interfering BT devicc\éase of the D-OLA scheme.
supporting data traffic. Performances obtained through the D-OLA algorithm,

the META scheme, and in the case where no coexistence mechanism is \/||. | MPACT OF MICROWAVE OVEN INTERFERENCE ON
applied (N-CM) are compared. Results obtained in the scenario with and IEEE 802.11 PRFORMANCE

without collocated interfering devices are indicated by labels Col and N-Col,
respectively. Microwave ovens operate in the ISM bands and are largely
used in residential and commercial environments. As shown in

payload give higher 802.11 goodput because the packet EI[&%]—BZ], the effect of the micrqwave ovens intt_arfen_ance_on_t_he
probability decreases. It is interesting to notice that in the Cagg—error rate of WLANS operating at 2.4 GHz is quite signifi-

of the D-OLA scheme, the WLAN payload has a negligibl&&"t: _ o _
impact on the performance. We consider residential transformer-type microwave ovens,

Finally, we present results showing that collaboratiV&Nich include a single magnetron tube and whose power con-
schemes, such as META [11], outperform the OLA mecﬁ_ump_non is r_oughly equal to 600 W. Typically, they are active
anisms when interfering devices are collocated in the sarfa time period of about8ms over a power cycle of 20 ms when
physical unit. The opposite is true when noncollocated devicé¥ pPower supply frequency is equal to 50 Hz or of 16 ms when
interfere with each other. the power supply frequency is equal to 60 Hz. Since the mi-

Fig. 10 presents the 802.11 goodput achieved through #f@wave oven interference has a periodic pattern, we can apply
D-OLA algorithm and through the META scheme comparethe V-OLA schemes and study their ability to reduce the im-
with the performance obtained when no coexistence mecif@ct of the microwave oven interference on the 802.11 perfor-
nism is applied. The plot is obtained by assuming a BT da@ance. The following two scenarios are considered [29], [30],
link with normalized traffic load equal to 0.4 and setting thg32]: 1) the microwave ovenis located 3 m away from the 802.11
WLAN payload to be equal to 1500 B. Two different scenarioeceiver causing a bit error probability equal to 0.01 and 2) the
are studied: 1) a BT device interferes with one collocated 802.fricrowave oven is located 0.5 m away from the 802.11 device
device only and 2) a BT device interferes with one collocatadsulting in a bit error probability equal to one.

IEEE 802.11 Goodput
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0.95 S ——T—— — VIIl. CONCLUSION
In this paper, the problem of mutual interference between
different wireless technologies operating in the 2.4-GHz ISM
L 08 bands was addressed. We considered IEEE 802.11 WLANs
< 038 and BT-based WPANSs. Two different coexistence mechanisms
5 5 3 5 : ; : based on traffic scheduling techniques were proposed: one to be
D05 b S R S applied at the WLAN stations to avoid overlap between 802.11
g § i : traffic and BT voice packets and the other to be executed at
& L e e R S the BT devices to avoid overlap in frequency between 802.11
= 0cs L NCM o G L] traffic and BT data packets.
' V-OLAPT —&— | § ; The main advantages of the proposed mechanisms are as
06 | YOLAST —=— . - follows.
: | ; ; ; ; 1) They do not require a centralized traffic scheduler.
0-550 - 0'2 0'3 0'4 0'5 0'6 0'7 08 2) They can be implemented either when 802.11 and BT are
' " IEEE 802.11 Traffic Load, A, ' able to exchange information (collaborative coexistence
mechanism) or when they acquire this information by de-
0.95 tecting interfering transmissions over the radio channel
' (noncollaborative coexistence mechanism).
0.9 3) They are able to mitigate interference between collocated
and noncollocated BT and 802.11 devices.
_ 085 4) They have a minor impact on the IEEE 802.11 standard
= ; ; : g : g and the BT specification.
g 08 prom T Results indicate that the proposed mechanisms reduce the in-
B 23 AU SR b S S terference between 802.11 and BT, outperforming collaborative
g I mechanisms when noncollocated devices interfere with each
& 0.7 - rrrrrrrr rrrrrrrr rrrrrrrr oo 1 other. Results showing the ability of the proposed schemes to
= : 3 : § ; : cope with interference caused by microwave ovens also were
0 Ny o T presented.
06 k- VOLAST —=— . . . S
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