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Abstract

Purpose – The purpose of this paper is to examine factors that affect Palestinian customers’ use of online banking services.

Design/methodology/approach – An empirical study was conducted using a questionnaire in order to test the hypotheses. The questionnaire was distributed to 500 respondents selected by the participating banks. A total of 369 complete questionnaires were returned. The study’s independent variables include technology adoption propensity, customers’ value for online personalization, customers’ privacy concern, e-trust, technological leadership and loyalty. Palestinian customers’ usage of online banking services is the dependent variable.

Findings – The results of the model tested clearly suggest that the use of online banking services is influenced, respectively, by the technological leadership, e-trust, e-loyalty, customers’ value for online personalization, customers’ concern for privacy and propensity of technology adoption. Finally, this paper suggests that policy makers should develop a prioritized hierarchy of actions in developing the effective use of bank’s online services, based on the t- and p-values of the latter mentioned factors.

Research limitations/implications – One limitation of the study is relying on self-reported cross-sectional data collection, rather than longitudinal surveying. Despite such limitation, the study provides the Palestinian banking sector with recommendations to promote online banking services based on the empirically identified factors affecting such service adoption.

Practical implications – Palestinian banks should promote the adoption of online banking services by supporting personalization of services, privacy and trust. Customers should always be informed that their bank is among the first banks to introduce the latest state-of-the-art online services. Technology innovative and diverse online services should be offered by banks to attract customers.

Originality/value – Although numerous research studies have studied the factors affecting customers in using electronic and online banking services, few studies have considered such usage in the developing countries, such as Arab countries in general and Palestine in particular. This is the first study to examine the factors affecting the adoption of online banking services in Palestine. This study provides empirical evidence to fill in the gap by providing a deeper understanding of the factors affecting the usage of online banking services in the country. The findings of this study can help decision makers in the Palestinian banks to develop practical plans that might accelerate and expand the adoption of online banking emphasizing personalized and trusted services offered with high level of security and privacy.
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Introduction

Given the fast growth of the internet and market globalization, most companies are attempting to attract and retain customers in an extremely competitive e-market (Shatat, 2017). Current mature information systems have significantly facilitated the development of more efficient banking services (Arora and Sandhu, 2018; Mansumitrchai and Al-Malkawi, 2011). Incorporating e-services is becoming extremely significant to provide customers with an excellent and interactive service (Bultum, 2014). In addition to essential and valuable services, customers now present demands regarding new levels of both convenience and flexibility which are not supported in traditional means (Alsamydai et al., 2012). As a result, companies are changing their focus to e-services to support their complete business processes before and after transaction-related stages. This increases the importance of understanding the factors that influence customers in using online banking services. Studying such factors is essential to ensure successful performance in the marketplace (Gilaninia et al., 2011). In the banking sector, the well-established and mature information systems currently used are having an enormous influence on the development of more efficient banking services (Arora and Sandhu, 2018; Mansumitrchai and Al-Malkawi, 2011).

The internet provides a prompt delivery channel, through which customer banking services can be delivered more conveniently and economically (Chiu et al., 2017). E-banking has achieved a massive improvement compared to the traditional banking system, due to the following reasons: leading to a considerable reduction in transaction processing cost; improving payment efficiency, financial services and the banker–customer relationship (AlKailani, 2016). Similarly, Qureshi et al. (2008) and Tarhini et al. (2016) showed that the shift to e-banking services has major benefits, including perceived usefulness, perceived ease of use, security and privacy, all of which are enhanced by online banking. This has motivated banks to offer e-banking services to their customers domestically and globally.

Several terms have been used to represent customer access to online banking services including e-banking, internet banking, online banking, etc. As the internet is the backbone of such services, we can choose to provide a definition of internet banking as “the use of the internet as a remote delivery channel for banking services” (Gopalakrishnan et al., 2003). Internet banking is vital to both the banks and their customers. For banks, internet banking reduces operational cost including staff resources and physical facilities. Branch management and sales can also be boosted by adopting internet banking (Hernando and Nieto, 2007). For bank customers, internet banking offers a wide range of electronic bank transactions regardless of the time and place (AlKailani, 2016). Additional benefits that banks can potentially achieve through the adoption of online banking include – but not limited to – cost savings, increased service quality and increased profits (Tarhini et al., 2016). This is due to the fact that banks will be able to reach wider geographical locations and thus reduce their operating costs including handling fees, transaction costs, manpower and overhead expenses (Tarhini et al., 2016). However, despite all these potential benefits, many customers are still reluctant to use it (Chiu et al., 2017). Some of the main customers’ concerns from the use of internet banking mainly reflect their perceptions of the degree of complexity of such services, their perceptions of the skills and infrastructures required (e.g. computers, internet, etc.), and their feel of uncertainty including their fear of the lack of security and privacy while using these services (Dwivedi et al., 2014).

There is a lack of research on the significant role of internet banking services and the factors affecting customers in using such services. More research is essential to enable banks to better formulate their marketing strategies and enhance their future service usage. Previous research has been focusing on the interpersonal interaction when it comes to
customers and service providers (Fischer et al., 1997; Goodwin, 1996; Hartline and Ferrell, 1996), with few studies examining the interaction of customers with a technological interface (Bashir and Albarbarawi, 2011). It is also evident that there is no broadly agreed classification of the factors affecting customers’ use of online banking services (Ayyash, 2017; Peter, 2015; Gikonyo, 2014; Unyathanakorn and Rompho, 2014; Dalhatu et al., 2014; Mouakket, 2009; Tarhini et al., 2016).

The still evolving banking sector in Palestine is managed by Palestinian Monetary Authority (PMA). Regarded as the central bank of Palestine, the PMA was formed in 1994 by a presidential decree as an independent institution and later by an act of the Palestine Legislative Council. The act outlined the full authority and autonomy of the PMA to ensure the stability and effectiveness of the Palestinian financial system (PMA, 2017). According to PMA (2017), there are 15 commercial banks in the country with 200 branches and delegate offices. Seven banks are local (two of which are Islamic banks) and eight are offshore banks (seven Jordanian and one Egyptian bank).

In contrary to the wide use of internet banking services in developed countries, customers’ use of internet banking services in developing countries has been slow. Previous research studies have not systematically addressed the internet banking usage in developing countries and the reasons behind the low penetration of bank online services (Maitah and Hodrab, 2015; Khrewesh, 2011; Al-Ajam and Nor, 2015; Khodakarami and Chan, 2013; Sohrabi et al. 2013; Nasri and Charfeddine, 2012; Al-Gahtani, 2011; Abu Shanab et al., 2010; Tarhini et al., 2016). Certainly, no previous work has addressed this issue in the Palestinian context. Thus, this is the first study to exclusively focus on identifying the critical factors affecting Palestinian customers in using online banking services.

**Theoretical background and hypotheses development**

*Theories and models of technology use*

Several studies discussed the barriers against customers’ use of the internet banking services, some of these main barriers include infrastructures, privacy and security (Chiu et al., 2017). Various researchers have emphasized other factors including past satisfaction with previous online services providers by setting the service quality determinants, namely “satisfiers” such as attentiveness, responsiveness, care and friendliness; however, the “dissatisfiers” are integrity, reliability, responsiveness, availability and functionality (Johnston, 1995). Other researchers have found that the main restriction from using internet banking services is related to the usage constraints including insufficient training in the use of the internet banking interface that is provided by the bank’s employees, which may lead the customers to drop use of the system even if they were mature banking customers (Sikdar et al., 2015). Other factors are resistance to change, lack of awareness of the benefits, usefulness and convenience of the internet banking services, high technology anxiety, high need for personal interaction and the availability of alternative models of banking including ATMs and telephone banking (Al Khasawneh, 2015). Therefore, several theories and models have been developed to explain the relationship between user beliefs, attitudes and behavioral intentions to use the technology (Tarhini et al., 2016). Some of these theories include the innovation diffusion theory (IDT), theory of reasoned action (TRA), theory of planned behavior (TPB), the social cognitive theory (SCT), the motivational model (MM), the model of perceived credibility utilization model (PCUM) and technology acceptance models (TAM) (Zhang et al., 2018).

The IDT is based on the idea that individual customers’ adoption rate of any new technology depends on six innovation characteristics, named relative advantage, compatibility, complexity, observability, trialability and perceived risk (Al-Jabri and Sohail, 2012). The IDT has been highly criticized as it merely defines the elements that may affect customers’ adoption of the internet banking services, but does not explain how
attitudes form and how they can be translated into individual customers’ acceptance or rejection of the newly introduced technology (Mohammadi, 2015). The TRA has been developed by Fishbein and Ajzen (1975), and is considered one of the most widely used models of attitude and behavior. It consists of four main concepts that reflect the social influence that affect individual customers in their use of internet and other media sources, namely behavioral attitude, subjective norms, intention to use and actual use (Ajzen and Fishbein, 1980). This theory has been criticized widely as it only focuses on conscious behaviors that have been carefully thought of before actually doing, ignoring irrational decisions, habitual actions and any behaviors that are done unconsciously by customers (Al-Qeisi, 2009). An extension to the TRA is the TPB. According to TPB, customers’ behavioral intentions to use the internet banking services are dependent on their attitudes, and subjective norms (Chiu et al., 2017). Two versions of the TPB had been studied; the pure traditional TPB, which only adds one additional construct on the TRA, mainly referred to as the perceived behavioral control, in order to account for situations where individuals lack complete control over their behavior. The decomposed TPB, on the other hand, added three attitudinal beliefs that may affect customers’ adoption of internet banking, namely, relative advantage, complexity and comparability as part of the attitudinal belief factor that are mainly extracted from the IDT (Shih and Fang, 2004). The decomposed TPB is believed to have better explanatory power of individual customers’ behavioral intentions to use internet banking services than the pure TPB and the TRA (Ajzen, 1991). However, the TPB theories have been criticized for introducing the perceived behavioral control factor as the solution to all non-controllable elements of behavior without specifying an actual measure for it (Taylor and Todd, 1995).

The SCT is a framework for understanding, predicting and changing individuals’ behavior, mainly introducing human behavior as the result of the interaction between personal factors, behavior and the surrounding environment. The SCT is considered as an essential theory than can be used by researchers to understand and predict both individual and group behavior, and to identify methods in which their behavior can be modified or changed (Bandura, 1989).

The MM differentiated between two types of motivators that may affect individual customers’ behavior, especially in the field of the adoption of new information technology services, intrinsic motivators and extrinsic motivators (Deci and Ryan, 1985). A third factor in the model is motivation, which is a state that occurs when individual customers lack a contingency between behavior and outcomes, or when there is an experience of incompetence and lack of control (Vallerand, 2000).

Within the context of internet banking services adoption, individual customers may actually adopt the internet banking services for its perceived enjoyment, self-efficacy, feelings of accomplishment, prestige, personal growth or mere pleasure as intrinsic motivators or for their perception of the usefulness of these services by saving them their personal time and efforts, or by banks’ offering them price discounts as extrinsic motivators (Mohammadi, 2015).

The PCUM provided a framework to describe how the behavior occurs, and what factors encourage actual human behaviors in a voluntary environment (Al-Qeisi, 2009). The model was mainly used to understand and explain computer usage behavior in a voluntary environment.

The TAM is dependent on the TRA in regard of information systems (Zhang et al., 2018). It was developed by Davis (1989) to predict the main determinants of consumers’ behavioral intentions toward the use of any new technology. It comprised of two main terms including perceived ease of use and perceived usefulness (Abdinoor and Mbamba, 2017). Perceived ease of use is defined as the extent to which an individual believes that using a particular system will be free of physical and mental effort (Al Khasawneh, 2015), while perceived
usefulness refers to the degree to which a person believes that adopting a particular system would lead to the enhancement of his or her performance (Davis, 1989), mainly linking these two factors with customers’ attitude toward the use of internet banking services.

The TAM has been criticized due to its poor explanatory power, and the inconsistent relationships among its two main elements (Al-Qeisi, 2009), in addition, it was believed that the model provides limited instructions to be followed to influence individual customers’ usage of the internet banking services through design and implementation, as it does not provide any recommendations of improvement that may include the following: flexibility, integration, completeness of information and information currency (Venkatesh et al., 2003). Moreover, it was believed that the two main elements of the TAM cannot be relied upon solely to examine individual customers’ technology acceptance tendencies (Al Khasawneh, 2015). Therefore, several constructs have been added to the TAM over time including perceived credibility, perceived trust, organizational factors, technology factors and individual differences. In addition, in an attempt to overcome the previous limitations, TAM2 was developed by adding the following moderating factors: social influence processes; including subjective norm, voluntariness and image; and cognitive instrumental processes mainly job relevance, output quality and result demonstrability (Al-Qeisi, 2009).

Analytical review of these seven models of technology use resulted in the unified theory of acceptance and use of technology (UTAUT) developed by Venkatesh et al. in 2003 after a six-month study conducted on four organizations. The model has been proven to be a valid research instrument and tool that is a predictor of adoption behavior and behavior intention with emphasis on performance expectancy and voluntariness as the most salient drivers of acceptance (Arora and Sandhu, 2018). The model was highly used in various studies of technology adoption and diffusion research, reaching up to 5,000 times being cited with reference to a range of technologies including the internet, websites and mobile technology among others (Williams et al., 2015).

The UTAUT consists of four main elements, performance expectancy, effort expectancy, social influence and facilitating conditions, explained in detail below. All of these elements are moderated by gender, age, experience and voluntariness of use (Venkatesh et al., 2003). Performance expectancy is mainly defined as the extent to which individual customers believe that using the internet banking services will improve their performance through saving them time, money and effort, and through offering them convenience of payment, fast response and service effectiveness. This factor is similar to perceived usefulness in the TAM, extrinsic motivation in the MM, relative advantage in the IDT and job fit in the PCUM. It is moderated by gender and age, as its effect is assumed to be higher for younger men. Another element is effort expectancy, referring to the perceived ease of use associated with using the internet banking system (Arora and Sandhu, 2018; Abdinoor and Mbamba, 2017; Mouakket, 2009). This factor is similar to perceived ease of use in the TAM, and complexity in the IDT. It is moderated by gender, age and experience, as its effect is hypothesized to be higher for older workers, and young women, especially at early stages of adoption (Tarhini et al., 2016). A third element defined is social influence, which refers to the social pressures from the individual customers’ external environment that may affect their perceptions and behaviors of engaging in a certain decision such as the opinions of friends, relatives and superiors. This element is similar to subjective norms in the TRA, and TPB, and social factors in the PCUM. It is moderated by age, gender and experience, as its effect is assumed to be higher for younger women, especially in the early stages of use (Qin et al., 2011). A final element is facilitating conditions, which refers to the extent to which an individual believes that the right organizational and technical structure is available to support their adoption of the IB system. It is similar to perceived behavioral control in the...
TPB, facilitating conditions in the PCUM and compatibility in the IDT. It is moderated by age, and experience, as its effect is hypothesized to be higher for older people, with increased experience (DeLone and Mclean, 2003).

However, based on past research, additional factors can be included in the model to improve its explanatory power. This would typically include perceived security and trust associated with the use of the internet banking services (perceived credibility). This factor has been widely addressed in past research, as a key reason for low adoption of internet banking services. Customers’ perceived high uncertainty, intangibility, heterogeneity and vagueness resulting from using this online banking usually lead to their weak confidence in the internet banking channel (Mouakket, 2009). Having said that, additional effort was invested to review the marketing research literature representing the work of other researchers who studied other factors that affect the adoption of internet banking services. Such factors are related to propensity of technology adoption (Danyali, 2018; Chiu et al., 2017; Magotra et al., 2015; Ratchford and Barnhart, 2012), customers’ value for personalization and privacy (Wang et al., 2017; Alhouti et al., 2016; Sreejesh et al., 2016; Chellappa and Sin, 2005), customers’ trust (Chiu et al., 2017; Kaabachi et al., 2017; Estrella-Ramon et al., 2016), customers loyalty to internet services (Salegna, 2018; Amin, 2016; Falkenreck and Wagner, 2013; Kassim and Abdullah, 2008) and the technology leadership (Wittkop et al., 2018; Xu et al., 2014). The following section discusses these factors in details.

Factors affecting customers in using online banking services

Propensity of technology adoption. Technology adoption propensity of customers has clearly been identified as one of the most important factors to affect customers’ usage of online banking services. It has been defined as the personal disposition of the customers, which is largely attributed to the value and belief system followed by the customers (Loukis and Kyriakou, 2015; Ratchford and Barnhart, 2012; Estrella-Ramon et al., 2016). Such propensity has a measurable influence in customers’ decision in favor of self-service technologies (Magotra et al., 2015; Al-Smadi, 2012). Several factors are linked with technology adoption propensity (Potgieter et al., 2010; Tarhini et al., 2016; Chiu et al., 2017) including socioeconomics-related characteristics (Azouzi, 2009); technology attributes (Danyali, 2018; Ghobakhloo et al., 2012; Davis, 1989); and facilitating conditions (Schuster et al., 2016; Venkatesh et al., 2003). We propose the following technology propensity-related hypothesis:

**H1.** Customers’ technology adoption propensity affects the use of online banking services.

Customers’ value for online personalization. Customers use online personalization to mainly derive a better value from the online services offered. The real value provided by personalized services is based on the attributes on which personalization can be accomplished (Wang et al., 2017). There are different forms of personalized services on the web including personal portals such as my.yahoo.com, news portals and personalized anti-virus software (Awad and Krishnan, 2006). The level of personalization benefits that can be delivered is subject to the data that can be acquired. For example, automatic virus protection requires data, such as the customer’s machine information, operating system and anti-virus software serial numbers. In the case of personal portals, information such as ZIP code is of a great importance when it comes to providing personalized commentaries on local weather and television programs (Alhouti et al., 2016). Online service personalization can be applied to content, presentation, access, delivery, advertisements and coupons (Pålhlman, 2013). Personalization is centered on the following three attributes on which the value is delivered (Chellappa and Dutta, 2001).
Personalization based on customer’s attributes (non-purchase related). This type of personalization is based on customer attributes and is almost independent of any specific product purchase. This includes ZIP code, preferred language, shipping address, response to promotional activities and technology-specific attributes (e.g. browser type, IP address and connection device).

Personalization based on product-purchasing experience. Personalizing the product-purchasing experience to the customer’s preferences enables a vendor to acquire a competitive advantage among vendors selling similar products. Firms such as Amazon and Barnes and Noble exploit collective knowledge (through collaborative filtering) of their entire customer base in order to keenly anticipate strong preferences of each individual customer to make far-reaching, personalized recommendations. Other firms employ personalized search, navigation or comparison screens which exclusively rely on user preferences.

Personalization of products themselves. Firms such as Dell and Gateway provide personalized page views that are tailored for individual customers to configure, order and pay for products online. Personalization after sale is also provided to strongly support the product purchased. Car manufacturers and furniture designers, widely known as physical product vendors, occasionally use the internet to create a favorable environment. They allow customers to provide inputs into their finally produced physical products. Products can be fully personalized in the case of digital goods and services (e.g. music albums, software bundles, stock quote recommendations).

Customers may exhibit various needs and expectations for each of the above-mentioned personalization types based on their own preferences. For example, a customer who travels frequently may value personalized services delivered to their mobile and hand-held devices. However, for a frequent shopper, product-purchase personalization will be more convenient. The aggregate value of personalization is a significantly important factor in the customer use of online services (Alhouti et al., 2016). Based on the above, we set the following hypothesis:

\[ \text{H2. Customers’ value for online personalization affects the use of online banking services.} \]

**Customers’ concern for privacy.** The customer is usually concerned with privacy when using online services (Sreejesh et al., 2016). The degree of such privacy concern is individual specific. Individuals value privacy and have always been concerned about what and how much others know about them (Bandyopadhyay, 2012). However, research suggests that compensation may be a useful tool to reduce privacy concerns (e.g. Sheehan and Hoy, 2000; Milne and Gordon, 1993; Goodwin, 1991) as customers may be willing to exchange privacy to some degree for products, coupons, services or financial benefits (Xu et al., 2011; Chebat and Cohen, 1993; Barker, 1989). Similarly, it has been proposed that customers will trade their privacy for expected benefits of online personalization. Chellappa (2001) argues that a customer’s perception of privacy in their transaction is a subjectively anticipated concept. It is defined as “the subjective probability with which he/she believes that the collection and subsequent access, use, and disclosure of his/her private and personal information are consistent with his/her expectations.” Even if the expectations of privacy are typically set by known legal guidelines, customers themselves may have different assessments of privacy. Privacy has been looked at as a legal or human rights issue (Xu et al., 2011; Thomas and Maurer, 1997; Culnan, 1993). But, it has only recently been formally examined as a belief when it comes to a particular customer–marketer transaction as observed on the internet.

Chellappa (2001) provides scales for customer privacy perception. It was developed from Smith et al. (1996) and the FTC (1996) guidelines. These scales are designed to measure customers’ subjective beliefs. Such beliefs are based on aspects of notice, choice, access, security and enforcement. However, generic assessment of privacy concerns may cause a problem due to the fact that privacy itself is deemed a “complex array of individual
consumer attitudes” (FTC, 1996). Existing literature on public policy and marketing shines a light on dimensions of privacy other than those issued in the FTC-related guidelines. Analyses of related literature indicate that privacy concerns may be influenced by information sensitivity (Bandyopadhyay, 2012; Sheehan and Hoy, 2000). Therefore, to measure privacy concerns during the use of personalization services, it is worth making an assessment of the privacy perception in connection with information with varying sensitivity levels. Information can be categorized based on how personal it is using the FTC-related guidelines, as follows:

1. Anonymous information: it refers to information gathered on page visits, without the use of any invasive technologies, sent with any web or internet request. Such information includes: the machine’s IP address, domain type, browser version and type, operating system, browser language and local time.

2. Personally non-identifying information: it refers to information that cannot identify or locate an individual. It includes age, date of birth, gender, occupation, education, income, ZIP code (without address details), interest and hobbies. The customer typically has to explicitly disclose such information through radio buttons, menus or check boxes on a web page. In addition to the explicit collection of information, tracking technologies such as cookies are used to gather further personal information. Collected information enables sketching an effective customer profile without identifying the customer individually.

3. Personally identifying information: it refers to personal information that explicitly specifies the identity and/or location of an individual. This includes e-mail addresses, name, address, phone number, social security number, etc. Such information is usually gathered explicitly from the customer on service registration. Information elements can be combined to create an accurate user profile with their name and address known. For that reason, firms such as DoubleClick Inc. (an advertising network that can construct anonymous browsing profiles) were banned from acquiring physical addresses and mailing-list databases. The overall privacy concern of a customer is a function of the cumulative personal information rather than just individual information elements (Xu et al., 2011; Nam et al., 2006; Chellappa and Sin, 2001). Thus, we hypothesize the following:

\[ H3. \] Customers’ concern for privacy affects the use of online banking services.

**E-trust.** Trust tends to have a major effect upon most personal and business activities (Kaabachi et al., 2017). A general definition of trust is difficult and its interpretation is usually context based (Hsu and Wang, 2008; Thakur and Summey, 2007; McKnight and Chervany, 2001). Regarding e-business, trust has been defined as “the willingness of a party to be vulnerable to the actions of another party based on expectation that the other will perform a particular action important to the trustor, irrespective of the ability to monitor and control the other party” (Mayer et al., 1995, p. 712). E-trust has also been defined as “willingness to rely on an exchange partner in whom one has confidence” (Moorman et al., 1993, p. 82). The other party is characterized as reliable, honest, consistent and fair (Falkenreck and Wagner, 2017; Yousafzai et al., 2003; Shankar et al., 2002; Morgan and Hunt, 1994). An extensive review of the relevant literature has indicated that e-trust is a matter of perception and is built around key important components such as security and company published policies designed to safeguard confidential information of the customer (Estrella-Ramon et al., 2016; Mansour, 2016; Van Dyke et al., 2007; Pan and Zinkhan, 2006; Metzger, 2006; Faja and Trimi, 2006; Meinert et al., 2006; Pollach, 2005, 2006; Ashrafi and Kuilboer, 2005; Moores, 2005; Hong-Youl, 2004).
Customers would probably be more willing to provide personal data online assuming that their level of trust justifies their disclosing of such data. Lotto (2001) suggested that enterprises should take five steps to help reducing customer concerns about privacy and thus building e-trust. Those steps are as follows:

1. providing a clear notice concerning what sort of information is being collected, how it will be used and whether it will be disclosed to other parties;
2. making customers choose freely whether, and by whom, their information can be reused;
3. encouraging customers to review and amend their personal information files;
4. controlling, monitoring and restricting access to customers’ personal information; and
5. letting customers know about the decisions being made on their behalf, the information which those decisions were based on and the implications of such decisions.

Given the relationship between e-trust and the use of online banking services that is indicated by previous research, we propose the following hypothesis:

**H4.** E-trust affects the use of online banking services.

**Technological leadership.** In line with technology, leadership plays a vital role in the success of internet banking services (Nanjundeswaraswamy and Swamy, 2014). To achieve online technological leadership, a bank is expected to provide support for a wide range of online banking services such as debit and credit cards, ATMs, cash management and payment solutions. Such services should be governed by organizational policies and procedures to ensure service provision excellence (Wittkop et al., 2018). Planning the introduction of new systems is crucial to achieve and maintain leadership. This includes identifying key players’ responsibilities, coordination among departments, decisions on technical issues, security issues and management of logistics (Boateng et al., 2015). In addition, specialized training should also be provided on newly deployed systems with specific focus on customer services staff. Training sessions should involve new products features, marketing issues, security issues and technical management (Jaroslav, 2013).

We anticipate the following hypothesis:

**H5.** Technological leadership affects the use of online banking services.

**E-loyalty.** The concept of e-loyalty in online customer shopping experience (mediated by technology) is an extension of the traditional brand loyalty (Salegna, 2018; Falkenreck and Wagner, 2013; Mithas et al., 2006; Corstjens and Lal, 2000; Schultz, 2000; Reichheld and Schefter, 2000). E-loyalty is defined as the “intention to revisit a website” (Amin, 2016; Gommans et al., 2001; Corstjens and Lal, 2000). Loyal behavior may also involve the process of repurchasing (Srinivasan et al., 2002; Oliver, 1999; Dick and Basu, 1994). In this study, e-loyalty is considered as: perceived loyalty toward an online website, with intent to revisit the site or to make a purchase from it. Developing loyal customers plays an important role in achieving the firm’s strategic goals as well as ensuring its survival (Nader and Rahim, 2015; Mittal and Kamakura, 2001; Gremler and Brown, 1999; Taylor and Baker, 1994). Increasing revenue and profitability is closely related to maintaining high levels of e-loyalty among customers (Donnelly et al., 2015; Aaker, 1997; Reichheld, 1993; Reichheld and Sasser, 1990).

In previous studies, loyalty was identified as a process of behavioral purchase (Jacoby, 1971) with psychological components (Oliver, 1999; Dick and Basu, 1994; Jacoby and Chesnut, 1978). Factors influencing loyalty include: ease of ordering, product information
and selection, on-time delivery, customer confidence, adequate privacy policies, online resources and e-commerce quality (Grubor, 2009; Wolfinger and Gilly, 2000; Churchill, 1979).

More research studies on customer’s attitude and purchase behavior have attempted to measure loyalty as a pattern of repeat purchases and statistical properties of loyalty (Flavian et al., 2006; Siekpe, 2005; Koufaris, 2002; Palmer, 2002; Yoon, 2002; Taylor and Baker, 1994). Relating satisfaction to e-loyalty, Devaraj et al. (2002, p. 185) claimed that “repeated satisfaction with purchases eventually leads to customer loyalty.” Anderson and Srinivan (2003) tested whether the impact of customer satisfaction that brought on e-loyalty was moderated by business-level factors (i.e. trust, perceived value) and individual factors (i.e. inertia, convenience motivation and purchase size).

In online settings, as pointed out by Luarn and Lin, (2003, p. 156) “understanding how or why a sense of loyalty develops in customers remains one of the crucial management issues of our day.” Delivering value-added services that are easily navigable and accessed enables online vendors to build sustaining relationships with customers (Chen and Yang, 2014; Kassim and Abdullah, 2008; de Ruyter et al., 2001). Gommans et al. (2001) offered a conceptual framework for e-loyalty (which remains untested), in which the authors suggest five elements making a contribution to e-loyalty: the value proposition (i.e. product customization, product quality and choice, pricing and brand recognition); brand building trust and security (i.e. evidence of third-party approval, privacy, company reputation and reliability); customer service (i.e. quick response to customer enquiries, ease of making contacts, easy payment options or fast delivery); and website and technology (i.e. ease of navigation, personalized features, design for targeted customers segments, language options, effective search functions). Four categories of e-loyalty have been identified based on product attachment, services offered and customer purchase patterns (Khajouei and Nayebezadeh, 2013; Wu, 2011; Griffin, 1995):

1. No loyalty – a group of customers that never becomes loyal, chasing the best deal. To attract such customers, the company needs to employ an effective marketing strategy and always offer the best deal.
2. Inertia loyalty – a group of customers are loyal just because they have to as there are no other competitors or options in the market. As a result, the customers are felt compelled to be loyal. Customers in this category tend to leave once there are other options in the market.
3. Latent loyalty – a group of customers who remain loyal, in spite of not purchasing regularly, making them less profitable.
4. Premium loyalty – such customers enjoy a friendly and healthy relationship with the vendor. With a high degree of retention, this customer group is not only keen to purchase the products and services being offered, but actively share their positive experiences with others. Companies should always be aiming to position their customer base in this loyalty category.

We identify the following hypothesis:

H6. E-loyalty affects the use of online banking services.

Research framework
Previous researchers (Xu et al., 2014; Ratchford and Barnhart, 2012; Srivastava et al., 2010; Mouakket, 2009; Kassim and Abdullah, 2008; Chellappa and Sin, 2005) have influenced the construction of the research model on which this study is based. The study’s model includes
normative and descriptive elements, as shown in Figure 1. Previous research work has contributed to the normative part of the model. However, we have fully developed the model’s descriptive part, upon which the study is based.

**Methodology**

**Participants**
The sample subjects were bank customers in the two regions of Palestine, namely, the West Bank and Gaza Strip. Specifically, customers of the five Palestinian banks supporting online banking services participated in the study. Bank officials sent the link of the questionnaire by e-mail to their customers, who are subscribers of the online banking services. In total, 369 customers participated in the study. Their age distribution was as follows: 41.3 percent were aged 31–40 years, the largest percentage of the respondents. Age range 30 years or less represented 36.8 percent of respondents, while 16.8 percent of participants’ age ranged from 41 to 50 years. Ages ranging from 51 to 60 constituted 4.3 percent and finally, 1 percent of the respondents were aged more than 61 years old. With regard to occupation, the largest percentage of respondents (46.3 percent) was private sector employees. Public sector employees represented 32.8 percent of the respondents, 9.8 percent were laborers and 1 percent were businessmen. The remaining 10.3 percent of respondents had other occupations. The qualification level of participants varied with the largest percentage of respondents (50 percent) holding a bachelor degree. Respondents with a diploma degree accounted for 23 percent, while 20.3 percent of respondents had a master degree. A total of 4.5 percent of respondents did not hold any higher education degrees, while the remaining (2.3 percent) of respondents were PhD graduates. Regarding respondents’ income, 28.5 percent disclosed that their monthly salary was between $501 and 1,000, while 26.5 percent received a $500 or lower salary. A total of 25 percent of respondents disclosed a salary between $1,001 and 1,500, while 11.3 percent receive a salary between $1,501 and 2,000. The remaining (8.8 percent) of respondents reported a salary more than $2,000.

![Figure 1. The research framework](image-url)
Procedure
The study followed a descriptive approach that is appropriate to answer questions on the factors affecting Palestinian customers in using online banking services. The primary methodology of the study was survey research with data collected using a questionnaire. The original questionnaire was translated by a professional to the local Arabic language, and then reviewed by two Arabic native speakers. The Arabic version of the questionnaire was pilot tested for accuracy and content validity.

According to the PMA website, there are 5 banks out of 15 operating in Palestine use online banking services. The five banks officials informed the researchers of their agreement to cooperate with them. This approval by the banks was conditional on these banks sending the questionnaire link to their customers because the customers’ data (including their names) is classified secret according to the applied system in the banking sector. A simple random sample of 384 was calculated at the confidence level of 95 percent by using the sample determination formula, which will give the researcher a margin error of only 5 percent (Saunders et al., 2012). The sample size in this research is more than the recommended number, which will increase the level of certainty. At the beginning of the questionnaire, after being given an explanation of the main concepts of our study, participants were asked whether they had used online banking services. If they answered yes, they carried on answering the survey. For each of the participating five banks, 100 questionnaires were sent to customers (the banks have almost the same customer base size). Out of 500 questionnaires distributed, 369 were returned complete and accurate.

PLS–SEM modeling was used to analyze the collected data with the SmartPLS 3.0 software tool. Analysis was based on the two-step approach recommended by Chin (1998) to evaluate structural equation models. In the first analysis stage, measurement items’ (Ringle et al., 2015) validity and reliability were tested. Convergent and discriminant validity tests for the measurement (outer) model were performed. In addition, constructs reliability measures were considered including internal consistency and construct reliability. The square root of average variance extracted (AVE) and the correlation between latent constructs were compared to evaluate the discriminant validity. The structural (inner) model and hypotheses were tested in the second analysis stage. The research model’s hypotheses relations were predicted using the coefficient of determination ($R^2$). Bootstrapping based on 5,000 re-samples was performed to evaluate all hypothesized paths coefficients. Statistical analysis was also performed using the IBM SPSS software, version 21.0.

Measures
The survey instrument was a questionnaire with a five-point Likert scale (1 = strongly disagree, 2 = disagree, 3 = no opinion, 4 = agree and 5 = strongly agree). It was divided into eight parts, with personal information questions on the respondent’s profile constituting the first part (five items). The second part was concerned with technology adoption propensity (six items) adapted from Ratchford and Barnhart (2012). The consumer’s value for online personalization (three items) was considered in the third part of the questionnaire adapted from Chellappa and Sin (2005), Anderson and Gerbing (1988) and Bagozzi and Philips (1982). The fourth part inquired about the customer’s concern for privacy (four items) adapted from Chellappa and Sin (2005), Chellappa (2001), Jarvenpaa et al. (2000) and Stewart and Segars (2002). The fifth part dealt with e-trust (seven items) adapted from Srivastava et al. (2010), Dinev and Hart (2006) and Polatoglu and Ekin (2001). Technological leadership (eight items) was considered in the sixth part adapted from Xu et al. (2014). The seventh part focused on loyalty (five items) adapted from Kassim and Abdullah (2008), while the last part of the questionnaire inquired about the use of online
banking services (four items) adapted from Mouakket (2009). The questionnaire was reviewed and evaluated by marketing specialists. Statistics were calculated to guarantee the questionnaire’s validity, reliability and to clarify any ambiguity in the questions. The researchers have modified, deleted and added the necessary parts of the questionnaire in response to the specialists’ suggestions.

Results

Measurement model assessment
The reliability, discriminant and convergent validity of the measurement tool were assessed. As listed in Table I, Cronbach’s $\alpha$ values, used to evaluate construct reliability, are higher (0.7) than the threshold specified by Nunnally and Bernstein (1994). This indicates the good reliability of the measurement tool.

The recommendation set by Henseler et al. (2009) specifying a 0.5 AVE value for each latent value was used to assess the convergent validity of the measurement tool. The AVE values of all constructs are higher than the 0.5 threshold as shown in Table I, confirming the measurement tool convergent validity.

The discriminant validity test was based on Fornell–Larker criterion (Fornell and Larcker, 1981). The criterion specifies that each latent construct AVE should be greater than the highest squared correlation between any other constructs. This is shown in our analysis as listed in Table II, confirming the discriminant validity of the measurement tool.

Structural model assessment
Results of the structural model assessment are shown in Table III. Path coefficients were evaluated for each hypothesized path to assess the structural model. In particular, the sign, magnitude and significance of path coefficients were considered. Bootstrapping based on 5,000 re-samples drawn with replacement was used to determine the significance of each estimated path. The structural model’s explanatory power was assessed using the determination coefficient $R^2$, evaluating the model’s ability to predict endogenous constructs.

The study findings indicate positive relation between the user of online banking services and the following: propensity of technology adoption ($t = 2.108, p < 0.000$), customers’ value for online personalization ($t = 3.683, p < 0.000$), customers’ concern for privacy ($t = 2.620, p < 0.000$), e-trust ($t = 6.384, p < 0.000$), technological leadership ($t = 11.163, p < 0.000$) and e-loyalty ($t = 3.860, p < 0.000$). This provides sufficient evidence to support $H1$–$H6$. It can be noted that the propensity of technology adoption has the least effect on the use of online banking services, as its factor loading was the lowest (listed in Table I). In addition, the three questions related to this construct with low loading values have been dropped from the measurement items. This can be due to the restrictions imposed on users based in Palestine to use payment gateways (e.g. PayPal) or credit cards for online payments. Thus, the number of customers making travel arrangements (Q2.1) and buying items with value above $100 (Q2.2) are limited. In addition, some customers have security concerns in making online payments (Q2.3).

Finally, the Stone–Geisser $Q^2$ (predictive relevance) (Geisser, 1975; Stone, 1974) and the standardized root mean square residual (SRMR) were used to evaluate the model fit in PLS. $Q^2$ is a measure of how well the observed values are reproduced by the model and its estimated parameters. A $Q^2$ value greater than 0 indicates predictive relevance. The SRMR value of the composite model was 0.062, less than Hu and Bentler’s (1999) recommended value of 0.08, indicating a good model fit. The value of adjusted $R^2$ was 0.675, implying that 67.5 percent of the variance in use of online banking services is accounted for by the independent variables.
### Technology adoption propensity

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>2.1. Usually, I buy items costing over $100 online</td>
<td>0.856</td>
<td>0.738</td>
<td>0.729</td>
<td>0.708</td>
</tr>
<tr>
<td>2.2. I am signed up for any household utility, such as electric or water, and mobile and pay the bills online</td>
<td>0.705</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2.3. I own a “smart phone” with internet access</td>
<td>0.731</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2.4. I used an online bank that did not have a brick and mortar location</td>
<td>0.726</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Customers’ value for online personalization

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>3.1. I value web pages that are personalized for the device (e.g. computer, mobile phone etc.)</td>
<td>0.990</td>
<td>0.989</td>
<td>0.983</td>
<td>0.968</td>
</tr>
<tr>
<td>3.2. I appreciate personalized service based on automatically collected information (e.g. IP address, pages viewed)</td>
<td>0.982</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3.3. I am content using the web to purchase services and products</td>
<td>0.981</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Customers’ concern for privacy

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>4.1. I am sensitive about giving out information regarding my preferences</td>
<td>0.934</td>
<td>0.967</td>
<td>0.954</td>
<td>0.878</td>
</tr>
<tr>
<td>4.2. I am concerned about anonymous information that is collected about me online</td>
<td>0.940</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4.3. I worry about how my personally un-identifiable information (information given voluntarily but cannot be used to identify me) will be used by the bank</td>
<td>0.939</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4.4. I care about how my personally identifiable information (information given voluntarily that can be used to identify me) will be used by the bank</td>
<td>0.936</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### E-trust

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>5.1. The bank’s website demonstrates technical expertise and skills</td>
<td>0.702</td>
<td>0.763</td>
<td>0.731</td>
<td>0.714</td>
</tr>
<tr>
<td>5.2. The bank’s website is reliable</td>
<td>0.713</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.3. The information exchanged over the bank’s website is between the bank and customer</td>
<td>0.719</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.4. The information quality provided by the bank’s website is consistent</td>
<td>0.750</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.5. The website of my bank appears to be well qualified in banking sector</td>
<td>0.720</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.6. The bank’s website is ethical</td>
<td>0.726</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5.7. The bank’s website has a strong sense of integrity</td>
<td>0.703</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Technology and leadership

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>6.1. The bank keeps rolling out state-of-the-art technologies</td>
<td>0.708</td>
<td>0.814</td>
<td>0.782</td>
<td>0.746</td>
</tr>
<tr>
<td>6.2. The bank frequently introduces technological innovations for its customers</td>
<td>0.742</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.3. The bank is always among the first that introduce the latest generation of technology</td>
<td>0.733</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.4. The bank always deploys innovative technologies to the market before others</td>
<td>0.757</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.5. The bank keeps introducing new online services to the customers</td>
<td>0.760</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.6. The bank frequently innovates its online service offerings for its customers</td>
<td>0.749</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.7. The bank offers a great variety of online services</td>
<td>0.760</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6.8. The bank always provides a diversified selection of services for its customers</td>
<td>0.825</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### E. loyalty

<table>
<thead>
<tr>
<th>Item</th>
<th>Factor loading (FL)</th>
<th>Composite reliability (CR)</th>
<th>Cronbach’s α (CA)</th>
<th>Average variance extracted (AVE)</th>
</tr>
</thead>
<tbody>
<tr>
<td>7.1. The price is more than fair for the bank online services I receive</td>
<td>0.834</td>
<td>0.899</td>
<td>0.862</td>
<td>0.642</td>
</tr>
<tr>
<td>7.2. I take pleasure in being a customer of the bank online services</td>
<td>0.797</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>7.3. I will continue dealing with the bank online services in the future</td>
<td>0.775</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table I. Reliability and loading values of the constructs

*(continued)*
Table IV indicates differences in the sample evaluations toward the use of online banking services based on age, employment category, education level, marital status and monthly salary. This is evident as the calculated $F$ is bigger than the tabulated $F$, and significance is lower than 5 percent. To identify where the significant differences occur, the post hoc Scheffe test was employed. The Scheffe analysis revealed that the statistically significant
differences were found between the age groups 30 years old and less, 31–40, and 51–60. This difference was in favor of the age group 30 years old and less. In addition, there are statistically significant differences between the age groups 31–40 and 51–60. The results were in favor of the younger age group (31–40). Thus, the younger the customers are, the more likely they use the online banking services. This is expected as computer illiteracy levels are better among young people in addition to their better training in using modern information technology systems.

In terms of employment category, the Scheffe analysis revealed that the statistically significant differences were found between public sector employee and the others category. The results revealed that public sector employees use the online banking services more than respondents with the others occupation category.

Regarding the education level, the Scheffe analyses disclosed that statistically significant differences existed between respondents in the diploma degree and the bachelor degree groups. The results indicate that higher degree customers are more likely to use online banking services. This could be attributed to the fact that university graduates are more exposed to technology applications while studying compared to graduates of community colleges.

With regard to monthly income, the findings showed that there were statistically significant differences among the respondents groups $500 or lower and $1,001–1,500. The results indicate that the higher the income, the higher the tendency to use online banking services. This is easily attributed to the fact that customers of higher income have more banking activities to meet their needs.

Discussion

Discussion of findings

After careful and thorough statistical analysis of the data collected, it became evident that the use of banks’ online services mainly depends on: technology adoption propensity, customers’ value for online personalization, customers’ concern for privacy, e-trust, technological leadership and e-loyalty. As shown in Table III, the \( t \)-values of factors affecting Palestinian customers to use online banking services reveal that the technological leadership factor has the highest \( t \)-value (\( t = 11.163, p < 0.000 \)), while e-trust factor has the second highest \( t \)-value (\( t = 6.384, p < 0.000 \)). The third factor was “e-loyalty” as its \( t \)-value was 3.860 (\( p < 0.000 \)), while the respondents ranked “customers’ value for online personalization” as the fourth factor with a \( t \)-value of 3.683 (\( p < 0.000 \)). Finally, customers’ concern for privacy, and propensity of technology adoption factors came fifth and sixth with \( t \)-values of 2.620 (\( p < 0.000 \)) and 2.108 (\( p < 0.000 \)), respectively. This indicates the priorities that decision/policy makers in the banking sector should take into account when developing strategies/policies to promote online banking services. The results suggest a prioritized hierarchy (based on the \( t \)- and \( p \)-values of each factor item) of actions in developing the effective use of bank’s online services as follows.

First, the technological leadership factor, in this regard, the bank’s website should have a competitive edge when compared with other banks’ online interfaces. This should be realized in the website’s design and content. In addition, technology innovative, state of the
art and diverse services should always be first introduced to customers before other competing banks. E-trust was ranked the second priority which emphasizes the need for developing reliable website supported with high technical expertise and consistent information representing ethical standards and integrity compared to other banks' websites.

The third priority is related to e-loyalty. Banks should promote an enjoyable and more rewarding experience (compared to competitors) in using their online banking services. This will be a catalyst in ensuring loyal customers. The results of this study reveal that loyal customers will continue dealing with the bank in the future, would recommend the bank to others and will have trust in the bank.

As a fourth priority, Palestinian banks should give high attention to personalize the usage experience of their customers in designing and delivering online services. This requires making life easier for customers to use the bank's website regardless of the customer's device (computer, smart phone, etc.). The fifth priority requires Palestinian banks to assure customers about how their personally identifiable information will be used. In this regard, banks should point out how they will secure privacy and confidentiality when it comes to customers' information, which should be dealt with anonymously. This is crucial as customers pointed out that they are sensitive about giving out information regarding their preferences. The last priority is related to the technology adoption propensity. The mean value for this factor was the lowest. This can be due to various factors specific to the Palestinian context, including lack of electricity and internet services, and restrictions on movement.

Theoretical implication
The aim of this research has been to identify the factors that affect customer adoption of online banking in Palestine, which can be useful to researchers in general and online banking managers in particular. This study is one of the few empirical studies to have investigated the adoption of online banking in the Arab world and the first in Palestine, which is considered one unique country in the world seeking independence and state building.

Most of the prior research investigated the behavioral intentions to use internet banking, such as the research of Tahrinin, Al Khasawneh (2015) and Mouakket (2009) in the Arab world and Zhang et al. (2018), Arora and Sandhu (2018) and Abdinoor and Mbamba (2017) in other parts of the world, using the various models (such as TAM, UTAUT, etc.) to identify the factors affecting the intentions to use the internet banking services. This study, however, targeted customers who use the internet banking services to identify and validate in priority order the factors that affect the usage of the internet banking. It provides empirical investigation of customers' usage of online banking in Palestine, which has provided some insights about the use of this new service in this part of the Arab world. The results provided empirical evidence that the use of internet banking in Palestine is positively related to the propensity of technology adoption, customers' value for online personalization, customers' concern for privacy, e-trust, technology and leadership and e-loyalty. This represents a contribution to the related literature about the acceptance of a new technology highlighting the knowledge gap with respect to the factors affecting the use of online banking in Palestine.

Finally, the study validated the theoretical framework and showed the applicability of the six constructs (propensity of technology adoption, customers' value for online personalization, customers' concern for privacy, e-trust, technology and leadership and e-loyalty) in identifying the factors that can affect customers' usage of online banking in Palestine.

Managerial implications
Knowing the factors affecting online banking customers' behavior and the relationship between these factors, local and foreign bank managers in Palestine can develop their marketing strategies to ensure that people use these relatively new services. The findings
show that in order to achieve this goal, attention must be given to designing easy to use personalized and private useful systems. Advertising campaigns should be designed to create positive attitudes toward usefulness, ease of use in the customers regarding their adoption and usage of online banking service. Therefore, banks need to invest more in the most recent state of the art infrastructure of information and communication technology in addition to providing all the needed facilities for the customers such as designing advertising campaigns and establishing customer service centers to provide technical support. By doing so, customers are more likely to continue using the internet banking and ask for additional online services. In addition, banks should also make use of the customers’ loyalty and trust emphasizing the positive safety features of the system during any advertising campaign. Hence, when internet banking is secure and builds an innovative reputation, bank customers will continue to use the system which eventually will increase the number of customers using internet banking in Palestine. Therefore, practitioners should continuously improve the quality of their internet banking system based on users’ feedback in order to attract more users and meet their expectations and needs to perform banking transactions at anytime and anywhere.

Practical implications
The findings of this study could help banks operating in Palestine to develop strategies that create trust and improve users’ satisfaction and ultimately the continuance usage of their online banking. In this regard, several observations may be of interest to bank managers interested in improving online banking services for their banks. Bank managers need to understand that people with higher propensity to use technology are more readily prepared to use online banking services. This implies the need for banks operating in Palestine to reinforce trust and confidence among their internet banking customers. In this regard, banks should develop and maintain a robust internet banking systems that provides personalized and secured performance of their banking transactions. Banks should also develop trust building measures to ensure continuance usage of internet banking. This requires that banks continue to ensure the security of their internet banking websites. Furthermore, the banks must create internet banking websites that are easy to navigate with up-to-date and relevant information that customers need to perform their online transactions. Banks should also continue communicating the usefulness and benefits of internet banking related to time, convenience, effort and cost. Additionally, customers’ concerns for privacy must also be addressed promptly, in this regard, banks should constantly remind customers that their personal and financial information is safe.

Limitations and future research
This study, like any others, has limitations. The data collection method was self-reported data. It is recommended to use the data triangulation method in any further research work to more accurately assess the factors affecting Palestinian customers in using the online banking services. In addition, the study was based on cross-sectional data collection, rather than a longitudinal study which can be adopted in a future investigation.
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