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Abstract 
Whereas computer-supported sharing of information 

is a core issue of e-Government integration and interop-
eration, the key players involved hardly find any guidance 
how to settle for an agreement covering the various as-
pects related to information exchange. Hence, we argue 
that e-Government research needs an explicit dedication 
to the phenomenon of information quality (IQ). We base 
our analysis on key players and constituents in e-
Government, and on how those key players’ and constitu-
ents’ needs and wants, roles and agendas shape the view 
on and the understanding of IQ. We propose detailed and 
practical steps for information sharing in e-Government 
interoperation projects and demonstrate how those steps 
are related to information quality.  

 
1. Introduction 

 
Electronic government services increasingly center 

on both citizens’ and businesses’ needs. Likewise, gov-
ernment leaders and e-Government proponents seek 
streamlined and drastically more efficient internal transac-
tions and services [25, 27]. Both goals require the inter-
operation and cooperation of government agencies and 
their respective electronic Government information sys-
tems (EGIS) across levels and branches. So far, however, 
e-Government research has contributed only little to sup-
port the actors in achieving the vision of integration. 
Elsewhere we suggested [28] that e-Government research 
should focus on (a) foci and purposes, (b) limitations and 
constraints as well as (c) process and outcomes of e-
Government integration and interoperation. 

It has been argued before that computer-supported 
sharing of information is a core issue of e-Government 
integration and interoperation. Yet, information sharing 
can be accomplished on fairly different levels of quality 
and in many different ways requiring different degrees of 
integration. Hence, we argue that research needs to be ex-
plicitly dedicated to the phenomenon of information qual-
ity (IQ). In this paper, we specify research questions ad-
dressing IQ and related areas, which help shape the aca-
demic discussion as well as to inform e-Government prac-
tice. E-Government integration and interoperation, as we 
also demonstrated elsewhere [28], needs to stay within 
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ertain constitutional, legal, and jurisdictional limits of 
emocratic governance. The adequate and mutually sup-
ortable level of IQ then it appears has to be negotiated 
mong key players when dealing with the collaborative, 
rganizational, informational, managerial, and perform-
nce/technological constraints in e-Government integra-
ion. Various needs and wants, roles and agendas shape 
ifferent IQ perspectives – therefore, making categories 
nd aspects of IQ explicit and negotiable will help key 
layers bring into the open potential disagreements and 
dentify options for consensus.  

The paper is organized as follows: First, we outline 
ur research approach to e-Government integration, inter-
peration and interoperability. Then, we identify constitu-
nts and key players in e-Government integration by 
eeds and wants, roles, and their agendas and stances in 
egard to information sharing and interoperation. Third, 
e discuss various aspects of information quality. Fourth, 
e relate the constituents’ needs, agendas, and their dis-
osition for negotiating agreements to the required IQ, 
hen sharing information, and vice versa. Finally, we 
ropose how research can understand in detail the practi-
al steps for information sharing and interoperation pro-
ects in e-Government and how they are related to infor-

ation quality. 
 

. Our Research Approach towards E-Government 
Integration and Interoperation 

The most common vision of e-Government integra-
ion is a single gateway (or portal) that integrates every 
spect of any given transaction and interaction regardless 
f its nature such as G2C (government-to-citizen), G2B 
government-to-business), G2G (government-to-govern-
ent), or G2E (government-to-employee). Beyond the 

isible front-end and interface-level integration, highly 
ophisticated organizational and technical arrangements 
re required for the backend integration of the embedding 
ontext, the interoperation of organizational units, and the 
nteroperability of EGIS. Such backend integration and 
nteroperation between government agencies and depart-

ents also leads it is believed to increased internal effec-
iveness and efficiency (IEE). 

E-Government integration has been defined as “the 
1/$20.00 (C) 2006 IEEE
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forming of a (temporary or permanent) larger unit of gov-
ernment entities for the purpose of merging processes 
and/or sharing information” [28] referring to the embed-
ding political, economic, organizational, and social proc-
ess, within which interoperation occurs. E-Government 
interoperation, in turn, “occurs whenever independent or 
heterogeneous information systems or their components 
controlled by different jurisdictions/administrations or by 
external partners smoothly and effectively work together 
in a predefined and agreed upon fashion,” whereas e-
Government interoperability refers to “the (technical) ca-
pability for e-Government interoperation” (ibid).  

E-Government integration it has further been argued 
is dependent on multidimensional agreements between 
participating government partners who determine the ex-
tent of integration and interoperation. Three levels of 
agreement-based, voluntary association for integration 
and interoperation have been proposed: (1) federations, 
(2) project groups or co-ops, and (3) loose affiliations and 
interest groups. Memberships in those voluntary associa-
tions are inversely proportional to the level of integration 
and interoperation such that the most loosely coupled af-
filiation has the highest membership, while the most 
tightly integrated federations enjoy only small member-
ships. 

However, in e-Government practice the integration, 
and in its wake the interoperation of EGIS, encounters 
multiple challenges and a number of serious constraints. 
Eight major constraints of e-Government-specific integra-
tion and interoperability have been identified: (a) consti-
tutional/legal, (b) jurisdictional, (c) collaborative, (d) or-
ganizational, (e) informational, (f) managerial, (g) cost, 
and (h) performance constraints. The constitutional, legal, 
and jurisdictional constraints set sharp limits to the extent 
of e-Government integration and interoperation, which 
cannot (or, even should not) be overcome.  

Research and practice dedicated to the phenomena of 
integration and interoperation in e-Government should 
focus on at least three general directions [28]: 

 
− Foci and Purposes: In which areas and for which 

purposes are e-Government integration and interop-
eration pursued (or should be pursued)?  

− Limitations and Constraints: What are the specific 
limitations and constraints for e-Government integra-
tion and interoperation, what is their nature, what are 
their characteristics, and how do they counterbalance 
or reinforce each other? To what extent and how can 
(or should) those limitations and constraints be miti-
gated? 

− Process and Outcomes: What makes e-Government 
integration and interoperation successful or unsuc-
cessful (including the question: What are the meas-
ures of success and failure?)? Also, what intended 
and unintended outcomes of such projects are desir-
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able or undesirable (including the question: What are 
the desirable outcomes for various constituencies)? 
At the core of e-Government integration and interop-

ration we see the network-based, computer-mediated 
haring of information (information integration), for ex-
mple, coordinated through peer-to-peer agreements 
nd/or standards. Information sharing can be extended 
nto business process integration if a cross-institutional 
low of control is established [13].  Obviously, when en-
aging into different degrees and levels of integration and 
nteroperation including information sharing, different 
evels of IQ come into play. Therefore, when addressing 
hose three research directions outlined above, our main 
esearch question is: What are the particular connections 
etween organizational arrangements for integration and 
nteroperation, on the one hand, and the resulting levels of 
Q, on the other hand? To answer this, we proceed by 
eeking answers for the following four subordinated ques-
ions: 

(1) Who are the organizational and individual actors 
n e-Government integration, interoperation, and informa-
ion sharing? 

(2) What drives organizational and individual actors 
owards different views on information sharing and IQ? 

(3) What are the dimensions of information quality 
nd how do they relate to the agenda of the key players? 

(4) Which targeted level of information quality re-
uires which level of institutional integration and interop-
ration (federations, co-ops, or loose affiliations)? 

Research questions 1 and 2 are discussed in the fol-
owing section, while questions 3 and 4 are covered in the 
ubsequent sections, respectively. 

 
. Why do Key Players have Different Views on In-

formation Quality? 

Successful information sharing needs an (implicit) 
greement on the quality of information to be shared. 
hile there is a scientific debate on information quality 

see below), the key players in e-Government usually do 
ot practice that level of reflection. Rather, their view on 
hat is “good” and “useful” information is framed by 

heir wants and needs, their roles and agendas. With the 
im of understanding the players’ IQ perspectives and 
hy they are different we undertake a general actor 

nalysis in order to provide a framework for further 
nalysis and case-based application. 

Identifying the main actors including the key players 
f e-Government integration and interoperation is a prac-
ical and, at first, a methodological challenge. In an early 
ontribution to the literature on Internet-based technology 
iffusion, five distinctive types of key players have been 
dentified: (1) the technology champion, (2) the organiza-
ional sponsor, (3) the coordinator, (4) the developer, and 
5) the content provider [2, 22]. From the previous section 
t is immediately clear that e-Government integration and 
2
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interoperation requires more than one of each key player. 
One can almost assume that as many of these key players 
are necessary as are agencies involved. Moreover, the 
view of technology as the main driver of organizational 
progress has increasingly been criticized in recent years 
[19, 20].  

In government, a focus on business needs as primary 
driver of organizational change leading to the introduction 
of suitable information and communication technology 
(ICT) has been observed [24, 27]. Consequently, the busi-
ness need for the integration of specific government ser-
vices and transactions rather than the technological oppor-
tunity must be assumed the regular starting point for e-
Government integration projects.  

Taking this into account, stakeholder theory has been 
introduced to the field of e-Government to support re-
quirements gathering and the process of managing stake-
holder relations. However, the term stakeholder is a “lit-
erary” device meant to emphasize that even in private 
business there are more legitimate interests than those of 
the owners or shareholders [11]. Although the term has 
been frequently used in public sector discourse (e.g., [21, 
23, 29, 32], we prefer the terms “constituencies” and 
“constituents” as more appropriate. When transposing 
Freeman’s original 1984 definition [10] into this context, 
a constituent of e-Government integration and interopera-
tion is “any group or individual who can affect or is af-
fected by” (p. 25) this integration or interoperation. This 
definition, although deliberately wide, is not meant to in-
clude destructive actors such as terrorists, but those who 
have a constructive interest in the potential outcome or 
run a major potential risk in the context. Thus, for the dis-
cussion below, we can presuppose that the constituents 
involved basically have a positive attitude towards enter-
ing a discourse on IQ issues – even though they might not 
reach agreements due to conflicts or hidden agendas. 

Constituents it has further been proposed can be dis-
tinguished by degrees of salience in terms of legitimacy, 
power, and urgency [17] as well as their likely stance 
along the lines of their potential for supporting or threat-
ening the project [3]. The meticulous discrimination 
among constituents, their salience, their likely stances, 
and their consequential involvement in projects, in which 
they hold a stake, has empirically proved to be highly ef-
fective also in the public sector [24]. 

Constituents of e-Government integration and inter-
operation are numerous in regard to the potential direc-
tions of influence (“can affect,” “can be affected by,” or 
both). For illustrative purposes, table 1 shows a hypo-
thetical assessment of various constituents’ salience and 
their likely stances with regard to a ‘general e-
Government integration” project. Suppose the depart-
ments of transportation (DOT) at federal, state, and local 
level would like to vertically integrate processes and 
interoperate certain EGIS and information repositories 
(note that the list of constituents with respect to such a 
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roject is not exhaustive). Project managers involved in 
uch a project can use the tool for (1) identifying the con-
tituents, (2) assessing their salience along the lines of 
ower, legitimacy, and urgency, for example, by using a 
-5 score; they can also assess the constituents’ likely 
tances regarding the project. 

 

 
able 1  Exemplary Constituentts’ Salience and Stance Assessment Sheet 

High salience scores typically indicate primary or 
econdary stakeholders; constituents with high power 
cores are almost always among the primary stakeholders. 
he likely stances in terms of supporting or threatening 

he project further help determining the nature of in-
olvement of such parties. In the table the salience scores 
re added up, while the stance score for threat is sub-
racted from the score for support. Negative stance scores 
ndicate a potentially adversarial constituent, whereas 
ero scores indicate so-called “mixed-blessings” [3], and 
ositive stance score indicate supporters.  

The table helps illustrate the potentially difficult na-
ure of e-Government integration and interoperation pro-
ects. Since the participating agencies have no or very 
imited jurisdiction over each other, a vertical and com-
letely integrated process with interoperating EGIS as 
ell as shared information repositories depends on the 

onsent of all participating parties. For various reasons, 
gencies may choose not to participate. Moreover, even if 
ll agencies smoothly cooperate, the interoperation of sys-
ems and integration of processes might be challenged in 
ourt by other constituents such as interest groups or 
egatively affected individuals. In the end, every EGIS 

ntegration and interoperation requires a careful upfront 
ssessment of the constituencies’ environment [26]. Both 
alience and stances of constituents may change over 
ime, so that careful monitoring of such changes is of the 
ssence. 
3
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In principle, any group of constituents (under certain 

circumstances) can have a decisive influence on the path of 
e-Government integration and interoperation. However, in 
order to identify the key players we need to focus even 
more towards those actors who are directly involved in the 
networking across technical and organizational borders. 
For example, for the study on stakeholder requirements for 
pan-European e-Government Services, the following con-
stituents were taken into account (see also figure 2 [4]): 

 
– User/problem owners as the main beneficiaries, e.g. 

citizens, businesses (or subgroups of these); 
– Intermediaries (e.g. consumer associations, chambers 

of commerce); 
– Public service suppliers (responsible authorities) and 

providers. 
 

 
 

Figure 2  Stakeholder model for the study on stakeholder requirements for 
pan-European eGovernment Services (Capgemini 2005, p. 8) 

To put the networked administration into operation, 
the roles have to be even more specific on the production 
side (the following has been suggested in a recent position 
paper by leading public managers in Germany): 

 

– Salesman: Understands the constituents’ needs and 
creating demand for a service; 

– Procurer/principal: Formulates goals and sub-goals 
of a service, selects and contracts agent(s)/ sup-
plier(s), controls for the overall production, and 
evaluates quality (if needed); 

– Agent/supplier: Accepts and fulfills contract on tar-
get, coordinates with partners; 

– Provider/producer: Provides the actual solution to a 
given demand. 

– Process manager/cooperation manager: designs the 
overall process and division of labor, preselects best 
producers for given tasks, controls for process 
achievements and quality of results; management of 
cooperation is important mainly for individual case-
based solutions. 

 
In practice, organizations and even individuals can 

take over several of these roles at the same time (depend-
ing on complexity of task and organization). However, the 
role model is specific in order to help identifying which of 
these roles can be carried out by EGIS components (e.g. 
production of a standard solution such as car registration). 

In this paper, we restrict our approach to three groups 
of key players: 

 
(1) Citizens, businesses and even other administrations 

as users of integrated services and as owners of prob-
lems which create a demand for an integrated ap-
proach; 

(2) Administrations as solution providers and process 
owners which may organize themselves by assigning 
a number of roles to accomplish the integration (in-
cluding enrolling intermediaries and producers which 
do not belong to the administration); 

(3) IT developers and process designers as the main en-
ablers of the technical support required to accomplish 
the integration. 

 

Table 2 Main concerns of key players framing their agenda on information sharing 

 
 Problem perception Hoping for / vision of 
Citizens, busi-
nesses 
(user/problem 
owners) 

– How to relate with administration (where, when, with 
whom …)?  

– How to find appropriate/accurate information in due time? 
– Fragmented performance of administrations (actors in-

volved, media, process steps) 

– Integrated services 
– Customer-centric approach 
– Blending of personal human service and 

automated technical support 

Administrations 
(provider/ proc-
ess owners) 

– Not knowing who has what kind of information 
– Limited access to existing information  
– Inability to (automatically) interpret and process shared 

information  
– lack of administrative readiness and interoperation per-

formance according to particular positions and related 
views 

– Lack of reliable interoperability framework 

– Integration of information (sources) and proc-
esses 

– Accepted concept for information ownership 
in the area of e-Government 

– Leadership and/or accepted standards in 
achieving interoperability and integration 

IT developers, 
process de-
signers 

− Disintegrated data sources 
− incompatible formats & interfaces 
− variety of standards 
− lack of semantic interoperability & process ownership 

− Provision of and adherence to standards 
− Agreement on technical, semantic and or-

ganizational issues of data formats, inter-
faces, and process control 
 

4
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The different players’ perspectives, which need to be 

aligned and accounted for are illustrated in table 2 (with-
out claiming for completeness). On the one hand, the 
players’ wants and needs are rooted in different problem 
perceptions; on the other hand, they potentially benefit 
from information sharing involving and requiring various 
levels of interoperation. 

Introducing interoperability technology to the organi-
zation is mostly intended to help enhance the extant IT 
infrastructure via automatic processing and dissemination 
of information across system and organizational borders. 
The success of the technology application for maximizing 
the integration relies largely on the quality of information 
being exchanged through these infrastructure enhance-
ments. Obviously, there are not only technical, but also 
many organizational issues involved, which have to be 
addressed at the same time. For example, in the European 
interoperability framework for pan-European e-
Government services [7] we find organizational, semantic 
and technical interoperability on the same agenda:  

 
Participating administrations should (among other 

aspects): 
– Jointly determine requirements for integrated services 

via a demand-driven approach 
– Analyze business processes, actors involved and 

business interoperability interfaces  
– Formalize respective expectations, for example by 

means of service level agreements 
– Agree upon a common security policy  
– Publish information on the corresponding data ele-

ments involved at national level 
– Agree on the data and the related data dictionaries 

required (as well as on multilateral mapping tables 
between the various data elements, if needed)  

– Take due account of linguistic traces of the specific 
legal vocabularies used in delivering services 

– At front-office level, make sure of technical interop-
erability in the fields of data presentation and ex-
change, accessibility, interface design principles, 
multi-channel access, character sets, collective au-
thoring, file type and document formats, file com-
pression  

– At back-office level, make sure of technical interop-
erability in the fields of data integration and middle-
ware, XML-based standards, EDI-based standards, 
Web Services, distributed application architecture, in-
terconnection services, directory and domain name 
services, network services etc. 

– Ground common guidelines on recognized open 
standards 

 
Even though this framework and its recommenda-

tions are just one example, it reflects all of the basic is-
sues involved and to be solved, and we will find similar 
demands for agreements and cooperative strategies in any 
community or network striving for e-Government integra-
tion. Most of these issues are related to content, form and 
other attributes of the information being shared during 
interoperation. While the technical aspects of the informa-
tion exchange seem to be solvable (at least in principle), 
there are still many issues unresolved concerning the se-
mantic and organizational aspects. 

The main non-technical issue is ensuring that the pre-
cise meaning of exchanged information is understandable 
by any other application that usually was not initially de-
veloped for this purpose. “In order to obtain mutual un-
derstanding of interchanged data, the actors have to share 
a model of what the data represent. Semantic interopera-
bility is about how to achieve such mutual understanding 
[30]. Semantic interoperability enables systems to com-
bine received information with other information re-
sources and to process it in a meaningful manner. It is 
therefore a prerequisite for the front-end (multilingual) 
delivery of services to the user. Furthermore, reliability, 
trustworthiness, confidentiality, security and timeliness of 
information exchange are also success factors for which 
mutual understanding is needed. 

Unlike projects within a single organizational unit, 
cross-departmental or cross-agency information sharing 
projects are far more complex due to the diverse missions 
and purposes of the participating parties, the relatively 
high number of primary and secondary constituents, and 
the diverse mix of needs and wants. This complexity can 
be dealt with it has been proposed through a thorough and 
step-wise approach (see table 3) that ensures the neces-
sary support and alignment of participating agencies and 
constituents [26].  

  
Step E-Government Information Sharing Project 

Steps 
1 Identify General Information Sharing Need/Purpose 
2 Identify and Involve Salient Constituents; Jointly 

Create Project Vision 
3 Identify Salient Constituents Specific Needs/Wants; 

Identify Potential Benefits and Costs 
4 Analyze and Evaluate Likely Organizational and So-

cial Impacts 
5 Identify Salient Constituents’ Likely Stances 
6 Discern Constituents’ Predisposition for Collabora-

tion 
7 Identify and Facilitate Critical Success Processes 
8 Analyze and Evaluate Technical Architecture Alter-

natives 
9 Pilot with Prototype Components 
10 Evaluate the Organizational and Social Acceptability-

Modify as Necessary 
11 Evaluate Technical Robustness/Soundness-Modify as 

Necessary 
5
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12 Incrementally Deploy and Use System Components 
13 Establish the Level of Acceptance and Satisfaction 

with Constituents 

Table 3 E-Government Information Sharing Project Steps 

 
Unlike technology-oriented approaches, this ap-

proach relies on an inclusive organizational and social 
alignment process between the prospective partners and 
their constituents, which explicitly recognizes and takes 
into account the ultimate autonomy and self-
determination of the participants. The technology-related 
arrangements for interoperation are embedded into the 
overall process. The degree of integration, interoperation, 
and information sharing, and, hence, ultimately, also the 
level of IQ, emerges as a result from that overall process. 
In this approach it is assumed that continuous integration 
between sufficiently independent parties can only be 
maintained as long as the sum of all organizational, so-
cial, and technological benefits offsets the respective costs 
by a margin high enough. Constituents’ perception of its 
perceived value is seen as a key factor in driving and 
maintaining e-Government integration.  

Since so many issues need to be agreed on as prereq-
uisite for information sharing, the importance of standards 
cannot be underestimated. Federations, project groups or 
co-ops (see above, section 2) may rely also on specific 
bilateral or multilateral agreements and/or commitments 
by which the partners involved specify and publish their 
commitments of the methods through which they are able 
to interoperate. But to minimize the effort of agreement 
making prior to interoperation, accepted standards (cover-
ing as many aspects as possible) are the key to any large 
scale information sharing (especially among loose affilia-
tions and interest groups). In addition, the more parts of 
the agreement are machine-readable and within an ex-
pected range, the more can even be accomplished through 
computer-based “negotiation” (thus reducing human in-
volvement and organizational decision making). 

In summary, the agenda for issues to be clarified as 
prerequisite for successful information sharing is long and 
complex. For the constituents involved this presents a 
great challenge, and they address this challenge on the 
basis of their wants and needs, their roles and agendas. 
Reconsidering the theoretical model of interagency in-
formation sharing (Dawes 1996), standards related to the 
quality of information sharing now become the most im-
portant components of the “policy and management 
framework” which promotes the benefits and mitigates 
the risks of any interagency information sharing. There-
fore, improvements in this direction are expected to have 
boosting effect on large-scale e-Government integration 
and interoperation. However, not all issues can be clari-
fied upfront on the basis of information standards, and the 
case-based aspects of information sharing still need to be 
identified and agreed on. For this kind of discourse we 
 

seek to provide an analytical frame in order to facilitate e-
Government research in this direction. 

In the following section we discuss the aspects of in-
formation quality in more detail in order to determine 
what kind of contributions by e-Government research in 
this area are likely to address the concerns of the key 
players and thus contribute to e-Government integration 
and interoperation. 

 
4. Information Quality in e-Government Integration 

and Interoperation 
 
When engaging into e-Government integration re-

search or practice, a needs-and-wants-based perspective 
has been proposed for guiding both the analysis and the 
extent of engagement into the integrative effort [28]. 
From that perspective specific needs and wants of institu-
tional and individual actors can be distinguished along 
three dimensions of (a) purpose (specific versus general), 
(b) frequency of need/want (ad-hoc versus occasional ver-
sus permanent/high frequency, and (c) principles, re-
quirements, and choices in terms of governance, econ-
omy, organization, and ICT (ibid). When identifying con-
stituents’ needs and wants in the context of e-Government 
integration, the area of information sharing is of particular 
importance, since it immediately poses the problem of 
what information quality is expected from or required by 
the parties involved. Information quality is a defining as-
pect of all information sharing efforts, and hence central 
to e-Government integration. 

Information Science (for example, [14, 16, 31, 35, 
36] as well as Information Systems Research along with 
Computer Science and Engineering (for example, [1, 6, 8, 
9, 34, 37] have studied various aspects of information 
quality (IQ). Interestingly, even though the literatures 
started from different vantage points, they seem to con-
verge in major areas towards similar dimensions. In his 
study on value-added processes in information systems, 
Taylor was among the first to develop criteria and meas-
ures for IQ [31]. Since the value of information can be 
defined only relative to its actual user [15], IQ is a con-
text-sensitive and elusive concept. Furthermore, the 
meaning of information may change in time and over 
time, so its usefulness will also vary even for the same 
users (ibid), that is, IQ can further only be defined relative 
to its actual use. It is obvious, if needs and wants of con-
stituents change, so change their information needs and 
wants. However, along with these changes also the user-
perceived IQ varies, even for previously assessed and 
used information. This has important consequences for 
information sharing in e-Government, in particular, and 
for e-Government integration, in general. The issue of IQ 
is becoming even more important, as concepts and tech-
nologies of the Semantic Web are employed to enhance 
information sharing on a large scale [12], based on tech-
6
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nical, semantic and organizational interoperability stan-
dards. 

Before discussing those consequences, the various 
dimensions of IQ deserve a brief introduction (see table 
3): IQ can be distinguished relative to its (1) accuracy 
[31], which holds that a user of a piece of particular in-
formation has received “a true copy” (p. 62) without any 
claim to its validity or veracity. In e-Government, this IQ 
criterion refers to government agencies making sure in 
their information sharing procedures that information is 
accessed, or transmitted and received accurately such that 
an undistorted representation reaches the respective re-
questor of that information.  

Further, IQ depends on the (2) “objectivity” or com-
prehensiveness of the information accessed or received 
(ibid). Sub-dimensions of comprehensiveness are consis-
tency, presentation, and completeness. Also, this criterion 
of comprehensiveness depends on the scope defined by 
the need or want of a particular information seeker. In e-
Government, the needs/wants-related scope of informa-
tion sharing has to be well understood among and be-
tween the participating government agencies and depart-
ments, both when initiating and maintaining the sharing 
activity over time.  

IQ also depends on the (3) currency of information 
(ibid). Like other IQ criteria before, currency is a relative 
concept. Taylor gives the examples of the air traffic con-
troller versus the strategic planner. While the former 
needs information in real time, the latter has no need of 
this kind of currency (p. 63). In e-Government, the infor-
mation currency needs will also widely differ between 
users of the same information. A police officer stopping a 
car has a real-time information need, while the city road 
construction planner has most certainly not.  

Another IQ criterion is (4) (cognitive) authority, 
which refers to an influence an information seeker attrib-
utes to certain sources of information, such as persons, 
books, instruments, and organizations [35]. The credibil-
ity of information and information sources represents an 
important part of cognitive authority [18]. Again, the 
“cognitive authority is relative to a sphere of interest” (p. 
94). In e-Government information sharing, the cognitive 
authority of another government information source or 
provider may vary widely contingent on an agency’s rela-
tive distance to the source or provider, the provider’s per-
ceived resourcefulness, the past experience with or re-
spect for the information source or provider, and other 
factors. The famous 9/11 report gives ample evidence of 
how investigators of various agencies attributed little or 
no cognitive authority and credibility to department- or 
office-external sources of information.   

Also, (5) Assurance / reliability is another, closely re-
lated criterion of IQ. Taylor calls it the summation of 
other values [31, 64], which rests on past experience a 
user has accumulated with an information system over 
 

time, such that “its output will be perceived as reliable 
and worthy of trust” (ibid).  

IQ is further distinguishable by the classical informa-
tion retrieval criteria of (6) relevance, precision, and re-
call [33]. Under relevance it is understood how many 
documents in a (finite) information retrieval system are 
relevant relative to an information seeker’s need. Preci-
sion then refers to the number of relevant documents re-
trieved over the number of all retrieved documents from 
querying the system, whereas recall alludes to the number 
of relevant documents retrieved over the total number of 
relevant documents in an information repository (pro-
vided that number can be known). In e-Government, both 
precision and recall will influence the user perception of 
usefulness, credibility, and assurance of the information 
sharing capacity of interoperating systems. 

Another IQ criterion is (7) timeliness of information 
[1]. In contrast to currency, timeliness indicates how fast 
an information seeker can access or receive the informa-
tion she is looking for. In highly interconnected informa-
tion networks, such as the Web, users are now accus-
tomed to finding information in the nick of time (although 
obviously at the expense of precision and recall). In e-
Government, the patrolling police officer, for example, 
does not only need current but also timely information 
relative to the task at hand. 

Finally, IQ is measured by users from the perspective 
of (8) the perceived value of information retrieved [15]. 
The perceived value (similar to reliability and cognitive 
authority) is determined by the information seeker’s ac-
cumulated experience with the information itself and the 
information sharing, seeking, and retrieval process. In e-
Government, the perceived value of information in an in-
formation-sharing environment can strongly influence the 
extent of information stewardship and information use 
[5]. 

 
5. Future Research Avenues for Paving a Common 

Ground (Concluding Remarks)  
 
In summary, most, if not all, IQ criteria are interde-

pendent and also aligned to the subjective perspectives of 
users or information seekers. Those, in turn, are strongly 
influenced by the users’ or information seekers needs and 
wants, which as we have seen above, may change over 
time. E-Government information sharing (as part of e-
Government integration) has to account for the very dif-
ferent and subjectively colored measures of IQ employed 
by different users. It is unlikely that agencies that attribute 
only low IQ scores to the information sharing practice 
will massively engage in information stewardship and use 
of shared information. It can also reasonably be assumed 
that positive experience with information sharing (that is, 
high perceived value and perceived high quality of shared 
information) will continue and intensify their engagement 
in information sharing activities. 
7
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Further, it can be concluded that a thorough analysis 
of needs and wants of cooperating constituencies leads to 
more precise specifications of the extent of the informa-
tion sharing exercise. The narrower the scope and the bet-
ter aligned the information needs of participating parties, 
it appears, the better are the prospective results of infor-
mation sharing among government agencies. This con-
verges with the analysis presented elsewhere [28] that e-
Government federations provide the most elaborate for-
mat of e-Government integration and, hence, the highest 
potential IQ, while more loosely coupled formats like e-
Government co-ops, or interest groups facilitate lower IQ 
in information sharing. 

We have argued above that all constituents who are 
concerned with e-Government integration and interopera-
tion will also be concerned with the conditions of possible 
information sharing from their point of view, their role, 
profession, and involvement. Therefore, the quality of 
(shared) information is a central issue, and it actually pro-
vides a common point of reference through which the key 
players involved can express their wants and needs, their 
expectations, concerns, and potential contributions.  

Since IQ is such a central concern for the key players 
involved when striving for a joint strategy in e-
Government integration, the negotiation regarding the de-
sired and indispensable quality of information provides 
them with a common ground as well as with a strong in-
centive despite and in acknowledgment of the numerous 
constraints incurred. In practice, of course, we find this 
kind of rational discourse being challenged, for example, 
by single-handed and non-inclusive approaches towards 
e-Government projects, or, by the lack of reflection on 
constituents’ wants and needs, or, by hidden agendas re-
lated to power and aspiration. However, providing means 
for the rationalization of the discourse and supporting the 
key players in the effort of clarifying their information 
sharing strategies can also help identify and remove ob-
stacles, which otherwise remain obscured. 

With what we have developed so far in this paper, we 
are now in a position to propose a path along which re-
search can be organized to understand in more detail the 
practical steps for information sharing in e-Government 
interoperation projects and the related level of informa-
tion quality.  

Above, we have introduced the following analytical 
instruments: (1) we distinguished three levels of institu-
tional integration; (2) we invoked the framework for ana-
lyzing the salience and stances of primary constituencies 
(key players); (3) we introduced the constituency-related 
wants & needs perspective; (4) we also introduced an ana-
lytical outline of the interoperation project agenda; (5) we 
finally distinguished the dimensions of information qual-
ity.  

All five analytical instruments can serve as starting 
points and initial perspectives, from which the relation to 
the other issues can be explored. The choice of the pri-
mary accent depends on the research interest as well as on 
the intended contribution to practice. 

If, for example, researches primarily seek to improve 
the management of integration development, research 
might focus on the steps of information sharing projects 
and investigate the salience and stances of key players 
who need to be involved as well as the dimensions of IQ 
to be addressed in each step according to the player’ 
wants and needs (as demonstrated in table 4). 
 

 E-Government Infor-
mation Sharing Project 
Steps 

Key Players 
who should 
be Involved 

Dimension 
of IQ to be 
addressed 

1 Identify General Infor-
mation Sharing 
Need/Purpose 

User, provider 1-5, 7,8, 

2 Identify and Involve Sa-
lient Constituents; Jointly 
Create Project Vision 

User, provider 2, 4, 5 

3 Identify Salient Constitu-
ents Specific Needs/ 
Wants; Identify Potential 
Benefits and Costs 

User, provider 1-4, 6 

4 Analyze and Evaluate 
Likely Organizational 
and Social Impacts 

User, provider 4, 5 

5 Identify Salient  
Constituents’ Likely 
Stances 

User, provider 6 

6 Discern Constituents’ 
Predisposition for Col-
laboration 

User, provider 5 

7 Identify and Facilitate 
Critical Success Proc-
esses 

User, provider 6, 7 

8 Analyze and Evaluate 
Technical Architecture 
Alternatives 

Developer 6, 7 

9 Pilot with Prototype 
Components 

User,  
provider,  
developer 

1-7 

10 Evaluate Organizational 
and Social Acceptability; 
Modify as Necessary 

User, provider 5, 8 

11 Evaluate Technical Ro-
bustness/ Soundness-
Modify as Necessary 

Provider,  
developer 6, 7 

12 Incrementally Deploy 
and Use System Compo-
nents 

User,  
provider,  
developer 

1-8 

13 Establish the Level of 
Acceptance and Satisfac-
tion with Constituents 

User, provider 8, 5 

Table 4 Relating Information Sharing Project Steps with Key Players and 
IQ Dimensions 

 
However, if researchers primarily seek the improve-

ment of the quality of the information sharing and the 
overall integration result from an information perspective, 
8
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then research might focus on the dimensions of IQ. In this 
case, research needs still to perform an analysis of key 
players’ salience and stance helping determine who needs 
to be involved in the negotiations on IQ and the level of 
institutional integration necessary for reaching a sustain-
able agreement/commitment (figure 3). 
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Figure 3 Relating IQ Dimensions with Key Players and the Level of 
Instituional Integration 

Another approach using the analytical tools presented 
here might be aimed at improving the information sharing 
and IQ-related capacity of key players or their skills re-
garding agreement/commitment making, in which case 
research would assess the various IQ dimensions and re-
quired levels of IQ relative to key players’ stances, wants, 
needs, prior experiences, and negotiating styles. 

 
In this paper, we intended to demonstrate that (1) in-

formation quality is at the core of e-Government interop-
eration and integration; (2) IQ is also a very suitable con-
cept for entering into the necessary discourse between key 
players. IQ has the capacity to serve those key players as 
a common ground in cross-agency information-sharing 
and interoperation projects, and (3) e-Government re-
search on IQ and interoperation may contribute to key 
players’ practical skills and capacity for coping with the 
complexity of the tasks at hand; and, finally, (4) research 
can also facilitate the integration development through 
specifically targeted investigation in this area.  

Using the proposed analytical instruments when ex-
ploring the various relations in detail along those avenues 
outlined above, will, we are certain, provide both the re-
search and practice communities with valuable and criti-
cal insights in the complex relationships of IQ, informa-
tion sharing, integration, and interoperation in e-
Government.  
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