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Recent advances in vehicular communications and intelligent
transportation systems (ITS) intend to trim down the fuel
expenditure by avoiding congested traffic, enhancement of
traffic safety, and initiating new application, that is, mobile
infotainment [1]. Commonly, we have three types of vehicle
communication models, that is, vehicle-to-vehicle (V2V),
vehicle-to-infrastructure (V2I), and vehicle-to-roadside
(V2Rs) communications [2]. Due to the rapid growth in
this field, many research constraints need to be addressed, for
example, reliability and latency, appropriate scalable design of
MAC and routing protocols, performance and adaptability to
the changes in environment (node density and oscillation in
network topology), and evaluation and validation of vehicular
communication protocols under the umbrella of coherent
assumptions using simulation methodologies.

#is special issue aimed to emphasize the latest
achievements to identify the robust and efficient data for-
warding techniques in vehicular communications and
similar networks. We believe that the high-quality accepted
papers in this special issue will add new insight to the
readers’ knowledge.

#e Internet of Vehicles (IoV) is a substrate for safe,
efficient, and green ITS. Due to highly dynamic nature of
the network, the reliable and timely dissemination of the
safety and warning information, in basic safety messages
(BSM), is a challenging task [3]. In the first paper entitled “A
Local Information Sensing-Based Broadcast Scheme for
Disseminating Emergency Safety Messages in IoV,” the
authors proposed the Local Topology Information Sensing

technology-based broadcast (LISCast) protocol to address
the slow response and local broadcast storm problem
by employing the probability-based forwarding scheme.
#e results show that the proposed LISCast achieves low
delay and alleviates broadcast redundancy in dynamic to-
pology vehicular network. Furthermore, the authors in “A
Heterogeneous IoV Architecture for Data Forwarding in
Vehicle to Infrastructure Communication” proposed the
architecture that ensures the reliable data transmission in
IoV. As modern vehicles are equipped with multiple wireless
interfaces, e.g., Wireless Access in Vehicular Environment
(WAVE), Long-Term Evolution (LTE), Long-Range Wire-
less Fidelity (Wi-Fi), and so forth, the proposed architecture
provides mechanism to select best wireless interface among
the available ones to ensure data communication reliability
and seamless connectivity, avoiding single point of failure.
#e next paper entitled “A Novel Method for Predicting
Vehicle State in Internet of Vehicles” in the IoV domain of
this special issue proposed the vehicle state prediction
scheme. #e authors used a decision tree method to rec-
ognize the driving behaviour and vehicle sate on different
road segments.

In addition to the IoV related papers [4], there are some
contributions by the authors that address communication
problems in the specific vehicular communication scenarios,
e.g., V2V, V2I, and V2X. For example, in the paper entitled
“Integrated Packet Classification to Support Multiple Se-
curity Policies for Robust and Low Delay V2X Services,” the
authors proposed the memory efficient packet classification
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algorithm for V2X scenario. #e packet classification is
necessary to avoid sophisticated cyber attacks that impact on
the data delivery delay constraint.#e authors in “Predicting
the Route the Longest Lifetime and the Data Packet Delivery
Time between Two Vehicles in VANET” proposed two
schemes that predict packet delivery time by utilizing the
vehicle density and vehicles’ mobility information to de-
termine the route lifetime for highway traffic scenarios. #e
performance and quality of data communication in vehic-
ular network deteriorates due to intrinsic channel charac-
teristics such as multipath fading and shadowing. #erefore,
the authors in “Rate Adaptation Mechanism with Available
Data Rate Trimming and Data Rate Information Provision
for V2I Communications” proposed two data rate adapta-
tion schemes, available data rate trimming and data rate
information provision schemes, to increase communication
performance of the network. #e authors in the paper en-
titled “CMD: A Multichannel Coordination Scheme for
Emergency Message Dissemination in IEEE 1609.4” pro-
posed the safety message information disseminate scheme
over multiple IEEE 1609.4 channels, control channel (CCH),
and the service channels (SCHs).

In addition to the conventional networking technologies,
authors have also investigated the future Internet archi-
tectures in vehicular networks. #e authors in “Security &
Privacy Issues in Vehicular Named Data Networks: An
Overview” overviewed the security and privacy issues in
Named-Data Networking (NDN) enabled vehicular net-
works. #e NDN-based vehicular networks are at their
earlier stage and require more detailed investigation. To this
regard, authors in the work entitled “Cluster-Based Device
Mobility Management in Named Data Networking for
Vehicular Networks,” proposed the cluster-based device
mobility management (CB-DMM) system for NDN-based
vehicular networks. Each cluster is managed by the cluster
head, which maintains the route information for its cluster
members. #e content information is shared by the content
producer, and this content location information is mapped
andmanaged by the clusters.#e content requesting Interest
messages are forwarded based on that mapping information
in the network. #e results showed that the proposed CB-
DMM has high content request satisfaction ratio.

Furthermore, in the paper entitled “Smartwatch-Based
Legitimate User Identification for Cloud-Based Secure Ser-
vices,” the authors have proposed the smart watch-based
activity recognition and gait-based legitimate user identifi-
cation based on the time and frequency domain sensory
information of user activity. In the next work, “A New
Distance Vector-Hop Localization Algorithm Based on Half-
Measure Weighted Centroid,” a new distance vector-hop
localization algorithm using the half-measure weighted
centroid for wireless sensor networks. Using two-dimensional
position distribution, the algorithm first constructs the ap-
proximate communication radius and network connectivity.
#e algorithm then corrects the distance between the beacon
node and its neighbours to increase the jump distance ac-
curacy to compute the optimized shortest path.

In the last paper of this special issue, the authors have
proposed a Bloch chain-based incentive mechanism for data

storing wireless sensor nodes in the paper entitled “Incentive
Mechanism of Data Storage Based on Blockchain for
Wireless Sensor Networks.” More data-storing nodes receive
more incentive because they offer their limited storage re-
source for other nodes in the network.#e prime objective of
the proposed scheme is to conserve the storage space of the
wireless sensor nodes.
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