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ABSTRACT 
Several papers showed how to perform routing in ad hoc 
wireless networks based on the positions of the mobile hosts. 
However, all these protocols are likely to fall if the trans- 
mission ranges of the mobile hosts vary due to natural  or 
man-made obstacles or weather conditions. These protocols 
may fall because in routing either some connections are not 
considered which effectively results in disconnecting the net- 
work, or the use of some connections causes livelocks. In this 
paper, we describe a robust routing protocol that  tolerates 
up to roughly 40% of variation in the transmission ranges 
of the mobile hosts. More precisely, our protocol guarantees 
message delivery in a connected adhoc network whenever the 
ratio of the maximum transmission range to the minimum 
transmission range is at most V~. 

General Terms 
Mobile computing and Communications 

Keywords 
Wireless Networks, Ad Hoc Networks, Routing 

1. INTRODUCTION 
An ad hoc network is a network consisting of mobile hosts 
that  is established as needed, not necessarily with any as- 
sistance from the existing internet architecture. The mo- 
bile hosts can communicate with each other using wireless 
broadcasts. However, we allow the possibility tha t  not all 
hosts are within the transmission range of each other. Thus, 
communication between two hosts is achieved by multi-hop 
routing, where intermediate nodes cooperate by forwarding 
packets. Host mobility means that  the topology of the net- 
work can change with time. Furthermore, no assumption 
can be made about the initial topology of the network. As a 
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consequence, nodes have to build and update  their routing 
tables au tomat ica l ly .  In the last few years, a large number 
of routing protocols have been proposed for mobile ad hoc 
networks [5, 15, 16, 14]. Most of these use limited flooding 
of control packets to obtain topology information. However, 
flooding can use up significant amounts of scarce wireless 
bandwidth.  

Recently, many authors have proposed the use of location 
information to reduce the amount  of control traffic [1, 3, 
8, 9]. Every node is assumed to know its own location, 
for example, by using the global positioning system (GPS). 
Ko and Valdya [9] essentially use the DSR protocol [5], but  
suggest that  a node forward a packet to a node only if it 
is in a request zone which is likely to contain a pa th  to the 
desired destination. The DREAM protocol [1] uses a limited 
flooding of da ta  packets. On the other hand, greedy routing 
[12] and compass routing [11] completely stay away from 
the flooding paradigm, and at every step, a node forwards 
a packet to exactly one of its neighbors. This neighbor is 
selected by locally optimizing the length of the path  to the 
destination. 

The s tandard model for wireless ad hoc networks represents 
the mobile hosts spread out in some environment by a set 
of points in the Euclidean plane. The transmission range 
R specifies the maximum (Euclidean) distance between two 
mobile hosts at  which they are able to directly communicate. 
A mobile ad hoc network can thus be represented by a unit 
disk graph: given an embedding of nodes in the plane, two 
nodes axe adjacent if and only if they are at distance at  most 
R. We assume tha t  each node is aware of its own position in 
the plane, tha t  is, it learns its x- and y-coordinates, for ex- 
ample, by using GPS. Mobile hosts axe henceforth identified 
by their coordinates in the plane. 

When a mobile host u wants to send a packet to another 
host v located at distance greater than R from u, other mo- 
bile hosts are required to relay the packet. Greedy routing, 
also called geographic distance routing [12] constructs a se- 
quence of mobile hosts (wo,wl, . . .  ,wk) where wo = u and 
wk = v, and wi+l is selected by wi as its neighbor closest to 
the destination v. Obviously, there are several scenarios in 
which greedy routing falls. For instance, if the mobile host 

19 



® . . ' " " °  . . . . . . . . . .  "'"',,0 0 . S " "  . . . . . . . . . .  "'"'-,0 
//" ",•• / . f  W o "",, u ~  V u ~  v 

6al Ib~ 

F i g u r e  1: (a) T h e  e d g e  {u,v} is kept. (b) The e d g e  
{u, v} is r e m o v e d .  

wl is closer to the destination than any of its neighbors, or if 
two adjacent mobile hosts wi-1 and wl are equally close to 
the destination, and none of their Other neighbors is closer, 
then a livelock results. 

An alternative to greedy routing is compass routing [11], 
also called directional routing, for which several improved 
variants have been proposed in [1, 10]. In compass routing, 
the next node wi+l is chosen among wi's neighbors to min- 
imize the angle between wlv and wlwi+l. Unfortunately, 
there are again known scenarios in which compass routing 
fails. Combining compass and greedy routing fails as well, 
although there are large classes of configurations for which 
this combination of the two routing strategies ensures mes- 
sage delivery [2, 3]. 

To overcome the failure of all these routing strategies, Bose 
et al. [4] described a routing algorithm which guarantees de- 
livery of messages in ad hoc wireless networks. (The trans- 
formation of this algorithm into a protocol named GPSR 
was later presented by Karp  and Kung [8].) In order to en- 
sure delivery, the algorithm uses perimeter routing in the so- 
called Gabriel graph of the network [6]. The Gabriel graph 
is a spanning subgraph of the original network. I t  is defined 
as follows: given any two adjacent nodes u and v in the net- 
work ( that  is, two nodes at  distance at most R), the edge 
{u, v} belongs to the Gabriel graph if and only if no other 
node w of the network is located in the disk with the seg- 
ment (u, v) as its diameter (see Figure 1). I t  is known tha t  
the Gabriel graph is planar and connected if the underly- 
ing graph is a unit  disk graph [13]. Once the Gabriel graph 
is extracted from the network, routing is performed along 
its edges• Its planari ty and its connectivity ensure message 
delivery by routing along the faces of the graph (e.g., by 
using the right-hand-rule) tha t  intersect the line between 
the source and the destination. A rough idea of perimeter 
routing is given in Figure 2. 

To improve the efficiency of the algorithm in terms of routing 
performance, perimeter routing can be used in combination 
with greedy routing [8]. Routing is mainly greedy, but  if 
a mobile host fails to find a neighbor closer than itself to 
the destination, it switches the message from "greedy" state 
to "perimeter" state. A message in the perimeter s tate is 
routed around the faces of the Gabriel graph. As fax as the 
message delivery is concerned, one could leave the message 
in this state until it reaches its destination. However, it  
is more efficient to move the message back to the greedy 
state once it has reached the "other extremity" of the face, 
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F i g u r e  2: P e r i m e t e r  r o u t i n g .  
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F i g u r e  3: R o u g h  d e s c r i p t i o n  o f  a l t e r n a t i n g  greedy 
and perimeter routing. 

if possible (see Figure 3). 

Although the algorithm in [4] is the first known distr ibuted 
protocol ensuring message delivery in ad hoc networks with- 
out the use of flooding [9, 12], it is likely to fail if there is 
some instabili ty in the transmission ranges of the mobile 
host. Instabil i ty in the transmission range means tha t  the 
area a mobile host can reach is not necessarily a disk and 
the range can vary between r = (1 - e)R and R, e > 0 as 
shown in Figure 4. 

In such cases of instability, two mobile hosts at distance d, 
where r < d < R, may or may not be able to communicate 
directly. This situation commonly occurs if there are obsta- 
cles (for example, buildings, mountains, etc.) between the 
mobile hosts, which disrupt the radio transmissions. Pertur-  
bations can also be caused by bad weather conditions (heavy 
rain, snow storm, etc.) or other unrelated radio transmis- 
sions. Even a slight variation of the ranges with e arbitrari ly 
small can cause subtle problems. For example, the variation 
in transmission range may create some unidirectional com- 
munication links which would not exist if all hosts had the 
same uniform transmission range. Bidirectional communi- 
cation links can be enforced in a network by requiring tha t  
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F i g u r e  4: T h e  t r a n s m i s s i o n  r a n g e  of  t h e  mob i l e  hos t  
u var ies  b e t w e e n  r a n d  R. 
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Figure  5: Fai lure  o f  t h e  Gabr ie l  g r a p h  c o n s t r u c t i o n .  
N o d e s  u and  v do not  a g r e e  a b o u t  w h e t h e r  or no t  
to  k e e p  t h e  e d g e  {u, v}.  

a communication link from the host u to the host v is valid 
only when an acknowledgment from v is received by u. Even 
when only bidirectional communications are assumed, the 
protocols in [4, 8] may fall due to a slight variation of the 
ranges. The main reason is that the Gabriel graph which 
is used for routing is not a robust structure. For instance, 
Figure 5 shows a case in which the vertices u and v do not 
agree on the existence of the edge {u, v} in the correspond- 
ing Gabriel graph. According to u, the host w is in the disk 
around the segment (u, v) and thus the edge {u, v} should 
not be in the Gabriel graph. However, the host v does not 
see w in the disk and would retain the edge {u, v} in the 
Gabriel graph. Figure 6 shows that it is not easy to over- 
come such a disagreement because removing the edge may 
disconnect the network, but  keeping the edge may create a 
non-planar graph and the planarity of the Gabriel graph is 
crucial for the perimeter routing. 

In this paper, we present a distributed routing protocol 
which ensures the delivery of messages even if transmis- 
sion ranges fluctuate by roughly 40% and prove its correct- 

. . . .  4 . . . . . ~ . . ~  ~ / " t  . . . . . . . .  
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Figure  6: R e m o v i n g  t h e  e d g e  {u, v} r e su l t s  in a dis-  
c o n n e c t e d  graph  w h i l e  r e t a i n i n g  it r e su l t s  in a non-  
p lanar  graph.  

ness. More precisely, our protocol ensures message delivery 
in a connected network whenever the ratio of the maximum 
transmission range to the minimum transmission range is at 
most v~.  This restriction guarantees that for any two hosts 
u and v, if there is another host w in the disk around the 
segment (u, v), then at least one of u and v will be aware 
of the existence of w. We note that  the existence of such a 
protocol if R/r is unbounded is unlikely since allowing ar- 
bitrary values of R and r forces the consideration of graphs 
in which nodes are not connected to other nodes at a short 
distance from them while being connected to nodes further 
away. Like the protocols in [4, 8], our protocol may fail in a 
totally asynchronous environment, for example, if a mobile 
host can be arbitrarily slow while executing the protocol, 
and makes its neighbors aware of its existence very late in 
the running of the protocol. On the other hand our proto- 
col does not require full synchronization between the mobile 
hosts, and a real-time environment in which every atomic 
operation has a bounded execution time is enough to ensure 
its validity. 

The paper is organized as follows. Section 2 defines the 
model of ad hoe networks we use. Section 3 presents our 
protocol, while Section 4 proves its correctness. Discussion 
of the performance of the resulting routing protocol is in 
Section 5. Finally Section 6 contains some concluding re- 
marks. 

2. MODEL 
We model an ad hoc network as follows. A set of mobile 
hosts is spread out in an unknown environment, modeled by 
the Euclidean plane. Two mobile hosts cannot communicate 
directly (that is, exchange messages) if their Euclidean dis- 
tance exceeds a specified value called the maximum range. 
Conversely, two mobile hosts are always mutually reachable 
if their Euclidean distance is below a specified value, called 
the minimum range. These two thresholds depend on both 
the environment and the mobile hosts' technology. The ra- 
tio of the maximum range to the minimum range influences 
the efficiency of our protocol, but  it is designed to work for 
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all possible ratios smaller than V~. 

We will use the following hypotheses and notation: 

• Any mobile host knows the coordinates (x, y) of its 
position. 

• The minimum transmission range is r, i.e. any two 
mobile hosts at  distance d <_ r are able to communicate 
directly. 

• The maximum transmission range is R, i.e. no pair 
of mobile hosts at distance d > R can communicate 
directly. 

• Two mobile hosts at distance d, with r < d <_ R, may 
or may not be able to communicate directly. 

• Communication links are bidirectional, i.e., if a mobile 
host u is able to receive signals from a mobile host v, 
then v is also able to receive signals from u. 

The network is then represented by a geometric undirected 
graph, G = (V, E),  with vertices representing mobile hosts, 
and edges representing communication links. The set of ver- 
tices V is thus a set of points in the Euclidean plane. Let 
d(u, v) be the Euclidean distance between the points u and 
v in the plane. The set of edges E satisfies {{u, v} : u, v 6 
V, d(u,v) <_ r} C_ E and C {{u,v} : u,v 6 V, d(u,v) < R}, 
that  is, E contains all the pairs of mobile hosts at distance 
at most r ,  and some subset of the pairs at  distance between 
r a n d R .  

We note tha t  the transmission .conditions do not vary rapidly 
with time, compared to the speed of electronic communica- 
tions. This implies that  the network may change, for exam- 
ple, due to a change in the weather conditions, but  it  is at  
a t ime scale tha t  allows an easy resetting of the network. 
Thus, we assume from now on tha t  the connections between 
mobile hosts are fixed. However, the structure of these con- 
nections is not known, and it is the role of our protocol to 
ensure message delivery in this unknown network. 

Initially, every mobile host is turned on, and becomes aware 
of its position in the plane (for example, by the use of GPS).  
The only knowledge initially given to a mobile host is its x- 
and y-coordinates in the plane. 

3. A 3-PHASE ROUTING SCHEME 
Our routing protocol is a routing scheme consisting of three 
phases. These phases are called the completion phase, the 
extraction phase, and the routing phase. The aim of the 
completion phase is to add edges, called virtual edges to the 
physical graph G, and hence to return a super-graph S(G) 
of G. Without  this phase, the planar graph resulting from 
the extraction phase would not necessarily be connected. 
Once the completion phase is done, the extraction phase is 
executed, and it returns a connected and planar  spanning 
subgraph of S(G). Finally, the routing phase performs mes- 
sage delivery between mobile hosts. 

The completion phase is a new contribution, and is described 
in detail. The extraction phase is roughly the same as the 

Gabriel Graph construction of [4], and therefore its descrip- 
tion is only sketched. Only the modifications induced by 
the virtual  edges are described in detail as they are original. 
The routing phase is basically the same as the routing phase 
in [4, 8], and alternates greedy routing with perimeter rout- 
ing, i.e., routing around the faces of a planar  graph using 
the right-hand-rule. Thus we include only a brief discussion 
of the routing phase. 

All computations in all phases are local and do not require 
any central controller. 

3.1 Completion phase 
N o t a t i o n .  The ball with center c and radius p, denoted 
B(c, p), is the set of points in the plane at distance at most 
p from c. The disk determined by two points u and v in the 
plane, denote D~,. ,  is the set of points in the circle having 
the segment u, v as diameter.  

Initially, every mobile host u broadcasts  a request for the 
coordinates of its neighbors. Every mobile host v receiving 
this request immediately responds to u with its own coor- 
dinates. The nodes corresponding to the mobile hosts, and 
the edges between a mobile host and its neighbors form the 
graph G. Mobile host u then sets up a list £(u)  containing 
all its neighbors in G. It  marks any node added to £(u)  
as unprocessed. For every unprocessed v E £(u) ,  u s tar ts  
"processing" the edge {u, v} as follows. 

P r o c e s s i n g  o f{u ,  v} b y  u. For every w e £(u) ,  i fw 6 Du,v 
and w ~ B(v, r) then 1 

• u sends the message "(new,w)" to v, including the co- 
ordinates of w; 

• u sends the message "(new,v)" to w, including the co- 
ordinates of v; 

* mark v processed. 

E n d - P r o c e s s i n g .  

In parallel with the processing of its incident edges, every 
node is ready to receive new nodes'  coordinates from its 
neighbors, and to update  its adjacency list £. 

U p d a t i n g  t h e  a d j a c e n c y  l is t  o f  u. Upon receipt of a 
message "(new,w)" from a neighbor v, u checks whether 
w 6 £(u).  If not, then u adds w to £(u)  as an unpro- 
cessed vertex. The edge {u, w} is then set up as a virtual 
edge, and w is a virtual neighbor of u. Node u stores the 
pa th  ve(u,  w) = (u, v, w) corresponding to the virtual  edge 
{u, w}. 
E n d - U p d a t i n g .  

1This condition is easy to check since, if u = (ul,  u2) and 
v = (vl,v2),  then D~,~ is the set of points (x,y) satisfying 
x2-x(u l  +vl)WUlVl Wy2-y(u2-kv2)+u2v2 ~ O, and B(v,r) 
is the set of points (x, y) satisfying (x - vl)  2 + (y _ v2) 2 < r 2. 
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Clearly, this process involves sending messages to virtual 
neighbors, tha t  is to destinations which are not directly con- 
nected to the source. This requires a simple routing proto- 
col called virtual routing to distinguish it from the routing 
protocol resulting from our 3-phase scheme. We describe 
hereafter the sending and the forwarding of messages in the 
virtual routing protocol. 

S e n d i n g  a m e s s a g e .  If node u has to send a message M 
to a (possibly virtual) neighbor v, then u calls send(v, M)  
which proceeds as follows: 

• If v is a neighbor of u, then the message (v, M)  is 
t ransmit ted  to v; 

• Otherwise, v is a virtual neighbor of u, and, according 
to ve(u,  v) = (u, w, v), u performs send(w, (v, M)).  

E n d - S e n d i n g .  

Note that  w may in turn be a virtual neighbor of u, then u 
will repeat  the process, and actually sends M to w' where 
ve(u,  w) = (u, w', w). Eventually, the message will be sent 
through a "real" edge of G incident on u. 

F o r w a r d i n g  a m e s s a g e .  Upon receipt of a message (u, M)  
from a neighbor, node u proceeds as follows: 

• If M = (v, M' ) ,  v ~ u, then u performs send(v, M' ) ;  

• Otherwise u stores M; 

E n d - F o r w a r d i n g .  

When a node u has completed the processing of all its edges 
(virtual or not), that  is, when all nodes i n / : ( u )  are marked 
processed, it enters the extraction phase. Note that  u may 
keep on switching between the extraction phase and the 
completion phase in the sense that  u may learn about the 
existence of a virtual neighbor v after it has already .entered 
the extraction phase. In tha t  case, u stops the extraction 
phase and comes back to the completion phase to process 
the edge {u, v}. We prove later tha t  this does not affect the 
correctness of our protocol. 

The graph obtained by adding virtual edges to G is denoted 
by S(G). At the end of the completion phase, every node 
knows the coordinates of its neighbors in S(G), and knows 
a path  in G corresponding to each of its incident virtual 
edges. Note tha t  S(G) formally exists only after all nodes 
have terminated the completion phase, i.e., after all nodes 
learn about new (virtual) neighbors and whose correspond- 
ing (virtual) edges have been processed. 

One could argue that  the knowledge of the coordinates of 
nodes within radius R of a given node u could be sufficient 
and could be somehow obtained using GPS alone. However 
the knowledge of the existence of v in the neighborhood 
of u, without knowledge of a pa th  between u and v is not 

sufficient for our purposes. Creating virtual  edges, in the 
manner described above, enables the construction of these 
paths. 

3.2 Extraction phase 
The aim of this phase is to extract  a connected planar span- 
ning subgraph of S(G). This is performed by extracting the 
Gabriel graph of S(G), denoted by G G ( S ( G ) ) .  The vertex 
set of the Gabriel graph is V, i.e., the set of nodes. An edge 
{u, v} of S(G), possibly virtual, belongs to G G ( S ( G ) )  if and  
only if there is no other node w 6 D~,~. As stated earlier, if 
H is a unit graph then G G ( H )  is a connected planar span- 
ning subgraph of H.  We will show later that  G G ( S ( G ) )  is 
a connected planar spanning subgraph of S(G). 

More precisely, in the extraction phase every node u pro- 
ceeds as follows. Let / : ' (u)  be initially equal to £:(u). For 
every v E l : ' (u) ,  u determines whether {u,v} belongs to 
GG(S(G)) as follows. 

V a l i d a t i n g  {u, v} b y  u. Node v is removed from the list 
£:'(u). If there exists w E £(u)  N D . . . .  then u "deletes" the 
edge {u, v} in the sense that  v is not a neighbor of u (vir- 
tual or otherwise) in G G ( S ( G ) ) .  Otherwise the edge {u, v} 
is kept in G G ( S ( G ) ) .  
E n d - V a l i d a t i n g .  

Once l : ' (u)  is empty, u has completed the extraction phase, 
and is ready to route messages in the network ( that  is, not 
only those corresponding to the setting up of the system 
during the completion phase. I t  then enters the routing 
phase, which is in fact the "steady state" of the protocol. 
However, if at any t ime u becomes aware of a new neighbor, 
it comes back to the completion phase, and from there to 
the extraction phase. Again, we will show tha t  this does not 
affect the correctness of the protocol. 

3.3 Routing phase 
Once the completion and extraction phases are completed 
and G G ( S ( G ) )  is set up, routing in G is performed accord- 
ing to the strategy described in [4], that  is a combination of 
greedy and perimeter routing in G G ( S ( G ) )  is applied. Of 
course, perimeter routing in G G ( S ( G ) )  alone can be used 
as well. Greedy routing generally performs faster than the 
perimeter routing, but  it may fail at some nodes whereas 
perimeter routing ensures message delivery. I t  is important  
to note tha t  perimeter routing requires routing through vir- 
tuai edges. This routing is performed using the virtual rout- 
ing protocol described in the completion phase. 

As pointed out before, the lack of synchronization between 
the nodes may cause a node u to enter the routing phase, 
and to learn later about the existence of a (virtual) neighbor 
v. Then u comes back to the completion phase to process 
the edge (u, v}. Once u completes the completion phase 
again, it will re-enter the extraction phase, and eventually 
the routing phase again. The discovery of new neighbors 
may happen several times, and u may go back and forth be- 
tween the several phases until it eventually stabilizes in the 
routing phase (no new neighbor remains to be discovered). 
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If node u comes back to the completion phase, it carries on 
routing according to its possibly wrong routing table. As 
we will see, this may cause temporary livelock, but  routing 
will eventually succeed. In fact, as will be discussed in Sec- 
tion 5, frequent alternations between the different phases of 
our protocol do not occur often, and can be caused only by 
some specific placements of mobile hosts that  are unlikely 
to occur in practice. 

4. PROOF OF CORRECTNESS 
The correctness of the routing protocol alternating greedy 
routing with perimeter routing has been shown in [4, 8] 
whenever the underlying graph used for the perimeter rout- 
ing is planar and connected. Therefore, in this section, 
we prove the planarity and the connectivity of the graph 
GG(S(G)) ,  and the termination of our 3-phase scheme. 
First, we need to show that  the construction of S(G) termi- 
nates in a valid state. 

LEMMA 1. If  the vertex u learns about a virtual neighbor 
v, then v eventually learns about the existence of u. Further- 
more, the virtual routing protocol ensures the correct delivery 
of messages through virtual edges. 

R e m a r k .  Note that  we assumed bidirectional communi- 
cation links as a part of our model specification. Thus if 
u knows its neighbor v in the original network G, then v 
knows u as well. 

PROOF. A node u learns about the existence of a new 
virtual neighbor v during the processing of an edge e by 
a node different from u and v. There are two cases corre- 
sponding to the two messages in the procedure process ing:  
either e -- {u, w}, v E D . . . .  w processing e, or e -- {v, w}, 
u E D~,w, w processing e. In both cases, w will send to u the 
coordinates of v and to v the coordinates of u. It remains 
to check that these coordinates are eventually received by 
u and v, that is, that the virtual routing protocol ensures 
delivery of these coordinates. 

By construction, every virtual edge of S(G) has two paths 
in the network G associated with it, one path for every end- 
point. Indeed, the paths associated with an edge {u, v} are 
P~,~ -- (u, v), and Pv,~ -- (v, u). Moreover, the paths asso- 
ciated with a virtual edge {u, v} are 

• P~,, = (P~,~[P~,,) where w is the node from which 
u learnt about v, and "l" is the concatenation of two 
paths; and 

• Pv,~ = (P.,~, IP~,,~) where w' is the node from which 
v learnt about u. 

Note that P~,~ and P.,~ may not be symmetric as the actual 
composition of a path depends on who is the first neighbor 
to inform u and v respectively. 

Next, we show that  the virtual routing protocol routes a 
message M from u to v along P~,~. The proof is by induc- 
tion on the length ~ of the path P~,v. If ~ = 1 then {u, v} 

is an edge in the original graph G, and the procedure send 
transmits the message M from u to v along {u, v}. Assume 
now t > 1. The edge (u, v} is a virtual edge. The node 
u has stored re(u ,  v) = (u, w, v), and calls send(w, (v, M)). 
By the induction hypothesis, the message (v, M) will even- 
tually reach node w. There the procedure forwarding is 
executed, that  is, w will perform send(v, M). Again, by 
the induction hypothesis, the message (v, M) will eventu- 
ally reach the node v where it will be stored. This completes 
the proof of correctness of the virtual routing protocol, and 
therefore of the lemma. [] 

Lemma 1 has the following simple consequence. 

LEMMA 2. The completion phase terminates, i.e., all nodes 
eventually complete the completion phase, and never come 
back to it. 

PROOF. Every node u processes at most ku edges where 
ku is the number of nodes contained in B(u,  R). The pro- 
cessing of an edge consists of sending a finite number of 
messages to a finite number of nodes, and will therefore ter- 
minate. Lemma 1 showed that  the routing of these messages 
will also terminate. Finally once an edge has been processed, 
it does not need to be processed again. [] 

Lemma 1 shows that if a node u has to make a decision 
about whether or not the (possibly virtual) edge {u, v} must 
be removed from S(G),  then v eventually has to make a 
decision as well. The next lemma shows that u and v will 
make the same decision. 

LEMMA 3. If  U decides to remove the (possibly virtual) 
edge {u, v} during the extraction phase, then v eventually 
removes {u, v} as well. 

PROOF. By definition of the Gabriel graph construction, 
if u decides to remove the edge {u, v), then there is a neigh- 
bor w of u in D~,v. Now, since u is currently in the ex- 
traction phase, the edge {u, v} has already been processed 
during the completion phase. During that  processing, u sent 
the coordinates of w to v. From Lemma 1, these coordinates 
eventually reach v, and hence v eventually decides to remove 
{u, v} from 8(8). [] 

It is important  to note that  it might be possible that  v pre- 
viously decided to keep {u, v} in S(G) because v was not 
yet aware of the existence of w when it considered {u, v}. 
However, our protocol ensures that  as soon as v becomes 
aware of w (and this will eventually occur) it has to stop 
the extraction phase (even possibly the routing phase) and 
return to the completion phase to process {v, w}. Later, v 
has to reconsider whether or not the edge {u, v} should be 
removed from GG(S(G)) .  Once w is known, v eventually 
decides to remove that  edge from GG(S(G)) .  

LEMMA 4. The extraction phase terminates, i.e., all nodes 
eventually complete the extraction phase, and never come 
back to it. 
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PROOF. The extraction phase consists of taking a local 
decision about which edges should be deleted. This local 
decision process always terminates. We may enter the ex- 
traction phase several times because of the discovery of new 
neighbors. However, from Lemma 2, there is a time at which 
every node finishes the completion phase and will not come 
back to it any more. The extraction phase is then performed 
for the last time, and is not entered any more. [] 

LEMMA 5. If G is connected and R / r  g v ~  then the 
graph obtained after the termination of the extraction phase 
is planar and connected. In other words, GG(S(G))  is pla- 
nar and connected. 

PROOF. Assume that G G ( S ( G ) )  is not planar, and let 
{u, v} and {u', v'} be two crossing edges in GG(S(G) ) .  Con- 
sider the parallelogram formed by the nodes u, u' ,  v, v'. 
Clearly, at least one of the angles in the parallelogram is at 
least ~r/2. We may assume w.l.o.g, that  the angle u ,u ' , v  >_ 
zr/2. Then u' is in D . . . .  If d(u,u')  <_ r or d(v,u')  < r 
then u' would be a neighbor of at least one of the two 
nodes u and v, and therefore, from Lemma 3, the edge 
{u, v} would have been removed from GG(S(G)) .  Therefore 
d(u,u')  > r and d(v,u')  > r. Therefore, since u r E D . . . .  we 
get d(u, v) > x/'2" r >_ R. This contradicts the fact that any 
edge of G or any virtual edge constructed in the completion 
phase is of length at most R. Hence GG(S(G) )  is planar. 

S(G) is connected since G is connected and S(G) is a super- 
graph of G. By Lemma 3, two neighboring nodes u and v 
make the same decision on whether the edge {u, v} of S(G) 
is kept in GG(S(G)) .  Therefore, we can focus on the local 
connectivity of a node with its neighbors S(G). An edge 
{u, v} is removed from S(G) by u if there is a node w in 
D~,~ who u is aware of, that is, {u,w} E E(S(G)) .  Node 
u informed v of w's coordinates when it processed {u, v}. 
Therefore v is also aware of w and (u, w, v) is an alternative 
path from u to v. Now, two problems may occur: 

(1) It may happen that w removes the edge {w, v} from 
GG(S(G))  because there is a node w' in D . . . .  However, 
since w E D . . . .  w' ¢ u, and hence the alternative path for 
(w, v) does not use the edge {u, v}. 

(2) It may also happen that u removes the edge {u, w} be- 
cause ofw" in D~,~. However, since w E D~,~, w" ¢ v, and 
hence the alternative path for (u, w) does not use the edge 
{u,v}. 

Therefore, for every edge removed from S(G), there is an 
alternative path in GG(S(G) )  joining its two endpoints. 
Thus, GG(S(G))  is connected whenever S(G) is connected. [] 

THEOREM 1. If  R / r  < V~ then the 3-phase routing scheme 
produces a routing protocol that allows delivery of messages 
from any source to any destination in any connected wireless 
ad hoc network. 

PROOF. Lemma 4 shows that all nodes eventually enter 
the routing phase and remain in it. Moreover, Lemma 5 

shows that when nodes are all in the routing phase, they 
agree on a graph GG(S(G) )  which is planar and connected. 
Our routing protocol applies perimeter routing to GG(S(G))  
when greedy routing fails. It is known that  perimeter rout- 
ing ensures delivery of messages in a planar and connected 
graph. By Lemma 1, message delivery is ensured along each 
edge of GG(S(G)) .  Therefore, once the routing phase is 
entered by all nodes, our whole routing protocol ensures 
delivery of messages between any pair of nodes in the net- 
work. [] 

5. DISCUSSION 
This section discusses the performance of our 3-phase rout- 
ing scheme. Our first result concerns the problem of routing 
along virtual edges. It shows that the route corresponding 
to a virtual edge cannot be arbitrarily large. 

PROPERTY 1. [Good news] Let A be the minimum Eu- 
clidean distance between any two mobile hosts. I f  R / r  < x/2, 
then the length of the route in G corresponding to a virtual 

1;12_r 2 
edge in S(G) is at most 1 q- ~"T~-'-" 

PROOF. First we show that if {u, v} is a virtual edge in 
S(G), then the length of the route in G between u and v is 
at most 1 + (R 2 - d2(u, v))/A 2. Property 1 directly follows 
since if {u, v} is a virtual edge, then d(u, v) > r. The proof 
is by induction on the length £(e) of the route. 

Let e = {u, v} with ~(e) = 2. We have e -- (u, w, v), for some 
w, with either u E D~,~ or v E D~,~. Assume u E D~,~. 
Since d(u,w)  > A, we get that d2(u,v) < d2(v,w) - A 2. 
Therefore, (R 2 - d 2 ( u , v ) ) / A  ~ _> 1 as claimed. The case 
v E D~,~ is similar. 

Let e----- {u,v} with ~(e) ---- k > 2. We have e---- (u,w,v),  
for some w, with either u E Dv,w or v E D . . . .  Moreover, 
since R / r  < v/2, if u E D~,~ then {u, w} is an edge of G 
and £({v,w}) = k - 1, otherwise (i.e., v E D~,~), {v ,w}  is 
an edge of G and £({u, w}) = k - 1. Assume the former. 
By the induction hypothesis, we have k - 1 < 1 + (R 2 - 
d2(v, w))/A 2. Moreover, d2(v, w) > d2(u, v) -b A 2. Therefore 
k _< 1 ÷ (R 2 - d2(u,v)) /A 2 as claimed. The case v E D~,w 
is similar. [] 

The above property implies that  the values of R, r and A 
can be used to find the length of the completion phase. 

It is known that unit  disk graphs with a restriction on the 
minimum distance between two nodes have nice algorithmic 
properties [7]. This seems to be also the case as far as effi- 
cient communications in wireless ad hoc networks are con- 
cerned. Indeed, the following is a direct corollary of Prop- 
erty 1. 

COROLLARY 1. If R / r  = 1 q-e, 0 < e <_ x / 2 -  1, then 
placing the mobile hosts so that no two mobile hosts are at 
distance less than x/e. r ensures that the length of the route 
corresponding to a virtual edge is at most 4. 
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F i g u r e  7: A c o n f i g u r a t i o n  of  t h e  m o b i l e  hos t s  y ie ld-  
ing  " long"  v i r t u a l  edges .  

For instance, if the variation in transmission ranges is at 
most 10%, then placing the mobile hosts at mutual distance 
at least r/3 ensures that the length of the route correspond- 
ing to a virtual edge is at most 4. However, there are cases 
for which our 3-phase scheme generates a high volume of 
communication, and for which there will be no benefit com- 
pared to flooding. Such a bad case can be summarized as 
follows: 

PROPERTY 2. [Bad news] For any k > O, and any ratio 
R / r  < ~/2, there is a configuration of the mobile hosts for 
which the path corresponding to a virtual edge is >_ k. 

PROOF. The "bad" configuration is depicted on Figure 7. 
~rhere are two set of nodes, half of them on the left line and 
half of them on the right line. Each of the nodes on the left 
line is at distance larger than r from any of the nodes on 

the right line, and they do not see each other, except for 
the nodes x and y which axe connected by the real edge a of 
G. The processing of a by x yields the virtual edge b. The 
processing of b by y yields the virtual edge c. The processing 
of the edge e yields a virtual edge f which yields a virtual 
edge g, and so on. The process ends with the construction 
of the virtual edge labeled i in Figure 7. Since the number 
of nodes on each side can be arbitrarily large, the route 
corresponding to the virtual edge i can be made arbitrarily 
large. [] 

Note that  the importance of the bad news should be mod- 
erated in view of the good news in the sense that  the good 
news requires mobile hosts to be not too close, whereas the 
bad example requires mobile hosts to be arbitrarily close• 
The reality is somewhat in between these two extreme cases. 
The bad case depicted in Figure 7 could correspond to a case 
where a large obstacle separates the nodes into two groups 
with only one real edge between the two groups. Clearly, 
the shortest communication paths between nodes of the two 
groups are long and the use of the virtual edge i only doubles 
the length of some of the communication paths. 

Notice that  the efficiency of the construction of S(G) could 
be improved by applying heuristics. For example, edges can 
be processed in order of decreasing lengths. 

6 .  C O N C L U S I O N S  
We have proposed a robust position-based routing scheme 
allowing routing in ad hoc wireless networks in which trans- 
mission ranges may vary up to a ratio of ~/2. The value 
of ~/2 is the largest value that  guarantees that  for any two 
hosts u and v, if there is another host w in the disk around 
the segment (u,v), then at least one o f u  and v will be aware 
of the existence of to. Our scheme does not require flooding 
the network to set up the routing protocol, but  rather every 
node performs a limited exploration of its locality. The de- 
gree of the locality of these explorations depends on the ra- 
tio of the maximal range to the minimum range, and on the 
minimum distance between two mobile hosts. It is expected 
to be small in practice. We axe currently investigating the 
stretch factor of the routes used in the routing phase. 

Many problems remain open, in particular: 

1. 

2. 

3. 

What  can we say if the ratio R / r  > x/2? (In this case, 
our scheme may fail because one cannot guarantee the 
planarity of GG(S(G)) . )  

What  can we say if the connections axe not bidirec- 
tional, that  is, u can receive signals from v but  v can- 
not receive signals from u? (In this case, our scheme 
fails because the Gabriel graph construction requires 
symmetry between the two endpoints of an edge.) 

Would it be possible to derive a routing scheme which 
ensures the termination of the set-up of the routing 
before the routing starts? (Our 3-phase scheme allows 
nodes to start routing messages while the set-up of the 
routing tables is not completed.) 
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