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ABSTRACT

While many solutions have been proposed for routing in maalaoc networks, only a
few have considered the issue of scalability of these pod$dn networks having node
membership in the order of thousands spread over a large &eagraphic routing
using source—destination locations has been widely stej@s a scalable alternative
to conventional routing approaches in mobile ad hoc netavoHowever, efficient lo-
cation management algorithms are required to discover tindé@en’s location before
data transfer can be attempted using geographic routingneTdeemed scalable with
respect to network size, mobility and traffic, the signa@lioverhead due to location
management must be kept low so that the performance of ggugreouting is mini-
mally affected.

In this research, we introduce a novel location managemestbgnl known as
Scalable Location Management (SLALoM), which outlines hesne for partitioning
a given terrain into ordered regions for location manageme@ur detailed analysis
shows that under random node mobility and communicationirements, SLALoM
improves upon the asymptotic location management cost amdpo existing location
management schemes. As an optimization, we use the coniciggtbforwarding to
introduce a scheme called Efficient Location ForwardingKEthat mitigates the loca-
tion update cost of SLALoM. We show that, while the asymtotierhead cost by such
an improvisation matches that of SLALoM, ELF outperformsA&bM in practise.

Noting that a two-level hierarchy leads to an overall redurcin the location man-

agement cost, we investigate the use of multilevel hiegatcurther minimize the sig-

Xiv



nalling cost and make efficient use of the limited bandwidttihe wireless channel. We
propose a novel grid ordering scheme known as Hierarchidal Gcation Manage-

ment (HGRID) that yields only a logarithmic increase in thedtion update cost with

respect to the number of nodes in a uniformly and randomlyildiged ad hoc network.

We also show that, under a specific framework, all the praphpsetocols are scalable
with respect to mobility and network size. We carry out estea simulations to quan-
titatively compare the performance of the protocols undactical considerations that
could not be incorporated into the analysis, and to studylboation management can
affect geographic routing.

While the proposed protocols perform well in dense netwdhesy may suffer from
protocol incorrectness caused by low node density. In dadackle this problem, we
introduce proxy based location management, a novel enh@rehat can be used in
conjunction with Face Routing in planar graphs to operateiefitly in sparse or irreg-
ular network conditions. We show that Face Routing on theagslgnaph constructed
from the unit disk graph may fail to discover proxy serverioeg. Accordingly, we de-
fine an overlay graph as one in which a graph edge is definedebattwo unit regions
if a radio link exists between any two nodes located in theggons. The Connected
Overlay Planar Graph Construction problem is to construatranected planar graph
from the overlay graph. We present a polynomial time, cdéimgd algorithm that solves
the problem, and propose a novel routing protocol basedsiniited version of this
algorithm known as Grid Traversal Algorithm (GTA) which pms well in a wireless

network due to its localized nature and low control overhead

XV



Finally, we note that an efficient unicast routing schemetrbesamenable to sup-
port resource efficient multicasting. While the Steiner Tpeeblem is known to be
NP-Hard in literature, we investigate efficient heuristieat incorporate node locations
for approximating a minimum cost delivery tree for group coumications in large ad
hoc networks. We propose Location Guided Core (LGC), a nowbpol that inte-
grates location management and multicast tree construgiio a single framework.
The protocol is purely distributed and localized, and agtsea sub-linear reduction for
the average control overhead over flooding, which is predantly used to dissemi-
nate node locations for location based multicasting intexgsprotocols described in

literature.

XVi



Chapter 1

Introduction

Since their emergence more than twenty years back, wireletsgorks have gained
popularity world wide. This is particularly true with thetioduction of mobility to
wireless nodes. In the last decade alone, wireless subserdnd traffic has seen an
unprecedented growth compared to the traditional teleplsantching system. Archi-
tecture wise, wireless networks can be classified into tviegmaies - those that require
an infrastructure set up to aid their operation [1], [2], é8ld those that operate with-
out the aid of any centralized administration or supporvises [4], [5], [6]. Wireless
networks that belong to the first category typically make ofa fixed architecture
consisting oBase StationBase Station ControllerandMobile Switching Centerfor
inter node communication, and wireless communicationusig over a single hop i.e.
a full duplex channel between the mobile node and the Baserst&xamples of such
networks are Cellular networks for mobile communicationr@eide geographic area,

and WiFi/WLAN [7], [8] hotspots for short range high speedadadbmmunication. On
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the other hand, multi-hop ad hoc networks are truly dynamit @perate on the fly.
There is no centralized control nor fixed routers, and heacé enobile node acts as
a router to forward packets intended for destination nodesasibility of such net-
works can be quite useful for dynamic applications such adecences, search and
rescue missions, disaster relief, automated battlefialt$ sensor networks, to name a

few [9], [10].

Routing in ad hoc networks has posed an interesting challente research commu-
nity, in which finding and maintaining a route between a seddestination pair in a
communication session imposes a major hurdle in desigmngffecient routing pro-
tocol for such networks [11]. Due to mobility, the networkptdogy varies frequently,
and end-to-end sessions are subject to link failures cothgtaMany protocols have
been suggested for solving this problem, and these can laellgrolassified into two:
proactive and reactive protocols. Proactive protocols are table driven [12] [1&8}d
continuously evaluate routes to all other nodes in the ndtwehile reactive protocols
compute routes only on-demand [14], [15]. A third class aitpcols, known agybrid
protocols, takes advantage of the best of both proactiveesaadive protocols [16], [17].
While many solutions have been proposed for routing in maullénoc networks, few
have considered the issue of scalability of such protoocatetworks having node mem-
bership in the order of thousands, and that are spread oeegea ¢eographic area. A
unique characteristic of ad hoc networks is that the limidaddwidth of the wireless
channel is shared by signalling traffic as well as data, aeddimer is given a higher

priority than data. This works fairly well for routing pratols in small networks with
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low node mobility, since the volume of signalling traffic & enough to carry out the
route discovery and maintenance phases without distutbmglata traffic. However,
increased node mobility and node membership can lead tsgixety high signalling
traffic, leading to congestion and poor network performdaég [19]. Intuitively, any
routing protocol that tries to maintain state (e.g. a preygoted source route, network
topology) for routing purposes, appears non-scalableddrax networks, since main-

tenance of the state requires additional signalling oveetiitire network.

Recent advances in positioning techniques such as GPS [A0jther ad hoc local-
ization [21] has motivated researchers to pursue bettémggchemes that take into
account the physical location of the node (location is Uguapresented as a tuple
consisting of latitude, longitude and altitude or as a poirgpace using cartesian co-
ordinates). Many schemes have been proposed for positeediauting in static ad
hoc networks that guarantee loop free routes from a sou@eéstination [22]. One of
the key observation from all of the position based routirgpeathms is that the routing
decision at an intermediate node is solely based on itsiposits locality informa-
tion (position of neighbors), and the position of the degtion. Nodes can periodically
broadcast short packets containing their identities akagdbcations so that each node
is aware of its neighborhood. Another motivation for usimgpgraphic routing is that
link breakages do not necessarily result in routes gettingdm, since packets can be
readily forwarded via alternate links, and are guarantedoketdelivered as long as a
path exists in the network. Clearly, only localized alganthprovide scalable solu-

tions, and geographic routing is indeed a potential cateitta scalable routing in a
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critically power/bandwidth constrained network.

Although geographic routing may be the key in providing daga solution for routing

in ad hoc networks, an important requirement for any pasitiased routing algorithm
is the need for an accurate position information of the dastn. Thus, a fundamen-
tal problem in geographic routing is maintaining the looas of nodes in a distributed
manner in an ad hoc network such that the position of a redjuestination can be
determined with minimal effort. Flooding based schemeshmansed for determining
the position of the destination before the actual routing,these are not scalable with
respect to geographic routing. Location management has édeaustively studied in
conjunction with Cellular networks, but the dynamic naturthe network as well as the
scarcity of bandwidth makes this problem more interestimgj ehallenging in ad hoc
networks. A few location management schemes can be founterature [23], [24],

but all have a cost complexity that growsBl, whereN is the number of nodes in the
network. We are motivated to find efficient schemes that haesvar cost complex-

ity than existing location management algorithms, and égbetter suited for location

management in geographic routing.

In this proposal, we introduce thre@veltechniques -SLALOM ELF andHGRID —
that can be used to reduce the location management ovenhegebgraphic routing
networks. The main idea in our algorithms is to divide theaier into unit regions,
and combine these regions into groups in a specific way sathtth location manage-
ment primitives such as location update, maintenance aed/opg within these groups

result in minimal control overhead. BLALoM(Scalable Location Management), we

4



CHAPTER 1. INTRODUCTION

define awo—level hierarchyandnear/farhome regions such that near home regions are
updated more frequently than far home regions. This opéition results in a better
location management cost fSLALoM and we show that the average location manage-
ment cost increases only B\Iéfl, an asymptotic improvement ovefN. Currently, this is

the best known upper bound for asymptotic average locatemagement cost found in
literature. While the asymptotic location management cost theoretic interest, simu-
lations show that the location update schem8liALoMcauses localized congestion in
the network. We use the conceptlotation forwardingto create a new protocol called
ELF (Efficient Location Forwarding) to improve the practicalHeemance ofSLALoM

We find that, while the asymptotic overhead cost due to thpavisation matches that

of SLALoM, ELF outperformsSLALoMin average case scenarios.

While the overhead in the previous two protocols have beerateunder the assump-
tion that any node can randomly initiate a network connedoany other node in the
network, and move arbitrarily any where in the network, thesy not be true in practise
for certain applications envisioned for ad hoc networkstti®aarly, node movement
may be limited to a specific region in the network. There maly tve few occasions
when a node is required to traverse the entire network demfretquently. Another ob-
servation is that there is a good chance that communicagedsimay frequently arise
between nodes that are geographically located close to ahen than ones that are
located far away. Under these considerations, one wondtlers ¢éhe effect of employ-
ing a multi—level hierarchy for location information maragent, in which the clarity

of location information is higher across lower order lead@rile higher order leaders
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have a better overall view of the network. Thus, we define agrmavordering scheme
for Hierarchical Grid Location Management, where the highg is defined by the po-
sition of the node in the specific locale of the terrain. Wevslioat, the asymptotic
location update cost — which forms the majority of the lamatnanagement overhead —
increases only as &g Simulation results show that this decreased overheatts@sa
much improved performance for HGRID over existing locaticenagement protocols,
and is a promising contender for location management in alegs ad hoc network

architecture.

One of key requirements of the proposed grid based locatemagement protocols is
that the network density must be sufficient to contain nodeserver regions such that
the protocol packets always reach their intended destimatiWhile the probability of
protocol incorrectness is low for densely deployed ad howoks, this may not be the
case when the server regions become empty due to lack ofisoffitode density or
high node mobility. Such a condition, in which there are nde®in a server region
is called theempty regiorproblem, and we investigate the effect of node density and
mobility on the empty region problem. We outline a proxy lshleeation management
scheme to combat this problem wherein an adjacent non—amgitn is delegated the
responsibility of taking over the server duty in the everitth server region becomes
empty. The concept of proxies can thus be used in conjunatittngrid based location
management schemes to overcome the problem caused by arketensity. How-
ever, the proxy scheme requires the support of an efficiesgrgg@hic routing protocol

to seek out adjacent non—empty regions, and we show thartugeographic routing
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protocols described in literature may cause the proxy sehtenoperate inefficiently.
We define orOverlay Graphas one in which the unit regions become the vertices in the
graph, and a bidirectional edge exists between two veriicdge overlay graph if there
are two mobile nodes within these regions that are in radigeaf each other. The
connected overlay planar graph construction problem is tbeonstruct a connected
planar subgraph using the overlay graph. We present a polahdime, centralized
algorithm using a specific property of such graphs to solegtioblem. A planar graph
face routing protocol called Grid Traversal Algorithm (GTi& then proposed which is

effective in aiding the proxy location management scheme.

One of the key requirements of an efficient network protosahat it must be able
to support multicast operation due to group communicatietvben the nodes. While
many protocols have been suggested for constructing rasttaelivery trees in ad hoc
networks [25] [26], [27], [28], most of these rely on sourcesed trees or core trees
based on the network topology. Due to change in the topolagged by mobility, all
the protocols mentioned resort to either flooding the em@®vork to reconstruct the
multicast tree or periodic heartbeat messages from allsnodéhe multicast core to
update the state of the tree. Clearly, such schemes are mablecdue to the excessive
control overhead that grows with an increase in the numberuiticast nodes per group
or with an increase in number of multicast groups themselVékile the Steiner tree
problem is known to be NP-Hard [29], we note that any protdhat tries to build a
minimum cost delivery tree can only construct an approx@negge as the network size

grows, and even so with complete information of the netwopotogy. In other words,
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if one were to build an approximate tree, then the controfttoead needed to keep the
topology information up-to-date across all the node wowddehormous. We take an
alternate stance: instead of trying to minimize the datavelgl cost by creating the
best possible multicast tree, create an approximate tegarthy not be as efficient but
construct such a tree with a much lesser control overheadvahdut giving in on the
network throughput.

We investigate the use of node locations in constructingagabte multicast pro-
tocol. Our work improves upon the Location Guided Steinetguol [30] that ap-
proximates a minimum cost multicast tree by flooding nodations and distributively
constructing such a tree using the node locations. We usmtieept of a multicast core
similar to that in [31] to build a shared core tree among thétioast senders and re-
ceivers. While core based protocols are known to be non—aptthey have the distinct
advantage that the amount of state the routers need to nmamtass than their source
tree based counterparts. Our protocol takes the core idaantv level in the sense
that the core construction is location based, and involviyg @ subset of the nodes to
construct/maintain the core. The use of locations furteduces the overhead required
to operate the protocol and we show that the average cornteohead achieves a sub-
linear reduction in the number of nodes compared to that oflfttg as the network size
grows.

The rest of the thesis is organized as follows. We introdbeehallenges in unicast
routing and the issue of scalability in ad hoc routing in dea@. Chapter 3 introduces

three novel location management protocols, namely SLALBM; and HGRID. Chap-
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ter 4 presents our research results on the scalability prep®f the proposed protocols
and describes the performance studies carried out via ationé to analyze how the
protocols stack up against each other with respect to vamnetwork parameters such
as network size, mobility and traffic. We outline the emptyioa problem caused by
low network density and our proxy based solution in Chaptek Fulticast extension
to grid based location management is described in Chaptet /@arconclude this work

with some future research directions in Chapter 7.



Chapter 2

Background and Related Work

This chapter introduces the background and motivation éwrresearch, and outlines

the some of the challenges and solutions described in the@ddiwork literature.

2.1 Routing in Mobile Ad hoc networks

Since its inception, the Internet has existed as a netwattk asfundamentallyuasi—
static topology. While the Internet was designed in a distributeshifan with an eye
for adapting to topology changes (due to link outages antkerdailures), its routing
technology was not designed for node mobility or drastiotogical changes. Due to
mobility, the network topology in an ad hoc network variesgfnently, and end-to-end
sessions are subject to link failures constantly. The échibbandwidth which is shared
between control and data makes it almost impossible for stmlenaintain an up—to—

date view of the network topology. Hence, the design of awmiefit routing protocol

10
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for mobile ad hoc networks must have the following consitiens:

¢ Distributed operation: Since nodes may arbitrarily leand pin the network,
and the network is subject to unpredictable node failure tdysower drainage
or sleeping, link failures due to channel conditions andvoek partitions, the

routing task has to distributed and not be borne by just a fedes in the network.

e Loop freedom: Due to unstable states in the network, a smaadtibn of packets
may spin around in the network for arbitrary time periods.hdd solutions such
as TTL values can bound the problem, but a more structuredvatieformed

approach is generally desirable as it usually leads torattrall performance.

e On demand operation: Instead of assuming an uniform trafftciloution within
the network (and maintaining routing between all nodeslainaés), let the rout-
ing algorithm adapt to the traffic pattern on a demand or neesikb If this is
done intelligently, it can utilize network energy and baidiWw resources more

efficiently, albeit at the cost of increased route discowiay.

e Proactive operation: In certain contexts, the additioatdricy demand-based op-
eration incurs may be unacceptable. If bandwidth and eneggurces permit,

proactive operation is desirable in these contexts.

e "Sleep” period operation: As a result of energy conservatay some other need
to be inactive, nodes of a MANET may stop transmitting andéeeiving (even
receiving requires power) for arbitrary time periods. Atinog protocol should be
able to accommodate such sleep periods without overly adwa@msequences.

11
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e Scalability: Increased node mobility and network size caadIto excessively
high signalling traffic and delays, leading to congestiod pnor network per-
formance. In this work, we devote to this issue, which consepplications

involving thousands of nodes spread over a large geograpba

In summary, the networking opportunities for MANETSs areiguing and the engineer-
ing tradeoffs are many and challenging. A diverse set ofgper&nce issues requires
new protocols for network control. Literature describesnynarotocols to route in
MANETSs [32], [11]. In general, these can be classified into:tproactiveor reactive
Proactive protocols are table driven, and continuoushuata routes to all nodes in the
network, while reactive protocols compute routes only emdnd. We describe a few

popular protocols described in literature.

2.1.1 Proactive Protocols

Proactive protocols a.k.a table driven protocols (the nder&ring from their use of ta-
bles in trying to maintain an up-to-date view of the netwoylelschanging these tables)
are usually modifications of well known routing protocols feeir wired counterparts;
namely - distance vector or link state protocols [33]. Thasealsadflat routing pro-
tocols in the sense that they try to compute the shortest lpetitkeen any two pairs
of nodes given the topology information. Since the topolagiknown well before,
communication sessions have minimal delay during in#&lon since the next inter-
mediate node for packet forwarding is already known. In @ldktate Routing [12],
the key motivation is to maintain topology information byceanging link states of
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known destinations between neighbors periodically. Onativer hand, the Wireless
Routing Protocol [13] tries to avoid the well knovaount—to—infinityproblem due to
link failures by using the predecessor to destination imfion in routing exchanges.
In the Destination Sequenced Distance Vector (DSDV) puadtf®4], a methodology
similar to the Distributed Bellman Ford algorithm is adopt@dvhich route entries are
tagged with asequence numbéo indicate the freshness of the entry. More recently, an
optimized version of the link state protocol using multigaelaying was suggested
in [35]. However, in a highly dynamic environment, some @& protocols prove quite
ineffective in trying to maintain a unified view of the netwdopology across all nodes
due to the large size of routing messages that consume #aaglscarce bandwidth in

wireless networks [36].

2.1.2 Reactive Protocols

Reactive protocols take a different approach to routing bgmating routes only when
necessary. When the need for a communication session d@hsesurce node broad-
casts aoute querypacket which is flooded across the network in an attempt todind
route to the destination. If a route is found (either by thsti@tion or another node
that previously knew a route to the destinationjpate replyis sent back to the source.
The source can potentially choose from multiple such reg@ied chooses the best path
it obtains via the route discovery process. However, roatesrror prone due to node
mobility, in which case, the intermediate node that disc®tlee broken route sends a

route errorpacket back to the source. The source then proceeds tat testaliscovery
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process (if it does not already have an alternate path iragke) to find a new route to
the destination. Data packets carry the entire source ssute Dynamic Source Rout-
ing (DSR) [14] or follow the forward (backward) path set up I troute discovery
process in Ad hoc On Demand Distance Vector (AODV) [15] nogitiThe route selec-
tion process may be nodal degree based as in AssociativigdBRasuting (ABR) [37]

or signal strength based as in SSR [38]. The Temporally @diRouting Algorithm

(TORA) [39] is yet another on demand routing protocol whickates a destination

oriented acyclic graph for multiple routes to the destormati

2.1.3 Issue of Scalability in Current Solutions

Although most of the protocols described in the previougises try to adapt to the
dynamic nature of the network and the constraints imposeahddyility, none of them
have been shown to scale with either network size or incceaede mobility. Table
driven protocols usually try to optimize on the shorteshdagtween the source desti-
nation pair, but add considerable control overhead thaeases a®(n?) to maintain

a snapshot of the network across all nodes. [36], [40] haashioat table driven pro-
tocols perform poorly with respect to on demand protocokerms of network control
overhead, achievable throughput as well as per packet defagny scenarios, includ-
ing networks that have node memberships in the order of tenedes. Additionally,
caching techniques anhplicit source routesvere proposed in [41] and [42] to reduce
the overhead in on demand routing. Ironically, even thowgittive protocols only in-

cur overhead for route construction and maintenance whedaak(which gives them
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the upper hand over proactive protocols), they too suftanflimited scaling properties
due to the overhead incurred in carrying out route discoa@y maintenance in large
networks [43], [44] due to network wide flooding. Route disexgy being a broadcast
mechanism, can flood the network and the impact of this behavilarge networks
will be significant. Also, since path lengths are longer andkierage when the network
diameter increases, communication sessions are proneltiplaiink breakages. This
results in multiple nodes initiating the route recovery hedsm using error packets.
These error packets may not reach the source due to upstidafailures along the
reverse path, and even if they do, the source node will belemaimake a repair before
another link in the route breaks. While hybrid solutions tt@inbine the best of both
reactive and proactive protocols have been proposed mtite [16] [17], these suffer
due to the inherent drawbacks in their respective reagptigattive components in large

networks.

Clustering and hierarchical network organization has beeslaknown technique to
achieve scalability in wired networks [45], [46], and thées been considerable work
in this area to adapt this concept for organizing multi-haggless networks into hier-
archical clusters for routing scalability [47], [48], [4950], [51], [52], [53]. However,
the original motivation behind hierarchical routing is &duce the memory require-
ments for storing routing table in internetworks of thoudsof networks consisting of
millions of hosts, and not to withstand the unpredictablé dynamic nature of mobile
ad hoc networks. Even it were possible to form unique clested organize them into

a hierarchical network (which in itself is a daunting taskgintenance of this hierarchy
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with mobility would be extremely difficult, given the dynaotiopology changes and the
limited bandwidth by which the reconfiguration informatimust be propagated across
the nodes. Cluster head changes can cauggpbng effect where the role change of
a leader in the higher level of hierarchy results in subsegjabanges in lower lead-
ers all the way to the bottom of the hierarchy. Another diftitask in maintaining a
hierarchical network is the assignment and binding of natliresses to hierarchical
addresses, which is primarily used for routing in the higmgr Periodic or triggered
registration/binding of addresses to hierarchical adsrgsand the query—-response for
obtaining the hierarchical address before the start of anmanication session add to
the control overhead, and hence, congests the network ditiadto all these, the path
used for routing may be sub—optimal than the shortest path iateerent tradeoff in

hierarchical routing — which may lead to higher bandwidthszamption.

2.2 Geographic Routing

Recent advances in positioning Several schemes have bgawspobin literature to lo-
cate wireless nodes in the context of indoor and outdooriegins. These solutions
are GPS based [54], [20], infrastructure based [55] or @@lletwork based [56], [57],
[58] for mobile location tracking in an outdoor environmerfor tracking nodes in
an indoor environment, the RADAR system [59] builds a signajdrprint of the en-
tire region, and matches a node’s received signal streongtbtain its location. In the

CRICKET location support system [60], nodes receive periodiia and ultrasound
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signals from installed base stations, and associate thessseith the closest base sta-
tion. More recently, [61], [62], [63], [21], [64], [65] desbe distributed algorithms to
obtain node positions in ad hoc networks where location an@wodes identify their
locations with the aid of more capable nodes that alreadwkheir locations. Recently,
a new family of protocols have been proposed that take adgardf these localization
algorithms to use the position of nodes to aid in routing iredeiss multi-hop networks
with an eye on achieving routing scalability. A survey of itios based routing algo-
rithms can be found in [66] and [67]. We describe represamtaichemes from the

above in the following section.

2.2.1 Greedy Routing Algorithms

Finn's Cartesian routing68] is the earliest known position based routing mechanism
found in literature for datagram routing in wired network&reedy forwarding has
been an efficient contender for position based routing ireless packet networks.
In [69], Takagi et. al. suggestedost Forward within Radius with backward pro-
gression(MFR), in which all nodes are aware of the positions of thefivemeighbors
within their transmission radii and packets to a destimatice forwarded to the node
that makes most forward to the final destination locationndfnodes are in the for-
ward direction, the intermediate nodes transmits to thst leackward terminal, if any.
Thus, MFR tries to minimize the number of hops a packet hasietse in order to
reach the destination. Under a fixed transmission rangdlfopdes and spatial distri-

bution of nodes according to a two dimensional Poisson pdé9] proved that the
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optimal number of nodes covered by a single transmissiouldho® eight such that the
forward progress made during each transmission is maxéniie figure 2.1, source

Sforwards a packet t€ using MFR for a packet destined fbr. Although MFR per-

o

Figure 2.1:Greedy Forwarding

forms in scenarios where the transmitter is able to contettansmit power according
to the distance between the sender—receiver pair, yet@anstiiategy known adearest
Forward ProgresgNFP) [70] performs better than MFR where the sender is able t
control the packet transmit power. As per this approach pteket is transmitted to
the sender’s nearest neighbor that makes forward progrebke destination. Thus, in
figure 2.1,Sforwards the packet t8 using the NFP scheme. Intuitively, when a node
transmits at full power, although the packet is able to finekc@iver that makes maximal
forward progress, the increased interference range duedastrategy results in addi-
tional collisions, resulting in unsuccessful transmiesio Thus, the average forward
progress, denoted hy- f(a,b), wherep is the probability of a successful transmission
andf(a,b) is the progress made for a transmission from nattenodeb, is higher for

NFP than MFR.
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2.2.2 The Local Maxima Problem and Recovery via Face Routing

A main disadvantage of greedy forwarding is the occurrerice local maxima from
which it may not recover. For example, in figure 2.2, nade an intermediate node
for a packet destined for nod2 However,x does not have any active neighbors that
can make forward progress towards Thus, avoid (or ageographic holgis said to
have occurred at, since the greedy forwarding scheme led to the occurrenadaufal
maxima atx. Although two pathgx — w — v — D] and[x — y — z— D] exist toD,

x will not choose to forward to eithev or y using greedy forwarding. To recover from

Figure 2.2:The local maxima problem

geographic holes, Karp et. al. [71] suggested@needy Perimeter Stateless Routing
(GPSR) in which a packet follows the path according to the wmetwn right-hand

in planar graphs rule to traverse around the void. Thus, mwdi@.2, it is possible
to traverse around the perimefgr— w — v — D — z— y — x| by using this cycle
traversing property. The concept of creating planar grdms arbitrary graphs using
Relative Neighborhood Grapi{BRNG) andGabriel Graphs(GG) is well known in lit-
erature. Thus, only by knowing the local neighborhood imfation alone, it is possible
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for nodes in an arbitrary graph to remove edges locally tsmf&NG or GG planar
graphs. In [71], the authors adapted the routing protocobtain the RNG graph, since
they felt that the RNG being a subset of the GG, offered theilpitisgs of an enhanced
MAC protocol performance due to reduced interference framaller subset of edges.
Having formed the planar graph locally, the routing is dosié#lows: carry out greedy
forwarding whenever possible. On encountering a geogecapiie, switch to perimeter

mode. Figure 2.3 shows how perimeter forwarding occurs iSEPA connected pla-

Figure 2.3:Example of Perimeter Routing in GPSR

nar graph partitions the plane intacesthat are bounded by the polygons made up of
the edges of the graph. The concept is to forward the pack#teofaces of the graph
that are progressively closer to the destination. On eawd the packet is forwarded
along the interior of the face by using the right hand rulewfard the packet on the next
edge counter clockwise from the edge on which it arrived. Vélienthe line between
the source and the destination (which indicates the shdttedidean path and the best
direction to reaclD) intersects the edge along which the packet is to be forwkarde

check if the intersection is closer to any other intersecpeeviously encountered. If
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this is true, switch to the new face bordering the on the edyetwthe packet was about
to traverse, and continue to forward the packet accordirteaaight hand rule. This

algorithm guarantees the successful delivery of a packiBtifa path does indeed ex-
ist, or the packet gets dropped at an intermediate node witatibes the repetition of

forwarding the packet at the start of the cycle.

Independently, Bose et. al. suggested the Face-Il [22] gorusing a similar
concept to GPSR to route messages using the right hand rplanar graphs. They
assume ainit graph model in which a edg€u,v) exists between nodasandyv, if
dist(u,v) < R, whereR is the transmit range. Given an arbitrary graph, nodes can
compute the Gabriel Graph locally by removing non-planayesdwith the aid of their
neighborhood position information. Since the Minimum Spag Tree (MST) is a
subset of both the unit graph as well as GG, the intersecfidnotin must give rise to
a connected planar graph. The Face-Il algorithm is simdathe graph traversal in
GPSR, and routes packets towards the destination by seglhetduring the faces of
the planar graph by the right hand rule. Finally, they coralgneedy forwarding with
Face-Il to create a new algorithm called GFG (Greedy-Fame@y) that switches to
greedy routing from face routing when a suitable node thedtied closer to the point

where face routing started is found.

2.2.3 Scalability of Geographic Routing

One of the key observation from all of the position basedingualgorithms is that

the routing decision at an intermediate node is solely baseits position, its locality
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information (position of neighbors), and the position oé tthestination. In any dis-
tributed routing protocol (except flooding), these are mali requirements to perform
routing. With positioning devices such as GPS becoming m&reand availability of
alternate localization schemes, determining one’s owitipads no longer an obsta-
cle. Nodes can periodically broadcast short packets auntatheir identities as well
as locations so that each node is aware of its neighborhowotk Hreakages will not
result in loops if intelligent routing decisions are madehug, in terms of required
resources and loop freedom, geographic routing gains aarupmmd over proactive
protocols. Additionally, routing requires minimal statéarmation, and packets need
to carry only the destination location information for inteediate nodes to perform
routing. Finally, link breakages do not result in routediggtbroken, since packets can
be readily forwarded via existing links, and are guarantedak delivered as long as a
path exists in the network. Clearly, only localized algarmthprovide scalable solutions,
and geographic routing is indeed a potential candidatecflable routing in a critically
power/bandwidth constrained network.

While geographic routing is localized and resource efficite average paths can
be relatively longer in sparse networks due to the local maxproblem and traversing
large faces in the resulting planar graph. The spanning (defined as ratio of the
length of the shortest path between nodemndv measured by Euclidean distance to
that of the Euclidean distance betwaeandv) due to either GG or RNG can I8¢/N)
in the worst case, whemd is the number of nodes [73]. However, improvements to

face routing were proposed in [74], [75] and [76] using coaised face traversals and
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shortcuts using internal nodes to cut down on the redundamginissions.

2.3 The Location Management Problem

Although geographic routing may be the key in providing daaa solution for rout-
ing in ad hoc networks, a key requirement for any positioredasuting algorithm is
the need for an accurate position information of the destina Most of the literature
in position based routing assume the presence of a locatioice through which the
position of the destination can be obtained, but neithesiclans the details of such a
service nor provides an insight into the scalability of gapdpic routing imposed by
this service. One can compare the location managementgonabl that of ad hoc rout-
ing; namely - if it were possible to maintain a snapshot ofrtevork topology across
all nodes, any shortest path algorithm can be used to discouées to destinations.
Similarly, if all nodes knew the exact locations of each gtageographic routing algo-
rithm can be used to deliver packets to the destination. Mewyéhe problem at hand in
either case is to maintain route/topology information @ ¢hrrent location information
with node mobility. Although there has been tons of work orhad routing in litera-
ture, there has not been considerable effort into desigeffigent location management
schemes.

An obvious choice for a simple location service is using d@édfarce algorithm, i.e.
flooding - alocation querypacket can be broadcast across the network, and either the

destination or a node that knows the destination’s accloa#ion can then reply to the
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query with the current position of the destination. Howeflending has ai©(N) over-
head compared to th®(+/N) overhead of geographic routing, and suddenly, position
based routing is not as attractive as before for scalabkngpuClearly, an efficient lo-
cation management protocol is required for position baeatiirg to deemed scalable.
Thus, location management is defined as the problem of niaiimgathe locations of
nodes in a distributed manner in an ad hoc network such thgidhkition of a required
destination can be found with minimal effort. The efficierafysuch a protocol can
then evaluated solely based on the signalling overheacd@tes and its effect on the

scalability on geographic routing.

Although the problem has been studied exclusively in cactjon with cellular net-
works (see [77] for a survey), the dynamic/distributed rataf ad hoc networks makes
the problem especially interesting and difficult. First df ¢he VLR/HLR (Visitor
Location Register/Home Location Register) architectureldoation management in
cellular networks is a static infrastructure, and can berassl to be operational while
the network is operational. The location management diggatan easily be built into
the current communication protocols between the mobileand the base station using
an additional channel. Another difference is that any dlgrmpbetween the mobile unit
and the database is over a single wireless hop followed by fieed infrastructure,
and hence, signalling bandwidth is not as much a concernaiwc networks. Nodes
can be powered down, sleeping or even be partitioned in adéworks, hence choos-
ing a set of nodes as location servers can be non-trivial imoachetworks. Since the

bandwidth is a scarce commodity in ad hoc networks, the pabghould be careful to
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avoid large volume of signalling over many hops.

2.3.1 Related Work

Routing protocols such as Location Aided Routing (LAR) [78] @idtance Routing
Effect Algorithm for Mobility (DREAM) [79] are the earliesttown schemes for lo-
cation based routing in literature. Although these werediatctly associated with the
location management problem, they can be easily modified thdibil. DREAM
proactively disseminates node position information sd fbture data sessions may
flood data packets in the direction of the previously knowsitan of the destination.
On the other hand, LAR tries to find a source route to the datsbim and controls the
request flood region by restricting it to an an area that setuthe previous known lo-
cation of the destination. However, both these protocasnat scalable, due to their
flooding nature of control packets. [80] is the earliest kndacation management pro-
tocol described in literature for ad hoc networks, even g¢jothey do not specifically
deal with locations in their work. The idea here is to selestildset (quorum) of nodes
for storing pertinent information (node locations, for eyade). Updated information is
written to a subset of these nodes. When the intersectioreséthubsets is non—empty,
any of the subset can be read for data written to the subskigdaiprevious write cy-
cle. Since there can be multiple responses to a read redneststamps can be used
to separate the most recent informatibtome regiorbased location management was
independently suggested by [23] and [81]. Location managenm [23] is similar to

that of Mobile IP, where each node selects a unit region intehrain as itdhrome region
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by using a mapping function (a hash function, for e.g.) amduhique address of the
node. A node updates its home region when its position clsasigaificantly. Home
regions can be later discovered by using the mapping fumetiw queried by source
nodes in an on demand fashion for locating destination no&wmilar to the region
based protocols, [82] and [24] suggested alternate gridrorg schemes for achieving
scalability in location management.

However, due to the manner in which the location servers lapsan, the average
path length in these schemes for updating home regions atidocservers as well as
querying increase ad(v/N), whereN is the number of nodes in the ad hoc network.
Thus, the location management overhead also increasesrpomately for these pro-
tocols. While such overheads are comparable that of geoigreqliting, we would like
to see if new protocols can be designed which can achieveer lgiper bound on the

location management cost and thereby assisting efficiexgrgphic routing.

2.4 Summary

In this chapter, we introduced various position based ngutirategies that could be po-
tentially employed for routing in large ad hoc networks sgrever a wide geographic
area. The main attraction of these protocols is that themgus localized and that
packet delivery can be guaranteed solely based on locatformation at intermedi-
ate nodes. We also introduce the problem of location managgnm which a source

node requires the destination node’s location informaliefore it can carry out rout-
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ing. Location management can the bottleneck in achieviadpbdity for geographic
routing, and efficient location management protocols nedsktdeveloped for this pur-
pose. We also presented a survey on existing location marexggprotocols proposed

in literature.
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Chapter 3

Scalable Location Management

Protocols

Our preliminary research in scalable location managenesoited in three distinct grid
based schemes. Having a priori knowledge of the network rg@by, we divide the
playground intoG logical unit regions (also known &a3rder-1 regions). The basic
idea behind our location management schemes is to deno& @foifme unit regions in
the network as location management entities, where nodesaaltly located in those
regions carry out tasks to manage locations in a distribotadner. The unit regions
form the basic building for location management, and heheg tesign (size) must be
done carefully such that the cost of location managementtism@ed. Also, since we
require that any information which needs to be broadcadli tbeanodes in the region
be done via a constant number of radio broadcasts, we declagzp the length of the

unit region constant. Figure 3.1 shows an example of an agibn whose side isr—z,
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wherer is the radio range of each mobile node. Note that the divisiotihe terrain

l:| Level 0 Grid
Q Radio range

Figure 3.1:An unit region

into unit regions is solely logical and can be done by noddiwidually, havinga priori
knowledge of the terrain dimensions as well as the size oftaegion. Once the terrain
division is done, nodes can uniquely select specific unibregjto act as location server
regions (also known as home regions in the remainder of thapter). The role of a
home region is to keep track of the location of nodes thatcssdethis region as their
home region. Instead of choosing individual nodes as sgneerr notion of a server
region delegates the responsibility of location managéerwmeall nodes present in that
particular region. This way, even if nodes leave or die in riieévork, the location
management protocol will not suffer.

In general, the location management protocols proposddsrchapter have a sim-

ilar outline as follows:

e Divide the terrain into well ordered unit regions. Regionsyrba flat, or ag-
gregated for the purpose of routing scalability. Each nadec$s one region as
its serverregion. The mapping between a node and its server regionigsi@n
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and protocol dependant. The mapping is done such that otigie'srwho wish to

know a node’s server region can easily do so.

Each node carries out thpdate(or registration) phase, in which update packets,
containing the current location of the node, are geogratlijicouted to server
regions. The position of the server region is indicated byigue point inside
the region (such as the lower left corner or the middle). Tpeate phase can be
triggered by a timer (periodic) or by node mobility (crogsgrid regions). When

a node that resides in the server region receives the updeiteifor the first time,

it carries out a region widgeocasto update all other nodes that are resident in
that region of the updating node’s current location. Thusbike nodes that are
currently resident in a server region form the locatsamnversfor all the nodes

registered to that region.

When a node moves into a new unit region, it also carries auatenance
phase, in which it requests nodes already present in thatrrég forward new

location information that it must store as part of its sechgty.

Finally, when a source node needs to find the location of ardd&in node, it
gueries the destination node’s server region usirguery packet. The query
phase is terminated by tliesponsehase, in which the first node to receive the
qguery will respond with the latest known location of the desion node. Data
is then routed to the destination node by the source nodg tlsmlocation and a

position based routing protocol.
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In the following subsections, we outline the specific lomatmanagement protocols in
detail. The first protocol, SLALoM, makes no assumption rdgey either the mobil-
ity of nodes or traffic pattern. On the other hand, the muglenierarchical protocol

performs best in scenarios where both mobility and traficlacalized.

3.1 Scalable Location Management (SLALoM)

Grid Ordering : Given a square region of ardaSLALoM [83] divides the topography
into G logical unit regions (referred to @rder-1regions), where each node is aware
of the size of the topography as well as the size of an Ordegibn. It then combines
K2 Order-1 regions to form Order-2 regions, whétés a variable and will determine
the optimum location management control overhead. Each seldcts daome region

in each Order-2 region via a functiénthat maps roughly the same number of nodes to
each Order-1region in an Order-2 region. As mentioned beattome regions simply

an Order-1 region whose member nodes are responsible fpmkgtack of the node
locations which selected that Order-1 region as their haggeons. Thus, due to this
specific division of the terrain, every node Ka@%) home regions i\ (note that since
the original square cannot be perfectly tiled with Ordeegions, it is possible that
some nodes may not have home regions in the Order-2 regigateadto the boundary
of A). Also, if a nodeu is present in an Order-1 regidR, which lies in an Order-2
regionQ;, then all home regions af that lie in or adjacent t); are consideredear

home regions, while the rest are considei@chome regions.
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Remark3.1.1 Let u andv be nodes in the network. Regardless of wherg located,

there is a home region efthat is withiny/2K of u.

N RRE HEAHEN EEEHEN SEE NEE"
N BSE HEN NN NS HNN SEE EEE"
N BSE HEESEN EEEHNE SEE EEE"
B ERE YA RES EER EnE EMA RAR
N BSE HEESEN EEEHNE SEH EEE"
N BE NN NN NS HNN SEE EEE"
H HEE HNN NN NN NNE EEN SEE

Figure 3.2:Grid ordering in SLALoM

Example 3.1.2.Figure 3.2 shows a sample square topography divided intercdrand
Order-2 regions, where an Order-2 region consists of 16 i&rdegions (i.e.K = 4

in this example). The shaded regions indicate ngddiome regions in each Order-2
region. The shaded region in regi@iand the eight shaded regions aro@depresent

u's near home regions while the remaining are far home regions

Location Management in SLALoM: All nodes present in a home regionwéct as
location servers fou, and keep an entry for the locationwfn their location database.

Whenu moves across two Order-1 regioRsandRy, it does the following:

¢ If R andR; are in the same Order-2 regi@j, uinforms all it's near home regions

of the movement, by a partial location update.
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e If R is in Q;, andRy is in a different Order-2 regioQj:, u updates all home

regions of the movement by a full location update.

e U also requests nodesiRy about the location information it has to keep for nodes

that have selecteld; as a home region.

A home region is updated by sending a location update pagkie¢tregion, and the first
location server to obtain the packet will carry out a broatioa the region to update

all location servers in that region about the movementi.oMultiple home regions
are informed by location updates that traverse a multicast $uch that each update
traverses a distandé between two home regions. The length of such a tree is then
O(%). Thus, it is relatively easy to understand that all homeamgiknow thau is in

Qyi. In addition, all near home regions know thas in Ry.
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!
§ NS SHE BN SNE SN Ei= moE |
!
I:I:I:I:I:IE*EJ
NN WL }
jil ;*:I:I:IE#E;
1 ' irih
§ _ENE EEN EEN NN NEN BSE Sra
H NEE HEE NEE BER BER ESE St3
;
i ENEN EEN EEN ENE EEN EEE EEE

Figure 3.3:Location Update in SLALoOM

Example 3.1.3.Figure 3.3 shows a typical location update process in SLALNBe
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u updates its near home regions around red@pdue to a local grid crossing, while
nodev carries out a full location update of its home regions actiessietwork, having

crossed an Order-2 region into regign

Discovering a node’s location A nodev wishing to communicate with another
nodeu uses the mapping function to identify the closest home regfai and sends a
guery packet to it. If the home region is a near home regioaspanse is generated by
the location server nodethat receives the query witlis exact location. If the home
region is a far home regior,forwards the message to the closest near home region of
u, and the location server in that region which receives thessage forwards it to the

exact location ofl.

§ HES HES EES SES SHW SEE EEE
B AN HEN SN ENN NS EEN EEE"
B ENE WEW RER NS WA NNA WAN
IF;iiIIi]
H NN NNN NN NNN HEN NNN NAN
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H EEN NEN ENN NEN NNN NEN NEN_

Figure 3.4:Location Discovery in SLALOM

Example 3.1.4.Figure 3.4 shows how node discovers the location of node for
forwarding data. Node sends a query packet ws home region nearest to its Order-

2 region,Q. The first location server on receiving the query forward® iR, since it
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realizes that it is in a far home region duevs last update. SincR contains a near

home region, a server that gets the query forwards it to thetdacation ofv.

As stated before, SLALoM makes no assumption regardingeettie mobility or
traffic pattern in the network. Nodes may move across theestgrrain and initiate
communications sessions with other nodes located randtmdyghout the network.
Essentially, this requires multiple home regions in theaiersuch that there is some
representative server for each node at a finite distancedrgnother node and that can
be queried to obtain the locations of nodes. This is precisaly a node selects a home
region in each Order-2 region. However, updating all honggores when a node has
moved significantly is costly, and we try to alleviate thistosing near and far home
regions. In Chapter 4, we will show that the proper choic&pf.e., the number of
Order-1 regions that make up an Order-2 region, has an ingrathte total location

management cost of the proposed protocol.

3.2 Efficient Location Forwarding (ELF)

From the previous section, we note that the location updaésegin SLALoM can be
costly in terms of number of transmission required. Name&gch boundary crossing
will result in at least9 anycastdo near home regions. Additionally, if the boundary
crossing is across Order-2 regions, the entire set of tidg’atnome regions have to be
updated via multicast. In a bandwidth restricted environinguch updates may cause

channel congestion, especially with increasing node ntpbiThus, we need explore
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mechanisms to control this overhead without losing thardistadvantages of having
multiple home regions. As an optimization, we can delay tieation update phase
by setting a forwarding pointer from the previous home redmthe new home region
when a node moves between Order-2 regions. Subsequentgaietions can lead to a
chain of forwarding pointers from the last known home regidthe node to its current
home region. Thus, we can save on the number of multicastepdae node would
have initialized. The tradeoff for such savings is the langjstance that a query will
now have to traverse to reach the current home region of tbe.nlm this section, we
outline the proposed protocol in detail.

Grid Ordering : The grid-based topology construction in ELF [84] is simila that

of SLALoM, except that we do not have the concept of near ohtane regions. In-
stead, we haveorwardinghome regions and &@rminalhome region. Thus, similar to
SLALoOM, there are()(%) home regions, of which only one is a terminal home region,
and the rest are forwarding home regions for each node. Thana home region
corresponds to the home region selected by a node in itsrtudreler-2 region. Each
node also keeps a couni®yessWhich keeps track of the number of Order-2 boundary

crossings it has made since its last updata.of

Location Management in ELF: Whenu moves across two Order-1 regioRsandR;,

it does the following:

e If R andRy are in the same Order-2 regi@j, u informs its terminal home region

of the movement.
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e If R isinQ;, andRy is in a different Order-2 regio;, and if ccrossis less than
a thresholdaKP, u sets up a forwarding pointer between its previous terminal
home region (which now becomes a forwarding home region)i@nrminal

home region

o If CcrossiS greater than the thresholdpupdates all home regions using the multi-

cast tree mentioned previously.

e U also requests nodesiRy about the location information it has to keep for nodes

that had selecteR; as a home region.

Discovering a node’s location Similar to SLALoM, a nodey wishing to communicate
with another nodel sends a query packet to the closest home regianbyf using the

mapping function. There can be two cases:

¢ If the home region is a terminal home region, a location raspas returned by

the location server te with the exact location of.

e Otherwise, a location response is returned/ twith the location of the home
region of the last known Order-2 region wthat this home region knows. From
here onward, the message franfollows the chain of forwarding home regions

set up byu before the message is finally handedito

Example 3.2.1.In figure 3.5, Order-2 regio represents the region when nagkast
updated all the home regions, and Order-2 redtarontains the terminal home region.

The intermediate home regions indicated by the arrows septehe forwarding home
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Figure 3.5:The topography is divided into Order-2 regions, each ctingi®f 16 Order-1 regions. The
shaded grids indicate where node U’s home regions may beelbhcRegion Q is where U last updated
the entire square, and the arrows indicate the forwardiagncdet up till the current Order-2 region of U

regions set up by. A query foru follows the forwarding chain until it reaches the

terminal home region iR which knows the accurate location of nadle

3.3 Hierarchical Grid Location Management (HGRID)

In the last two sections, we described efficient location agament schemes for ar-
bitrary ad hoc networks. i.e, we do not make any assumptiegarding either node
mobility or communication requirements between node p#irsy node can randomly
initiate a network connection to any other node in the nekwand nodes move arbitrar-
ily any where in the network. However, this may not be truedibtype of applications

envisioned for ad hoc networks. Particularly, node movamaay be limited to a spe-
cific region in the network. There may only be few occasiongnva node is required

to traverse the entire network diameter frequently. Undeh<ircumstances, any lo-
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cation management scheme that tries to update locatiormiatoon to nodes located at
far ends of the network consumes unnecessary network bdtidwihis would also im-
ply that location update cost should be proportional to nodéility. For instance, if a
node is totally stationary upon initialization, its ide@ldate cost must be zero. A rapidly
moving node may incur additional overhead by issuing fratjl@cation registrations
which is proportional to its speed. Another observatiorhat there is a good chance
that communication needs may frequently arise betweensih@e are geographically
located close to each other than ones that are located far &leace, location queries
for nearby nodes must stay local, while those for nodes tfealogated far away may
be penalized more.

Under these considerations, one wonders about the effedembying a multi—
level hierarchy for location information management, inichhthe clarity of location
information is higher across lower order leaders, whilékigprder leaders have a better
overall view of the network. In fact, the above considenai@re best suited for a
hierarchical setup for location servers. However, we naimfsection 2.1.3 that trying
to build a hierarchy in mobile wireless networks is usualtlaanting task due to cluster
management and hierarchical address maintenance. But, #revable to design a
hierarchy based on unit regions, where the position of a mottematically assigns it a
specific role in the hierarchy, we can get rid of complex mgssxchanges required to
initialize and maintain a hierarchy across the networksTiservation is precisely the
motivation behind the HGRID protocol [85], [86].

For the purpose of clarity, we will refer to Order-1 regiorsslaevel-zero o) re-
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gions, which form the lowest set of regions in the hierardBy.combiningLg regions

in groups of 4 and selecting exactly one of those regions ¢h gaoup, we obtain the
next set of leader regions, namely Level-Ohg) ( A similar procedure of grouping and
dividing is done until the hierarchy d&flevels can be established. A formal definition

of the procedure that creates a multilevel hierarchy fromtatlL regions follows:

Grid Ordering : The grid hierarchy is defined by a recursive process asistlat each
leveli(1 <i < k-—1), we select the top rightmo&t_4 leader to be th&" hierarchical
leader of the bottom lefit; grid, top leftmost;_; leader to be the hierarchical leader
of the bottom right; grid, bottom rightmost,;_; leader to be the hierarchical leader of
the top leftL; grid and bottom leftmodt;_1 leader to be the hierarchical leader of the

top rightL; grid. The top of the hierarchyi_), is defined by the fouky_; grids.

D Level 0 Grid
D Level 1 Grid

L1(0) . . Level 2 Grid

L1(1) L1(2)

Figure 3.6:A three level hierarchy in HGRID. A level 1 grid leader knovie texact location of all
nodes located in the four level O grids under it. Level 2 leadge constituted from level 1 leaders.
A local broadcast protocol ensures that all the leadersviel 2 grids are aware of all the nodes in the

network.

Example 3.3.1.Figure 3.6 shows a three level hierarchy constructed froenraith con-
sisting of 64 Order-1 ok regions. By combining K, regions at a time, and selecting
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one region from each set, we get8eaders, represented by the lightly shaded regions.
Note that this selection is not unique across all groupgs@égions as per the hierarchy
construction algorithm. For e.g., for the lower leftmbgtregions, the top rightmost re-
gion labeled_1(1) is selected as the; leader for those four regions. On the other hand,
the bottom rightmosdty region is selected as the leader for the fouk regions located

at the top leftmost corner of the terrain. During the nextaitien, fourl, leaders are
grouped at a time, and exactly one region is selected frofmgaup to be ah, leader,
represented by the dark shaded regions. Thus, the unitré&ieledL2(0) is a Level-

two leader region selected amongst from fawmregions, namely.1(0), L1(1), L1(2)

and itself. In a nutshell, the hierarchy construction athon builds up a hierarchy in

the form of a logical tetrahedral pyramid, starting with thet regions.

We also note that this may not be the only way to form a hiesausing unit grid
(Lo) regions. Other configurations (such as combining 9 unibregat a time, with
the region located in the center delegated as the next leadkel) can also be used
to build the hierarchy. However, the general idea behindtiooa management and the
average location management cost (to be described in Chgatpplies for all practical
purposes. Additionally, the terrain need not be a perfeaass for the protocol to
operate correctly. The logical hierarchy construction rbayapplied by assuming a
perfect square topology, but ignore all the unit regionsfiddhoutside the actual terrain

dimensions.

Location Management in HGRID: Each time a node crosses athg grid boundary,
it broadcasts its entry into the new region, and unicastst@@_UPDATE (location
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update) packets — one to the grid of its previous.g grid (if required) indicating its
departure from the region, and another packet toLthgrid of its currentLg grid to
indicate its arrival. Each packet contains informatiorareiing the node’s current and
previous location, as well as the action to be taken (ins@ideletion from the location
database) at each leader to make the location servers womdis their view of the
network. TheLOC_UPDATE packets are processed at each level of the hierarchy in
the following manner: node which is present in the hierarchical leader grid to receive
the LOC_UPDATEfirst, updates its own location database, and broadcastsattiest

in the current grid. Every location server that receivestittadcast simply updates its
location database, if it is co-located in the same grid.

Nodev also checks the OC_UPDATEto see if the boundary crossing requires its
hierarchical leader to be alerted, and if so, unicasts tkgido its next destination by
geographic forwarding. If the movement specified in ti@C UPDATEIis within the
area covered by the current hierarchical leaglatgcides to stop the update process.
Thus the location update process continues untiLlB€_ UPDATEreaches either any
one of the foulLy_1 leaders, or a hierarchical leader grid which covers the lgoishd-
ary whose crossing started the registration process. Wh€dGUPDATEreaches a
Lx_1 leader, the node receiving the packet first carries out d lmcadcast protocol
to make all thely_1 leader databases consistent. Additionally, nad=arries out a
location maintenance process similar to the previous ambes to update its location

database to be consistent with others servers in its newegidn.
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Lemma 3.3.2. A LOC.UPDATE which was produced by arﬁ‘lboundary crossing by

a node visits at most i+1 hierarchical leaders f@& € i < k— 1) and i leaders for i = k

in any Ly_1 grid.

Proof. Since by construction,j 1 leaders are constituted framleaders, any boundary
crossing in arLi 1 grid requires only the leaders from the lowermost level &i th 1"
leader to be notified. Since there are at most k hierarcheealdrs to be visited from

the lowest level to the highest, &p boundary crossing visits at most k leaders. [

> Movement

— DB_INSERT

- -_-_w DB_DELETE

L1(1.3)

Y

D2(0,2)

L1(1,1) L1(3.1)
A

D12,

Figure 3.7:Location Update in HGRID

Example 3.3.3.Figure 3.7 shows a typical location update process in thetabical
location management scheme. Simzgcrosses devel-1boundary, it has to unicast
two LOC_UPDATEpackets, one th1(1,1), thelL, leader of the previoukg grid it had
visited, and the other tby(3,1), thel; leader of it’s current grid. The updatelte(1,1)
instructs location servers within the grid to delete theyefdr D1 from their location
databasesOB_DELETE), and the update tb1(3,1) instructs the servers I (3,1) to
make a new entry fdD1 (DB_INSERTY. The update th1(1,1) stops at1(1,1), while the
update toL1(3,1) continues to be unicast Ia(3,3), since devel-1boundary crossing
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requires the next hierarchical leade(3,3) to be updated. Notice that the movement of
another nod®- terminates ak.1(1,3), since the movement is local to the hierarchy
managed by 1(1,3). Note that each step shown in the figure may consist diipteu

physical transmissions of the update packet to reach thefiguaegrid.

Location Discovery. If destinationD is in the same unit region as sourSeD
would be inSs neighbor table because of the local broadcast protocthei@ise, a
LOC_QUERY(location query) packet fdD is sent toSs L; leader. As part of location
server set up, itis trivial to realize that$fandD are in the same}h grid, the query has
to be forwarded until it reaches &' server (in the worst case), before a location reply
can sent back. Since the location databases in the uppés &f\tbe hierarchy carry the
approximate location information of nodes, location replirom these servers return

the address of the server who has more accurate informdtibe destination.
Lemma 3.3.4. A LOC QUERY visits at most k-1 hierarchical leaders.

Proof. Since the query has to be forwarded tih@a; leader in the worst case, and since
the serves in the top level have complete knowledge aboubhé¢heork, the lemma

follows. O

Example 3.3.5.In figure 3.8, the location query from sour8és forwarded by 1(1,3)
to L»(3,3), since it has no knowledge of destinat@nThe query terminates ap(3,3),
and a location reply is returned 8with the destination location specifiedlag3,1) in

the reply packet.
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Figure 3.8:Location Discovery and Data Transfer

Data Transfer: If SandD are co—located in the sanhg grid, the location oD,
as indicated by the location reply, is accurate &xchn forward the data directly to
D’s location. Otherwise, the location is approximate, &fdrwards the data packet
to the location server specified in the location reply. Whendhta packet reaches the
specified grid, a serverthat receives the packet first checks its neighbor tabledo se
if D is co-located in the same grid. If so, the packet is succlgstuwarded to the
destination. Otherwise,searches for thB in its location database. By construction,
must have an entry fdD in its location database. fhas accurate information abdbj
it further forwards the packet 0, otherwise, the packet is forwarded to the next loca-
tion server which is a level lower tharin hierarchy, but has more accurate information
aboutD’s position. This process continues until the packet reaEheor it reaches an
Lo grid, and the node that receives the packet drops it sin@sitb information about
D. This can happen becauBewould have left this grid, an®’s location update to its
new hierarchical leader failed to reach the leader befaralttia packet was forwarded

by the leader td’s previously visited grid. Since packet transmission timenuch
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smaller than node mobility, such drops should not be frequeder low network load

conditions.

Example 3.3.6.In figure 3.8 ,Sforwards the data packet tq(3,1), as indicated by the
location response from the location server. When the paeketed 1(3,1), the node
that receives the packet searches its location databasteealzes thab is located in

(2, 0). It then forwards the packet to (2, 0) which is sucagdisfeceived byD.

Thus, under the HGRID protocol, routing may sub-optimal duéhe fact that (i)
the location servers have partial information regardirgtbdes in the network, and (ii)
location replies may carry approximate node locations. fiflsedata packet to arrive
at the destination may suffer by taking a much longer rousm tithve shortest path to
the destination, had the precise location of the destindit&®n known. To alleviate this
problem, wherD receives a packet fro§ it can send a notification t8with its current
location so that the new packets@odo not suffer the same fate as their predecessor.
For TCP connections, this can easily be built into the ackadggément packet th&t

proceeds to send @&

3.4 Summary

In this Chapter, we have described three novel location neanagt protocols based on
the division of the terrain into unit regions and combinihgr to in a manner unique to
each algorithm to form location server regions. The mativato do so is derived from

the observation that node aggregation based on the temdil@egation of location
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server responsibility to unit regions is more stable tha@ lbased on individual nodes
and their locations. Once the server regions are definedpthgon management pro-
tocol consists of updates, maintenance, querying and @diteedy. The server region
selection in SLALoM is under the assumption that nodes mamdomly in the terrain
and that communication requirements arise between sal@stnation pairs randomly
located in the terrain. Due to the potential volume of siinglupdates due to Order-
2 region crossing in SLALoM, an optimization scheme for coltihg the number of
location updates is proposed, and is known as ELF. Finalipulilevel hierarchical
partitioning of the terrain is suggested in HGRID to accowntrhore realistic scenar-
ios, where node mobility and communication needs are Ipedli We will show that
the design choice for partitioning the terrain has an impadhe cost of location man-
agement, defined as the control overhead required to distrély manage and discover

the locations of nodes, on all the proposed protocols in @napt
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Chapter 4

Scalability Analysis

In this section, we analyze the scalability of the three grols described in Chapter
3 with respect to increasing network size. We use the notigtalability from [87],

where the scalability of a protocol is defined as the abilityagrotocol to support
the continuous increase of its network parameters withegtatling the the network

performance. For clarity, we briefly describe the main dbatron of [87]:

e The minimum traffic loadof a network is the minimum amount of bandwidth
required to forward packets over the shortest paths avajlassuming all the

nodes have a priori full topology information

e Let Tr(A1,A2,...) be the minimum traffic load experienced by a network under
parameterd, A; etc., then the network scalability factéh, with respect to pa-

rameter\; is defined to be

. logTr(Ag,Az,...)
o= Alilinoo logA
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o LetXoy(A1,A2,...) be the total overhead due to protodolinder parameteps;, A2
etc., then the protocol scalability facl;mﬁfi of protocolX with respect to parameter

Aj is defined to be

p)>\(i = |im logXov(A1,A2,...)

Ni—o logA;

e A protocol X is said to be scalable with respect to paramatef and only if, as
Aj increases, the total overhead induced by such protocolmtmigacrease faster

than the network’s minimum traffic load. i.e,
p)>\<i < W\

Since the per node degree and the node density per unit areange constant with
network size for the class of networks that we consider, wereadily compute the
minimum traffic load of the network. If there ai nodes in the network, and each
node generatek; bits per second and the average path length increasgNasops,
then Tr(A¢,N) = B(ANY®). This expression assumes that there is an ideal location
management protocol from which the source obtains therddgin node’s location,

as well as a perfect geographic routing algorithm that otite packets in the best
possible manner, given the locations of intermediate noBgausing the definition of

network scalability factor with respect to network stgdrom above, we ge#y = 1.5.
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4.1 Framework for Location Management

Cost Analysis

The overhead cost of a location management protocol carvizediinto three parts:

e Location update cost (LU) his cost covers all the messages nodes send to their home
regions whenever they move to a new location.

¢ Location maintenance cost (LMJhis cost covers all the messages nodes (a) send to
their previous Order-1 squares to inform them of their depar (b) send to their cur-
rent Order-1 squares to inform them of their arrival and ()ect location information

as they become location servers for the nodes currentlgtergd in the new Order-1
square.

e Location discovery cost(LD)rhis cost covers all the messages sent for locating a
mobile.

Hence plshould be< 1.5 for each overhead induced by each routing protocol in order

to be deemed scalable with network size as per the abovesdiscu

Mobility Model : In our mobility model, we assume that nodes move randomdly an
that the movement is independent of each other. Each nogletseal direction to move,
chosen uniformly betweeij®, 2. Each node also selects its speed, chosen uniformly
between|v — c,v+ c| for some timet, wheret is distributed exponentially with mean

T. After a mobile has traveled for tinte it selects another direction, speed, and time
to travel. As a consequence of this model, the average defjeerode will be propor-

tional totr?N /A whererr? is the area within a node’s transmission range. To keep this
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fraction constantA must grow linearly withN.

For the grid-based topologies considered, the originad & eartitioned into unit re-
gions. Based on the above mobility model, the size of the egibn is chosen so that
its average node density ysa constant. Hence, there ake= N /y unit regions, each

with areaa.

Cost Analysis [23] were the first to analyze the scalability of a locatioamage-
ment protocol in a theoretical framework. Under this fraragwythe cost of a location
management protocol is analyzed by using a specific molpildgel and a specific ge-
ographic routing algorithm, as tteverage number of packetent within the network
in order to maintain the locations of the nodes. The main mbsens from [23] are

the following:

1. The cost of broadcasting in an Ordérsquare by a node is proportional to the
number of transmissions needed to cover the said square.lattee is in turn
proportional to the area of the Ordet-square divided by the area covered by a

single transmission. Thus,O(a/r?) packets per Ordef-square.

2. The distance a node has to cover to cross an Ofdsguare is proportional
to the side of an Ordet-square. Thus, the number of Ordeisquares a node

crosses per secongy, is proportional to v /a.

3. Given a source-destination distance d, the number of tressans that need to
be carried out to send a packet from the source to destinasiggiven by dz,
where z is the average forward progress made in the course afangmission.
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Note that from [23], it is known that can be computed from and the average degree

of a node in the network.

4.2 Location Management Cost in SLALoM

Location Update Cost Recall that each time a node moves into a new order-1 square,
it has to inform its 9 nearby home regions of its current exacation. This entails 9
broadcasts in a unit region. Furthermore, if such a move@sses the node to move
into a new order-2 square, then it has to inform all its far baegions of its current

approximate location. This requir€A/K?) broadcasts in a unit region. We have
LU = O(p1(9b+my) +p2(A/K?b+m;)) packets/sec/node (4.1)

wherem, andms are the costs of sending a message to nodes in the near and far
home regions respectively. We can estimate (and m¢) by dn/z (df/2) whered,
is the total distance between the source node and its nedidigr{t) servers anzis
the average forward progresmade towards a destination node in the course of one
transmission. To determirdy andds, we need to consider the total length of the edges
of the tree used to span the home regions of a node. We medtibatthis tree will
have total lengtt©O(A/K). Furthermore, the tree behaves like a BFS-tree in that nearby
home regions are close to the root while very far home regiwast the bottom of the

tree. In particular, the 9 nearby home regions of the nodespaened by a subtree of
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length K. We now have

cu = O(p1(9b+9K/2)+ p2(Ab/K? +A/(K2)))

—= O(VK +VN/K?) packets/sec/node (4.2)

Location maintenance Cost When a node moves to a new order-1 squaid,
covers the cost of two broadcasts: the first to inform the isqatevious order-1 square
of its departure and the second to inform its new order-1 r&qohits arrival. It also
includes the cost of collecting server information, whichl e proportional to the
number of nodes registered in an order-1 square. Since eaesriocation is recorded
in O(A/K?) home regions, there a@ AN/K?) location information to store. But there
areG = O(N) order-1 squares so each order-1 squaredi@gK?) nodes registered at

its site. If we assume that one data packet can cofitaits then,

cm = O(p1(2b+A/(K?B)))

= O(v+VN/K?) packets/sec/node (4.3)

Location Discovery Cost Let ¢, denote the cost of locating a node per second per
node. Ifu wishes to find the location of @ it sends a unicast to a home regionvof
closest to it. By construction, such a home region is at rdg&t) away. If this home
region is near thenu obtains the exact location ef Thus,c; = O(K/z) packets per
second per node. On the other hand, if the home region isdarvrthenu obtains an
approximate location of. Nodeu then routes its message to a home region ae@.

The node that receives the messagg@ahen sends it to the exact locationwofin this
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case,

6 = O(K/2)+O0((d(u,R)+d(ReV) —d(u,V))/2)
= O(K) +O(d(ReY)/2)

= O(K) -+ O(K) packets/sec/node (4.4)

The second term of the first equation arises because we alddezktra steps the
routing takes before reachingThe second equation follows from the fact tHéad, Ry) <
d(u,v). And since the distance ofto any of its nearby home region is at most,2he
third equation follows. In this analysis, we shall make teguamption that packets arrive

at each node at a rate dfpackets/sec according to a Poisson process.

Total Overhead Cost Combining the results above, we have the total overhead

cost for the entire network.

Theorem 4.2.1.The average total overhead cost for location managementAL8M
is O(VKN+VN?/K?) packets per second, which is minimized whes B(NY/3). That
is, when K is chosen appropriately, the average total ovedhazst of our protocol is

O(VN*/3) packets per second.

Proof. The proof follows from minimizing the total overhead costtwrespect tK.

O

Theorem 4.2.2.SLALOM is asymptotically scalable with respect to networé.siz

Proof. From the previous analysigy’ ~SHA-M= 1 33, pfM~SLALOM_ 1 gngpiP—StALOM

1.33, and the proof follows. O
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4.3 Location Management Cost in ELF

Location update cost By using an argument similar to the one by [28}, the num-
ber of Order-2 squares a node crosses per second, can alstinbated byO(p;/K) =
O(v/K,/a) Order-1 squares per second, gnyl the rate at which a node updates all
home regions i©(p;/aK*?) = O(v/aK1*B,/a) Order-1 squares per second. Recall
that each time a node moves into a new Order-1 square, it h@poot to its terminal
home region its current location. This entails one broaticaa unit region. Further-
more, if such a move also causes the node to move into a new-@stpiare, and the
threshold is less thamKP, then it has to instruct its previous terminal home region to
set up a forwarding pointer to the current terminal homeaegi his again requires an-
other broadcast in a unit region. However, if the threshsigreater thaaK®, then all
home regions need to be notified about its current approgiteagation. This requires
O(A/K?) broadcasts in a unit region. Recall that the cost of updatirgane regions

is proportional to the sum of the length of all edges in thetioat tree spanning all

home regions, which is proportional @A/K).

LU = O(p1(b+K/2)+p2(b+K/2)+

p3(A/K?b+A/Kz)) packets/sec/node
Substitutingp;, p2 andps we have
LU = O(vK+VN/KPF+2) packets/sec/node (4.5)

Location maintenance cost The location maintenance phase consists of two prim-
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itives: (a) broadcast on arrival into a ndw grid and, (b) receive neighbor/location

information to keep as criteria for being a member of the nad: ¢gHence,

LM = p1(b+9) (1<3<y)

= O(v) packets/sec/node (4.6)

Location discovery cost If v wishes to discover node, it sends a location query to
a home region ofi closest to it. By construction, such a home region is at ragkt)
away. If this is a terminal home region, therobtains the exact location of Thus,

¢ = O(K/z) packets per second per node. On the other hand, if the hori risg
forwarding, therv obtains an approximate locationwfNodev then routes its message
to the home region of the last known Order-2 region,dR (see Fig. 4.1). The message
then follows the forwarding chain set up hybefore it is handed ta. In this case, the

additional distance the message has to traverse

d = x+y—-z

Thus,

LD = O(K/z)+O(KP*+1/z)

— O(KP*1) packets/sec/node 4.7)
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Figure 4.1:Location discovery cost in ELF

In this analysis, we shall make the assumption that packete @t each node at a rate

of v packets/sec according to a Poisson process.

Total Overhead Cost Combining the results above, we have the total overhead cost

for the entire network. Thus

¢ = N(cu+cm+0)
= O(VNK+4VN?/KP*+2 L yN4+VNKPFY)

= O(VN?/KP+2 L yNKP+T) (4.8)

Theorem 4.3.1.The total overhead cost of ELF protocol ig¥®) (4/3 < 8 < 3/2)

packets per second.

Proof. Minimizing ¢; with respect td, we have
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and

3p+4

¢ = O(VNZ:3) (4.9)

LetO be%ig. The lower bound fob results whe is zero and the upper bound results

whenf is a large number. O
Theorem 4.3.2.ELF is asymptotically scalable with respect to network size.

Proof. From the previous analysigy” =-F =1.33<8 < 1.5,pkME-F = 1 andpi® ELF =

1.33< 68 < 1.5, and the proof follows. O

4.4 Location Management Cost in HGRID

We assume the following notations in the analysis:

N - number of nodes

y - average number of nodes fdeygrid

k - number of hierarchies lé’gzyLN

d - side of aL grid

P - probability of aL}h server updation

d; - average distance traversed by@C_UPDATEon anL!" boundary crossing
z - average forward progresmade in one transmission

b - cost of broadcasting

p - rate at which nodes cross regions.

Location update cost Let D be the average distance traversedU®yC UPDATEs
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for any boundary crossing and ldt be the total average distance traversed by both
LOC_UPDATEs on an a_}h boundary crossing. Sinak can be at most twice the maxi-
mum average distance traversed by any one oL € _UPDATES on anL}h boundary

crossing, we have:

d <2xd (4.10)

Here we take maximum average distance to be the distanezgemi/by th& OC UPDATE

from the currentg grid to theith hierarchy.

For the average distance traversed as a result of boundzsyicg in each level of the

hierarchy, we have:
d < d(HT\/(Z))

d gd_1+2><d(2+T\/(2))

<axa(PY?,

In general, the average distance traversed inttHaerarchical level is
_ . 2 2
d §2"1><d(+Tm) (1<i<k—-1)

de is a special case, since in the best case, we have to broamdgsince (thel_}(h
boundary crossing into a topmost leader), and in the wois,0ae have to visik-1
leaders starting frorhg. Therefore

- 142+ 4+4.. 22
de <d( > )

k11
5—)
< zk‘lxd(HTm)

< d(

59



4.4. LOCATION MANAGEMENT COST IN HGRID

Generalizing, the average distance traversed b@@ UPDATEin theit" hierarchical

level is
di <2i1Xd<Z+T\/(2)) (1<i<Kk) (4.11)

In addition,R, the probability that thda}h server is updated, is:

4k
T 2x&Kx[1-27K
1

2x[1 ]

P

)

_ 2k
4k

— 2

C 2x4Kkx[1-27K
Py

2

In general, the probability values are
(1<i<k) (4.12)

Average distance traversed by @C UPDATE

- 2><éP.dT

k o
- 2-1
2Pj_d]_ X ZF
1=

2d(2+:1/(2))(1_k2k—1)

IN

IN

= O(Kk) for large k (4.13)
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Location update cost consists %funicasts and broadcasts (blemma 3.} for a L}El
boundary crossing. The average number of broadcasts

b= 3
- "

k
- 2-
2k—1

= 0O(1) forlarge k (4.14)

Hence, average location update cost per node for the hiecatg@rid location manage-

ment is

Cu = p(

= pO(2)

= O(p logzN)

z

= O(vlogN) packets/sec/node (4.15)

Location maintenance cosfThe location maintenance phase consists of two primitives
(i) broadcast on arrival into a nelay grid and, (ii) receive neighbor/location informa-
tion to keep as criteria for being a member of the new grid. ddemverage location

maintenance cost per node for hierarchical grid locationagament is

cn = p(b+3) 1<3<y)

= O(v) packets/sec/node (4.16)
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Location discovery costBy lemma 3.3.4, 4 OC_QUERYvisits at mosk hierarchical
leaders in anyLi_1 grid. Since the network consists of four similagy_; grids, it is
enough to find the cost of location discovery in any of the; grids. Also, notice that
LOC_QUERYpackets originating from grids closer to the hierarchiealders have to
traverse lesser distance than the others in the $agred. Denote b)F’,AJ the probability
that nodeA s in the jt" quadrant of thd-;}h grid, and bythhe average distance traversed
by a LOC_QUERYin the L}h grid. For any sourc& and destinatiorD, we can get a

recursive equation tdy, and the average distance traversed yO&£ QUERYin the
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LI grid can be derived as follows:

de = (FSLNPD) x 1+
(RN Pk_l?l) X (d_y + 24 1d) +
(PENPL,) x dheg +
(PS,NPD,) x (de_1+21/(2)d) +
(PS3NP23) x d_1 +
(P3N PR;) x (i1 +2 1) +

k-2 _
.Z)((Pi%rl,l N 331,1) x d +

e
(P311N Pi?r_l,l) x (di+2'd) +
(Piilz N Pﬂl,z) x g -+
(R312MPR, ) x (di+2/(2)d) +
(Piil,?, N F’ﬂl,s) x di -+

(PS13MPR,5) x (di+2d))

where

Peisj =1 (1<j<4) (4.17)
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Solving ford_k we get

3 — _ _
d« = E(4d1+42d2+...—|—4k_1dk_1)+

24x 3K - 31x 4K+ 7
42k

(4.18)

The first term of the expression consists of terms which migiche average distance
traversed in any; grid, while the second term indicates the extra distansetsad due

to the fact that the query could not be contained irLagrid, and therefore had to be
referred to the next hierarchical leader. It is evident fitbe expression that the weight
of the second term tends @(2¥) for largek. Hence, the average distance traversed by
the LOC_QUERYdepends mainly on the average distance moved in the lowelsle¥

the hierarchy.

In the worst case, if we approximaﬂ?ato be the worst case distance in tth grid, i.e.

2',/(2)d, the average distance becomes

de = 3\/(2)d(2k L) 402

7 4K

= 0O(2¢ forlarge k (4.19)
Hence the average location discovery cost per node is

o= P

= O(v/(N)) packetgsec (4.20)
Theorem 4.4.1.HGRID is asymptotically scalable with respect to network.size
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LU-HGRID _ LM—HGRID _

Proof. From the previous analysigy =1,pK = 1 andpy? HERIP =

1.5, and the proof follows. O

4.5 Numerical Results and Discussion

4.5.1 Simulation Environment

We implemented all the the protocols, including SLURP [23Biomosim [88] as sep-
arate location management layers that operate in conpmautith IP. SLURP is a flat
location management protocol described in literature @nzes as a standard for com-
parison against the proposed protocols. We assume comstaate traffic, and data
from transport is queued in a separate buffer if the locatibthe destination is un-
known. Packet lifetime in the buffer is 4 seconds, and is eqbently dropped if a
location query sent out for the packet’s destination faileeturn the location of the des-
tination within this lifetime. Apart from having a locatiatatabase, all nodes are also
equipped with a "live connections” table, which is updatdtew a node receives a data
packet or a location change notification. Location changé#ications are sent out by
end points of a connection when their locations change f&egnitly from their previ-
ously advertised locations. This table reduces the numhbguery packets transmitted
during a session, since later data packets in a session edhaidestination’s location
entry in the table until the entry times out. The timeout ised®ined by the average
time it takes a node to move out of a unit grid with an averadecity specified by its

mobility. A periodic broadcast protocol enables each nadesdlize its local connec-
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tivity, and records it in a neighbor table to assist in gepgrarouting. MFR [70] was
implemented as the geographic routing algorithm. Spec#iameters for our simula-

tions will be listed along with the particular study in théléaving sections.

45.2 Performance Results of SLALOM Vs. ELF

In this scenario, we studied the performance of SLALoM and Edbr scalability with

increasing network size. The simulation parameters aresiotable 4.1.

Table 4.1: Simulation parameters for SLALoM vs. ELF

Simulation Time 120 sec Mobility Model Random Waypoint
Simulation Area Varying Maximum Speed 10 m/sec
Unit region size 250m Minimum Speed 0 m/sec
Number of Nodes 80-720 | Pause Time 0 sec
Transmission Range  350m Traffic Type Random CBR
Transmission Speed 2 Mbps Number of Connections 1000

MAC Protocol IEEE 802.11| Data Payload 1024 bytes
Beacon Interval 1sec Buffer Size 1000 packets

We fixed the number of Order-1 grids per Order-2 regions todoe, fand the length
of the forwarding chain to be twl(= 2, = 0,a = 2) for the simulations. Note that
fixing K to 2 brings out the worst case performance for each of th@potd. For each
scenario, 1000 Constant Bit Rate (CBR) connections were randoanigrgted, with

each session sending a 1024 bit data payload. A sessiomtgasisuccessfully if the
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location discovery phase returns the correct location abttie data sent to the said
location successfully reaches the destination beforeithielation ends. We used MFR
routing for geographic forwarding, where packets are ghgdéorwarded by interme-
diate nodes to reach the intended recipient. Each scenagauwn for a period of 120
simulation seconds and each data point presented in thenelotesents an average of

five simulation runs.

Figure 4.2 shows thaverage signalling codbor both ELF and SLALoM. It is clearly
visible from the figure that location update cost dominatiiocosts (discovery and
data transfer) in both schemes, but that ELF performs mutteriiban SLALoM. Since
the number of full updates are fewer due to the forwardingrchet up, ELF is able to

save on location update cost.

T T
—+ ELF(Update)
—8- ELF(Other)

1.8H —% SLALoM(Update)
—A- SLALoM(Other)

Overhead (packets/sec/node)

I I I I I I I
0 5 10 15 20 25 30 35 40
Number of Home Regions

Figure 4.2:Average Signalling Overhead

Figure 4.3 shows CBRession error probabilitySession error probability is defined as

the fraction of successfully received data packets to thteogenerated data packets.
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Due to the heavy signalling overhead, location discoveckets and data packets suf-
fer heavy queueing under SLALoM, and hence fail to reach ggidation. It is quite
remarkable that under heavy signalling, the delay expeei@éiby packets is in the order
of seconds (see fig. 4.5), indicating that there is a goodaghtrat a location response
from the location discovery phase will get dropped, sinaedhginator of the query
would have moved out from the grid where it had initiated therg phase. Overall, the

number of successfully terminated sessions is much grigaitF than in SLALoM.

07

—+ ELF
— SLALoM

| | | I I I
UO 5 10 15 20 25 30 35 40
Number of Home Regions

Figure 4.3:Session Error Probability

Figure 4.4 shows thaverage path lengtfin hops) for data packets. Clearly, the aver-
age path length increases for both protocols with increateriain size. However, data
has to be transmitted over additional hops due to the forwgrchain set up in ELF.
On the average, this results in at most one hop more than SMAfioo the scenarios

considered, and hence may not be a serious issue in practice.

However, data packets benefit indirectly from location farsng, as can be seen from
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— ELF
— SLALoM

Average Path Length(Hops)

I I I I I I I
0 5 10 15 20 25 30 35 40
Number of Home Regions

Figure 4.4:Average Path Length for Data

figure 4.5. As the number of nodes increases, so does the gabfimapdate traffic,
thereby increasing the network queueing delay at each radsegsion initiation and
successful delivery of data for both protocols. The high@lume of update traffic
causes congestion and excessively high packet delays ih@UAwhere as location
forwarding results in a much better average delay expegtiy both signalling and
data packets in ELF. Even with location forwarding, the tawadiscovery phase is
carried out faster in ELF since location query/respons&gtaaeach the intended re-
cipients with a lower delay. Due to network congestion, getekets suffer high delays
in SLALoM, and with the increase in number of nodes, only thpackets transmit-
ted between source-destination pairs that are connectéebiiops are successfully
received (as indicated by the poor throughput and the aggpath length). Since we
took into consideration the delay of successfully receidath packets only, the delay
of data packets in SLALOM starts to decrease beyond a thidsimdicating a system

breakdown. Overall, considering location update/disopwerhead/delay, and data
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delivery probability, ELF outperforms SLALoM for all pracal purposes.

45

T

—— ELF(Data)

—8- ELF(Discovery)

4 SLALoM(Data)
-2~ SLALoM(Discovery)

! . . . . . .
UO 5 10 15 20 25 30 35 40
Number of Home Regions

Figure 4.5:Average Packet Delay

4.5.3 Scalability with Mobility

In this scenario, we studied the scalability of the SLALOMGRID and SLURP for
increase in node mobility, while keeping the network sizestant. To test the efficiency
of the protocols, we imposed high traffic on the network wid@of the nodes initiating
constant bit rate sessions to other nodes. Each sessionrhtesat 2 packets/second,
randomly starting after 20 seconds into the simulation anahihating randomly at 250
seconds into the simulation. Parameters for the simulaioe specified in table 4.2.
Since the performance of SLALoOM is dependant on the selectid, the recom-
mended value oK from [83] is 7 for our scenario. However, that analysis does n
consider the optimal node density for geographic routimgl, lleeping this in mind as
well as the tractability of simulations, we decided to siataltwo versions of SLALoM,
with K = 2 andK = 4 (hereafter called SLALoM&k, and SLALoMK, respectively).
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Table 4.2: Simulation parameters for varying mobility saen

Simulation Time 300 sec Mobility Model Random Waypoint
Simulation Area 2000x2000m || Maximum Speed 0-25 m/sec
Unit region size 250m Minimum Speed 0 m/sec
Number of Nodes 320 Pause Time 0 sec
Transmission Range  350m Traffic Type Random CBR
Transmission Speed 54 Mbps Number of Connections 160

MAC Protocol IEEE 802.11g| Data Payload 512 bytes
Beacon Interval 1 sec Buffer Size 1000 packets

For the scenario considered HGRID defines 3 hierarchicaldeVde different packet

types and location management overhead in bytes for albpotd are given in table

4.3.

Table 4.3: Packet types and overhead

Packet Type| SLURP | SLALoM | HGRID
Update 33 35 34
Query 37 37 37
Response 53 53 53
Notification 33 33 33
Maintenance 33+20n| 33+20n | 33+20n

The results shown in this section show the effect of mobdoiylocation manage-

ment and how different location management protocols affex performance of ge-

71



4.5. NUMERICAL RESULTS AND DISCUSSION

ographic routing. We varied the maximum speed in the Randoiyp@at model to
change the average mobility of the nodes. An increase inlityoisi proportional to the
rate at which nodes cross grid boundaries, and hence thatrateich new updates are
sent out to location servers. We study the effect of this pheanon on the performance

of the network. Each plot point presented here is an averbggven simulation runs.

Figures 4.6 and 4.7 show the average data throughput ang aghéeved by each
protocol. Throughput decreases with mobility for all thetpcols, with SLURP be-
ing affected most by mobility, and HGRID performing best. HGRijives a near
steady performance, delivering a throughput above 90%lithalcases. SLALOM-
K> performs slightly better than SLALoOMy. Packet delay increases with mobility,
with SLALoM-K3 performing worst, indicating that network congestion dumbbility
causes network under—performance, and that the rate ahwpitates are sent out af-
fect each protocol with different degree. Since controrbeead is least for HGRID (see
fig. 4.10), this easily explains why HGRID performs best. Rettalt SLALoM

100
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60

40 t

Throughput(%)

20 HGRID —— |
SLALOM-K, —-o-
SLALOM-K; s
SLURR +

0 5 10 15 20 25
Mobility (m/sec)

Figure 4.6:Data Throughput
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Figure 4.7:Average data delay

groupsK? Order-1 regions to form Order-2 regions. Thus, in our sirioies, each
node in SLALoMKj> has 16 home regions, both near and far, while nodes in SLALoM-
K4 only have 4 home regions, all being near. Hence, a boundasgitig in results in
more updates in SLALoM&, than SLALoMK,. On average, both overheads would be
more than that of SLURP, since each node has exactly one hajiomiea SLURP (as
indicated by figure 4.17). Since higher control overheaceeshly affects data on the
shared channel, one would expect better performance folRELthan SLALoM. This

can be explained by figures 4.8 and 4.9.

Figure 4.8 shows the probability that a query for a destmateturned successfully,
and figure 4.9 shows the average delay for location discoviaryhe query-response
phase. Since control overhead is least for HGRID, most gsienie not affected by
network congestion, and destinations are easily locatddwmilliseconds. However,
the high control overhead affects SLALokt- severely, with a lot of discovery packets

being dropped due to MAC layer contention (a quick look atthmber of CTS packets
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Figure 4.8:Query success probability

ignored by IEEE802.11 due to software carrier sense easilfirmed this). Although
the home regions are located closer to the enquirer thamtBatALoM-K4 or SLURP,
the probability that a destination’s location is discoeere smaller in SLALOMKGo.
This accounts for the reduced throughput for SLAL&WYL- However, since the home
region of an arbitrary node is located further from an ergpuim SLURP (since home
regions are chosen randomly, there is no guarantee thaegienris actually close to
the enquirer), the location discovery takes longest to detapn SLURP. In the worst
case, the query-response phase takes more than 10 sec@lddRP. This behavior
also explains why SLALOMK, performs better than SLALONK, in terms of location
discovery delay. Since data packets have a lifetime of ordgabnds in the buffer, the
delayed responses in SLURP are useless since the packetmgwulagé destination’s
location would already have been discarded at the sourday&responses are more
costly than no responses at all, as indicated by the poougdimmut of SLURP. How-

ever, given the same number of hops for a data session, SLURSmse better than
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SLALoM in terms of packet delay, since higher congestion ugpdate traffic causes

low priority data to be queued longer in SLALoOM.

Figures 4.10 and 4.11 show the control overhead incurredbly protocol in number

10 ‘ ‘

SLURP —+—
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81 HGRID =

Discovery delay (sec)
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Figure 4.9:Average location discovery delay

of packets. Clearly, the overhead due to update traffic iseeavith mobility for all
protocols, and is highest in SLALoM because a grid crossasglts in updating multi-
ple home regions simultaneously. SLALoKJ-performs better than SLALOMS since

it only has to update 4 home regions at a time. HGRID performsg Bace updates are
forwarded to higher level servers only when the movementiess a grid boundary
that is not contained within the current hierarchical leaghed. Hence the number of
updates are much smaller in HGRID than other protocols. Hewehis is no longer
true if one considers the overhead in bytes than the numhmaiets per received data
packet, as shown by figure 4.12. HGRID location server gridsancentrated towards
the center of the terrain, and as the hierarchy of the sena&bgcomes higher, so does

the number of location entries in the location database iocation server which is
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present in it. When a node moves into a server grid, it has @weall the entries of

nodes that are registered under that grid as part of databais¢enance, and the num-
ber of such entries increases the overhead in location era@nte. Server grids become
points of congestion and thus the bottleneck in performasaedicated by the increase

in data discovery and data delay with increased mobility.
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Figure 4.10:Control Overhead (packets/sec/node)
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Figure 4.12:Control overhead (bytes/received data)

4.5.4 Scalability with Network Size

In this scenario, we studied the scalability of SLALoM, HGR#dd SLURP for in-

crease in network size while keeping the node mobility camistSpecific parameters

for our simulations are listed in table 4.4.

Table 4.4: Simulation parameters for varying network scanario

Simulation Time 300 sec Mobility Model Random Waypoint
Simulation Area varying Maximum Speed 10 m/sec
Unit region size 250m Minimum Speed 0 m/sec
Number of Nodes 80-2880 || Pause Time 0 sec

Node density 80 noded{n? || Traffic type CBR
Transmission Range  350m Traffic pattern Random
Transmission Speed 54 Mbps Number of Connections 1000

MAC Protocol IEEE 802.11g| Data Payload 512 bytes
Beacon Interval 1 sec Buffer Size 1000 packets
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4.5. NUMERICAL RESULTS AND DISCUSSION

Since the performance of SLALoM is dependant on the seledid, we decided
to varyK from 2 to 6, such that the total number of home regions per meained
the same for all scenarios . HGRID defines up to 5 hierarchéval$ for the scenarios
considered. The different packet types and location manageoverhead in bytes for
all protocols are given in table 4.3.

In order to test the network under stable conditions, wehletrtodes move around
for the first 150 seconds of the simulation, so that locatenver and database set up
is initialized appropriately and the control traffic is gteded. To test the efficiency of
the protocols for location discovery as well as efficieniwal of data, we initialized
1000 CBR connections, where the source and destination noglehasen randomly
for all the scenarios. Each connection sends one data paakdbmly starts after 150

seconds into the simulation and terminates randomly at 280r&ls into the simulation.

................
______________________________
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Figure 4.13:Data Throughput

Figure 4.13 shows the fraction of data packets successfallyered by each proto-

col. HGRID is able to deliver packets in more than 90% of theesder all scenarios,
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4.5. NUMERICAL RESULTS AND DISCUSSION

and hence performs best. SLURP performs worst, with signifisarformance degra-
dation for network sizes of 1500 nodes and more. The undéonpeance of SLURP
can attributed to the higher percentage of queries thatdaiturn the location of the
destination and higher delay of location responses. Rdtalegach data packet is held
for only 4 seconds in the buffer, and if a query—responss failterminate within this
period, the packet is dropped. Hence, the delayed responSes)RP are useless since

the packets awaiting the destination’s location wouldaadyehave been discarded at the

source.

Delay (hops)

500 1000 1500 2000 2500 3000
Nodes

Figure 4.14:Data Delay (hops)

Figure 4.14 shows the delay experienced by the successtliered data packets
in number of hops (transmissions). Since the location resg®convey the exact loca-
tion of the destination in SLURP, packets take the shortdébtipesSLURP. HGRID and
SLALoM take longer paths, since on average, packets areddatnear home regions
in SLALoM or hierarchical location servers having more aete knowledge of the

destination in HGRID, before being handed over to the detsbing finally. However,
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4.5. NUMERICAL RESULTS AND DISCUSSION

the average delay experienced by data packets follows areliff trend as shown by
figure 4.15. Even though packets take the longest paths in BGRéy have the lowest
average delay, since the network is least congested. Sighbertcontrol overhead ad-
versely affects data on the shared channel, a lower datg oef8l URP indicates that
the network is less congested in SLURP than SLALoM, and idyewasiified by figure

4.18.
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Figure 4.15:Data Delay(secs)

Figures 4.16 and 4.17 show the query success probabilitytfenaverage delay
for location discovery for the three protocols. All protte@erform well, with more
than 90% of the queries returning the location of the quedestination. Packets
can be dropped due to two reasons in our simulatiogeegraphical hole$71] and
IEEE80211 induced congestion. Since the home region of an arbitradg is located
furthest from an enquirer in SLURP (since home regions arsatoandomly, there is
no guarantee that the region is actually close to the enj@oenpared to the other pro-

tocols, the location discovery takes longest to comple®idRP. Also, since the home
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region is located further, this increases the dropping @ity of a query or response
packet, and thus decreases the query success probahlili.o$1 has the closest home
region for any node for the scenarios considered, and hds\lest delay for location
discovery. However, high network congestion due to thedriglntrol overhead causes

additional packet drops in SLALoM, and thus has lower quegcess probability than

HGRID.
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Figure 4.16:Query Success Probability
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Figure 4.17 Discovery Delay
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Signalling overhead (packets/sec/node)
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Figure 4.18:Control overhead

Figure 4.18 shows the average control overhead for all th®pols. With the num-
ber of CBR sessions being low, most of the signalling overheaddé to update traffic.
As indicated by the analysis, HGRID has the least controllmad, since the update
overhead increases only logarithmically with the numbenades. For practical sce-
narios such as the ones considered in our simulations, SLUHRBrms better than
SLALoM with respect to control overhead. Also, SLURP perferpest when one con-
siders the overhead in bytes instead of number of packetth & packet overhead
being nearly equal for all the protocols, the higher ovedifea HGRID and SLALoM
can be explained by the overhead incurred in location maamtee. The average num-
ber of location entries that have to be transmitted is moreSt)ALoM and HGRID
(see figure 4.20), resulting in additional bytes being tmaitted in these two protocols.
Finally, figure 4.20 shows the increase in location datals&seof each protocol with
increase in number of nodes. SLURP has minimal memory regeinés, since each

node can choose any unit region randomly from the availadtlefsOrder—1 region as
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Signalling overhead (bytes/sec/node)

120 ¢

1500 2000 2500

Nodes

500 1000

Figure 4.19:Control overhead

3000

its home region. In SLALOM, the set of available Order—1 oggis restricted to only

K2. While lower order servers have a few location entries, tdti order servers have

to retain location information about almost all nodes in HBRHowever, the aver-

age of these grows only slightly with the increase in netwsizle. Thus, all protocols

are scalable, with the database size being nearly constarmdreasing marginally with

network size.
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Figure 4.20:Database size
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4.6 Summary

In this chapter, we formally analyzed the protocols and theagd that all the three
protocols are scalable with respect to network size usingeaiic framework. In par-
ticular, we have shown that the average location manageousttincreases only as
O(VN%) for SLALoM, and that the location update cost increases asi(vNIogN)
for HGRID for uniformly and randomly distributed ad hoc netk® In scenarios where
node mobility and communication are both localized, HGRID geur an overhead
which increases only as logarithmic in the number of nodes.irdplemented the pro-
tocols in Glomosim, and carried out extensive simulatianstdy the performance of
these protocols for practical scenarios that could not berporated into the theoreti-
cal framework. Our results indicate that all protocols perf well, and only affect the
performance of geographic routing minimally. In particutae Hierarchical Grid Lo-
cation Management protocol (HGRID) performs the best fohlatrease in mobility

as well as increase in network size.
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Chapter 5

Effect of Node Density

on Location Management

As shown in the previous chapter, the proposed protocols slewn to be scalable un-
der dense node conditions, with greedy forwarding beingehas the position based
routing protocol. However, in a sparse network, both thatiom management scheme
as well as greedy forwarding becomes inefficient and can clelgmatic. More specif-
ically, since most of the proposed location managementsebalelegate the location
service task to particular unit regions in the topographys imperative that there is
at leastone node in the location server region and that this regioacessible to the
network. Under low density conditions, unit regions may oohtain any nodes. We
denote such a condition, in which a location server is dewbichember nodes by the
termempty server regianintuitively, the probability that a unit region becomespyn

becomes significant with decreasing network density ankl hagle mobility.
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CHAPTER 5. EFFECT OF NODE DENSITY
ON LOCATION MANAGEMENT

Figure 5.1 shows an example of a connected 70 node statiomametwork in
a 2000x2000 m region (average density ofSlx 10~° nodesi?), in which the unit
region is a 25 x 250m square region. The nodes are represented by circles in the
figure. At this node density, there are quiet a few empty saegions in the network
that are denoted by unit regions that do not contain a cifidhes, if a node selects any
of these empty regions as its location server, then locafpalates to these regions will
simply be dropped at some intermediate node at which thegpaaknot be forwarded
further. Similarly, any location query (and hence the d&da}his node (and any other
node that selected this empty server region) will also bpied since there is no server
for the node. Hence, these nodes are temporarily unreachmatiie network due to the
incorrect operation of the location management schemeteeeigh they are part of the

network, and the network throughput suffers.

Figure 5.1: Empty server regions in a 70 node network in a 22000 m playground

In addition, greedy forwarding can fail due to the occureeatlocal maxima during the
forwarding process. Hence, even if a valid path exists tddbation server, the packet
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will be dropped by the intermediate node at which the locatima occurs. Note that
routing protocols that route along the faces of planar gsagch as Greedy—Face—
Greedy (GFG) [22] and the Greedy Perimeter Stateless Ro(@R&R) [71] or depth
first search based approach such as the Geographic RoutimgitAlg (GRA) [72]
can be used to overcome this problem. Thus, the bottlenep&sition based routing
in sparse networks seems to be the incorrect operation ofottagion management

scheme.

5.1 Characterizing the Empty Server Region

Probability

To understand the impact of the problem caused by empty rsesg@ns, we find the
probability that empty server regions are caused in a umifjprandomly distributed
ad hoc network with node density df nodes per unit region. Assume that each node
crosses grid boundaries at the rat%qjer second, such that the time interval between
two grid boundary crossings is represented by an exporeatidom variable with
meanA. For a system with only two unit regions and assuming a bassdsimulation
model (nodes that hit the boundary appear on the opposee$ithe simulation area),
the mobile movement process can be modeled by a one—dimeahsiarkov chain as
shown in Figure 5.2. A stat@, j) in the model represents the number of mobile nodes

in each cell, wherg, j € [0,2N]. The steady state probability can easily be found from
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Figure 5.2: State diagram for a two unit region system
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Figure 5.3: Empty server region probability.

solving the chain as follows.
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for a finiteN and wherex andp represent the outgoing and incoming transition rates in
each state in Figure 5.2. The empty server probability ia the sum of probabilities
Thon and oy o. Figure 5.3(a) shows the resulting probability distribati Since the
grid crossing rate of all nodes have been assumed to be thes gadoes not have an
effect on the steady state probability. We note that a simaitelysis can be carried out
for systems with more than two unit regions as well as higheéeioregions [86], but do
not elaborate on this in detail.

For a more realistic sampling of the empty server region giodlty, we ran simu-
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lations on a 2000nx 2000m terrain consisting of unit regions of size 250A50m in
which nodes move using the Random Waypoint mobility mode].[Hoth the node
densities and the average speed of nodes were varied tovelikereffect of each on
the empty server region probability. Figure 5.3(b) shovesrgsults on the empty server
region probability at steady state. It can be seen that loderdensity has a severe
effect on the probability distribution, while increaseddeovelocity has almost no ef-
fect on the server regions becoming empty. This is largeg/tdithe fact that although
higher velocities cause unit regions to become empty fasteles enter empty regions
at a similar rate to make them non—empty at steady state. \Miilanalytical model is
not directly comparable to the simulations, we observettiatrends in the probability

distributions are similar.

5.2 Proxy based Location Management

As one of our main contributions, we for the first time, propés use a proxy—based
location management scheme to address the empty servéemrold a server region
Re is empty, then the duty of that server needs to be delegatagtoxy serverRp
under the proxy based scheme. Although the concept of maxigimple, the task of
distributed proxy selection and management is non trivishd hoc networks due to
the inherent tradeoff between complexity and control ogadch Consider the following
two schemes: in the first scheme, a node mapped to an empgr segionRg simply

selects the first non—empty grid as its proxy seigrand a network—wide broadcast
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is carried out to make all nodes aware of the new server. Alreuupdates and queries
are routed directly tdRp. In the second scheme, aftBp is selected as a proxy for
Re, no network—wide broadcast is done, but instead all lonatianagement packets
are redirected fronikg to Rp based on anappingbetweenRe andRp locally. While
the first scheme is conceptually simpler, it incurs signiftcaverhead. On the other
hand, the second scheme is resource efficient, but is morplicated. For example, if
some time lateRp itself becomes empty, then the protocol has to readjust dpgping
without creatingace conditionghat adversely affect the protocol operation.

In the following sections, we outline our proxy based logatmanagement scheme.
We assume that there is a connected planar graph defined orothkempty regions
of the terrain (referred to as an overlay graph) and a royinogpcol that can traverse
the graph faces. The routing protocol can detect the preseinempty regions when
regular packet forwarding fails, and switches from the tagtorwarding mode to the
face routing mode to get around empty regions. Later on, wserd® centralized and
distributed algorithms to construct overlay planar graghsvell as the routing protocol
in detail.

We also assume that the empty region is within a single facetlaat the graph
faces remain stable with respect to packet routing timepfgface changes that occur
in between the time two packets are routed do not affect thgprouting of packets by
the protocol). We note that there is a MAC protocol that cdialbéy transmit a packet.
All protocol packets from a node are uniquely identified byguence number. We use

the term location server loosely to indicate any node whaneenber in an unit region,
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since all nodes in an unit region carry out the task of locati@nagement.

5.2.1 Proxy Selection

Proxy selection refers to the set of actions that need to kentevhen update packets
from mobile nodes to an empty server region need to eithexpsatproxy server (if one
has not yet been set up) for that region, or be routed to a emyer (if a proxy server
has already been defined). The proxy selection phase famr®giis started by an unit
regionR when regular forwarding of an update packet to the locateymes regiorRg
fails in R. It enters this update into a temporary database, indexdteogestination
regionReg, in the case thaR may have to be the proxy server fBg later on. R then
retransmits the update in face routing mode alafigts graph edges. A proxgimer
is also started for this entry whose timeout indicates thatgacket either resumed the
regular forwarding mode or reached its intended destinggttherRg or a proxy that
was already set up fdez). The value of the timeout is set to the time required to treee
the terrain perimeter. When the timeout occurs, all entri¢se temporary database are
deleted.

Ralso snoops into location update packets in face routingerent ifR notices that
it has to forward an update packet to any of the grids in ity database in face
routing mode, it checks the face route start point (unitorgglentifier) of the packet, as
recorded by the routing protocol. If the closest point ot tlegion to the empty server
region is closer than its own, or if the distances are equiathmiidentifier of the start

point is greater than its own, then it stops the timer, dsléte temporary database and
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continues the packet’s routing. This rule avoids potemntieé conditions that may occur
during proxy selection as indicated by Figure 5.4. If twodtien updates for empty

server regiorRe arrive at region$;g andRg simultaneously, there is a possibility that
we may havewo proxy servers foRe. However,Rg has a lower identifier thaRy,

and gives up its candidacy to be a proxy . Packets that loop around the graph

[
Ll

Figure 5.4:Potential race condition during proxy selection

faces are handed up by the routing protocol to the locatiovicgelayer as described
in Section 5.3. If all copies of a previously retransmittgaiate looped around & it
means thaRe is indeed empty, and that a proxy has not yet been assigndREfoR
then assumes itself to be the proxy serverRgr stops the set up process, and copies
all entries forRg from its temporary database into its proxy table. All futupzlates to
the empty server regioRg are entered into the proxy table of the proxy seier

Based on the above discussion and the observation that ay eerger regiorkRe
lies inside an interior face or outside the exterior facehef grid graph, we have the

following theorem and its informal proof.

Theorem 5.2.1.In a connected network, the selection phase creates exawtlpmxy
grid Rp for an empty server regiongRand lies in the graph face containingeR

92



5.2. PROXY BASED LOCATION MANAGEMENT

Proof. Face routing guarantees that the retransmitted updatetsaekl visit all edges
of the face containing the empty server, and select one @fdfaeent grids closest Re
that lies on the graph face. Moreover, if the update paclketest its journey via face
routing due to a temporary void, then regular forwardinginess at an intermediate
node that continues to route the packet to either the sezgem, or to the face contain-
ing the empty server region. Finally, race conditions thayroreate multiple proxies

for Rg are avoided by either the distance rule or the unit regiontifier rule. O

We note that the proxy selection phase is similar to the Re#anRefresh Protocol
to select ehome noden [89]. However, the selection is done using face routingaon
planar graph formed from the unit disk graph radio networtt does not address race

conditions that may arise due to simultaneous selectiokgtsac

5.2.2 Proxy Delegation and Maintenance

Proxy delegation is required when a node is about to leave®symerver regiorRp
empty and move into a new regi®t or if such a node is about to be shut down (either
by an user or due to low battery power of the device). If a locabr proxy server be-
comes empty due to mobility, then a new proxy server has teleeted which is closest
to the original empty regioRe and which lies within the face containifigge. To this
end, the last node to move out Bp (when two or more nodes move out simultane-
ously, the tie can be broken by using node addresses) starnsdxy delegation phase
by transmitting adelegationrmessage in face route mode wiRh as the destination and

R« as the grid where face route mode was initiated. If the meskaps aRy, thenRy
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is delegated as the new proxy serverfgrand the message is discarded. On the other
hand, ifRy notices that the message returned with a closerRyido Re than itself, it
forwards all the entries fdRg to Ry, and delegateR, to be the new proxy server for
Re. In case that the proxy delegation phase was initializedtduew battery power,
the process of server selection is carried out by excluBmgs a potential candidate.

Similarly, proxy maintenance is required when a regiyn which was hitherto
empty, now contains a nodewhich just moved into it from an adjacent grid. R
was a server sometime before, themust claim all location entries for whidR, was a
server prior to it being empty. Similarly, Ry partitions/closes a previously close/open
face in the planar graph, thenmust claim all entries for an empty server region along
the graph face whicRy just closed, from its proxy. This can be accomplished as fol-
lows. Similar to the proxy selection phase, nadgtarts the proxy timer and transmits
a proxymaintenancenessage along all its graph edges in face route mode. Aliggox
promiscuously listen to maintenance messages, and a sespamds to it with a proxy
responsaef this grid is currently a proxy foRy or if Ry is closer to any of the grids that
it is currently a proxy for, than itself. Moreover, a nodeRpcaches any update, query
or maintenance message that it forwards in face routing nfodis currently seeking
a proxy response, indicated by an active timer. In the evsattd proxy response is
received, the grid is updated with the new location entréesl all previously cached
messages are responded to, if possible.

It is worth noting that the proxy delegation and maintenaplcases preserve the

face containing the empty serv@g such that its proxyRp is also along the same face.
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5.2.3 Location Discovery

A nodey that wishes to find a destination nogs current location sends a location
guery tox's known serverRy, by using the unique mapping betweemndRy. The

query is then routed until it reaches eitli®g or its proxyRe. The server that receives
the query responds with a location response with négleurrent location. We have the
following theorem and its informal proof to establish thereat operation of the proxy

location management scheme.

Theorem 5.2.2. Assuming a reliable MAC protocol, and a routing protocol ttitan
visit all unit regions along the face of a planar overlay ghaghe location query is

guaranteed to return the last known location of a queried nadeconnected network.

Proof. Since all phases of the proxy management result in the premxeslying along
the face containing the empty server, the query will be redpd to as long as the query
packet reaches the face under consideration. Similar tpdate packet, a query packet
is forwarded until it reaches the graph face containingdlcation server (and hence its
proxy). Thereafter, face routing guarantees that the gaagits the appropriate server
who can respond to the query. A race condition could haveroeduf a query had
passed through a region which was in the process of exedimiigaintenance phase.
However, since any region which is currently waiting for amb@nance response caches

every packet that passes through it, the query will be arexvereventually. O
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5.3 Choice of Routing Algorithms

So far, we discussed the issue of empty server regions, aadafized proxy based
mechanism to overcome this issue in sparse networks. Hoyweeaote that the proxy
scheme is highly dependant on the routing protocol and resjai lot of support from it

to operate efficiently and correctly. Particularly, thetmog scheme needs to

e Detect empty regions and alert the location management igy@n such detec-
tion. However, the void may be a temporary one on the path éopticket’s

destination, in which case the protocol must intelligebyass it.

e If a server region is empty, its proxy may be located anywladoeg the graph
face containing that region, and the routing scheme musagtee that the proxy

be located as fast as possible.

¢ In the case that a server region is disconnected from theonketiue to node mo-

bility, packets to such regions should not loop forever,timgsnetwork resources.

While greedy forwarding is not suitable for the operatioret thie desire, face routing
on planar graphs seems attractive for the proposed locat@magement scheme. Since
the planar graph due to either scheme spans the non—emggyigrihe terrain, face
routing has the potential to route arowwmidsto locate a proxy. However, even when
the empty server region lies inside an interior face of tlaggy face routing may operate
incorrectly for locating the proxy, as shown by Figure 5.8eTeason why face routing
fails in this example is due to the fact that none of the facggaining the terminating
node (nodai) contain a node which is a member of the proxy region.
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Figure 5.5:An example where face routing fails to detect the proxy sefwea query from nodeu.
Nodeu is where face routing started, aRg is the proxy server for the empty server regitn Alter-
nately, face routing on the subgraph extracted from thelayegraph (indicated by the square vertices

and dashed edges) will detect the proxy region.

Another critique of face routing as suggested by either GFGBSR is that the
quality of routing is inherently tied up with the nature oétplanar graph. If we know
that the current region isota proxy, then we would like to move to the adjacent choice
as fast as possible. Since routing is done on a edge—to—edgeds the planar graph,

proxy management can be slower using either of the schemes.

5.4 Connected Overlay Planar Graph

Construction Problem

Considering the drawback of face routing on planar grapltaeted from the unit disk
graph, we realize that the proxy server management can bedaut correctly only
if the planar graph considers the non—empty regions of tiwark. To this end, we

define anoverlaygraph on the unit disk graph and consider the problem of coctst
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ing a connected planar graph from the overlay graph. Theviatlg subsections out-
line an overlay graph, the Connected Overlay Planar Congiruptoblem and central-

ized/distributed solutions for this problem.

5.4.1 Problem definition

Given a set of mobile nodds and their Euclidean co-ordinates, the network terrain is
tiled into an uniform infinite grid such that the unit squaegions within the grid are
of diameter, wherer is the radio range of a node. The center pdiqty;) of each unit
regionR; uniquely represents the unit region and forms a vertex imteglay graph. A

total ordering on the vertices are defined as follows:

o (X1,¥1) < (X2, ¥2) If X1 < X2 0rx1 = X2 andyg < y»

o R <Rjif(x,yi) < (Xj,Yj)

A mobile nodeu € N can now be uniquely assigned to one of the vertices by defaning

total ordering on the node locations on the grid using thiefohg three rules:

e A nodeu(Xy,Yyuy) is assigned t&; if (xy,yu) € R

e A nodeu(xy,Yyu) is assigned to mifij, R;) if (xy,yu) € R, R;

e A nodeu(xy,Yyu) is assigned to mifi§, Rj, R¢, R) if (xu,Yu) € R, R}, R, R

The last two rules assign nodes to a unique vertex if theyofallhe boundary of two

unit regions or the corner of four unit regions.
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Once the vertices are defined, the adjacency matrix of thdegvgraphG(V,E), R €
V is constructed as follows: two verticBsandR; are adjacent, and a bidirectional edge
er —R; € E exists between them if there is a node pair (u,ve N,ue€ R;, v € Rj) that
are directly connected to each other in the UDG. Due to thistraction, a verterR
can be adjacent to at most 20 other vertices as shown in figbre 5

To facilitate the explanation of our algorithm and the resthis paper, we denote
by ES the set of eight short edges (shown in bold solid lines in FEdu6) connecting
the eight immediate vertices arouRd and byElRi the twelve remaining edges incident
from R (shown in dashed lines in Figure 5.6). An edge is also classds either an
axis-edge or anon-axisedge depending on whether it is parallel to ¥he Y (horizon-
tal/vertical) axes or not. Denote By the neighborhood oR;, which consists of the

20 vertices thaR, may be adjacent to. With the overlay graph in place, the occtede

Figure 5.6: A vertex in the overlay graph is adjacent to at most 20 othetiogs. Short edges are
shown by the bold solid lines while dashed lines indicategledges. While axis edges are parallel to the

grid , non—axis edges are inclined to the grid.

overlay planar graph construction problem is defined asvi@! construct a subgraph

Gp(V,Ep),Ep C E which is both planar and connected.

99



5.4. CONNECTED OVERLAY PLANAR GRAPH
CONSTRUCTION PROBLEM

In [90], Frey et. al. studied a similar problem in which theup is tiled into
a mesh of hexagons and each hexagon is referred to as a geicgrhyster. Nodes
are aggregated into geographic clusters based on theiiqrogi the plane, and an
aggregate graph is constructed from the radio connectyétyween adjacent hexagons.
A planar subgraph embedded in the aggregate graph is edragta modified Gabriel
graph [91] construction using one-hop information adgediby each node in a beacon
packet. Routing is then performed on the planar subgraphett from the aggregate

graph.

Lemma 5.4.1. The Gabriel graph construction proposed in [90] applied ke tover-
lay graph will always produce a planar subgraph, but the rasgltsubgraph may be

disconnected even if the underlying unit disk graph is cotetk

Proof. The proof follows directly from [90]. As an example, congidlee node place-
mentsinfigure 5.7. Nodesg, v,, v3 are assigned to verticég, R, Rq respectively. Since
v1 andvs are disconnected, there are two bidirectional e(m@st ander_R, in the
overlay graph, indicated by the dashed lines. In the Gajregbh construction for a
node pair @, V), there must be no other node located in the disk with diame#than
u andv. Thus, to preserve planarity in the overlay graph congistihverticesR;, R;

andRy, edgeer _.r; Will be discarded, thereby leaving the subgraph discormuect[]
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Figure 5.7:The circles indicate the radio range of nodesandvs. Dots indicate nodes, solid lines
indicate edges in the unit disk graph, solid squares reptdke graph vertices and the dashed lines

indicate edges in the overlay graph.

5.4.2 Centralized Algorithm

We now describe a centralized algorithm that constructsbgrsyh from the overlay
graph, which is both planar and connected. The algorithrase on a specific property
of overlay graphs that we refer to as tteglundancy propertyA formal definition of

the property is as follows:

Lemma 5.4.2. Redundancy PropertyIf two edges in the overlay graph intersect, one
of the following must occur: (a) two radio edges intersect mttDG (b) the two radio
edges in the UDG do not intersect, but the location of the foabile nodes is such that
the overlay edge intersection occurs. In either case, tiheust be at least one node

which is directly connected to the remaining three nodesendbG.

Proof. We prove the lemma for the short edges first, and extend tref pydhe long

edges. We make use of a known result for unit disk graphs at firs

Lemma 5.4.3.1f two radio edges in the UDG intersect, there must be at leastreode
which is directly connected to the remaining three nodes.
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Proof. The proof follows directly from [92]. O

Since two short axis edges cannot intersect to cause norafjila the edges that
cross each other must be non—axis edges. There are two casaswhich the edges
intersect: either the underlying edges in the UDG intersethey do not. In the for-
mer case, from Lemma 5.4.3, we know that there must be at ée@shode which is
directly connected to the remaining three nodes. In therlgdise, assume without loss
of generality that edgery is on the right of edgev as in Figure 5.8, for two edges,
uvin the UDG. For the edges not to intersactx andy must be located in the shaded
regions. Assume thaky| <r and thatjux|, |uy] > r. However, this is a contradiction,
since Zxuy > 7 and this implies that botk andy are directly connected to. Thus,

lemma 5.4.2 follows for short edges.

Figure 5.8:Proof of Lemma 5.4.2

For the long edges, Figure 5.9 shows all base cases whergiedbe overlay graph
may intersect to cause non—planarity. All other possibiergections are symmetrical
to those shown in the base cases. For the cases shown in 5i§(a$5.9(b) and 5.9(c),

if the non—planarity is caused by intersecting edges in tA&\then from Lemma 5.4.3
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Figure 5.9:Base cases of non—planarity in the subgraph due to edgeeotens between a long edge
and a short edge, and between two long edges.
we know that there must be at least one node which is direotipected to the remain-
ing three nodes. Inthe case that the UDG edges do not intéfsee.g., edgeavandxy
in Figures 5.9(a) and 5.9(b)), then it can be shown in thesescthatchordxy| = v/2r,
(chordxy is defined as the section of the straight line connectingdy that intersects
the circle that indicates the radio range of najland thus forjxy| <r, at least one of
the nodex or y must be connected to noden the UDG. Since the UDG edges must

intersect in Cases 5.9(d) and 5.9(e), the Lemma holds fordoiggs based on Lemma

5.4.3. Ul

Based on this property, our algorithm consists of two phabestirst phase creates
a set of edges from the adjacency list that could potentialpart of the final edge set

of the subgraph, and the second phase removes edges frosetttimt intersect while
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preserving connectivity. Defird(R) to be the degree of a vert&in the overlay graph,
|(er—R;) andw(er R, )to be the label and weight associated with an egigeg, in

the overlay graph.

Algorithm Description

Algorithm 1 To construct the overlay graph (Phase 1)
1: for all R do
2. forall ex_g €ES do

3: Add ER—R; to Ep
4:  end for
5: end for
6: forall R do
7. forall ex_r € E¥ do
8: if ER —R; IS an axis-edgéhen
o: Ry < short vertex OIeR R
10: if er R && e then
11: continue
12: else ifer R then
13: Discarder R
14: Add virtual edgeer —.r, 10 Ep
15: else ifer R, then
16: DiscardeRﬁRj
17: Add virtual edgeer, —.r; to Ep
18: else
19: Add €rR—R, to Ep
20: end if
21: else
22: Add €R —R; to Ep
23: end if
24:  end for
25: end for

Lines 1-5 of Phase 1 add the short edges to the potential eddgérseind lines
6 — 25 add the long edges between any two vertices in the overéahg While non—

axis long edges can be readily added to the edge set (lines22}, axis edges that
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are long have to be added cautiously. Particularly, noddigimations such as the
ones shown in Figures 5.10 and 5.11 can cause overlay edgsdations along infinite
points. For example, since all nodes are physically comagthere will be three edges
in the overlay graph in figure 5.10 - namely, two short edggsr,, er—r; and a
long edgeer ;- Since the long edge intersects with the short edges attefioints,

it is discarded without lose of connectivity due to the esste of patfRR¢R; (lines
10— 11).

On the other hand, if the intersection due to axis edges isechby a long edge
and a short edge, and if the removal of one of the edge woulskcdisconnection, the
algorithm does the following: it discards the long edge, adds a virtual edge between
the vertices that did not previously have a short edge betwesn (lines 12- 17). The
virtual edge represents a 2-hop physical path in the unidgrlyDG. For example, in
figure 5.11, long axis ed@qHRj is discarded and a virtual edgﬁﬁRj is added to the
edge seEp. Edgeer, R, is constituted by the physical pat§ — v, — vi. Finally, If
there is no intersections between axis edges, then the g @an be safely added to

Ep(lines 18— 19).

V%.Ri vlle
'\31 W
weR ns R
v - v &
VZIRi VZ-Ri

Figure 5.10:Long edgeer &, can be discarded since the edge vertRendR; are reachable via the

short edgesr g, ander R
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Figure 5.11:A short virtual edgeer R, is introduced to eliminate the long edggr;. The virtual

edgeer,—r; represents the path — v2 — vy in the unit disk graph.

After Phase 1 is completed, the degree of each vertex anddlghtof each edge
is computed in Phase 2.For Phase 2, we assume that an efla@anstructur& can
be used to store the vertices sorted in ascending order mfdbgrees in line 6.
Once Phase 1 completes, two edges can intersect in two wilysr at their vertices
or at a single point along the edges, referred toegsilar intersections. Clearly, only
regular intersections can cause non—planarity. PhasenZthesidersll such regular
intersections. Due to the fact that regular intersecti@rshe detected by at least one
node in the node pairs that caused the edge intersectionaweemove one of the
edges. The procedumemove— and — updateconsiders an edge-pair involved in a

regular intersection and removes one of the edges accalihg following criterion:

e if the edges have unequal weights, remove the edge with therlaveight

e otherwise, remove the edge with the lower label

The procedure also updates the degree of the vertices asasvélle weights of the

outgoing edges incident at those vertices whose edge was/eelhQ is then updated

106



5.4. CONNECTED OVERLAY PLANAR GRAPH
CONSTRUCTION PROBLEM

Algorithm 2 To construct the planar overlay (Phase 2)
1: compute the degred(R;) of each verteXy;
2: for all ER R do
l(er—R;) — max(i, j)
4. w(er—r;) — min(d(R),d(R;))
5. end for
6: insert each verteR; into Q in ascending order of degree
7
8
9

: while Q is not emptydo
R, < first vertex inQ
forall er g, € Ep do

10: forall R¢ € N, do

11 for all er._.r € Ep do

12: if ex_r; andeg R intersecthen
13: remove- and— updatéer —.r;; €rR )
14: if R is not the first vertex i) then
15: gotostep 8

16: end if

17: end if

18: end for

19: end for

20: end for

21:  removeR from Q
22: end while
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to reflect the changes due to the edge removal. Phase 2 thenusanto process all

vertices in order of ascending degree till all intersectibave been resolved.

Theorem 5.4.4. The centralized algorithm constructs a connected plandigsaph

from the overlay graph in polynomial time, if the unit dislagh is connected.

Proof. We prove that the algorithm described in section 5.4.2 agegand that it
creates a connected planar subgraph from the overlay grdipé underlying UDG is
connected. Note that Phase 1 does not lead to network discton since it discards
a long edge only if the corresponding vertices are connaedtetivo—edge paths. Thus
we only need to show that when Phase 2 terminates, the regsgitaph is both planar
and connected.

From Lemma 5.4.2, if two overlay graph edges intersect, gtrbe due to two radio
edges in the UDG and that one of the nodes must be directlyeobded to the remaining
three nodes in the UDG. Thus, it follows directly that one lué bverlay edges that
caused non-planarity can safely be removed by that nodeuwtithsing connectivity.
However, this is true only if the redundant edges in questiave not been removed
prior to the current step of the algorithm. It could happeat thne of the redundant
edges could have been removed due to a previous edge ititensand the assumption
of the removed edge being valid in the current step couldteddconnection (for e.g.,
see figure 5.13). Thus, as an added precaution, one needsuie ¢hat no edge with

weight one be removed from the graph to prevent the discdimmgaroblem.

Lemma 5.4.5. Two edges that have overlay edge weights equal to one canatent
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in the overlay graph.

Proof. This follows from the redundancy property. An edge weighboé indicates
that one of the end points of that edge (#aynust have a degree equal to one. If one of
the edges has a weight one, this means that the end pointsathir edge (sag) must

be connected to the other vertexAnThus both the vertices iB must have a degree of

at least two. ]

It follows from lemma 5.4.5 that if an edge with weight onesirsiects with another
in the original overlay graph, then the other edge can be vethwithout causing dis-
connection. Thus, we only need to prove that when the algarjproceeds to delete
edges, an edge that had previously a weight of two cannot daggular intersection
with another edge of weight one after its weight was updatezhe due to some edge
deletion. We will prove this using contradiction. Considegemeral scenario depicted
in figure 5.12. Without lose of generality, assume that elge> Rs is removed to for
the regular edge intersectiéty — Rz andR, — Rg. This would lead to edgB; — R4
to have a new weight of one. This would mean that by removititgeeR; — R4 or
Rs — Rs, the algorithm would disconnect either vertex or Rs. However, this is not
possible, since due to the redundancy property. There neustd of the edgeR, — Rs
or Ry — Rg, or both present in the graph, which would leave the graphected.

At each stage, phase 2 of the algorithm considers any two-gdige that cause
non—planarity and removes one edge by preserving the ctwihecln fact, an edge

is removed if and only if the node-pair that belongs to thajeedre reachable through
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Figure 5.12:Proof of theorem 5.4.4

another node or a path in the UDG,; i.e. each vertex in the ayentaph has a degree
of at least one at any time. Since there is only a finite numbedges Q(N?)) in the
overlay graph, there are only finite cases of edge-pairsctnade regular intersections.

U

5.4.3 Distributed Algorithm

From the centralized algorithm, we note that the completrlay graph information

needs to be made available to all nodes in order to construahague planar graph
view across all nodes. This would require a network flood ef dhrerlay topology,

which goes against the principle of localized protocol agien. It may be possible to
create a localized version of the centralized algorithmgsitime divided schedule and
prioritized unit regions such that each unit region anayir® connectivity, computes
possible edge removals and broadcasts its set of presetged during its allotted slot.

However, this imposes strick synchronization betweenhi®gng unit regions as well
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as its member nodes. In lieu of these obstacles, we modifggpBdo remove regular
intersections based on only the local view of the nodes. ;Téash node in regioR;
includes its incident edges in the overlay graph in the gcibeacon to announce its
location for geometric routing. Note that this informaticen be efficiently coded in a
bitmap consisting of 20 bits, since there are at most 20cestihat any vertex can be
adjacent to in the overlay graph. After gathering adjacegion connectivity from such
beacons, each node runs phase 1 and the procedure showorithaig3 to compute

the planar graph.

Algorithm 3 Distributed algorithm
1: for all ER —R; in Ep do

|(er—r,) — max(i, j)

3: end for

4: for all er g, € Ep do

5. forall R N; do

6: for all ex_r € Ep do

7

8

9

n

if er R, ander R intersecthen
if er R, && €r_R then
if er R && er R, then

10: remove edge with lower label
11: else

12: removeer, R from Ep
13: end if

14: else

15: removeer R, from Ep
16: end if

17: end if

18: end for

19: end for

20: end for

Once each node computes its final edge set in the overlay gtaipicludes this
information in the periodic beacon using an additional 2Glag. A node that receives
such a broadcast packet from its neighbor updates its conitg@nd marks the outgo-
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ing overlay graph edges to be preserved as advertised indhedast beacon. Clearly,
this scheme is purely distributed, localized and energgiefit in nature. The over-
head required to construct an overlay planar subgraph i®st 40 bits more than that
required to keep track of the location of radio neighborsauailitate geometric rout-

ing. However, it is possible that the graph which is localiyistructed -albeit planar- is

disconnected, as shown by theorem 5.4.6.

Theorem 5.4.6. The subgraph constructed locally by the distributed altijponi is al-

ways planar, but does not guarantee connectivity.

Proof. The proof is demonstrated by a conflict graph in which diseation occurs.
While this is not the only case in which disconnection ocaiirs sufficient to show that
there is at least one case in which the algorithm leads t@disction. In figure 5.13,
nodeau,v,w,x andy can be placed in overlay verticBg, Ri10,R11,R» andR3 respectively
to produce the overlay graph as shown. For the regular edgon between edges
Rs — Ry1 andRy — Ry, edgeR> — Rjo will be removed since all the four vertices in
guestion can be reached either vertiRgsor R11 and the tie is resolved by removing the
lower labeled edge; i.eR> — Rio. For the regular intersection between edggs- Rio
andR, — R11, edgeR, — Ry1 will be removed since verteR;1 cannot connect to vertex

Rs directly. As a consequence, vertexwill be disconnected in the final subgraph.]

Although the distributed algorithm cannot guarantee cotivigy by the redundancy
property alone, this many not be a severe problem since gesa@awhich specific node

placements that lead to disconnection may occur rarelyaot{ge. In section 5.5, we
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Figure 5.13:Proof of theorem 5.4.6

will show that this is indeed the case in most practical stesa

5.4.4 The GTA Routing Protocol

To better facilitate the location service layer, we propasew routing protocol that we
call the Grid Traversal Algorithm (GTA). Routing in GTA is ardrily greedy forward-
ing using the neighbor location table (i.e. the UDG). Howethee routing switches to
face routing mode when greedy forwarding fails, similardgod routing schemes such
as GFG [22] and GPSR [71]. The key difference in GTA is thaefemuting is carried
out on the planar graph constructed from the overlay gragh ¢time extracted from the
unit disk graph. Periodic beaconing and the distributedi@mgntation from section
5.4.3 is used to construct the overlay planar graph. Theromoce of local maxima
could lead to two possible cases: either the destinationt pieis in an empty region
inside the current face or the failure is a temporary voichm path to the destination.

In the first case, face routing on the planar graph constiucten the overlay is car-
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ried out and the packet will be successfully delivered toghexy region if the planar
overlay is connected. If the failure is temporary, then samermediate nodg would
find itself closer to the destination location than the laraat which face routing was
initiated, and would continue greedy forwarding.

GTA also supports the proxy management phases by handlokgisan face rout-
ing mode as follows. If a location update packet looped adpuis handed up to
the location service layer. An intermediate node who is algwoxy server needs to
look at all location update, query and proxy maintenancégigcpromiscuously, and
hence GTA hands all such packets up to the location serwes. I&inally, when proxy
maintenance is being executed, GTA caches all control paakéace route mode that
passes through the current region and passes them up te@#t®ioservice layer when
a proxy response is received. This avoids possible raceitcmmsl as mentioned in

Section 5.2.1.

5.5 Numerical Study

5.5.1 Simulation Environment

To test the performance of our proxy management scheme, plenmented our proxy
enhancements on SLURP [23], a simple and flat location managfgonotocol in Glo-
MoSim [88]. Since our objective is to test the effectivenessur proxy enhancement
and the new routing protocol, we implemented GTA as the ngyprotocol for SLURP

with proxy, and compared the scheme against a combinati@P&R (as the routing
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protocol) and SLURP without using the proxy enhancement. Gd#$\a adjacency vec-
tor table to keep track of adjacent vertices, and a list ot best hops to reach each
adjacent vertex. A boolean variable is associated with gaaph edge to indicate its
membership in the planar graph. GPSR implementation waswed from the NS-2
implementation of the protocol at [93] and verified againgilgshed results by running
the protocol using an ideal location management layer. ®bation of a destination
node is knowra priori using anideal location management scheme, and serves as an
upper bound for the performance of a practical location rgameent protocol. The
RNG scheme [94] was used to create the planar graph for pefimeiting in GPSR,
since this scheme yields a less densely connected grapkadhsitb better performance
of the routing protocol.

For GTA, proxy maintenance in a previously empty grid is dbgdransmitting a
proxy maintenance packet along all graph edges and indgcdt destination to be an
invalid node located at a very small distanzé&om the current location of the node
that initiates the proxy maintenance process. The paclet igto perimeter mode right
away, and loops around the perimeter of one of the faces talimg@roxy server. If a
proxy maintenance packet starts to loop at the initial paims assumed that the proxy
server lies outside the face traversed by the packet, andppdd immediately. If a
proxy server receives the maintenance packet, it broasltasts current grid the end
of proxy duties for the grid specified by the maintenance pgcknd routes a proxy
response containing a set of location entries back to theeearid that nodes in that

grid should store.
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We ran our simulations on a 2000x2000 m terrain consistingOomobile nodes

(average density of. T5x 10~° nodesi?), in which the unit region is a 250x 250m

square region. Although this is not a very sparse networkpsimg scenarios that

are even sparse may lead to frequent network disconne@rmhpossibly meaningless

results. For the simulation scenario, 1000 Constant Bit Rate (EBR)ections were

randomly generated, with each session sending one padked Wi2 byte data payload.

A session terminates successfully if the location discpydrase returns the correct

location so that the data sent to the said location sucdgsséaches the destination

before the simulation ends. Simulation parameters for ¢keario are shown in Table

5.1. Each plot point presented in the next section is an geaybseven simulation runs.

Table 5.1: Simulation parameters for GTA vs. GPSR

Simulation Time 900 sec Mobility Model Random Waypoint
Simulation Area 2000x2000m || Maximum Speed 0-30 m/sec
Unit Grid Size 250m Minimum Speed 0 m/sec
Number of Nodes 70 Pause Time 0 sec
Transmission Range  350m Traffic Type Random CBR
Transmission Speed 54 Mbps Number of Connection 1000

MAC Protocol IEEE 802.119g| Data Payload 512 bytes
Beacon Interval 1 sec Buffer Size 1000 packets
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Figure 5.14 Fraction of successfully received data

5.5.2 Simulation Results

Figure 5.14 shows the fraction of data packets that werectiyrreceived by destina-
tion nodes using both GPSR and GTA. The ideal location manageplot serves as
an upper bound for the maximum performance achievable bgrerbuting protocol,
since the exact location of a destination node is known as asdhe data packet ar-
rives at the network layer. Clearly, the proxy based schereffastive in tackling the
empty server problem as shown by the increase in the fraofidata packets received
by either routing protocol over that of GPSR without the gprexhancement. As the
average node speed increases, link changes occur morerfitgg@and fluctuations in
the planar graph causes temporary loops, resulting in packps. Since the location
of the destination needs to be found before data can be fdesathe fraction of suc-
cessfully received data packets is directly proportionaihte success of the location
discovery phase. As shown by Figure 5.15(b), the successaftjueries is slightly

more for GTA, indicating a more resilient proxy discoveryasl as more stable planar
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Figure 5.15:Data delay and Query success ratio

graph for GTA. Thus, GTA combined with our proxy enhancenpamnforms better than
GPSR without proxy in terms of the fraction of data packetsessfully received.
Figure 5.15(a) shows the average end—to—end delay expedery data packets.
When the network is static, local maxima in greedy forwardiagses packets to be
routed in face route mode most of the time, causing additidekay. However, node
mobility removes some of the voids that were present in thgcshetwork, causing
more packets to be forwarded greedily. Additionally, lodp® to mobility cause face

traversal to be unsuccessful. In general, successful fagersal also produces longer
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Figure 5.16:Discovery delay

paths than greedy routing. Thus, the measurement doeskaoaltaunsuccessful long
paths produced by face traversal into account which finaliyl$ to shorter end-to-end
delays and explains why there is a drop in data delay for bwhptots. While RNG
based routing is quite effective in GPSR, the 2—-hop adjaceectpr based routing and
reduced control overhead (see Figure 5.17(b)) assists G Whtain a slightly lower
average end—-to—end delay for data packets. The increaksdtoeards the end of the
plot is due to a higher fraction of successfully receivecdat

Figures 5.15(b), 5.16(a) and 5.16(b) show the performahtieedocation discov-
ery process using the proxy scheme over the regular locatamagement scheme. We
note from Figure 5.15(b) that not all the queries are respdrnd in either schemes.
Although face routing guarantees packet delivery when thplyfaces remain stable
and connected, this is no longer true when increased nod#itpychanges faces of the
graph. Thus, packets that are in transit start looping ufsiog routing in GTA as well
as GPSR if graph faces change, and are dropped eventualbatibo discovery can

fail either when the query itself is dropped or when a presiopdate from a node was
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Figure 5.17:Update ratio and control overhead

dropped, and the server failed to respond to the query dbrrethus, query success
ratio is below 100% even for GTA. However, as shown by thetinggerformance in
Figure 5.15(b), the proxy scheme fares better in responingcation query packets
than GPSR without proxy, which fails to answer queries fodegowho have empty
servers. Additionally, GTA is effective in finding proxy sers using the overlay sub-
graph, and is able to route queries faster, as indicateddogetay in hops as well as
seconds in Figures 5.16(a) and 5.16(b).

Figure 5.17(a) shows the effectiveness of the routing pato routing location up-
date packets to their respective servers. Since the regti@me does not have proxy
servers standing by for empty servers, packets to emptyersesimply loop around
before being dropped eventually. The update ratio is qaiteih this scheme, indicat-
ing the potential breakdown of the location managemenbpmt However the proxy
based scheme is able to recover from the empty server prolalethupdate packets
are typically routed to their respective proxy servers.c8igraph faces do not remain

constant in practice and changes with node mobility, a cham@g graph face causes
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packets that are face routed to loop around that face, anelvargually dropped when
their time—to—live hits the limiting value. Thus, even iret&TA scheme, update ratio
is below 100%.

Figure 5.17(b) shows the control overhead in number of gatkasmissions in-
curred per node per second. Since packets loop around ilhsemee of proxy servers,
GPSR without proxy suffers from increased resource wastadgo, since routing is
based on edges of the RNG graph, control packets take lonties gad transmissions
to reach their respective destinations. GTA performs battéerms of control over-
head, since it is able to route packets to servers/proxyesensing shorter paths and

with lower overhead.

5.6 Summary

In this chapter, we have shown that the proposed locatioragement protocols suffer
from the empty server region problem, which becomes proocedinvhen the network
is sparse. Our analytical model combined with simulatiomsfiem the adverse effect
of node density on the empty server region problem. We haesepted a proxy based
location management enhancement by delegating the taskifyeserver regions to
adjacent non—empty unit regions. While the concept of pigesimple, distributed
proxy selection and management can be quite complicated m@ networks, and we
have shown that our scheme avoids most of the pitfalls ertecesh while designing

such a protocol. We have also presented a centralized tgotihat constructs a con-
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nected planar graph from the overlay graph defined on theregibns in the terrain.
The distributed version of this scheme, known as the Griddinsal Algorithm (GTA),
is a novel geometric routing protocol that only uses the meldncy property of overlay
graphs to construct planar overlay graphs. Using this ptgp@done does not guaran-
tee connectivity, but simulations show that disconnecisarare in practise. The proxy
enhancement combined with GTA outperform SLURP/GPSR, a coiovel location
management scheme using a known face routing protocol ¢higs on a connected

planar subgraph extracted from the unit disk graph.
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Chapter 6

Location Based Multicasting

An important criterion for a unicast protocol to be be codtanas a standard routing
protocol is its ability to support efficient multicasting.h& Steiner treeproblem for
graphs is well known in literature to be NP-Hard. In this deapwe outline an ex-
tension to our proposed location management schemes torsyggsition based mul-
ticasting in large ad hoc networks, and study the performaidhe scheme against
an existing location based multicast protocol for wirel@adsoc networks described in

literature.

6.1 Related Work

6.1.1 Steiner Tree Problem in the Internet

Multicasting in packet switched networks has been widedgaeched due to the benefit

obtained in bandwidth reduction and communication coser&many nodes are active
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participants in the same data session. In such group concation consisting ofN
sources and receivers, significant reduction in commupitca&iost can be obtained by
transmitting a packet along theinimumset of links in-order to reach the subset of
receivers than sending — 1 copies of the same packet from the source. The primary
problem that arises from such a delivery framework is to cataphe delivery tree that
minimizes the network cost. The formal definition of the penb, called théSteiner tree
problem for graphs is as follows: given a weighted graph ictvla subset of vertices
are identified as terminals, find a minimum-weight connestgiolgraph that includes
all the terminals. The problem has been shown to be NP-H&T] §hd no optimal
solution is known that solves the problem in polynomial tifoeasymptotically large
networks.

A more general problem for computing the Steiner tree on thiatset is well
known and many any heuristics have been proposed for thdepnofsee [95] for a
survey). However, the main objective in the computer nekvammain is to compute
the minimum delivery tree with minimum overhead. Under tlssumption that the
topology is known (for e.g., via an unicast routing protgcbleuristics based on the
minimum spanning treand Traveling Salesman problemas suggested in [96] and
[97]. Distributed solution usingeverse path forwardin§©8] and its variants to create
the multicast tree in the Internet and LANS were suggest¢fdh Enhancements to
IP protocols such as OSPF and RIP to support multicastingyssiarce based shortest
path trees angruning unused links were suggested in [100] and [101]. The use of

shortest path trees ensure that the packets take the mintalaypath to each multicast
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receiver.

A main drawback of having protocols that forward multicaatlets using source
based shortest path trees is the issue of scalability asithber of sources per multicast
group increases. If there aésources per group in a network, the router storage required
for state maintenance increasesSas Ng, whereNy is the total number of multicast
groups in the network. Additionally, the network incursraxbverhead in maintaining
each tree as multicast nodes dynamically leave and joindtveank. In order to provide
better scalability, th&€ore Based Trd€BT) architecture was suggested in [31]. The
idea is to construct a core tree for each multicast group thaththe storage required
to maintain the state of multicast trees is reducedtligo The core routers are used to
deliver multicast packets to receivers via non-core rauattached to the core routers
via shortest routes. Since the very idea of a core contsathet minimum delay path
between a source and a multicast receiver, [102] proposetioing the best of shortest

path trees and CBTSs to support sparse multicast groups overamgd networks.

6.1.2 Multicasting in Mobile Ad hoc Networks

Similar to unicast ad hoc routing, the inclusion of node rtylgpresents a cumbersome
problem in using the schemes proposed in the previous sdctionulticasting in mo-
bile ad hoc networks. Constructing and maintaining multicedivery trees with mo-
bility incurs considerable bandwidth usage in the form aiftoal information. Noting
the efficient operation of on-demand protocols in the ad hmwirenment, [103], [25]

suggested constructing source based delivery trees byrilppdn requests. Similarly,
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an extension to support multicasting using on demand rageasts and pruning was
suggested for AODV in [104]. Other on-demand protocols fdrhac networks are
ADMRP [28], AMRIS [105] and ABAM [106]. Similar to the approadlom CBTSs,
protocols that adopt a shared tree or mesh based on topaolfaggnation have also been
proposed and can be found in [27], [26] and [107].

We note that most of the above protocols suffer from simitamdbacks as that of
unicast routing protocols in large ad hoc networks and higlermobility. State main-
tenance via flooding or periodic messaging to keep the retites afresh can become
guite expensive in rapidly changing topologies where thétioast sessions can scale
both vertically and horizontally (i.e. increase in numbénodes per multicast group
as well as the number of groups). Recently, a few proposalks baen suggested for
scalable multicasting in ad hoc networks. These incDitierential Destination Multi-
cas{DDM) [108], hierarchical DDM [109] and Overlay multicast10]. The key idea
behind differential destination multicast is to move theesstorage responsibility from
the router and include a set of multicast destinations irfdihm of in-band signalling
in the packet header. At each intermediate node, the umigasihg protocol is used to
deliver the packet to the destinations in the header. Aalthlily, asoft statecan be cre-
ated in each router by caching the set destinations for emalafded data packet. If the
network is static, then the future packets need not have @eheantaining the next set
of destinations. In case of changes in this state, only thegedestinations which need
to receive multicast packets (or old ones which do not) ne&éeincluded in a new data

packet. Hierarchical DDM patrtitions the network into a tlewel hierarchy in which
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each patrtition consists of a set of multicast receivers aitlelected leader. DDM is
then used to deliver the packets to the leaders and the tmterard the packet to the
destinations under them using the unicast routing proto€wmially, overlay multicast
creates a source based overlay tree consisting of onlygasttnodes as the vertices
and a virtual edge connecting the vertices. A modified destarector protocol is used
to refresh each multicast receivers’ knowledge o¥ittual neighbors. Packet delivery
is carried out using the unicast routing protocol and codiregsubgroup tree inside the
packet header.

While DDM solves the storage issue, it introduces anothettdmack in the form
of large headers in each data packet, especially if the mitigohighly mobile and
the multicast session scales vertically. Additionallpcs packets are forwarded using
the unicast routing protocol, the detrimental factorsdifey the routing protocol can
adversely affect packet forwarding, as mentioned in chighteéAlthough hierarchical
DDM alleviates the header problem slightly, maintenanchkiefarchies with mobility
is still a daunting task. Overlay multicast suffers fromlabdity problems in both

maintaining the virtual overlay, as well as the unicastirauproblem.

6.1.3 Position Based Multicast Protocols

Noting that the use of locations is potentially beneficidlew protocols can be found
in literature that describe the use of locations in multipasket forwarding. Multicast
extensions to LAR was proposed in [111] using controlledding of multicast data

in forwarding zones. In [112], Basagni et. al. suggested #e af network flood-
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ing of node locations and group information to create an MBpreximation of the
Steiner tree. The approximate tree consistingddes can then be coded efficiently in
the packet header usingRal f fer sequence, and consists@©fj) entries. Each inter-
mediate node decodes the tree, and continues packet raumisigb-trees rooted at that
node. In order to find a balance between delay and data owkfid&8] suggested local-
ized packet splitting and a combination of greedy geog@afarivarding and perimeter
multicast on planar graphs. Additionally, [114] proposegdltmast group membership
management and routing similar to that in [82].

Perhaps the most sensible and simplistic location baseticamst protocol in recent
times has been proposed by [30]. Assuming that each multcete in the network
is aware of the locations of its group members, the work if]l (f@poses three lo-
cation guided tree construction algorithmsocation-Guided Directional Tree (LGD
Location-Guided K-ary Tree (LGKandLocation-Guided Steiner Tree (LGS)f the
three schemes, the LGS scheme was shown to perform bestimeénetwork cost and
delay for small groups. The basic idea of the scheme is to usedified Takahashi-
Matsuyama heuristic [97] to build asverlaytree starting at the source node and that
consists of only multicast group nodes, and use greedy gpbgrforwarding to route
packets along each link in the tree.

In general, location based multicast problem can be dividiedtwo sub-problems:
(i) to find a location management scheme that incurs the ¢e@shead in updating each
member node with other member nodes’ (or all the network sipaeirrent locations

and (ii) to find a minimum cost delivery tree using the locasithus obtained. The latter
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problem is simply the Steiner tree problem, and an optimiaitiem may not be found
in the near future even if ideal knowledge of accurate locetiof all nodes is assumed
at each node. On the other hand, the former problem is motengent, due to the re-
source constraints associated with ad hoc networks. Ah@tdcation based protocols
described in this section use periodic flooding to update bemodes’ locations and
hence are clearly not scalable with large network sizes gtdrhobility. Additionally,
network wide broadcasting can cause frequent contentidrcamtrol packet losses due
to interference/collissions. If a MAC protocol such as IBBE.11 is used to broadcast
the periodic location beacon, there is no guarantee thgbdbket will be reliably re-
ceived by radio neighbors. Thus, the Steiner tree which msitacted may not even
contain all multicast members as part of the tree, leadingdiiced group through-
put! Thus, one may need to rely on an unicast based locatioragesment protocol to

reliably disseminate location information in the network.

6.2 Location Guided Core for Scalable Multicasting

In this section, we describe our solution for a scalabletlondased multicasting proto-
col. Our approach uses the best of both a hierarchical salabmbined with the notion
of a core similar to the CBT concept. The idea is to partitiontéreain into sub-areas
consisting of multicast nodes of a group. A localized protae used to deliver packets
within this group, while the core tunnels each multicastgeam a unicast envelope to

each sub-area. The key components of the protocol congistgesations to manage
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the core membership as well as the dynamic group membersthimwach sub-area.

Similar to the unit region based protocols described in tlevipus chapters, we
start off with a terrain divided into constant sized Ordesgliare regions. Similar to
SLALoM, we combineK? such regions to forrnR unique Order-2 regions, and in each
Order-2 region, we choose an Order-1 region as a multicgginerM — region that
acts as a multicast representative for the multicast addr@$ie mapping between the
M-region to the multicast address is based on a functionezshagriori, which takes
the unique multicast address as H#eyto randomly assign one of the unit regions as
the M-region. Thus, any node registered to a multicast addtbat wishes to discover
an M-region in its current Order-2 region can do so by appgjyime function to the
multicast address. The core regions of the multicast tresdesion consists of all
regionsM;j, wherej € R. A minimum delivery tree connecting the core regions can
then be approximated by a minimum spanning tree connedtgggtregions, and forms
the location guided core for the multicast session

However, depending on the spatial distribution and magbdit multicast nodes of
sessior, some the Order-2 regions may not contain any recipientdtargithese M-
regions would need to remove themselves from the core. &iyiwhen a multicast
node is the first to enter an Order-2 region, then that M-regleuld now join the core.
Thus, the construction of the core consists two phaséscation updatgphase and a
core maintenancphase. The former is used to update the current locationsibicast
members within an Order-2 region, while the latter is reggiito update the core by

keeping track of which of the core regions currently havetioast members registered
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in them.

6.2.1 Location Update and Location Guided Steiner Construction

On each crossing of a region boundary within Ordd®;2 each multicast receiver of
session must geometrically route lacation updategacket toM;j. Additionally, if the
boundary crossing is such that the node moved from an Ordegi@nRy into Order-2
regionR;, it must also send a duplicate updatévig in Ry indicating its departure from
R«. The updates are geometrically routed to the respectivedins. The first server
node in each M-region to receive the update carries out albesa of this information
in that region to maintain the consistency of the recipglutation information stored
in all servers. Thus, the servers in each M-region are awfateecumber of multicast
recipients in their respective Order-2 regions and theistmecently updated locations.
A local multicast delivery tree is then constructed in eacegd2 region using regis-
tered recipients’ locations using the location guidedngtetree as in []. The algorithm
to construct the tree is given below for clarity.represents the location of th& mul-
ticast receiveny in R;, IMij is the center of M-regioMij andQ is the location guided

steiner tree.  Figure 6.1 shows an example of how the locagtiahed steiner tree is

Algorithm 4 To Compute the Location Guided Steiner Tree
add pseudo nodg with locationly; to Q
repeat
u €Q«<— minimum distance node Q
v €Q«<— minimum distance node @
addutoQ
add undirected edgevto Q
until all nx have been added tgs
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constructed by the algorithm within an Order-2 region. Naodea server node located
in the M-region, and who has an up-to-date information otlal multicast receivers
in that region. It adds each multicast member to the stemeerit increasing order of
distance to the center of the M-region, such that the cogdtefree is minimum. Thus,
noden; is added first, then nod®, n3 and so forth, till all the multicast nodes are added
to the tree. Note that the dashed line indicates an edge ittdbeand may consist of

multiple radio hops via intermediate nodes not in the tree.
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Figure 6.1:Example of a location guided Steiner tree construction

6.2.2 Core Maintenance and Location Guided Core Construction

Once the membership of multicast receivers in an Orderi@mag determined from the

location update phase, the decision to include (or not @elan M-region in the core

is advertised by each M-region to all other M-regions vizbee updatgacket using a

minimum spanning tree connecting all core regions. The gpdate packet consists of
the M-region identifier and a status flag to indicate its denio join or prunefrom the

multicast core.
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Joining the Core: If a receiverr of multicast sessiom enters an Order-2 region
R;j such that it is the first receiver of sessiom R;, the location update phase would
indicate to a server i;j that Mjj should now join the multicast core such that the
multicast data forwarded through the core can be forwarded The join decision is
advertised via the core update packet to all M-regions,guaiminimum spanning tree
that connects all M-regions, and is identical to that in SloM.

Pruning from the Core: Pruning from the core is analogous to the join operation.
If a receiverr of multicast sessionleaves an Order-2 regidgy, it will send a location
update packet to the serversNt; indicating its departure. If the departure of the node
is such that it is the last receiver of sessian R;, the server that receives the update
packet inMjj should now prune the multicast core sudl) is now removed from the
core. The prune decision is advertised to all M-regionslamio the join operation.

Location Guided Core Construction: Each server node in an M-regidfi; keeps
a bitmap of all M-regions to keep track of M-regions that anerently part of the core.
The bitmap is updated when a server node receives a new cdegeupacket from
an M-regionMjx. The server then broadcasts the packet insigeto make the bitmap
consistent across all serverd\y;, before forwarding the packet to the next M-region(s)
in the spanning tree.

Due to the core maintenance phase, all server nodes in Mragdiave an up-to-
date information regarding the status of the membershi@mol &1-region in the core.
A unique location guided core is then constructed by eackesenode by running al-

gorithm 5 locally. The problem of finding a minimum delivergé connecting the core
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M-regions is known to be NP-Hard. Thus, we use a modified TaslaihMatsuyama []
to build an approximate delivery tree as follows.

Denote byC the set ofk M-regions which are part of the multicast core, By
the complete graph in which the vertices correspond tdRbieique M-regions in the
terrain, and any edge in the graph corresponds to the sttaigltonnecting the centers
of two M-regions. The cost of an edge is defined to be the eetidlistance between

the center points of its corresponding vertices. FiguresB@vs an example of how

Algorithm 5 To Compute the Location Guided Core
D < all pair shortest paths dir
V—{M1},M1e€C
E—o
T~ (V,E)
&T)<—0
for all i suchthat X i <kdo
find v e C—V with minimum cost path to any of the vertices\nfrom D
V — VU vertices in the minimum cost path
E — EU edges in the minimum cost path
¢(T) « €(T)U cost of the minimum path
end for

algorithm 5 constructs the location guided multicast coge.t The greyed unit regions
indicate M-regions that have multicast receivers regest@én their corresponding Order-
2 regions (indicated by the inner grid in the Order-2 regianyl hence the algorithm
should create a minimum tree connecting these regionselfigbre, these correspond
to the Order-2 regionRy, R2, Rs, R7, Rg andRy1. Ry is added to the tree first due to
the order in which vertices are processed by the algorithmceShe edgé&; R, is the

shortest edge among the edges between the remaining settieeM-region inR, as

well as the edg®& R, is added to the tree. Similarly vertic®s, Rs andR; are added
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to the tree. M-region&3,Rs andRs are also added to the tree since the shortest paths
betweerR,; andRs andRs andRy lie through them. Finallyr;1 is added to the tree via
the M-regionRs3 since the cost of addinB;; to the tree is minimized by connecting it
via Rs. The dashed lines indicate the edges in the final multicast co

Note that the distributed version of the algorithm will puog an unique tree in all
the server nodes running the algorithm if all the nodes itMhegions have a consistent
view of those M-regions which have joined the core. In casgesfin two minimum
shortest paths, the first path is chosen to be included indhe cAlso, algorithm 5
differs from that of the location guided steiner constroictin the sense that non-core
M-regions may be part of the core while only multicast reees\are part of the delivery

tree in any Order-2 region.
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Figure 6.2:Example of the multicast core tree construction
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6.2.3 Location Maintenance

Each node must also store the information relevant to andwndf it crosses a region
boundary into a new M-region. The relevant information is turrent locations of all
multicast receivers registered to that M-region, as wethascore membership status of
all M-regions in the terrain. Algorithms 4 and 5 are used &ate the local delivery tree
as well as the core once the node has this information. Sinailthe unicast location
management protocols, this maintenance can be donétoadcast-replyprotocol that

involves only those nodes in the new M-region.

6.2.4 Multicast Data Delivery

Once the core and the local delivery trees have been coteddrunulticast data delivery
is fairly straight forward. A multicast sourcgof session located in Order-2 region
R; forwards the data to its current M-regidf; via geometric routing. The first server

nodeu in M;j; to receive the data packet does the following:

e uchecks the incoming edge (i.e. previous vertex on the car@jtoch the packet
arrived. If there are outgoing edges from this vertexgopies the data packet
along all outgoing edges in the multicast core. If there areutgoing edges) is
located in an M-region which is a leaf vertex, and hence stiop$orward phase

along the core.

o If there are multicast recipients Mijj, u copies the packet onto each outgoing

edge of the local delivery tree constructed using algorihmFurthermorep
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codes the subtree under each outgoing edge into each datet paforwards
along that edge. This is done so that the multicast recipietio receive the

packet can then forward the packet to other recipients itoited delivery tree.

Finally, each multicast recipient in an Order-2 region whieceives the data packet
looks in the header to see if there are additional recipiemt¢®ded in the packet header.
If so, the packet is further copied along all outgoing edgghs the corresponding sub-

trees encoded in the header.

6.3 Scalability Analysis

A framework similar to the one carried out in chapter 4 can beedto analyze the
multicast location management cost for the multicast iocatnanagement protocols.
The cost of location management is simply the cost incurtesl td different phases
of the protocol - namely, location update, core maintenalocation maintenance and
additional overhead in data delivery. We assume a terrasizefA, N nodes, a constant
node density = %, unit region of sizea, an average node velocity @andNg multicast
receiver nodes per group. Denotefythe rate at which a node crosses Order-1 regions,
and byp, the rate at which a node crosses Order-2 regions.

Location Update Cost Recall that each time a multicast receiver node moves into a
new Order-1 region, it has to inform its current M-region tsf ¢urrent exact location.
This consists of one geocast update to an M-region. Furibrernif such a move also

causes the node to move into a new Order-2 region, then itchiéarm its previous
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M-region of its departure from the previous Order-2 regibhis requires an additional
geocast update to the previous region. Thus, we have thedoagdate overhead per

unit time for a multicast receiver node to be
cu = O(p1(u+b)+p2(u+b)) packets/sec/node (6.1)

whereu is the number of transmissions required to reach the M-recaadb is the

broadcast cost inside the M-region. Noting that= % andp; = KL\/E we have
v Kya v Kya
ﬁ(—+b)+K—\/§( +b))

= O %) packets/sec/node (6.2)

C|u — O(

wherezis theaverage forward progresas defined in chapter 4.

Core maintenance Cost A core maintenance packet is sent by a server node to
update all M-regions of the core membership status of thedfen that it is currently
located in. A minimum spanning tree connecting all the Miwag is used to sent the
packet, and hence the cost of sending a packet using thesl(r){g%’). Since there are
O(%) M-regions, this results (%) broadcasts, one within each M-region. In the
worst case, when a node crosses an unit region boundarymaw &rder-2 region, two
core maintenance updates are generated: one by the newidM-demoting its decision

to join the core and the second by the previous M-regiongatdig its decision to prune

itself from the core. Thus, the core maintenance cost caalcalated as

Com = Op2 X2 (i + 1r3))

VN
= O(K—22 ) packets/sec/node (6.3)
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Location maintenance Cost When a node moves to a new order-1 square, location
maintenance covers the cost of two broadcasts: the firstao/gqunode in the current
region for M-region information, and the second to replyhte tjuery by a node already
present in the unit region. Since nodes cross unit regiotieatte ofp; per unit time,

the location maintenance cost can be computed as

Cm = O(pl<2b>)

= O(v) packets/sec/node (6.4)

Data delivery cost Due to the location management operation, a multicastkatket

is delivered to a recipient indirectly via the core and them lbcal delivery tree. This
leads to additional transmissions that would not have beeuried had the exact lo-
cations of all multicast receivers be known to all nodes amagtimal tree could be
constructed using all known node locations. The worst casse/fiich a data packet is
indirectly forwarded to the next receiver in the core is showfigure 6.3. Nodes is

the multicast source, and forwards the packet to the M-relgipin its current Order-2
region over a distancd,. The packet is then forwarded to the next M-region in the
core,M,, over a distance which is the sum of distandgd, andds. The packet is then
forwarded to the next multicast receiveover a distancéls. However, the least cost

distance between nodesandv is di, and thus the additional distance traversed by the
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packet due to the location management cost is

d = d+d3+ds+ds+dg—0ds
= dy+drCoPDy + dg -+ dgSinB; — (d]_ — d4)

< 4Ky a (6.5)

Thus, assuming that packets arrive at each node at a ratpaufkets/sec according to

>

Figure 6.3:Additional overhead due to the core

a Poisson process, the additional cost due to data deliagrpe calculated as

4K \/a

z

Cqa = O(vx )

= O(%)packets/node/sec (6.6)

Total Overhead Cost Combining the results above, we have the total overhead cost
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for the multicast group.

NgN
= O(VNgK +v% + VN4 VNgK)
NgN
= O(VNgK +VW + VvN)packets/node/sec (6.7)

Theorem 6.3.1.The average total overhead cost per group for location managnt in
the location guided core protocol is(@N\gK —i—vl\:(g—;\' -+ VN) packets per second, which
is minimized when K= 8(N/3). That is, when K is chosen appropriately, the average

total overhead cost of our protocol is((ZN"'/ 3) packets per second per multicast group.

Proof. The proof follows from minimizing the total overhead costtwiespect t&k and

assuming thally = O(N). O

6.4 Numerical Study and Discussion

To test the performance of our multicast scheme, we implégdeboth our protocol
(LGC) and the Location Guided Steiner (LGS) protocol in Glemu In order to have
a fair comparison between both protocols, the location tgudse in LGS was kept to
be similar to that of LGC. Thus, in LGS, a node does a networkdicast of its current
location when its crosses an unit region boundary. We kepgite of an Order-2 region
to be four unit regions, since this will have maximum impattloe control overhead in
LGC. Simulation parameters for the scenario are listed iletéli.
In this study, we studied the performance of both protocms&rying node mobil-

ity. The minimum speed in the Random Waypoint model was kebhafsec to alleviate
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Table 6.1: Simulation parameters for multicast scenario
Simulation Time 300 sec Mobility Model Random Waypoint
Simulation Area 2000x2000m || Maximum Speed 0-30 m/sec
Unit Grid Size 250m Minimum Speed 1 m/sec
Number of Nodes 400 Pause Time 0 sec
Transmission Range  350m Transmission Speed 54 Mbps
Traffic Type Random CBR|| Multicast groups 10
Data Rate 2 packets/secg| Multicast receivers per group 10
MAC Protocol IEEE 802.11g| Data Payload 512 bytes
Beacon Interval 1 sec Buffer Size 1000 packets

the average speed decay problem [115]. The maximum speedaniad to study the
effect of increasing average node velocity on protocolgrenaince.

Figure 6.4 shows the fraction of data packets received fbeeprotocol. LGC has a
superior performance over LGS for the entire range of nottecitees. When the nodes
are static, the number of data packets that the protocoldsessfully able to deliver
is less than 100% in LGS. The throughput decreases as nodéitynoizreases and
slightly increases towards the end. This behavior can biaequ due to the broadcast
storm problem [19] in ad hoc networks, and the stochastipgntes of the Random
Waypoint model [116]. When the average node density is higd,ldrge number of
802.11 broadcast collisions lead to many of the locationatgslibeing lost when the

network is static. Thus, the approximate Steiner tree cocigtd in LGS may not con-
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tain all the receivers, and leads to a fraction of succegdelivered data packets lower
than 100%. Increasing average mobility reduces the avenagéer of neighbors in the
Random Waypoint model, and helps alleviate the broadcashgicoblem. However,
this does not reduce loss of data packets. Since increasesmability outdates the
perceived view of the delivery tree in each node, packetsteazxpired locations may
be unsuccessful. Towards the end, as the number of locaideates sent by each node
increases with mobility, it helps to maintain a more up-a&teddelivery tree in LGS, and
helps data throughput. The number of data packets recamMe@C decreases steadily

due to outdated trees caused by increased mobility.
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Figure 6.4:Data throughput

Figure 6.5 shows the average delay experienced by datatpackeerage delay
may be considered less important, since our objective isitinmze the overhead and
not delay. However, average delay sheds light on the behatithe multicast trees

constructed by either protocol and is useful to evaluatp#m®rmance of the protocols.
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Clearly, the LGS tree is a better approximation of a minimuriveey tree compared
to the location guided core, since a packet at an intermediatle is forwarded to a
next hop along the straight line connecting both the nodés38. On the other hand,
the core is a simple approximation of where multicast nodepeesent, and may incur
extra transmissions to reach a multicast receiver from thedibn. Additionally, since
the locations are flooded in the network by LGS, there is nalneénclude any other
information in the data packet except the next hop nodenmédion. On the other hand,
each data packet in LGC must contain the coded subtree ob¢hkdelivery tree in its
header in order to continue packet forwarding by intermedmmdes. Both the above
increase the average data overhead in LGC 6.6, leading tgh&haverage delay for

data packets compared to LGS.
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Figure 6.5:Average data delay

Finally, figure 6.7 shows the protocol control overhead inedi by both protocols in

number of bytes transmitted per node per second. For LG9rthecol packets are the
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location updates that are flooded across the network, andG@r, these are location
updates, core maintenance and location maintenance pablttthe protocol uses to
create and maintain the local delivery tree and the multicase. The overhead of
both protocols increase with increasing node mobility dumtreasing rate of sending
control packets. As expected, LGS control overhead ineseatsa much faster rate than
LGC with increasing node mobility. The initial drop in theeshead in LGS can be
explained by the reduced average number of neighbors witeasing average velocity,
which helps the broadcast storm problem. It can be cleady Heat broadcast flooding
of control packets leads to an excessively high overheadpagpared to unicasting
using only a subset of nodes in the network. Thus, in termsgifen throughout and

low overhead, LGC shows superior performance over the LGé®pol
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6.5 Summary

In this chapter, we have described an extension to the unimeation management
problem to support efficient location based multicastintange ad hoc networks. Lit-
erature describes a few protocols for location based nasltilcg, but most of the ex-
isting work assume that the node locations are flooded atinessetwork in order to
compute the multicast delivery tree in a distributed fashiBlooding may be not be a
suitable protocol for disseminating location informatiora bandwidth constrained en-
vironment, and hence we have introduced a novel protocl@dhbcation Guided Core
(LGC) that integrates location management and multicastdoastruction into a single
framework. The protocol is purely distributed and locatizend we have shown that the
average per group overhead for the protocol increases srﬂy\zi\l%) asymptotically,
which is a sub-linear reduction over flooding. Simulatiowsraborate our analysis,

and we show that LGC outperforms the Location Guided Stgin&iocol, an existing
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location based multicast scheme that uses flooding to dinaéemulticast members’

location information.
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Chapter 7

Concluding Remarks and Future Work

This dissertation has addressed the challenging and fugrainssues related to scal-
ability of routing protocols in the field of mobile ad hoc netks. While current solu-
tions are known to be lacking in scalability with respect &work size and mobility,
there has not been considerable effort in the research ofdgy driven protocols that
are localized. However, knowledge of node locations haweqat to be useful in design-
ing geographic routing protocols that are simple, localiaad which guarantee packet
delivery. An major bottleneck in realizing geographic iogtis the location manage-
ment problem, in which the dynamic locations of all nodesehev be distributively
managed so that the location of any destination can be foyngubrying the loca-
tion management service. The location management prolsleéne imain focus of this
thesis, and we have investigated the design of resourceeaffiocation management
protocols, which are scalable with respect to both increasede mobility as well as

network size. We conclude this dissertation by summariggwpajor contributions and
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giving directions for future work.

7.1 Major Contributions

In this research, we have investigated novel location mamagt protocols that operate
efficiently in conjunction with geographic routing. Our rmagontributions lie in the
design of efficient algorithms, and analytical mathematizadels to effectively analyze
the scalability of these protocols.
Novel Location Management Protocols

Our preliminary research in location management resufiead protocol known as
Scalable Location Management (SLALoM) that divides a kndemain into unit re-
gions and delegates certain regions to be location sergiem® Nodes located in these
regions are responsible for keeping track of other nodeeemetwork. The optimal
division of the terrain such that the cost of location mamaget is minimal is when
N3 unit regions are combined to form second order regions, dondadion server re-
gion is selected within each second order region. Thus, ruraselom mobility and
communication requirements, SLALoOM achieves an averagmpiotic location man-
agement cost cID(vN%), which improves upon existing location management prdsoco
described in literature. We also provide an optimizatioBt&\LoM known as Efficient
Location Forwarding (ELF) to reduce the location updatet @osurred due to large
multicast updates in SLALoOM.

Under a more practical scenario for ad hoc networks in whiohitity and commun-
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ication requirements are more localized than random, wethat an alternate partition-
ing of the terrain into a multi-level hierarchy can effeeliy reduce the location update
cost toO(vVNIogN), i.e. only logarithmic in the number of nodes in the netwdince
location updates form majority of the control overhead as/agk size and mobility in-
creases, this reduction is surely beneficial for efficiestipporting geographic routing.
We also prove that all the three proposed protocols aretdealdth respect to network
size under a specific analytic framework.
Location Management in Sparse Networks

While the proposed protocols operate in uniform and denseanks, irregularity
and sparse networks can cause protocol incorrectness dbhe tampty server region
problem in unit region based location management protodesanalyze the problem
and present a novel proxy enhancement to combat the prolbleaproxy enhancement
requires that adjacent non-empty regions be discoveragtaety, and this introduces
a new challenge which we call the Connected Overlay PlangsiGeanstruction prob-
lem. There are no algorithms that solve the problem in liteea As another contri-
bution, we propose centralized and distributed algorittorenstruct an overlay graph
which is both planar and connected. We also prove the cosstof the algorithm and
outline a new routing protocol called Grid Traversal Algom (GTA) that combines
both greedy geographic routing and planar graph face m@uwmthe overlay graph.
The proposed routing protocol is expected to perform wethgared to face routing
algorithms such as GPSR or GFG due to the contrasting spgapnoperties of the

different planar graphs on which each protocols carriesauting.
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Location Based Scalable Multicasting

We also investigate location based multicasting in ordegrtbance the proposed
protocols to support multicasting in mobile ad hoc netwoNk#hile there are location
based multicast protocols described in literature, they nmether be scalable nor re-
liable with the increase in group membership or number ofigsadue to the flooding
nature of these protocols. We combine the strength of owaghliocation management
schemes and the idea of Core Base Trees (CBT) to construct achigi@nsisting of
multicast group partitions connected via a location guicee. The partitioning of the
group is based on node locations in the terrain, and is meilker# to changes in topol-
ogy induced by node mobility. We prove that a sub-linear céida in control overhead

can be achieved by our protocol compared to that of flooding.

7.2 Directions for Future Work

Although a significant amount of research work has been aplisined in the area of
wireless ad hoc networks, we have identified additionald®iased on our research
that need further attention. In this section, we list a sunynod potential topics that

may be pursued in the field of location management and ws&lesvorks.

e Energy Efficiency: Although the proposed location management protocols are
efficient in the sense that they bound the number of updateepatransmitted,
HGRID suffers from additional energy expenditure since dmehmical roles of

leaders consume more energy than regular nodes. This méeair in ad hoc
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networks where nodes have restricted battery power foratiper An obvious
solution to the problem is cyclic rotation of roles amongtlaél participating unit
regions temporally. Alternately, a leader region can baté@ as an empty re-
gion, and transient data packets can be routed around tegiems so as not to
burden server nodes with routing. This may have a detrinhefiect on the delay

performance of data, but may be well worth in terms of networigevity.

Properties of Overlay Graphs:An unigue advantage to overlay graphs compared
to that of topology driven graphs is that the former is moabkst under node mo-
bility. 1t has been shown that the Gabriel graph and its saplg - the Relative
Neighborhood graph - although planar, have poor spanniogepties. In other
words, since long edges in the unit disk graph are removedaiatain the pla-
narity property, this may lead to longer paths between ssdestination pairs.
On the other hand, the algorithm proposed in Chapter 5 sinngy to remove
the least number of edges to make the graph planar, withosiaering the type
of edge. We will study the effect of such edge removal on tlemesmg property

of the overlay graph.

Quality of Service in Wireless Networks: Recent studies have shown that the
topology driven shortest path approach to routing in mudigp wireless networks
may not be a good approach as it discounts the link layer ctiogeand physical
layer interference [117]. Thus, QoS routing protocols daseshortest paths fail

to meet the guarantees required by the applications. Réseatbhe design of
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QoS protocols will benefit from cross layer interaction tiaédes into account the

loss characteristics of the physical layer and link laydayke

While greedy geographic routing or its planar graph verssdogalized and effi-
cient for wireless networks, it lacks an inherent flexilyitio support QoS routing.
GTA on the other hand, routes on the overlay planar graph iciwiine graph
edges represent connectivity between two adjacent undgnegBy appropriately
defining link costs of the overlay graph such that it reflebestraffic conditions
within an unit region, a better perspective of the traffic 8aw the network may

be obtained.

Wireless Network Security: An important factor that deters the widespread use
of distributed wireless networks is pricing and networkwség. Any research
in building wireless systems must take into account theeisshat threaten sys-
tem reliability at several layers of the protocol stack sashdenial-of-service
(DoS) and intrusion (application, MAC), route disruptiordalesource consump-
tion (network), and eavesdropping (PHY/MAC). A direct apption of our cur-
rent work from hierarchical location management is the afdeey distribution
for wireless sensor networks. Due to computational regiris and power con-
siderations, private key algorithms are preferred ovetiplkley encryption tech-
niques. The problem of key management is to efficiently ithste and revoke
keys such that the capture of a set of keys by an attacker didead to net-
work failure [118], [119], [120]. We will look into extendgmour work to design
protocols that efficiently solve the key management problem
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