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Abstract: We analyze the secrecy outage performance of a mixed radio frequency-free
space optical (RF-FSO) transmission system with imperfect channel state information (CSI).
We deal with a single-input multiple-output wiretap model, where a base station (works as
the relay) forwards the signal transmitted from a user (source) to a data center (works as
the destination), while an eavesdropper wiretaps the confidential information by decoding
the received signal. Both the relay and the eavesdropper are armed with multiple antennas,
and maximal ratio combining scheme is utilized to improve the received signal-to-noise ratio
(SNR). The effects of imperfect CSI of the RF link and the FSO link, misalignment, detection
schemes, and relaying schemes on the secrecy outage performance of mixed RF-FSO sys-
tems are studied. First, the cumulative distribution function and probability density function
of FSO links with pointing error and two different detection technologies are derived. Then,
we derive the closed-form expressions for the lower bound of the secrecy outage probability
(SOP) with fixed-gain relaying and variable-gain relaying schemes. Furthermore, asymptotic
results for the SOP are investigated by exploiting the unfolding of Meijer’s G -function when
the electrical SNR of FSO link approaches infinity. Finally, Monte Carlo simulation results
are presented to corroborate the correctness of the analysis.

Index Terms: Physical layer security, imperfect channel state information (CSI), mixed radio
frequency-free space optical (RF-FSO) systems, secrecy outage probability (SOP).
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1. Introduction

As the number of wireless devices and systems has grown exponentially over the last several

decades, spectrum scarcity became more and more severe. It has been struggled to find new

available frequency bands (such as W-band) or new technologies (such as cognitive radio, non-

orthogonal multiple access) to improve the spectral efficiency. Li et al. proposed new solutions to

provide large-capacity and long-distance wireless transmission at W-band and the experimental

results were demonstrated in [1], [2]. Furthermore, they designed a new high spectral efficiency

fiber-wireless-integration (FWI) transmission system, which can realize multi-band delivery over the

wire and wireless links in [3]. The mixed radio frequency-free space optical (RF-FSO) transmission

systems are considered as a robust and efficient FWI system in practical communications networks

since they combine the advantages of the RF and the FSO communication technologies [4], [5].

Recently, there are many literatures focusing on the mixed RF-FSO systems. The outage probability

(OP) of mixed RF-FSO systems was investigated in [6]. The OP, average symbol error rate (ASER),

and ergodic capacity (EC) of mixed RF-FSO systems with pointing error were studied in [7]. The new

analytical expressions of the OP and average bit error rate for a dual-hop mixed RF/FSO relaying

system were derived in [8]–[10], in which the RF link was assumed to experience Nakagami-m ,

η− µ, κ − µ, and generalized Gamma distributions, respectively. The performance of mixed systems

with a direct RF link between the source and the destination was investigated in [11], in which FSO

and RF links experience double generalized Gamma and Nakagami-m model, respectively. In

addition, FSO links in mixed systems were subject toM-distribution [12]–[15] and exponentiated

Weibull distribution [16], respectively. The more information about mixed RF-FSO systems can be

discovered in Table I in [11].

It is noteworthy that the performance analysis in previous works are limited since it is assumed

that perfect channel state information (CSI) of the RF link and the FSO link are attainable at relay

and destination node, respectively. Generally, CSI is estimated at the destination by transmitting

a pilot signal and sent back to the source with a feedback link (if available). In practical wireless

communication systems, it is impossible to obtain CSI without estimation errors. Furthermore,

wireless channels change too rapidly to obtain perfect CSI at the source. Similarly, it is impossible

to obtain the perfect CSI since the FSO link are vulnerable to atmospheric turbulence-induced fading

and sensitivity to weather conditions, e.g., fog, snow, and rain. The mixed dual-hop systems with

outdated CSI of RF link were recently investigated in [17]–[22] and the closed-form expressions for

OP, average bit error probability (ABEP), and EC were obtained, respectively. But it was assumed

that perfect CSI of FSO links were known in all these works. Feng et al. derived the probability

density function (PDF) and cumulative distribution function (CDF) of FSO link with imperfect CSI

with IM/DD and obtained the closed-form expressions for the OP, ABEP and EC in terms of Meijer’s

G -function in [23]. In this work, we consider the mixed RF-FSO systems with imperfect CSI for both

the RF link and the FSO link.

Physical layer security has been regarded as a prospective safeguard technology for wireless

communications because of the inherent randomness of wireless medium [24]. In recent years,

several endeavors have been carried on to examine the secrecy performance of mixed RF-FSO

systems [25]–[27]. The security reliability trade-off of mixed RF-FSO systems was studied in [25]

and the closed-form expressions for OP, ASER, EC, and intercept probability were obtained. The

effect of RF co-channel interference on the secure mixed systems was studied in [26]. The phys-

ical layer security of mixed RF-FSO systems was analyzed in [27], the closed-form expressions

for secrecy outage probability (SOP) and ergodic secrecy capacity were attained under different

relaying schemes and detection techniques. Obviously, one can see that all these works are based

on perfect CSI at both the source and the relay.

As far as we know, there is no open literature studying the secrecy performance of mixed RF-

FSO systems with imperfect CSI for RF or FSO link. From a practical standpoint, it is significant

to analyze the effect of outdated CSI in various propagation conditions on the mixed system with

different relaying schemes and detection techniques.
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Fig. 1. The mixed RF-FSO systems that consist of a source (S), a relay (R ), a destination (D ), and an
eavesdropper (E ). Both R and E are equipped with multiple antennas and the CSI for all the links are
imperfect.

We summarize the main contributions of this work as follows:
� In the last decades, the mixed RF-FSO systems with imperfect CSI for RF links were inves-

tigated in many literature, such as [17]–[22]. In all these works, it is assumed that the CSI of

FSO link is perfect. Few works studied the FSO systems with the imprecise channel model,

except [23]. But only the general performance metrics, such as the OP, ABEP and EC was

studied in [23]. Based on the open literature and to the best of the authors’ knowledge, there

is no open literature simultaneously studied the mixed RF-FSO systems with imperfect CSI for

both the RF link and the FSO link, even for the general performance metrics.
� The effects of imperfect CSI for the RF link and the FSO link, misalignment, different detec-

tion schemes, and multi-antenna techniques on secrecy outage performance are investigated.

Firstly, the CDF and PDF of FSO links with pointing error and two different detection technolo-

gies are derived. Then we study the secrecy outage performance of mixed RF-FSO systems

over Rayleigh and Gamma-Gamma channels, in which both fixed-gain and variable-gain re-

laying schemes, zero boresight misalignment, and direct/heterodyne detection techniques

are considered. The closed-form expressions for lower bound SOP and asymptotic SOP are

acquired and verified by the simulation results.
� Relative to [27], the multiple antennas are equipped at both the relay and the eavesdropper

and maximal ratio combining (MRC) scheme is utilized to enhance the received signal-to-noise

ratio (SNR). Furthermore, more practical scenarios are considered in which imperfect CSI is

assumed for both the RF and the FSO link.

2. Channel and System Models

As illustrated in Fig. 1, we consider a mixed RF-FSO system that is composed of a source (S)

and destination (D ) armed with a single antenna, a relay (R ) armed with N R antennas, and an

eavesdropper (E ) armed with N E antennas. MRC scheme is utilized at R and E to improve the

received SNR. It is assumed that the RF and the FSO link are modeled as independent quasi-static

Rayleigh and Gamma-Gamma fading channel, respectively. We considered that the CSI of both the

RF link and the FSO link are outdated.

The RF channel fading coefficient with estimation error is given by

h̃Si ,u = ρSi hSi ,u +
√

1 − ρSi
2ωu , (1)

where i ∈ {R , E }, u = 1, . . . N i , hSi ,u is the perfect channel coefficient between S and the u th antenna

at destinations, ρSi denotes the correlation coefficient that is a constant that determines the accuracy

of the RF channel model and 0 ≤ ρSi ≤ 1, and ωu is a complex Gaussian random variable (RV) with
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zero mean and the same variance of hSi ,u , which is used to model the channel estimation errors

over RF links [28]. The received SNR at the u th antenna at i (i ∈ {D , E }) can be expressed as

γSi ,u =
PS

N 0

∣
∣h̃Si ,u

∣
∣
2
, (2)

where PS is the transmit power at the source and N 0 is the variance of additive white Gaussian

noise (AWGN).

It is assumed that MRC scheme is applied at i (i ∈ {R , E }), then the PDF and CDF of γSi =
PS

N 0

∑N k

u=1

∣
∣h̃Si ,u

∣
∣
2

are given by [29]–[31]

fγSi
(γ) =

N i∑

p =1

A i

Ŵ (p ) λ
p
Si

γp −1 exp

(

−
γ

λSi

)

, (3)

F γSi
(γ) = 1 −

N i∑

p =1

p −1
∑

s=0

A i

λs
Si s!

γs exp

(

−
γ

λSi

)

, (4)

respectively, where A i =
(N i −1)!

(p −1)!(N i −p )!
(1 − ρSi )

N i −p
ρ

p −1
Si and λSi is the average SNR.

The imperfect FSO link channel coefficient is expressed as

ĝ = ρRD g +

√

1 − ρ2
RD ε, (5)

where g is the accurate channel coefficient of Gamma-Gamma channels, ρRD denotes the constant

correlation coefficient, and ε means the channel estimation errors over FSO link. Differing from RF

links, the channel estimation errors over FSO links are real, which means ε is a Gaussian RV. In

this work, it is assumed that ε has zero-mean and unit variance and independent of g.

The CDF of imperfect receiver irradiance over FSO link with pointing error is given by [23]

F ĝ (z) =

⎧

⎨

⎩

ζ
∑∞

k=0 τkG
1,1
1,2

[

1

2(1−ρ2
RD )

z2
∣
∣
∣
1
υk ,0

]

, z > 0

1 − Z PE
0 , z = 0

, (6)

where ζ=
ξ2

Ŵ(a)Ŵ(b)π1.5 , τk = 2k+a+b−4G 2k

k!
, G 2k = G 1,6

6,3

[
(

ξ2+1
abξ2

)2
8ρ2

RD

1−ρ2
RD

∣
∣
∣
∣

�(2,1−ξ2),�(2,1−a),�(2,1−b)
k
2
,�(2,−ξ2)

]

, � (k, a) =

[
a
k
, a+1

k
, · · · , a+k−1

k

]

, a and b are the parameters of Gamma-Gamma fading models, ξ is the param-

eter of misalignment, υk = k+1
2

, Z PE
0 =

ξ2

Ŵ(a)Ŵ(b)π1.5

∑∞
k=0

2k+a+b−4G 2k

k!
Ŵ
(

k+1
2

)

[23], where Ŵ (·) is Gamma

function, as defined by (8.310) of [32], G m,n
p ,q [·] is the Meijer’s G -function, as defined by (9.301) of

[32].

The expression of the CDF in (6) contains the infinite series of summation which results from

the use of the Maclaurin series for the exponential function. From (A.5) of [23], it can be found

that only correlation coefficient influences the convergence rate of infinite series expressions. To

evaluate the truncation errors, we define MSE = E
[
(

F sim (z) − F app (z)
)2
]

, where F sim (z) and F app (z)

mean the simulation CDF and approximate CDF with N summation terms, respectively. Fig. 2

presents the MSE versus N for different ρRD . We can find that, for a given value of ρRD , the

infinite summation is convergent with a finite truncation due to the characteristics of the exponential

function. It can also observe that the convergence rate for a small ρRD is much faster than the one

for a larger ρRD .

The relationship between the instantaneous SNR and the channel gain is expressed as [33]

γRD = λRD ĝ r , (7)

where λRD =
ηr

e

N 0
, ηe is the effective photoelectric conversion ratio, N 0 signifies the AWGN sample,

r = 1 denotes heterodyne detection (HD) and r = 2 denotes with intensity modulation with direct
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Fig. 2. The MSE versus N for different ρRD .

detection (IM/DD). Then the CDF and PDF of γRD are easily obtained as

F γRD
(γ) =

⎧

⎨

⎩

ζ
∑N

k=0 τkG
1,1
1,2

[

µγ
2
r

∣
∣
∣
1
υk ,0

]

, γ > 0

1 − Z PE
0 , γ = 0

, (8)

fγRD
(γ) =

⎧

⎨

⎩

ζ
∑N

k=0 ϕkγ
k+1

r
−1 exp

(

−µγ
2
r

)

, γ > 0

1 − Z PE
0 , γ = 0

, (9)

respectively, where µ =
λ

− 2
r

RD

2(1−ρ2
RD )

and ϕk =
2k+a+b−3µυk

r k!
G 2k .

2.1 Fixed-Gain Relaying

If the CSI of S − R link are not available at R , then the simple method for R is just amplifying the

signal with fixed gains and forwarding it to D . This method is also called as “blind” relaying scheme

since the relay do not need instantaneous CSI of S − R link [34]. The received SNR at D with this

scheme is given as [34]

γF
eq =

γSRγRD

γRD + C
, (10)

where C is a constant.

The CDF of γF
eq is capable of being obtained as

F γF
eq

(γ) =

∫ ∞

0

Pr

{
γSRγRD

γRD + C
< γ |γRD

}

fγRD
(γRD ) dγRD

=

∫ ∞

0

Pr

{

γSR <
γ (γRD + C)

γRD

}

fγRD
(γRD ) dγRD
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= 1 − ζ

N R∑

p =1

p −1
∑

s=0

N
∑

k=0

s
∑

n=0

ϕkA R C s−nγs exp
(

−
γ

λSR

)

λs
SR n ! (s − n)!

×

∫ ∞

0

xη−1G 0,1
1,0

[
λSR

Cγ
x
∣
∣1
−

]

G 1,0
0,1

[

µx
2
r

∣
∣−
0

]

dx

= 1 − ζ

N
∑

k=0

N R∑

p =1

p −1
∑

s=0

s
∑

n=0

�

︸ ︷︷ ︸

�
=
∑

F

γs+η exp

(

−
γ

λSR

)

G r+2,0
0,r+2

[

δγ2
∣
∣−
K 1

]

= 1 − ζ
∑

F
γs+η exp

(

−
γ

λSR

)

G r+2,0
0,r+2

[

δγ2
∣
∣−
K 1

]

, (11)

where η = n − s + k+1
r

, � =
r0.52−η−0.5ϕkA R C s−n+η

(2π)0.5r
λ

s+η

SR n !(s−n)!
, δ =

µr C2

4r r λ2
SR

, and K 1 = [� (r , 0) ,� (2,−η)].

2.2 Variable-Gain Relaying

For the scenarios that R has the CSI of S − R link, then R can use the appropriate gain to invert the

fading effect of the S − R link while limiting the output power at R when the fading amplitude of the

first hop is low. This scheme is also called as CSI-assisted relaying [34]. In this case, the received

SNR at D is able to be approximately achieved by [10]

γV
eq

∼= min (γSR , γRD ) . (12)

Then the CDF of γV
eq is obtained as

F γV
eq

(γ) = F γSR
(γ) + F γRD

(γ) − F γSR
(γ) F γRD

(γ)

= 1 +

N R∑

p =1

p −1
∑

s=0

A R

λs
SR s!

γs exp

(

−
γ

λSR

)
(

ζ

N
∑

k=0

τkG
1,1
1,2

[

µγ
2
r

∣
∣1
υk ,0

]

− Z PE
0

)

. (13)

3. Secrecy Outage Probability Analysis

The SOP of mixed RF-FSO systems is obtained as [24]

Pout (R s) = Pr
{

C s

(

γeq, γSE

)

≤ R s

}

= Pr
{

γeq ≤ �γSE + � − 1
}

=

∫ ∞

0

F eq (�γSE + � − 1) fγSE
(γSE ) dγSE , (14)

where � = eR s .

Based on what we have known, the closed-form expression for (14) is not available due to the

shift in the Meijer’s G -function. In this section, we make use of the method used in [27], [35]–[38]

and consider the bound of the SOP as

Pout (R s) = Pr
{

γeq ≤ �γSE + � − 1
}

≥ P L
out (R s) = Pr

{

γeq ≤ �γSE

}

=

∫ ∞

0

F γeq
(�γ)fγSE

(γ) dγ. (15)
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3.1 Fixed-Gain Relaying

By placing (3) and (11) into (15), utilizing of (8) of [35] and (21) of [39], we obtain

P L,F
out (RS) =

∫ ∞

0

F γF
eq

(�γ)fγE
(γ) dγ

= 1 − ζ
∑

F

N E∑

q=1

�s+ηA E

Ŵ (q) λ
q
E

∫ ∞

0

γs+η+q−1 exp (−φ1γ) G r+2,0
0,r+2

[

δ�2γ2
∣
∣−
K 1

]

dγ

= 1 − ζ
∑

F

N E∑

q=1

2s+η+q−0.5�s+ηA E

(2π)0.5
Ŵ (q) λ

q
E

φ
−(s+η+q)
1 G r+2,2

2,r+2

[

4δ�2

φ2
1

∣
∣
∣
K 2

K 1

]

, (16)

where φ1 = �
λSR

+ 1
λSE

and K 2 = [� (2, 1 − (s + η+ q))].

Since only the part of Meijer’s G -function in (16) depends on µr . δ → 0 as λRD → ∞. Then, using

(9.303) in [32] and limz→0+ p F q (a, b, z) = 1 [40], we can obtain the asymptotic SOP in this case as

P L,F,∞
out (RS) = 1 − ζ

∑

F

N E∑

q=1

2s+η+q−0.5�s+ηA E

(2π)0.5
Ŵ (q) λ

q
E

φ
−(s+η+q)
1 �1, (17)

where

�1 =

r+2
∑

t=1

(

4δ�2

φ2
1

)K 1,t

⎛

⎝

r+2
∏

m=1,m 	=t

Ŵ (K 1,m − K 1,t)

2
∏

m=1

Ŵ (1 + K 1,t − K 2,m )

⎞

⎠

and K m,n stands for the n th-term of K m .

3.2 Variable-Gain Relaying

By placing (3) and (13) into (15) and utilizing (8) of [35], (21) of [39], and (3.326.2) of [32], we get

P L,V
out (RS) =

∫ ∞

0

F γV
eq

(�γ)fγE
(γ) dγ

= 1 +

N R∑

p =1

p −1
∑

s=0

N E∑

q=1

A R A E �s

Ŵ (q) λ
q
E λs

R s!
φ1

−s−q

×

(

ζ

N
∑

k=0

2s+q−0.5τk r
k
2

(2π)0.5r
G r ,r+2

r+2,2r

[
4µr �2

r r φ1
2

∣
∣
∣
K 3

K 4

]

− (s + q − 1)!Z PE
0

)

, (18)

where K 3 = [� (r , 1) ,� (2, 1 − s − q)] and K 4 = [� (r , υk) ,� (r , 0)].

Similarly with (17), we can obtain the asymptotic SOP with variable-gain scheme as

P L,V,∞
out (RS) = 1 +

N R∑

p =1

p −1
∑

s=0

N E∑

q=1

A R A E �sφ1
−s−q

Ŵ (q) λ
q
E λs

R s!

(

ζ

N
∑

k=0

2s+q−0.5τk r
k
2 �2

(2π)0.5r
− (s + q − 1)!Z PE

0

)

, (19)

where �2 =
∑r

t=1

∏r
m=1,m 	=t Ŵ(K 4,m −K 4,t )

∏r+2
m=1 Ŵ(1+K 4,t−K 3,m )

∏2r
m=r+1 Ŵ(1+K 4,t−K 4,m )

(
4µr �2

r r φ1
2

)K 4,t

.

4. Numerical Results

In this part, some representative results are presented to explain the behavior of SOP with respect

to the relaying schemes, pointing error, detection techniques, and the accuracy of the channel

estimations on the secrecy outage performance of mixed RF-FSO systems with imperfect CSI. We

set N R = 3, N E = 2, C = 1, ρSR = ρSE = ρRF, and R s = 0.1 bit/s/Hz. One can find that the analytical
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Fig. 3. SOP for different ξ with fixed-gain relaying, r = 2, ρRF = ρRD = 0.5, λSR = 10 dB, and λSE = 0 dB.

Fig. 4. SOP for different r with fixed-gain relaying, ξ = 6.7, ρRF = ρRD = 0.5, λSR = 10 dB, and λSE =

0 dB.

curves tightly approach the simulation results throughout all the figures. Furthermore, the secrecy

outage performance aggravates due to the imperfect CSI.

Figs. 3–6 present the SOP with fixed-gain relaying scheme versus λRD for various ξ, r , ρRF, and

ρRD , respectively. We can observe from Figs. 3 and 4 that the mixed RF-FSO systems in the cases

with high ξ or less r are more secure than that with less ξ or high r . This is because that less ξ

means higher pointing errors and HD detection technology can achieve better SNR at destinations

compared with IM/DD. As observed from Figs. 5 and 6, one can find that imperfect CSI exhibits

important influence on SOP and large ρRF or ρRD will lead to better secrecy performance since large

correlation coefficient means more accurate channel estimation. Compared with ρRF, the influence

of ρRD on SOP are more brutal since FSO link only influences the SNR at the destination while ρRF

affects the SNR at both D and E . Moreover, as λRD increases, the effect of detection technology on

secrecy performance becomes negligible, as testified in Fig. 5. The SOP with fixed-gain relaying

scheme mainly depends on the pointing error parameter, the fading parameters of FSO link (if the

channel estimation error of FSO link is lower) and the correlation coefficients of channels.

Figs. 7–10 present the SOP with variable-gain relaying scheme for various ξ, r , ρRF, and ρRD ,

respectively. As illustrated in Figs. 7–9, we are able to discover that ξ, r , and ρRD exhibit similar

effect on the SOP with fixed-gain relaying scheme in Figs. 3–5. However, ρRF shows different effect
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Fig. 5. SOP for different ρRD with fixed-gain relaying, r = 2, ξ = 6.7, ρRF = 0.5, λSR = 10 dB, and
λSE = 0 dB.

Fig. 6. SOP for different ρRF with fixed-gain relaying, r = 2, ξ = 6.7, ρRD = 0.5, λSR = 10 dB, and
λSE = 0 dB.

Fig. 7. SOP for different ξ with variable-gain relaying scheme, r = 2, ρRF = ρRD = 0.5, λRD = 10 dB,
and λSE = 0 dB.

on the SOP with fixed-gain relaying scheme. It is shown in Fig. 10 that the secrecy performance

with less ρRF outperforms that with larger ρRF in the high-λSR region. This is because the SNR of

R − D link is smaller than that of S − R link in the high-λSR region, and then FSO link becomes

dominant in S − R − D link. Small ρRF will lead to low SNR at E but does barely influence the SNR

of FSO link. Thus the secrecy performance can be improved.
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Fig. 8. SOP for different r with variable-gain relaying scheme, ξ = 6.7, ρRF = ρRD = 0.5, λRD = 10 dB,
and λSE = 0 dB.

Fig. 9. SOP for different ρRD with variable-gain relaying scheme, r = 2, ξ = 6.7, ρRF = 0.5, λSR = 10 dB,
and λSE = 0 dB.

Fig. 10. SOP for different ρRF with variable-gain relaying scheme, r = 2, ξ = 6.7, ρRD = 0.5, λRD =

10 dB, and λSE = 0 dB.
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Fig. 11. SOP for different N R with fixed-gain relaying, r = 2, ξ = 6.7, a = 2.902, b = 2.510, ρRF = ρRD =

0.5, λSR = 10 dB, and λSE = 0 dB.

Fig. 12. SOP for different N R with fixed-gain relaying, r = 2, ξ = 6.7, a = 2.902, b = 2.510, ρRF = ρRD =

0.5, λRD = 10 dB, and λSE = 0 dB.

Fig. 13. SOP for different N R with variable-gain relaying scheme, r = 2, ξ = 6.7, a = 2.902, b = 2.510,
ρRF = ρRD = 0.5, λSR = 10 dB, and λSE = 0 dB.

Figs. 11–13 present the SOP with different N R and N E , respectively. It is noted that large N R

or small N E will improve the secrecy performance of mixed systems because more antennas can

realize more diversity gains at destinations. An interesting phenomenon can be found from Fig. 14

that the SOP with variable-gain relaying scheme only depends on the number of antennas at E
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Fig. 14. SOP for different N E with variable-gain relaying scheme, r = 2, ξ = 6.7, a = 2.902, b = 2.510,
ρRF = ρRD = 0.5, λRD = 10 dB, and λSE = 0 dB.

when λSR become larger, since the FSO link becomes dominant for the SNR at D . Then N R almost

does not influence the SOP.

5. Conclusion

In this paper, we investigated the effects of imperfect CSI for the RF link and the FSO link, mis-

alignment, different detection schemes, and multi-antenna techniques on the secrecy performance

of mixed RF-FSO systems. The closed-form expressions for the lower bound and asymptotic SOP

were obtained. The results show that the secrecy outage performance of mixed RF-FSO systems

degrades because of the imperfect CSI. Furthermore, the SOP of mixed RF-FSO systems depends

on the fading parameters of FSO links and the pointing error in high-SNR region of FSO link.
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