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Abstract. Groundbreakingly, blockchain technology (BCT) has gained widespread acceptance and 

importance in the last few years.  Implemented in different areas of applications such as social and legal 

industries, finance, smart property, and supply chain networks. This technology assures immutability and 

integrity of data without the need of a third trusted party. Furthermore, BCT could guarantee a transparent 

and decentralized transaction system in businesses and industries. Even though general research has been 

done in the BCT, however, there is a lack of systematic analysis on current research challenges regarding 

how BCT is effectively applicable in supply chain management (SCM). A systematic literature review 

(SLR) of SCM based on blockchain does not exist yet. This work aims to explore and analyse the state-of-

the-art on the BCT applications for SCM. We synthesize existing evidence, and identify gaps, available in 

the literature. The survey uses a systematic mapping study (SMS) method to examine 40 extracted primary 

studies from scientific databases.   
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1 Introduction 

To improve the supply chains performance for many 

industries and provide new supply chain management 

(SCM) solutions, some systematic literature review 

(SLR) on SCM have, recently, demonstrated the 

importance of information and communication 

technology (ICT) ([1], [2], [3], [4] and [5]), but  without 

focusing on blockchain technology (BCT).  

   The BCT has been generating interesting research areas 

because of its innovative characteristics that provide 

efficient solutions for the current gaps related to several 

supply chains industries. Indeed, existing SLR on 

blockchain conducted until now did not address such 

topic linked to the blockchain application for SCM. For 

example, a SLR performed by BOJANA KOTESKA et 

al. [6], Stefan Seebacher and Ronny Schüritz [7], and 

SMS established by Yli-Huumo J, et al. [8], did not cover 

blockchain application for SCM that should be possible 

to map out the current status of research area.  

   Blockchain is a decentralized transaction and data 

management technology firstly designed, by Satoshi 

Nakamoto, for Bitcoin cryptocurrency [9]. Based on the 

literature, the blockchain definition was synthesized as a 

distributed database, which is shared among and agreed 

upon a peer-to-peer network. It consists of a linked 

sequence of blocks, holding timestamped transactions 

that are secured by public-key cryptography and verified 

by the network community. Once an element is appended 

to the blockchain, it cannot be altered, turning a 

blockchain into an immutable record of past activity [7].  

   Trust and decentralization were identified as the two 

key BCT characteristics, which are closely connected and 

interrelated [7].  

   The remaining parts of the paper are structured as 

follows: In Section 2, we describe the applied research 

methodology and the process of collecting relevant 

research papers. Section 3 presents the results of the 

collected papers and the classification mechanism 

extracted from data. Section 4 discusses the study and 

answers the research questions. Section 6 presents the 

limitations of this mapping study, and Section 7 

concludes the paper. 

2 Research methodology 

In this study, we follow the SMS process, described by 

Petersen et al. [10], to explore the existing studies related 

to BCT applied for SCM. We also use guidelines for a 

SLR described by Kitchenham and Charters [11] to 

search for relevant papers which covered the literature 

from all years to 2018. The results of the SMS would 

help us to identify and map research areas related to BCT 

based SCM and possible research gaps. The SMS process 
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is presented in Figure 1 and consists of five process steps 

and outcomes.  

 

    

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

Fig. 1. The systematic mapping process 
 

    

We defined three research questions that form the basis 

for the review:  

 RQ1: What research topics have been addressed in 

existing research on SCM based on BCT?  

 RQ2: What are the benefits would BCT bring to resolve 

the current problems in the supply chain 

industries? 

 RQ3: What are the current research gaps in SCM 

related to BCT? 

   To search the relevant papers on the research topic, we 

decided to use every time the terms “supply chain” and 
“blockchain” in the search string. After designing and 

testing the search protocol, we chose the scientific 

databases, for the searches. The search was conducted on 

January 2018 and updated on May 2018. 

   A screening process was composed of four filters, in 

order to select the most suitable results. Firstly, we 

screened all papers based on their types and titles 

similarity to exclude duplicates, technical reports and 

notes. Secondly, we screened the papers based on their 

titles and excluded studies that were not relevant to the 

scope of this mapping study. Thirdly, the authors read the 

abstracts of every paper that passed the previous filter. 

Finally, the authors read the full text of all included 

papers in the third filter.  

   To screen each paper, we used inclusion and exclusion 

criteria. We exclude the following types of papers: (1) 

papers that were duplicates, (2) papers that were technical 

reports and thesis, (3) papers without full text availability 

(4) papers where the main language was not English, (5) 

papers that had some other meaning than blockchain used 

in SCM, and (6) the phrases of at least one of the search 

terms didn’t be included in the heading, keywords or 
abstract of the paper.  

   The next stage in a SMS is keywording as defined by 

Petersen et al. [10]. Firstly, we read the abstract and 

identified keywords and concepts that represent the 

contribution of the paper. Next, we develop a higher level 

of understanding based on these keywords. We used the 

keywords to group and form classes for the mapping the 

studies. After that, we read all the selected papers and 

updated the categories or created new ones, if the paper 

exposed something new. The result 

 

 

 

                                            

 

 
 
 
 
 
 
 
 
 
 
 

was a systematic map of collected categories designed 

from all the relevant papers.  
   The data extraction form should be designed to collect 

all the information needed to address the research 

questions of this mapping study. The following 

information, was extracted from each study; Title of the 

paper, Name of the author(s), Country of authors, Type of 

the publication (e.g. conference/journal), Abstract, 

Methodology, Research questions and Major study 

findings. 

3 Results 

Based on the extracted data, the search and selection 

results are presented in Figure 2. As a result, 40 primary 

papers have been included in this study.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

Fig. 2. Search and selection process of the papers. 
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   Considering the publication year, the distribution of the 

primary studies was shown in Figure 3. Remarkably, all 

the selected papers were published after the year 2015. 

This demonstrates that this research area is a modern and 

novel one. When zoom in at the publication year 

distribution, out of all the selected papers, 2 papers 

(5.71%) were published in 2016, 22 papers (62.86%) in 

2017 and 16 papers (45.71%) in April 2018. Thus, the 

number of publications increases each year, which 

reflects the rise of interest in BCT. 

 

 

 
 
Fig. 3. Publication year of the selected primary papers. 

 

   Figure 4 illustrates the geographical distribution of the 

primary papers. Dispersed at 16 countries, this 

geographical distribution shows that BCT has gained 

research attention around the world. The major number of 

papers 12 (34.29%) were published by universities or 

companies in the USA. After this, the second position 

was occupied by Switzerland and China with 5 papers 

(14.29%). The rest of the countries had two or less papers 

published.  

 

 
 
Fig. 4. Geographic distribution of the selected primary papers. 

 

   The publication channel distribution was presented in 

Figure 5. Most of the papers were published in journals 

(19) (45.29%) and conference (12) (34.29%). The rest of 

the papers were published in book section (5) (14.29%), 

workshop (3) (8.57%), or in symposium (1) (2.86%).  
 

 

 
 

Fig. 5. Publication type. 

 

In addition, Table 1 displays the global list of publication 

channel of the selected papers.  

   The classification mechanism, presented in a bubble 

plot (Figure 6), assembled two facets. One facet 

structured the topic in terms of the research thematic. The 

other considered the research type as described by 

Wieringa et al. [12].  

   Within the research topic facet, we summarize the 

primary studies on 10 main research topics. We identified 

one thematic, supply chain traceability, that represent the 

majority of topics (17 papers, 42.5%) and focus on some 

special supply chain industries such as food supply chain 

(3 papers) and pharma supply chain (3 papers). It has 

really been the overall interest of researchers.  

   Furthermore, some topics present a relevant amount of 

entries in this analysis, such as information security of 

SCM system (7 papers, 17.5%) and supply chain finance 

(7 papers) were the second important topics. In addition, 

we have pointed out topics in which new solutions are 

required; it is the case of supply chain quality 

management, product ownership management, additive 

manufacturing and agricultural supply chain.  

   According to the research category, the majority of 

these papers (45.71 %) were solution proposal papers (16 

papers) which aim to propose a new blockchain based 

frameworks related to several supply chain industries. We 

realize that currently, validation and evaluation research 

are weakly addressed in SCM based on blockchain 

papers. We also appreciate that researchers are not 

concerned about expressing opinions and experience 

reports on their personal experience. 

4 Discussion 

Besides the identified research topics, the SMS showed 

that a majority of research was focused in three main 

themes: physical traceability of supply chains (17 

papers), information security of SCM system (7 papers), 

and supply chain finance (7 papers). The rest of the 

identified topics were gained a few interests of the 

scholars. 
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Table 1. Publication channels 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   Regarding the traceability thematic, there are two 

important fields that gain a more researcher’s interest; the 
pharma supply chain (41, 18, 34 and 36) and food 

supply chain (19, 20 and 22). In addition, some 

specific subjects were introduced, such as, traceability of 

transportation dangerous good 31, aircraft’s Part SCM 

52, supply chain information system & traceability 40, 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

shipping domain 38 and cyber-physical systems for 

material flow analysis and life cycle assessment 39. The 

others studies (16, 33, 32, 21, and 26) treat the 

traceability subject in general without focusing in 

particular supply chain domain.  

 

 

Publication channels Reference 

IJIM International Journal of Information Management [13] 

ICEBE International Conference on e-Business Engineering [14] 

AISC Advances in Intelligent Systems and Computing [15] 

Information (Switzerland) [16] 
IEEE Access [17] 
EODS Expert Opinion on Drug Safety [18] 

ICSSSM International Conference on Services Systems and Services 

Management 
[19] [20]  

IEEE Software [21] 
ICIEEM IEEE International Conference on Industrial Engineering and 

Engineering Management 
[22] 

WiMob IEEE International Conference on Wireless and Mobile 

Computing, Networking and Communications  
[23]  

Telecommunications Policy [24] 
ISINSM IFIP/IEEE International Symposium on Integrated Network and 

Service Management 
[25]  

JCST Journal of Computer Science and Technology [26] 

 ICCCN International Conference on Computer Communication and 

Networks 
[27]  

Springer, Cham [28] [29] [30] 

[31] 
ISAFM Intelligent Systems in Accounting, Finance and Management [32] 

JIIS Journal of Intelligent Information Systems [33] 

 HICSS-50 Hawaii International Conference on System Sciences  [34]  
JMCC Journal of Materials Chemistry C [35]  
(AISeL) AMCIS Workshops  [36]  

CBI  IEEE Conference on Business Informatics [37]  
ICDCSW IEEE International Conference on Distributed Computing Systems 

Workshops 
[38]  

JPSM Journal of Purchasing and Supply Management [39]  
FGCS Future Generation Computer Systems [40] 

FAS*W IEEE International Workshops on Foundations and Applications 

of Self* Systems 
[41]  

Palgrave Macmillan, Cham [42] 
NTMS  IFIP International Conference on New Technologies, Mobility 

and Security  
[43]  

Logistics (MDPI) [44] 

ISAFM Intelligent Systems in Accounting, Finance and Management [45]  

LNICST Lecture Notes of the Institute for Computer Sciences, Social-

Informatics and Telecommunications Engineering 
[46] 

JEFC Journal of Excipients and Food Chemicals [47]  

ICHNAS IEEE International Conference on e-Health Networking, 

Applications and Services (Healthcom) 
[48]  

BISE Business & Information Systems Engineering [49]  
ACM CSG ACM Conference on Supporting Groupwork [50]  

RCR Resources, Conservation and Recycling [51] 

ACM CENSS ACM Conference on Embedded Network Sensor Systems [52] 
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Fig. 6. A systematic map in the form of a bubble plot 

 

       We summarize the main benefits providing by this 

technology. In physical supply chain, the main BCT 

benefits for businesses are ensuring real-time traceability 

with trusted information and high level of reliability to all 

supply chain members with openness, transparency, 

reliability and security and providing pseudo real-time 

status of the shipment. BCT can increase the transparency 

of physical distribution process and eliminating the 

ability to cheat and provides each participant end‐to‐end 
visibility based on their level of permission. In addition, 

this technology could reduce operational costs by 

removing intermediaries’ fees. For government, BCT 
could help to track, monitor and audit the supply chain 

and serving manufacturers to record the transactions in 

authenticity. For customers, BCT would enhancing the 

products quality and safety.  

    

 

 

    

 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   In the context of SCM information, the key BCT 

benefits for businesses are managing supply chain 

information more efficiently without being overly 

concerned about properly securing them, privacy 

immutability of data, public accessibility of records and 

access for diverse populations and locations. The 

government could receive more trusted information for 

better and focused inspections. For customers, BCT 

would guarantee public security of personal data.  

   In supply chain finance, BCT benefits for businesses 

are simplifying and making more agile and secure the 

trade finance commercial transactions among companies 

and financial institutions. Claims and contracts could be 

recorded onto a blockchain and validated by the network 

which allows all the stakeholders to identify the 

movements of funds between contractors, customers, and 

financial institutions. For government, auditing digital 

currency transactions help to raise the tax collection. For 
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customers, BCT would bring more transparency and 

lower fees of transactions. 

   The majority of the identified gaps were related to 

external factors such as regulation and technical aspects.    

The first gap is the regulation conformance and legal 

barriers that limit the application of BCT. There is the 

lack of common standards for completing transactions.    

The second gap is the lack of adaptability and adoption. 

Many people are short of understanding of how it works 

that generate the large difficulty of bringing all the 

relevant parties together and convince the supply chain 

actors to adapt their old systems to the new blockchain 

based systems. The third gap is scalability and size. The 

majority of the proposed blockchain based frameworks 

were only tested on a limited scale in a laboratory 

environment; some challenges may emerge in scaling 

blockchains network with a large number of nodes. 

Furthermore, the sizes of the current blockchain 

applications are practically small. The fourth gap is high 

degree of computerization requirement. Indeed, many 

supply chain actors’ in developing countries are not 
prepared to implement blockchain. The fifth gap is 

complexity and uncertainty. The latency of transactions 

that spend some hours to finish until all participants 

update their ledgers and the smart contract can be 

publicly accessible, but the data required for verification 

may or may not be accessible to all. The sixth gap is 

security and data integrity. The latency of transactions 

opens a window for cyber-attacks. Also, limited set of 

participants accessing to blockchain platform offering 

blockchain based solution, e.g. IBM and Ethereum, can 

cause more vulnerability to these blockchain based 

system. Thus, the security of these systems is impacted 

by that of these platforms. The seventh gap is the cost of 

implementation. For blockchain operation, the virtual 

network depended on a physical system for electricity, 

infrastructure, and hardware computing power. The 

eighth gaps are that the majority of the proposed 

frameworks were not evaluated to design systems for a 

real-world application, thus researchers should 

considerate the feasibility of the blockchain based 

solutions and verifying their applicability to the industry 

sectors. 

5. Limitations  

Publication bias, selection bias, imprecision in data 

extraction, and misclassification are the main limitations 

for this study. Publication bias is associated to the 

problem that is possible that some relevant studies were 

not chosen throughout the searching process. In fact, the 

search string included only the terms “blockchain” and 
“supply chain”, there is a probability that not all the 

relevant research papers were found. Selection bias is 

assigned to the misinterpretation of to the criteria used to 

select the publications. Thus, we cannot guarantee that all 

relevant primary studies were selected. Imprecision in 

data extraction and misclassification are related to the 

risk that reviewers diverged when extracted the 

information.  

6. Conclusion 

This paper presents a systematic mapping study in order 

to map out all relevant research on SCM based on BCT. 

Guided by a set of research questions, the main 

motivation for this work was to identify research trends, 

open subjects, and gaps for improvement in this 

discipline. The results demonstrate that 42.5% of the 

papers focus on supply chain traceability based on 

blockchain, 17% of the papers address SCM information 

and 17% of the studies was conducted on the blockchain 

driven supply chain finance. The rest of the papers 

(23.5%) treat other blockchain applications in SCM that 

need additional investigation, such as agricultural supply 

chain, security of additive manufacturing, product 

ownership management, common-pool resource 

management, purchasing and supply management, supply 

chain quality management, supply chain performance 

measurements. The large part of selected studies 

(45.71%) is concentrating on proposing solutions of 

currents SCM challenges by designing new blockchain 

based frameworks. Nevertheless, many of the proposed 

frameworks-based solutions lack real performance 

evaluation on the industrial context. 
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