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Absiract: The innovative idess to overcome the problems
in case of routing in a wireless plaiform are kev points
that can potentially raise the throughput of the network
in different scenarios. The protocols introduced by IEEE
BO1.11s drafi are divided imto Proactive, Reactive or
Hybrid Mesh categories. One Keyv popular protocel is
called ad-hoc On Demand ¥Yector (AQGDY) proiocol
which is based on on=demand path selection in which the
tree size @8 increéasing in a Proactive manner. As
competent, AOMDY protocol focoses on Ad<hoc on
demand Multi-Path Distance Vector routing challenging
AODY in performance. In this synopsis, we propose to
enhance the Ad hoc On-demand Mullipath Distance
Yector (AODV) routing protocol for MANETs to a
delay-aware mulli-path protocol. The foces area is o
improve the QoS in MANETs by creating a proiocol.
For this we will use N5=I {Network Simulator=2) as lest
bed.
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. INTRODUCTION

MANET is a sclf-organized, decentralized wircless
nerwork with mobality as core functionality. The
network is ad hoc because 1t 18 built spontancously as
devices are connected, and so the determination of
which nodes forward data 15 made dynamically based
on the nerwork connectivity. This is in contrary to
wired networks where routers perform the task of

routing. It is  also  different  from managed
(infrastructure) wircless networks, in which a special
node  known as  an  access  poinf manages

communication among other nodes.

In modem era, there is a memendous growth in the
sales of commumication with computation capabilicy
devices such as Laptop, mobile, portable computers
etc. Recently many network researchers are studying
networks based on new communication techniques,
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especially  wireless  communications.  Wireless
networks allow hosts to travel without the constraints
of wired connections. Hosts and routers in a wircless
network can move around. Therefore, the network
topology
Traditional routing protocols used for wired networks
cannot be directly applied to most wireless networks
because some comimen assumptions are not valid in
this kind of dynamic network, For example, one
assumption 1s that a node can receive any broadcast

can  be dynamic and unpredictable.

message senl by others m the same subnet. However,
this may not be true for nodes in a wireless mobile
nerwork, The bandwidth in this kind of network is
usually limited. Thus, this network model inroduces
grgat challenges for routing protocols,

This research paper focus on AUDV routing protocol
to enhanced the break avoidance mechanism. AODV
is an On demand type routing protocol and most of
on-demand rovting protocols re-gstablish a new route
after a route break will occur. The simplest method to
avoid route birgaks each intermediate node on an
active route sense danger link failure and notifies fo
an upstream node and re-builds a new route before a
route break.

We proposed enhanced route mamtenance and break

avoidance., In this method we add new metrics
(behaviour) to existmg for better perforimance in high

mcbility emvironment.

With the rapid proliferation of wireless networks and
mobile computing applications, Quality of Service
(Qus) for mobile ad hoe nerworks (MANETs) has
received increased attention,

M. TERMINOLOGY AND BACKGROUND

Because radio range is uswally limited and the
network components may have some mobility, the
topology of a wireless network can vary with time.

www.ijert.org



According to the relatve mobility of hosts and
routers, there are three different tvpes of wireless
nelworks.

! Fixed wireless nerwork. Fixed hosts and routers
use wireless channels 1o communicale with each
other and form a fixed wireless network, An
example is a wireless network formed by fixed
network devices using directed antennas. as shown
in Figure |,

2 Wireless network with fixed oceess points. Maobile
hosts use wireless channels to communicate with
fixed access points, which may act as routers for
those mobile hosts, 1o form a mebile network with
fixed access points. An example is a number of
mobile laptop users in a building that access fixed
access points, as illusiraied in Figure 2,

3 Mohile ad hoe petwork. A mobile ad hoc netwaork
is formed by mobile hosts. Some of these mobile
hosts are willing to forward packets for neighbors,
Examples include vehicle-to-vehicle and ship-to-
ship networks that communicate with cach other
by relying on peer-to-peer routings. as shown in
Figure3.

A MANET (Maobile Ad Hoc Network) consists of a
collection of mobile nodes communicating in a mult-
hop way without any fixed infrasmucture, MANET
has the following propertics-

1. No fixed Infrastrucrure.

. Decentralized.

b

3. Self configuration
4. Dynamic nature

There are different cnteria for classilving rowting
protocols for wireless ad hoe networks, For example,
what routing information is exchanged; when and
how the routmg mformation 18 exchanged, when and
how routes are computed and 5o on, Figure 1 show

the MANET covironment.
Nobile Adbee Nelwrk
“l-] i [ 1/
fgurel . mane

International Journal of Engineering Research & Technology (IJERT)
NCITSF 14 Conference Proceedings
ISSN: 2278-0181

Pro-active protocols (or table-driven protocols) work
in a way similar to wired networks: they ry o
maintain an up-to-date map of the network, by
econtinuously evaluating known routes and atlempling
o discover new ones. This way, when a path to a
destination is needed al a node, or a packel needs to
be forwarded. the route is already known and there is
no extra delay due to route discovery.

2.1 Reactive {on-demand) routing

Re-active protocals (on-demand protocols) only atart
a route digscovery procedure when necded. When a
rowie from a source to a destinaiion is needed. some
sort of global search procedure is siarted. This does
nol require the conslant updates being sent through
the network, . In some cases the desired rouce(s) are
stilll in the route cache maintained by nodes. When
this 15 the case there 15 no additional delay since
roates do not have to be discovered, It is the
responsibility of the route request receiver node to
reply back to the source node about the possible route
to the destination. The source node uses this route for
data transmission o the destination node.

2.2 Hivbrid rhoth pro-active and reqctive) rowting

Hybrid protocols combine the advantages of both pro-
active and re-active rowting, by locally using pro-
active routing and inter-locally  using  re-active
ronting, This is partly based on the assumption that
mast communication in mobile ad hoe networks takes
place between nodes that are close to cach other, and
the assumption that changes i topology are only
important it they happen in the vicinity of a node,
When a link thils or & node disappears on the other
side of the nerwork, it has only effect on local
ncighbourhoods: nodes on the other side of the
network are not affected. [2]The Ad Hoe On Demand
Distance Vector (AODV) , Routing Protocol is a
reactive routing protocol. AODY 15 the use of a
destination sequence number for each routing table
entry. The scquence number is created by the
destination node. Sequence numbers are used by other
nodes  to determing  the  freshmess  of  routing
information.

There are following Operation performs by ADDV
protocol. RREQ - Route request, RREP - Route
reply, RERR — Route error

REE(Q) Roure Reguesi: A RRE() message is
broadeasted when a node needs to discover a route to
a destination. When a route 15 not avanlable for the
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destination, a roufe request packet (RREQ) 1s Hooded
throughout the network, The RREQD contains the
following tields, Figure 2.1 shows the propagation of

RREQ.

forwarded to the sowrce; the Hop Count field 1s
incremented by one at each hop. A node initiales a
RERR message in three situalions

a. If it detects a link break tor the next hop of an
active route in its routing table, or

b. DT it gets a dala packel destined 1o a node for which
it does not have an active route, or

e IF it receives a RERR from a neighbor for one or
ITare -tllLL'i VE roules

For cases (1) and (2)-

1) The destimation sequence numbers in the

] ) routing  tahle  for  the  unreachable

Figure 2.1 RREQ Propagation destination| s) are incremented by one.
+If the node has no route entry for the destination or it 2) Then RERR is broadcast with (e
unreachable destinanon{s)  and  ther

has one but this is no more an up-to-date roure, the
RREQ will be rebroadeasted with incremented hop
COount.

«If the node has a route with a sequence number
greater than or cqual to that of RREQ, a RREP
message will be generated and sent back to the source.

RREP — Rowle reply If a node is the destination, or has
a valid route to the destination, it unicasis a route
reply message (RREP) back to the source. This
message has the following format. If a node receives a
roure request for a destination, and either has a fresh
cnough route to satsfy the request or iz atsclt the
destination, the node generates a RREP message and
unicasts it back to the source node, Figure 2.2 show
the route reply message (RREP) by destination D to
source 3.

Figure 2.2 Propagation of RREP

RERR — Route errer

All nodes monitor their own neighborhoods. When a
node in an active route gets lost, a ronfe ermor imessage
(RERR) i5 generated to notify the other nodes on baoth
sides of the link of the loss of this link [53].RREP 15
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incremented destination sequence number(s)
included in the packet

For case (3), the nodel. Updates the corresponding
destination sequence # and invalidates the roure for
the destination [4] Figure 2 show the working or
RRECQ) and RREP of AODV protocol.

3} Ome advantage of AODV 18 thar AODY 18
loop-free doe to the destination sequence
numbers  associtated  with routes.  The
algorithm avoids the Bellman-Ford “count to
infimity™ problem . Therefore, it offers quick
convergence when the ad hoe nerwork
topology changes which, typically, occurs
when a node moves m the network. Similar
to DSR, poor scalablity 15 a disadvantage of
AODV.

M.  RELATED WORK

Routing is the process of selecting paths in a network
aleng which w send network wraffic. Guaranteemg
delivery and  the capability to handle  dynamic
connectivity are the most important issues for routing
protocols in wareless mobile ad hoe networks, Onee
there is a path from the source to the destination for a
certain period of time, the routing protocol should be
able to deliver data wia that path, Tf the connectivity of
anw two nodes changes and routes are affected by this
change, the routing protocol should be able (o recover
if an alternate path exists. There are some other issues
related o routing in wireless ad hoo networks.
Whether to consider them depends on the specific
enwironment or application. For example, overhead is
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particularly important o a wireless network with
limited bandwidth [1. 2. 3. 4 35, and &]. Power
consumption may also be a problem in an ad hoc
network with battery-powered nodes [7, 8, 9, 10].
Ouality of service may be reguired in an ad hoc
network supporting delay sensitive applications such
as video conlerencing [11, 12, 13,14]. A routing
protocol may need to balance traffic based on the
traffic load on links [15, 16]. Scalability of routing
protocols is an important issue for large networks [17,
18]. The routing protocol may need to implement
security Lo protect against attacks, such as sniller,
man-in-the-middle, or denial of service [19, 20, 21].
Routing protocols may rely on information based on
other layers. For example, the Global Positioning
Swstemn (GP'S) ean be used in wireless ad hoc
netwirks  deployed in battlefields or conmecting
wehicles [22.23]). Mobility prediction can improve
routing in wireless networks with known movement
patterns, such as the TRIDIUM  system satellite
network [24].

L 3

Survey on Multipath AQDIT

[29] The multipath routing technique 18 a preferred
solution for sensor networks with objectives to
achicve better cnergy  efficiency  and  network
robustiess in case of node failures. In multipath node
scarch more than route to destination (multipath)
these multiple paths gerved many purpose such as
either for reliable data delivery using alternate route,
e, a node switches to an altemative path when the
current path fails or simultaneously for load balancing
by using several paths at the same time 2],

AQDYV (23] most popular protocol among
MANET  Routing  scheme,  lots  of
modification and  enhancement had  been
applied on it for better performance since its
development,

I AOQDV-BR cach neighboring node of the
primary route maintains a backup route to the
destination. When a link in the primary path
farls, data packets are sent to a neighbour
who salvages the paclket and sends it to the
destination. It i not really a multipath
protocol in the sense that nodes only
mainiam one path per destination.

CHAMP 15 a similar but more sophisticated
protocol, Each node maintains  multiple
shortest loop-free paths to the destination.
When a node can’t forward a data packet the
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upstream nede salvages the packets and
sends them via an alternative route, Meither
AODV-BR nor CHAMP considers path
disjointness. [32]The bigper challenge 10
provide QoS in MANET environmenis are
dymamic variation of topology,
common and shared radio channel, limiled
resource availability (energy) and ad hoc
nature. It 15 due o the nodes mability results
in continuously evolving new topologies and
to the MANET nawmre. [33] To awvoid
frequent roule discovery and maintaining
QoS in MANET, various multipath routing
protocols has been proposed based on the
existing unicast path routing protocol in ad
hoe networks. Ad hoe On-demand Multipath
Distance Vector (AOMDW) [34] is one of
extensions of Ad hoc On Distance Veclor
(AODYV) [25].

network

To decrease route discovery rate in single path
rodting, some multipath routing profocols have been
proposed to extend AOQDV [25]. [30], [34] and [35].
Honwever, [25] does not perform well by increasing
the number of communication sessions. [4] Selects
node-disjomt paths, and 1t only porforms well with
high density of mobile nodes, [34] Tries to find link-
disjoint paths, But it cannot abways find all of existing
reverse paths. [36] Proposed @ new concept of
multipath routing with load balancing capability based
on periodical packer dismibution rate control, Packet
distribution rate of cach routc adapts to delay cost
caleulated by wsing channel utilizanon of base stations
on this route.

Author of [37] modified o AODV-2T [38].The
major cause of hok foluwes m Ad hoe wireless
network is the dynamic movement of the mobile
nodes themselves and the other mught be battery
running out. AQDV-2T [38] 15 an improved AODV
designed to compromise this problems by applying a
conservalivie circumspect By
mwvestigating received BF signal and the battery
powver, AOQODV-2T could overcome the problem by
prepanmg @ backup route just-intime  before link
breaking, Thiz makes 1t is able to switeh packet
transmission to the backup route without any delay
with a bit of additive overhead. Although AODV-IT
performs rather well compared to the early proposed
protocols in term of overheud and number of route
break but AODV-2T is not capable to constmct a

and coneepl.
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multi-hop backup route. Then [37] add mult hop
features on it and named it multi hop AODV-2T,

[38] Concluded that, in the scenarios where the
nerwark is loaded at a high density and average
mobility, the contribution of the use of Multi-Path
Routing Protocols is very impressive compared to
conventional ADDV and DSR Protocols which would
result in poor performance of network in congestion,
making the topology not reliable and low in capacity.
Improved results from the simulation of high load and
density networks versus low  load and  density
networks tor Mult-Path Bouting Protocols allowing
casc congeslion, incrcasing rchiability and network
capacity by increasing the rate of Suvccessfully
Delivered Packers and the Total Throughput of the
network, The only drawback of Multi-Path Routing
Load Balancing Protocols such as AOMDY and MSR
is the use of a large number of control packets for
calculating and maintaiming multiple routes berween o
source and destination  but such disadvantage s
minimized in the network conditions as the rate of
vontrol packets penerated by MSR or AOMDV 15
shightly higher than the rate generated by the Single-
Path protocols at high load and density nodes.

[39] Selection of route is determined by the metrics
used in the routing protocol, Initial protocols use hop
count as a primary mctric [40] [41]. although dclay
often implicitly impacts route choives [40]. More
recent protocols sugoest the use of extended metrics
such as signal strength [42]. stabality [43] and load
[44] [45]. all of which impact performance and so
implicitly impact 3energy consumption [46]. Energy
can also be vsed explicitly to choose routes that
minimize energy consumption [47] [48] or avoid
nodes with limited energy resources [49] [50].
IV, PROPOSED SOLUTION

This 15 very clear we arc going fo enhance the current
AODY functionality to make it multipath, Fir this we
will used NS-2 simulatar as test bed and enhanced its
AODV prowocol to work as a multipath routing
protocol  for  achieving  better  throughput  and
performance highly  dynamic  MANET
ENvironmet.

in

The research presented 0 this presentation myvolves
the following: Enhancing the Ad hoc On-demand
Multipath Distance Vector (AODV) routing protocaol
for MANETs t a delay-aware muli-path protocol.
The focus area is to improve the Qo8 in MANETs by
creating a protocol, which considers delay requests of
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real-time multimedia applications (voice and video) 1n
making routing decisions,

Ouwr  proposed  work s mainly  coneentrate  on
improving QoS of AODY protocol using NS-2 test
bed. In this section we proposed new scheme for load
balancing in AOMDV routing protocol, for this we
will divide our research in two sections-

Choosing hest paths o reduce Delay and Congestion=
For this we will used following parameters o choose
for selecting of best rontes generated by RREP,

resuliant of RREQ,
L ALGORITHMS
d A0 Multiple Roure Discover Phase:

In this phase T _delay 1s caleulaled which is
maximum delay for a transmission from a source
node o an intermediate node forwarding the
RREQ packet to the sink node. The T _delay can
be used to decide the maximum hop can be
visited in idle network where node movements

are predicted as WSN 15 considerad o be not a
rapid changing topology network.

4.1 2 Raute Mainfenance:

PDR (Packet Delivery Ratio) = (Nunber
of packet droppedpTotal Number of
incoming packets,

PMOR (Packet Modification Rate) =
(Number of packets moditied)Total
number of Incoming Packets,

PMIR  (Packet  Misrouie Rate)
(Number  of Packet  misrouted )/ Total
Womber of Incoming Packets,

These 3 purameters will decide best path
to forward packers as well as we also
decide the List of path for Load
balancing and aliernate path in case of
failurc of first selected path.
Identification of Selfish and Malicious
Node for security.

The tool we use for simulation 15 NS-2.

V. CONCLUSION

In dis paper, we surveyed on different reactive
routing  protecols of MANET. Like AODVW,
AOMDY. Then we proposed our solution to
mmprove multipath functionality in pure AQDV
protocol  that  will  help  w improve  the
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performance of routing protocol for selecting best
route and identification of misbehaving nodes.
Objective is to reduce the frequency of route
discovery providing resilience (fault (olerance)
that is especially helplul in scenarios with node
mebility in WSN and the assurance of guality of
service (QoS) defined by the delay and the error
rate metries in order to improves the reliability of
data communication and prolong the network
litetime.
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