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 Information Public Disclosure is one of the regulation that has purpose to 

encourage good governance for public service and citizen participation in 

national development. The enactment of Act No.14/2008 (UU KIP) has been 

strengthen the mandate to enforce the necessity of information disclosure in 

actualizing transparency and accountability in resource management and 

budget uses. It also become the primary instrument to prevent corruption, 

monopolistic competition and information disputes. However, there are 

certain provinces has not yet established information committee nor when it 

will be as entrusted by the regulation. Meanwhile, the remedies in term of jail 

duration and fines, arguably, it could not create deterrent effect to the 

perpetrator. Furthermore, the concern from ministry and public institution 

also in question in regard their roles of responsibility, lack of cooperation and 

continuous support. Thus, human resource, technology infrastructure, public 

participation, supervision and socialization become crucial factor to increase 

the awareness and satisfaction towards this regulatory compliance. This 

study is a qualitative research to evaluate the implementation of this Act by 

observing its consideration, background, principles and relevant article 

verses as primary sources through content analysis based on number of legal 

experts. 
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1. INTRODUCTION 

Information has been shaped drastically this following decade as the primary needs of each 

individual in developing the quality and participating into social interaction. The attempt of government to 

provide legal assurance in information disclosure should be appreciated and be supported. Therefore, there 

are some requirements to endorse the enforcement and preserve the intention of respected Act such as the 

commitment leadership, bureaucracy culture and citizen awareness. A society that wishes to adopt openness 

as a value of overarching significance will not merely allow citizen a wide range of individual expressive 

freedom, but it will go on several step further and actually open up the deliberate processes of government 

itself to the sunlight of public scrutiny. Information is a basic requirement for the development of each 

individual and social environment as important part of ecosystem in the education system and national 

defense. Thus, right to public information is an important human right, in which public disclosure is an 

essential characteristics of democratic country that upholds the sovereignty of the people to achieve good 

governance. Public disclosure is a means to optimize public oversight of the state implementation and other 

public bodies towards their end result of performance according to public interest as mandated by UU  

KIP [1]. In a truly open culture, the normal rule is that government does not conduct the business of the 
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people behind closed door. Legislative, administrative, and judicial proceedings should (as a matter of 

routine) be opened freely and accessible to the public [2]. Currently, the development of information 

technology has provided many new opportunities so that the exchange of data, information and knowledge 

can be accomplished even if constrained by distance, time and place [17] to provide means for government 

improve their performance. 

There are several regulations that assure right to access public information for citizen or mass 

organization such as UU No.23/1997 (Environment Management Act), UU No.8/1999 (Consumer Protection 

Act), UU No.28/1999 (State Implementation Act), UU No.31/1999 (Corruption Eradication Act), UU 

No.39/1999 (Human Rights Act), UU No. 40/1999 (Press Act) and UU No. 41/1999 (Forestry Act). 

Meanwhile, the amendment of 1945 constitution, verse 28F states that “Every person shall have the right to 

communicate and to obtain information for the purpose of the development of his/herself and social 

environment, and shall have the right to seek, obtain, possess, store, process and convey information by 

employing all available types of channels”. The management information services such as the need to 

establish a system for separating and sorting accessible public information and the excluded, documentation, 

cataloging all public information, the mechanism of information services both internally, the interconnection 

between institutions, public agencies and external parties, as well as the preparation of related infrastructure, 

both such as information technology, human resources and systems [3]. Meanwhile, information service 

system directly affect how management make decisions, plan, and manage employees, and to improve the 

performance targets to be achieved, namely how to set the size or weight of each goal, establishes minimum 

standards, and how to set the standard and standard service procedures to the public [1].  

The freedom of information in term of availability and accessibility should consider the background 

context, purpose and benefit to facilitate community understanding and encourage citizen’s support. 

Basically, the challenges to implement certain regulation related to the attempt to develop commitment and 

consistency [4]. Meanwhile, the huge gap between the policy, planning and realization can aggravate the 

implementation. It became more complex when bureaucracy tend to maintain status quo rather than 

developing public transparency and capacity to access required information [5]. Fundamentally, there are 

four types of information based on UU KIP, which are request, regular, progress and forbidden. In short, 

several studies on its implementation from Koalisi Kebebasan Informasi (2008), Yayasan TIFA (2009), 

Bappenas (2010), Centre for Law and Democracy (2011), ICW (2012) and so on, showed bad results based 

on four indicators namely government support (endorsement, resources, infrastructures, budget, etc.), 

information committee establishment, performances of dispute cases and citizen openness culture [4]. 

However, this study want to add more significant result in term of bridging logical concept and physical 

approach by reviewing and evaluating the discussion in regard to Information Public Act implementation in 

Indonesia by investigating number of agreement between legal experts as primary sources and various cases 

exist as secondary sources. 

 

 

2. RESEARCH METHOD 

This study highlights some fundamental aspects related to the understanding of the means of 

regulation in the interpretative approach, which refer to the legal culture based on precedents or based on the 

implication of previous cases compared to the principle and objective of the law itself. Another important 

point relates to determine the criteria for weighting the factor to be evaluated in the specific content 

regulation, as it is manifested in the context of Personal Data Protection. Thus, content analysis has to 

address prior questions on the origin of the available texts, what they mean and to whom, how they mediate 

between antecedent and consequent condition, and ultimately, whether they enable the analysts to select valid 

answer to questions concerning their contexts or not [8]. The researcher has decided to use the interpretative 

presentation because of the legal nature of the issue that depends on culture and precedent while numbers are 

not necessary reflect the exact reality and current situation. After that, the researcher select specific legal 

content that meet with core concept of privacy that directly manages and administers the public information 

in proper manner by consulting with legal expert, in which fall into three categories, evaluation for articles 

verse, agreement to the act and the legal expert’s general view. 

The most important lesson learned from assessing the scientific quality of the research through an 

inter-coder reliability check is that it makes clear in which preliminary conclusions can be drawn from the 

collected data and more importantly, in which preliminary conclusions can no longer be supported, it will 

lead to drawing more modest results [11]. In practice, this method assumes the samples are fewer, at 

mismanage research can have misleading interpretation as they do not provide reliable information and be 

considered as doubtful. Lehmann et al. [13] urged that such quality assessment based on substantially fewer 

papers below 50 samples should be treated with caution. However, the nature of regulation require the 

evaluation to be carefully and strictly, by involving the qualified coder who have number of experience in 
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legal aspect. The assessment of results from the inter-coder reliability test consists of determining whether 

the score test is above or below the accepted reliability standards for the selected coefficient. Reliability is 

indicated by the substantial agreement of results among these duplications. In order to assess the reliability of 

the coding, at least two different researchers must code the same body of content. The test involved 21 coders 

to generate the interpretation result to answer the research objective. Arguably, the number of coders used 

could not degrade the quality of end result as the coder selection process are followed by strict criterias while 

the purpose of this qualitative method to explain in depth about the problem and to support the quantitative 

result. 

In general, there are three steps of content analysis used in this study namely multiple version of 

coding drafts (three version), which represent different type of approach based on research objective, then 

look for improvements by asking the feedback from the coders, and lastly, collection process of the related 

data using the final design. The researcher use hermeneutics approach to determine the final design based on 

its interface, format and ease of use, spaciousness, simplicity, convenience, flexibility and rigidity. It uses 

subject-object structure in which allowing coder to interact with intended text of content analysis. Based on 

the recommendation with the legal expert in regard to the result of testing study. The researcher determines 

five type of codes (B, L, C, K, A) with five criterias namely orientation, motivation, significance, principle 

and relevance for the chapter evaluation. In short, this study selected article 1/v2 (General Provision), article 

2/v4 (Principle and Objective), article 4/v2, 6/v3 (Right and Obligation of a Public Information Applicant, 

User and Public Agency), article 11/v1, 12, 14, 15, 16 (Information to be Supplied and Published), article 17, 

18/v1-3 (Classified Information), article 22/v1-4 (Mechanism to Obtain Information) and article 52, 53, 

54/v1-2, 55 (Crime Regulations). 

 

 

3. THE CRITICISM FOR PUBLIC INFORMATION DISCLOSURE ACT 

3.1. Legality Aspect 

Indonesian State Intelligence Agency also drafted state secrecy bill in order to provide regulation to 

protect confidential and sensitive government information to the public access [7]. Meanwhile, the citizens 

remain skeptical about its importance considering it against with democracy and constitution. UU KIP has 

purpose as legal measure and instrument to eradicate the corruption in the public sectors. However, the fears 

to exploit and misuse of public information maybe well-thought-out because certain information have 

commercial value based on its context. More corrupt the state, the more numerous the laws, when the state is 

most corrupt then the laws are most multiplied [10]. The state should have the principle to have maximum 

exposure and limited exemption. Thus, the relevant body should have consequential and categorical harmtest 

to find common ground. Some skeptical citizen also can submit judicial review about the regulation 

substance such as the discrimination issue in the criminal verse or the limitation issue in exemption 

information. Furthermore, the Information Committee (IC) has been mandated as an independence institution 

to implement the law, to provide the standard directive of public information and to settle public information 

disputes. But, there is no explicit definition that differentiates between “Data” and “Information”. Some also 

argue the lack of clarity in public and freedom definition. The main principle of this Act is that public 

institution has to provide the original data to the public whereas in fact, it emphasizes that public institution 

shall provide just information as a final product. So, this vagueness might be lead to misleading and 

insufficient meaning. Moreover, it does not elaborate about information standard format to be provided to the 

public eyes [12]. Meanwhile, the definition of public is not only related to institution but also to the product 

and service. The freedom also have problematic to be defined in which it presents the possibility to have full 

access unimpeded. Thus, this regulation seems contrary to the openness principles whereby it should be 

easily reachable, to be processed and to be used. By applying different terminologies and interpretation 

between the information user and applicant also can be problematic. The public information user is defined 

as a person who used the information in accordance with UU KIP, while the public information applicant 

shall only for Indonesian citizen. Furthermore, the word 'claim' in Article 47 also become source of conflict. 

Certain people interpret as an appeal or request to some sort of objection, while others see befits as a civil 

case in the public courts. Meanwhile, memorie van toelichting of this act does not contain a complete 

explanation in which IC (information committee) can be sentenced to pay compensation for its decision. 

 

3.2. Implementation Constraints 

A study has been done in the UK concerning Open Government Data implementation that declared 

there are around 40 barriers to be considered [12] such as Privacy and Intellectual Property (IP) Right, data 

incomplete in government, lack of enforcer capability in technology, data misuse, lack of data quality from 

government, small percentage of community who know how to use the information, the dependency of open 

data upon technology, etc. Similarly, the research done in Sleman [13] concluded that most of the official and 
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citizen lacked of understanding about UU KIP. Essentially, IC should do massive promotion and 

socialization to provide at least better awareness level. The high level of information disputes between public 

agencies and applicant information become other barrier in the implementation. For example, the public body 

refuse to provide information by using an excuse of article 17 of the exempt information or the negligence in 

preparing the information. Indeed, the article of 35-50 has provided the mechanism to handle the information 

disputes. However, it becomes less useful and effective if the required information is very urgent and limited 

in time especially for the purpose of journalism. Another constraint is related to the current budget, 

infrastructure, human resources, operational standard procedure, performance indicator and environment. It 

takes commitment from the executive and legislative branches to be consistent in providing budget annually 

in the State and Regional Budget. Hopefully, the budget plan is not used as a means to intervene when the 

institution is not willing to compromise towards public body mistakes. Moreover, although there many kinds 

of information that has to be available at any time, UU KIP does not enforce the public institution to provide 

the information to the public in a proactive way. Indeed, the implementation of this regulation is not always 

dependent on the material perfection but political will of all stakeholders is crucial. 

 

3.3. Verdict Issues 

The different interpretation of the articles that do not elaborate about scope and limitation can be 

disruptive to public and press, in which should be clarified through precise explanation and considetarion to 

avoid elastic interpretation [7]. Organization and institution should set their standard operational procedure 

(SOP), in which involved the set of process for classified information, its reasons of classification, the 

request of permission and the reveal mechanism [16] to achieve efficiency, quality output and uniformity of 

performance, while reducing miscommunication and failure to comply with industry and government 

regulations. The IC has an authority to establish SOP for public information besides adjudication and 

mediation processes through arranging “blueprint for continuous development” first [12]. It is purposely to 

centralize the data in a comprehensive institution in order to enhance data integrity, data integration, and data 

release. Moreover, UU KIP clearly classified that there are two types of Information which are private and 

public information. Some information might not allow to access by the public unless it permitted by related-

institution. Otherwise, the questions might be arises in how to enforce an institution upon public’s data usage 

and personal data. The privacy and data protection are two critical issues, therefore, should not neglect by the 

government because the use of public data without consent is unlawful. Decision in mediation based on 

article 39 is final binding in which applicant and public institution conclude their agreements and strengthen 

it in the verdict of the IC. However, there is slight possibility for public institution to deny the agreement 

while IC do not have authority to force its verdict, eventhough at certain extent it could be through court 

lawsuit. On the other hand, Act mandated the IC to solve information disputes within 100 (one hundred) days 

but the objecting party may bring the case to the Supreme Court lead longer days to be settled. In reality, 

several public institutions still have tendency to refuse the access to certain information such as National 

Police on fat bank accounts and political party on 2012 financial report while several cases still unresolved 

such as the indication of mark-up on submarine procurement in the Ministry of Defense and the case of 

bacterial-contaminated milk formula for infant, which might involve Ministry of health [17]. They might be 

involving several reason such as credibility issues, closed policy, lack of commitment, political agendal, 

subjective interpretation, covering frauds or violations and so on. 

 

3.4. Bureaucracies and Administrative Issues 

Most organizations have realized that their business are now more dependent on ICT than ever 

before and that greater focus should be placed on business continuity planning (BCP) that have openness and 

transparency attribute to the public access to ensure that organization do not experience prolong downtime 

during a disaster [9]. It can be seen, high levels of disputes among the applicant and public institution 

submitted to the IC as one proof that there are huge gaps of mindset and perspective on both sides in practical 

implementation, though they agree upon improving the quality of democratic process within government 

activities. For example, the interpretation of article 11/1(e), create multiple interpretation in which public 

institution is obliged to supply public information if only there is an agreement between them and a third 

party, whereas in the contract of procurement and services usually only allow two parties, as well as the 

article 9/2(c) that concerns on information to be supplied and published periodically but it should be through 

regular or continuous request [18]. A study in Semarang district [15] about the implementation of UU KIP at 

three different local public institutions, those are Bappeda (development and planning body), DPKAD 

(finance and assets council) and Disdik (education authorities) showed that there are some bureaucracies and 

administrative issues such as the lack of structural composition of PPID (documentation officer), incomplete 

information in SKPD (local unit), lack of socialization from public relation unit, lack of discipline and 

understanding of related officers and reliable human resource limitation. Moreover, a derivative regulation 
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upon UU KIP also important to be set such as the mechanism how to get the public information, IC personel 

recruitment, SOP, budgeting plan and so on, to avoid overlapping authority and responsibility with other 

public institution such as Pemda (local government) and Kominfo (Ministry of ICT). Interestingly, article 25 

mentioned that IC has 7 (seven) members who reflect elements of the government and the society but article 

30/2 stated that the recruitment of IC is conducted by government transparently, conscientiously and 

objectively, in which creates another multiple interpretation and it seems that government have certain 

reluctancy upon the existence of IC at the first of drafting [7]. 

 

3.5. Commercial Purposes 

Article 1/3 did not explicitly put the state-owned enterprises (SOEs) and political parties, although 

the transparency of SOE and political parties set in the torso. As for private companies that run the contract 

for government or appointed to carry out the mandate under article 33 of constitution 1945 to manage natural 

resources for prosperity of people, are not under the provision [7]. Moreover, by Act No. 7/2006 

(Multinational Company), Indonesia has ratified the United Nations Anti-Corruption Convention, which the 

subject of combating corruption has been extended to the private sector. From this perspective, it means that 

private organization also play crucial role in the process of information transparency especially to provide 

important information on funding source and its flow that will have implication to the public interest. It will 

be huge impact to the country’s sustainability if private especially in the commercial sectors has been 

neglected by the regulation as the object for transparency process although act no 40/2007 (Perseroan 

Terbatas) legislated limited corporation in particular, but there is no explicit provision that regulated about 

public information disclosure in the commercial company [11]. The type information is required to open 

include the information about performance of public institution and financial statements such as budget plan 

realization reports, balance sheets, cash flow statements, list assest/investment and notes on financial 

statements in accordance to accounting standards, although some people argue that BUMN/BUMD should be 

excluded because they are not part of state budget (APBN) through material test 062/PUU-XI/2013 in 

constitutional court. Moreover, several other laws and regulation such as Act No. 37/2008 (Ombudsman), 

Act No. 25/2009 (Public Services), Regulation 35/2010 (Guidelines for the Management of Information in 

the Ministry of Internal Affairs and Local Government), Presidential Decree 26/2010 (Revenue Transparency 

in Extractive Industries), Act No. 5/2013 (State Civil apparatus) needs to be placed strategically in the Press 

Law, the Law on Broadcasting and UU ITE. Restructuring and decentralization of media system which is still 

centralized, it became mandatory to have success in implementing the Act of Information Public Disclosuse. 

 

3.6. Individual Privacy 

Based on principle of open up government, it elucidates that the data given by the government has 

no intellectual property right, which mean it is free to use and promulgated except related to privacy and 

security reason. Based on UU KIP article 17/h individual privacy is categorized as confidential information 

that cannot be open to the public unless with the subject consent and the revelation can be made if it is related 

to the official position of someone in the public institution [12]. However, Indonesia does not have a policy 

or regulation regarding the protection of personal data in single focused act but scattered around based om 

specific context and consideration such as Act No.7/1971 (Basic Archives Provisions), Act No.8/1997 

(Corporate Documents), Act No.10/1998 (Amendment of Act No.7/1992), Act No.36/2009 (Health), Act 

No.36/1999 (Telecommunications) and Act No.23/2006 (Population Administration). Several issues have 

arisen where the service provider company share sensitive information about their consumer data to their 

marketing agencies against their initial agreement that can lead to cybercrime or abuse authority [23, 24]. The 

authorized party or commercial sector has to follow the proper principles due to privacy protection that are 

data subject consent for disclosure and process, data subject notice the description and purpose, data 

management and control, information transparency and completeness to prevent misleading and misuse [14]. 

Basically, information disclosure and privacy protection have the same goal to encourage the accountability 

of government to the people although in some cases, they are overlapping and creating conflict, but both 

these rights are mutually exclusive and complementary [25]. 

 

3.7. Remedies and Sanction 

Information freedom can bring huge benefit to the society but also disaster and insecurity. It is 

necessary for UU KIP to have solid focus to regulate the access of information only, not the usage of 

information [7] such as in article 51 that stated “Every individual who deliberately uses the public 

information against the law is sentenced to prison for a maximum of 1 (one) year and/or is fine for a 

maximum of Rp.5.000.000 (Five million rupiah)”, may disrupt public right, even some form of public 

criminalization. Therefore, punishment commonly applying for a person who intentionally deter the access to 

public information or to disseminate classified information. Thus, public institution have responsibility in 
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term of manage information public and accountability to the public citizen, but by making them equal in term 

of role is unfair and contradicted as initiated in article 51-57. Supposedly, UU KIP is the legal framework to 

reform the bureaucracy through clear and respected norm not to reduce the public right by emphasizing the 

consequences [7]. On the other hand, unfortunately, the performance of IC is very an alarming due to the fact 

that less than 50 (fifty) whom has PPID [19]. It might show lack of concern, miscoordination and seriousness 

from relevant structure to help the readiness of IC in term of logistics and resources. In order to provide 

effective communication channel and good behavior to public, both remedies based on performance indicator 

and sanction based on norms and ethics violation can be conducted. The list indicators could be used to 

assess namely (1) the IC is formed in all provinces along with the budget is supported (2) the PPID official is 

designated in pursuant to prevail laws (3) and functioned optimally (4) as well encouraging the citizen to be 

proactive to control the roles of public institution [19]. By avoiding rubber articles with technical guidance 

(juknis) could help aligning the literal implication of verse and subjective interpretation from government, 

which often become major problem implementing certain regulation effectively.   

 

3.8. Witnesses and Victims Protection 

In order to protect the witness and victim, UU KIP mentioned them in article 17/ letter a (2), 

although it regulated specifically in UU No. 13/2006 (Witness and Victim Protection Act by stating “Public 

information that if opened up and supplied to the Public Information Applicant could obstruct the process of 

law enforcement such as information that could: disclose the identity of an informant, reporter, witness, 

and/or the victim who knows of the criminal act”. However, the Indonesian Corruption Watch (ICW) 

assessed the implementation of WVPA is not fully effective since 2006; there are some blemishes in the 

content where took many casualties upon the reporter. It was recorded during 2015; the data from Witness 

and Victim Protection Agency had figured out about 1,590 cases (Kompas.com) that could threaten upon the 

reporter of corruption cases and so on, even some of them have to lose their jobs. So, how about the 

witnesses and victims protection in the context of UU KIP? The WVPA which was expected can protect the 

witness and victim, even helpless. How could that UU KIP guarantee the protection of the witnesses and 

victims if there are still many casualties occurs? Therefore, the institutions which are in the circle of criminal 

justice including criminal detective agency of National Police of Indonesia, judiciary, court, penitentiary, and 

Witness and Victim Protection Agency could be bound and work together tightly to implementing UU KIP. 

 

 

4. RESULT AND DISCUSSION 

A statement that ascertains facts will normally be followed by certain immediate or remote 

consequences in the form of action or non-action by the judicial and executive agents of society. When a rule 

of law has been reduced to words, it is a statement of the legal effect of operative facts. Corbin [20] explained 

the legal relation with verified and falsified that a law is a rule concerning human conduct established by 

those agents of an organized society who have legislative power. Therefore, Hsieh [21] mentioned that cases 

play a vital role in interpreting statutes, building arguments, organizing analyses and conveying points of 

view in the common law system. In synthesizing the rule, it can be through comparison with previous similar 

cases by prevailing rule in that doctrine or answer to the issue and reason. Meanwhile, civil law proceeds 

from abstractions, formulates general principles and distinguishes substantive rules from procedural rules 

whose core principles are codified into a referable system that serves as the primary source of law. Intercoder 

or interrater reliability can be defined as the extent to which independent coders evaluate a characteristic of a 

message or artefact and reach the same conclusion [22]. 

There is always the doubtfulness over the consistency of the coders’ agreement in the data collection 

process due to their variability. Perfect agreement is seldom achieved and confidence in study results is partly 

a function of the amount of disagreement or error introduced into the study from inconsistency among the 

coders. Thus, the well-designed research must include the clear procedures to set the standard in the 

agreement measurement for rendering ratings. The instrument design is also necessary to involve coders in 

training process to provide clarity over terminology, objective and criteria. The consideration of the 

regulation, the location and the verse statement is presented along with the coding sheet to provide reliable 

viewpoints in the coherent meanings of regulation. The benefit of the result in the matrix is to allow the 

researcher to discover if errors are random and thus fairly evenly distributed across all coders and variables 

or if particular coders frequently records values different from the other coders. The highest score for the 

percent agreement are 92.59% (coder1 & coder14) followed by 78.7% (coder16 & coder14) and then both 

score 74.07% (coder1 & coder16, coder2 & coder14). One of the information disclosure principles that the 

public institution has to be initiated to disclose information related public interest in proactive means without 

asking first. In short, there are at least three criteria that reflected the open data, firstly, the availability and 

access. Secondly, data could be spread and reusable and thirdly, universal participation [12]. 



                ISSN: 2088-8708 

Int J Elec & Comp Eng, Vol. 8, No. 1, February 2018 :  94 – 103 

100 

There is zero value for percent agreement, which occurs nine times because several possibilities 

such as different interpretation, context awareness and circumstances consideration, performance of 

regulatory body, indication of corruption. The rule of law requires the government to exercise its power in 

accordance with well-established and clearly written rules, regulations and legal principles and it also 

requires the government to exercise its authority under the law. A distinction is sometimes drawn between 

powers, will and force, on the one hand while the law on the others. There is 50 out of 210 percent 

agreement, which has score above 40% with exception for three closed-limit score of 39.82% by range of 1% 

as boundary (coder6 & coder21, coder11 & coder16, coder12 & coder16), which can be claimed as good 

agreement level. Although the number of agreement for fair and good only a few number but if the limit was 

reduced to 30%, it will add more number into reaching a half of total combination of two-coder. It can be 

concluded that there is the range of 7.41%, 21.3% and 25.93% of the amount of data misrepresents the 

research data or incorrect data while the lowest score above zero is 3.7% (coder6 & coder9, coder9 & 

coder13).  

 

 

Table 1. Pairwise percent agreement (right corner) & Cohen's Kappa (left corner) for Act No. 11/2008 
 C1 C2 C3 C4 C5 C6 C7 C8 C9 C10 

C1  67.59 35.19 27.78 35.19 11.11 51.85 61.11 1.85 0 

C2 0.199  33.33 23.15 32.41 35.19 51.85 52.78 0 0 

C3 0.094 0.097  48.15 55.56 32.41 33.33 30.56 16.67 14.82 

C4 0.075 0.01 0.364  44.44 27.78 25.93 26.85 20.37 21.3 

C5 0.095 0.084 0.447 0.318  31.48 35.18 30.56 12.96 16.67 

C6 -0.049 0.156 0.18 0.093 0.172  22.22 43.52 3.7 0 

C7 0.058 0.191 0.115 0.07 0.135 0.129  44.44 24.07 11.11 

C8 0.066 0 0.059 0.051 0.058 0.246 0.073  1.85 0.93 

C9 0.002 -0.048 0.014 0.049 -0.034 0.101 0.006 -0.034  40.74 

C10 -0.005 -0.072 0.001 0.042 0.018 -0.211 -0.02 -0.079 0.206  

 

 C11 C12 C13 C14 C15 C16 C17 C18 C19 C20 C21 

C1 34.26 37.03 42.59 92.59 35.19 74.07 20.37 62.96 25 21.29 25 

C2 35.19 35.19 48.15 74.07 38.89 65.74 23.15 51.85 30.56 22.22 30.56 

C3 31.48 23.15 28.7 38.89 15.74 37.04 23.15 31.48 37.04 28.7 30.56 

C4 27.78 25.93 29.63 29.63 18.52 29.63 27.78 26.85 33.33 23.15 26.85 

C5 30.56 19.44 27.78 38.89 11.11 36.11 20.37 27.78 35.19 26.85 31.48 

C6 0 30.56 25 42.59 17.59 29.63 30.56 21.3 36.11 27.78 39.82 

C7 40.74 38.89 36.11 58.33 21.3 55.56 20.37 50.93 33.33 25 28.7 

C8 45.37 40.74 43.52 68.52 32.40 64.82 29.63 50 29.63 21.3 31.48 

C9 26.85 24.07 3.70 0 12.96 0 12.04 10.18 6.48 8.33 4.63 

C10 24.07 21.3 6.48 0 15.74 0 11.11 9.26 6.48 12.96 4.63 

 

 C11 C12 C13 C14 C15 C16 C17 C18 C19 C20 C21 

C11  36.11 24.07 41.67 10.19 39.82 29.63 47.22 39.82 26.85 44.44 

C12 0.169  30.56 40.74 20.37 39.82 33.33 35.19 20.37 16.67 19.44 

C13 0.08 0.019  48.15 37.96 44.44 24.07 31.48 19.44 21.3 19.44 

C14 0.082 0.08 0.161  33.33 78.7 25.93 64.82 29.63 25 32.4 

C15 -0.1 -0.049 0.066 0.043  41.67 17.59 24.07 12.96 21.3 18.52 

C16 0.109 0.078 0.088 0.27 0.15  25 59.26 32.4 25 34.26 

C17 0.096 0.22 0.108 0.048 -0.053 0.052  28.7 55.56 53.7 57.4 

C18 0.236 0.103 0.061 0.171 0.005 0.182 0.064  34.26 25 35.18 

C19 0.204 0.083 0.069 0.035 0.132 0.115 0.297 0.118  69.4 69.44 

C20 0.043 0.039 0.101 0.029 -0.008 0.058 0.294 0.037 0.469  61.11 

C21 0.259 0.071 0.073 0.063 -0.055 0.132 0.318 0.114 0.436 0.322  

 

 C1 C2 C3 C4 C5 C6 C7 C8 C9 C10 

C11 -0.011 0.088 0.127 0.104 0.115 0.211 0.123 0.234 0.097 0.099 

C12 0.058 0.033 0.023 0.067 -0.029 0.043 0.114 0.105 0.073 0.045 

C13 0.104 0.146 0.092 0.103 0.08 0.13 0.154 0.049 -0.048 -0.071 

C14 0.664 0.292 0.133 0.091 0.133 0.028 0.128 0.165 -0.01 -0.007 

C15 0.08 0.106 -0.058 -0.029 -0.112 -0.029 0.012 -0.004 0.021 0.031 

C16 0.228 0.203 0.13 0.087 0.116 0.127 0.182 0.186 -0.043 -0.06 

C17 -0.036 0.042 0.055 0.111 0.029 0.14 0.06 0.123 0.012 -0.036 

C18 0.192 0.127 0.095 0.077 0.046 0.085 0.216 0.098 0.065 -0.005 

C19 -0.051 0.112 0.216 0.183 0.204 0.22 0.187 0.108 -0.058 -0.025 

C20 -0.042 0.04 0.12 0.062 0.107 0.121 0.085 0.035 -0.089 0.026 

C21 -0.062 0.107 0.134 0.102 0.156 0.271 0.13 0.127 -0.066 -0.051 
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The limitation of the applicant of the public information led to unparallel with the Constitution 1945 

that guaranteed everybody, not only Indonesian citizen but foreigner as well, to have the same right of 

information access. Normatively, the right and obligation of an applicant detailed in the article 4 till 8, but 

some aspects have to consider such as the applicant need to stated the reasons before requested the 

information and what the measurements upon privacy limitation and public official secret [16]. In this study, 

average pairwise percent agreement for content analysis on Act No.14/2008 is equal to 57.805% and pairwise 

Cohen’s Kappa is 0.439 with the number of decisions being 1449, the number of cases 69 with number of 

coders 21. Meanwhile, Fleiss Kappa is 0.437 (Observed 0.578 & Expected 0.25) and Krippendorff Alpha is 

0.438 (Σcocc 837.588 & Σcnc (nc - 1) 523506). Landis and Koch [14] gave the following table for six class of 

interpreting  values in Fleiss' Kappa as the methods to assess the reliability of fixed number of coders, 

which are less than zero (0) means 'poor agreement', 0.01-0.2 means 'slight agreement', 0.21-0.4 means 'fair 

agreement', 0.41-0.6 means 'moderate agreement', 0.61-0.8 means 'substantial agreement' and 0.81-1 means 

'almost perfect agreement'. However, this standard table by no means universally accepted, which could be 

likely as personal opinion without basis evidence to support. The intention of having security policy was not 

to persuade users but to convince them, by letting the users reflect, on their own terms, on why information 

security is important and on how to react in certain circumstances [6]. A high degree of privacy can be 

described as the guidance for an object to choose which objects it will communicate with, by supporting data 

in the form of reputation and trust metrics of the candidate objects [26]. Due to public opinion, which view 

privacy as the secondary priority or the environment that shape the privacy concern as the communal interest, 

the government and organization approach to protect personal data should consider the thing that can provide 

the perception of benefit and increase the concern on privacy [28]. Therefore, the media provides effective 

and competitive technology tool for knowledge sharing, which can be used to increase the awareness level of 

citizen especially young generation [27] in understanding the importance of UU KIP. 

 

 

5. CONCLUSION 

The effectiveness of UU KIP in term of enforcement will be influenced by at least three 

requirements, first, definition of substantive regulation that align with purpose of enactment on fulfilling 

citizen's right for the information, second, the infrastructure support in the form of appropriate institutional 

and adequate means to implement the legal norms, last, the encouragement from legal culture in the level of 

citizen and relevant element that is bound to regulation. Creating good governance is a necessity if all of the 

principles of state administration can be carried out professionally and proportionately. Public information 

disclosure as a form of good governance must be properly implemented, so that the democratic journey as a 

mandate to deliver democratic reforms became apparent intrinsic of democratic country. The enactment of 

Act No. 14/2008 is the answer to legal protection, government transparency, public participation and 

accountability. Therefore it is important but should be careful to formulate and harmonize legislation both in 

terms of freedom of information and personal data protection to avoid mismanagement and misunderstanding 

in every process involving individual and public interest. As this research has been done to assess the 

challenges and response of information public disclosure act, it is intended to reveal a hitherto implicit and 

explicit enforcement status and uncover in depth analysis of its effectiveness in any given condition.  
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