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I. INTRODUCTION

Over recent years, we experienced a huge diffusion of
internet connected computing devices. As a consequence, this
leaded to research for efficient and scalable approaches for
managing the burden caused by the highly increased volume of
data to be exchanged and processed. Efficient communication
protocols are fundamental building blocks for realizing such
approaches [1], [2]. Thus, several peer-to-peer protocols have
been proposed. Gossip protocols [3]–[7] are a family of peer-
to-peer protocols that proved to be well-suited for supporting
a scalable and decentralized strategy for peer and data aggre-
gation and diffusion. However, one of the typical limitation of
Gossip protocols consists in the selfish behavior adopted by
peers in defining their neighborhood and, as a consequence,
the topology of the overlay they build. GROUP [8] is a Gossip
protocol we conceived to overcome this limitation. It builds
explicit defined communities of peers that are identified by
their leaders, each one elected in a distributed fashion. This
protocol experimentally proved to be efficient and effective
with respect to its aim. Anyhow, no analytical study has been
realized so far. This work presents a currently ongoing work
we are conducting for exploring the properties of GROUP in
a more formal way. We conduct this preliminary investigation
using a formalization based on Markov chains.

II. GROUP PROTOCOL

The GROUP protocol aims at the election of a set of com-
munities representatives that peers select through a distributed
voting phase, driven by the consensus a peer profile can obtain
from the other peers. As it happens in democracy, each peer
in the system expresses a number of votes that assigns to the
peers it considers good representative for itself. With GROUP,
each peer elected, together with the peers that contributed
to its election, constitutes a community. Once created, such
community is identified with the elected peer. The rationale
behind this choice is that such peer has been considered
a good representative by many peers, hence it would be a
good representative for the whole community of peers that
contributed to its election. The detection of the representative
of each community is structured in the following three stages:
i) Potential Candidates Selection, ii) Representative Selection,
iii) Community Leader Election. Each phase correspond to a
different step in the voting protocol. For each peer, the first two
of these phases imply an exchange of information with targeted
peers, properly selected among the node’s neighbors. The last
phase regards the identification of the peer to be elected as
community leader. In previous works, the GROUP protocol has
been extensively tested using different network topologies and
representative selection policies. It demonstrated to be efficient
and effective with respect to the aim it has been conceived

for. Besides the ability of matching its goals, some additional
interesting properties of the protocol can be observed. For
instance, its ability of keeping stable the number of peers
in each community, independently from the number of peers
in the network. Figure 1 depicts the average community size
varying the network size from 800 to 2800 peers.

500 1000 1500 2000 2500
0

50

100

150

200
LT=30, V=7

1000 1500 2000 2500
0

50

100

150

200

C
om

m
un

ity
 S

iz
e

LT=30, V=4

1000 1500 2000 2500
Network Size

0

50

100

150

200

LT=10, V=1

Fig. 1. Average size of communities

III. FORMALIZATION OF GROUP PROTOCOL

As we mentioned, the GROUP protocol is organized in
three distinct steps. The output of steps consists, respectively,
in the identification of candidates, representatives and, eventu-
ally, a leader.

TABLE I. SYMBOLS AND THEIR DEFINITIONS

Symbol Definition
N Numb. of nodes in the network

Tcand Number of votes required to became a leader candidate
Trepr Number of votes required to became a leader representative
k Number of candidate-votes that each peer can express
R Number of representative-votes that each peer can express
v The view size of peers

α, β Aging parameters

As for typical gossip-based solutions (e.g. [9], [10]), the
various steps of the GROUP protocol can be formally de-
scribed by means of correlated Discrete Time Markov chains
(DTMC). In the following, we describe the first two steps of
GROUP using two correlated Markov chains. The states of the
last Markov chain are then used to compute the probability of
each node to be elected as a leader of a community.

a) Candidate selection: This is the first step of the
protocol. Its goal is to give an initial identification of the
peers that can potentially become leaders. During this phase
a peer can receive votes from the other nodes that have it in
their gossip views. We consider that, at a time t, in order
to pass this phase and being considered as a candidate, a
peer should receive a number of votes equal or greater than a
Tcand threshold. Consider that Dc is the in-degree of a peer,
i.e. the number of nodes that have that peer in their local
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views, that v is the cardinality of each peer’s view, and that
each of the Dc nodes can express k candidate votes. Thus, a
peer pass this phase iff Dc

k
v ≥ Tcand. As a consequence,

the minimum in-degree needed is then Dmin
c = Tcand

v
k .

Therefore, the probability of passing the candidate selection
is given by Pc = P [indeg ≥ Dmin

c ]. We can define the state
transition matrix in the following way:

pci,j =


Pc if i = 0, j =1

1− Pc if i=j= 0

α if i=1, j = 0

1− α if i=j= 1

(1)

where α ∈ [0, 1] is an aging factor for the votes collected till
t− 1. Consider that the initial condition at t = 0 for the state
probability vector πc is πc = {1, 0}.

b) Representative Selection: In this second phase, can-
didates are voted by their neighbors in order to further select
the nodes that can be reputed as good representatives of a
community by the other peers of the system. Note that πc1 is the
probability of being a candidate, computed using the DTMC of
the previous step, Dr is the in-degree of the node and that each
of its neighbors has R representative votes that are given to the
πc1 v candidates present in its view. Similarly to the previous
step, to pass this phase, a node should satisfy the condition
of Dr(1 − πc1)

R
πc
1v
≥ Trepr. Then, the minimum required

in-degree is Dmin
r = Trepr

πc
1v

(1−πc
1)R

and the probability of
become a representative is Pr = P [indeg ≥ Dmin

r ]. The state
transition matrix can be defined as:

pri,j =


πc1 Pr if i =0, j = 1

(1− πc1) + πc1(1− Pr) if i=j= 0

β if i=1, j = 0

1− β if i=j= 1

(2)

where β ∈ [0, 1] is an aging parameter similar to one defined
at the previous phase. The initial condition for the state
probability vector πr is πr = {1, 0}.

c) Community Leader Election: The probability of a
single node to become leader depends on its probability of
being a representative computed at the phase described above.
Moreover, we consider that a node is a leader if at least one
of its neighbors chooses it as its community leader among
the v πr1 representatives in the neighbor’s view. Note that, in
order to become leader, we consider that the in-degree of a
node should be at least Dmin

r . The probability E to become a
leader is then:

E = πr1

 Dmax∑
i=Dmin

r

P [X = i]

1−
i∏

j=1

(
1− 1

v πr1

) =

= πr1

 Dmax∑
i=Dmin

r

P [X = i]

(
1−

(
1− 1

v πr1

)i) (3)

A. Matching notable properties

As an initial result, we can note that the probabilities at
each phase depend on the in-degree probability distribution
function. In our system, this function depends on the GROUP

underlying gossip protocols, i.e. Cyclon and Vicinity. Note
that, for Cyclon, the in-degree distribution depends mainly on
the view size [11], rather than factors like the network size.
Hence, since the expected number of leaders (and communi-
ties) in the network is N E, the mean number of nodes per
community is N

NE = 1
E . This number does not vary when the

network grows, and, thus, this result is in accordance with the
experimental findings reported in Fig. 1.
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