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ABSTRACT. Online social networks (OSNs) have

gained enormous popularity in recent years. Hundreds of

millions of social network users reveal great amounts of

personal information in the Web 2.0 environment that is

largely devoid of security standards and practices. The

central question in this article is why so many social

network users are being so trusting. The focus is on

theory-building on trust as a critical issue in OSNs. A

theoretical framework is developed, which facilitates a

multi-level and multi-dimensional analysis of research

problems related to trust in OSNs. First, the structural and

relational underpinnings of trust in OSNs are investigated

from a governance perspective that integrates concepts of

social network theory, social capital and the role of value

in relational exchanges. Subsequently, the focus moves to

the individual’s decision to trust and to processes through

which trust actually emerges. Different types and sources

of trust from the trust literature and their importance for

trust-related decisions and behaviours in OSNs are

discussed. Several research propositions are presented,

which contribute to a better understanding of the role of

trust and the relevance of facets of trust and social capital

in OSNs.
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Introduction

The concepts of Web 2.0 facilitate a new type of

communication that becomes increasingly impor-

tant. Web 2.0 is the popular term for advanced

Internet technology and applications, including

blogs, wikis, podcasting, RSS, and social networks

(Lai and Turban, 2008; Scholz, 2008). The essential

difference between Web 2.0 and the traditional

Web is that content is user-generated, and there is

considerably more collaboration amongst Internet

users. The most interesting Web 2.0 application in

recent years is the emergence of online social net-

works (OSNs) or virtual communities which have

opened up possibilities for rich, online human-to-

human interaction unprecedented in the history of

Internet communication. OSNs such as Facebook,

mySpace, Friendster, Xing or studiVZ are a new

form of self-representation and communication, and

they imply a social behaviour that is different from

the real world (Bonhard and Sasse, 2006). Since their

introduction, these OSNs have attracted millions of

users, from all continents and from all age groups,

although the younger generation is more prominent

(Cachia et al., 2007). OSNs have become an

essential part in the everyday activities of their users,

a parallel universe for many, satisfying in the virtual

world the human need for sociability (Ganley and

Lampe, 2009). The notions of network and com-

munity have been examined under various contexts

over the years. Recently, several researchers have

begun to clarify the relevant questions and investi-

gate important characteristics of OSNs (Boyd and

Ellison, 2007; Chewar et al., 2005).

Much of Web 2.0 is based upon – or actually built

upon – increased personal information flows online

(Zimmer, 2008). Information technology experts

characterize Web 2.0 social networks as ‘attractive

targets for those with malicious intent’, because each

site offers a huge user base sharing a common

infrastructure, and the information that users will-

ingly supply is highly valuable (Mansfield-Devine,

2008). The average user’s profile contains informa-

tion about her/his home address, her/his pet’s name,

where she/he went to school, her/his mother’s

maiden name and other family details – just the kind

of information used for security or ‘lost pass-

word’questions for online banking and other confi-

dential services. Every now and then, problems
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related to privacy or security issues on social network

sites are reported in the media. For instance, in May

2008, the social networking website Bebo admitted

that a ‘bug’in its systems enabled users to view other

people’s private information. Phone numbers and

addresses were made available as some of Bebo’s 40

million users found themselves randomly switched

to other people’s accounts (Eriksen, 2008). Other

examples for potentially harmful opportunistic

behaviours are the unauthorized tracking of mem-

bers’ activities on other websites, the practice of

posting names of potential new friends onto a

member’s personal web page, and allowing members

to anonymously search other members’ profiles

(Sledgianowski and Kulviwat, 2009). Evidence from

many OSNs indicates that millions of social network

users nevertheless do not hesitate to share their

thoughts, experiences, images, files, videos and links

in an environment that is largely devoid of security

standards and practices. Users actually tend to trust

other community members with expertise, identity,

personal information, and even money lending (Lai

and Turban, 2008). Users also tend to trust providers

of social network sites to keep their information and

photos private. Thus, social networking obviously

takes place within a (largely unwarranted) context of

trust. Consequently, the question arises – why are

social network users being so trusting?

Little research has considered the interrelation-

ships amongst trust, social networks and the Web 2.0

environment. In this article, the author analyses the

role of trust in Web 2.0 communities from a net-

work governance perspective that integrates con-

cepts of social network theory, social capital, and the

role of value in relational exchanges. By placing

greater emphasis on trust, this research aims at

affording a better understanding of selected social

processes in Web 2.0 networks. Specifically, the

following research questions are discussed:

– What are the major influence factors for Internet

users to engage in OSNs?

– What are the structural and relational underpin-

nings of trust in OSNs?

– What are the types and sources of trust in

OSNs?

The main aim of this research is to develop a

conceptual framework that allows the integration of

different trust perspectives and facilitates a multi-

faceted analysis of various aspects of trust in OSNs.

Hence the focus is on theory building on trust as a

critical issue in OSNs. As part of preliminary re-

search, the author conducted three focus groups

with Facebook, StudiVZ and XING participants to

learn more about the range of attitudes and opinions

that OSN members have with regard to privacy and

trust. A total of 21 people (8 male, 13 female) were

involved in the focus groups which were conducted

in the author’s office during April and May 2009. In

the StudiVZ and Facebook focus groups, all partic-

ipants were students (age range from 19 to 26), in

the XING focus group, all participants were pro-

fessionals (age range from 30 to 54). The focus

group transcriptions were used to provide qualitative

insights into motives and opinions of OSN mem-

bers, and their framework of understanding trust-

related problems in OSNs. Some comments and

summaries from the focus group discussions are used

as illustrative material.

Trust has been defined by researchers in many

different ways, which often reflect the para-

digms of the particular academic discipline of the

researcher (Granovetter, 1985; Hosmer, 1995; Koehn,

2003; Lewicki and Bunker, 1995; Mayer et al.,

1995; Rotter, 1967, 1971; Rousseau et al., 1998;

Williamson, 1993; Zucker, 1986). To analyse trust in

OSNs, an adequate framework must incorporate the

social and relational underpinnings of trust. Thus, the

role of trust in OSNs is discussed from two different

angles. First, drawing on social capital and social net-

work theory, trust is viewed as a structurally embedded

asset or a property of relationships and networks,

which helps to shape interaction patterns within OSNs

(Murphy, 2006). The focus is on relationship patterns

and structures and not on processes through which

trust is built. Secondly, types and sources of trust are

discussed from the perspective of the individual who is

considering trust-related behaviour that is coupled

with participation in OSNs. Here, trust is defined as a

belief or expectation about the other (trusted) party, or

as a willingness to rely on another party, coupled with a

sense of vulnerability or risk if the trust is violated (for a

detailed summary and an overview of the most

prominent trust definitions, see McKnight and

Chervany (1996), Kaluscha (2004) and Goodall

Powers (2001)).
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The article proceeds as follows. In the first

section, a working definition of OSNs is adopted,

followed by an overview of goals and benefits of

participation in OSNs. Then, a conceptual frame-

work that integrates perspectives from social net-

work and social capital theory is developed which

facilitates the identification of key structural and

relational issues related to trust in OSNs. Subse-

quently, the focus moves to the individual’s decision

to trust and to processes through which trust actually

emerges. The adequacy and relevance of different

types and sources of trust from the trust literature for

trust-related decisions and behaviours in OSNs are

discussed. The article concludes with a brief dis-

cussion on future directions for research on trust in

OSNs and about the broader implications of the

proposed framework.

Defining online social networks

A social network can broadly be defined as a set of

actors and the set of ties representing some rela-

tionship – or lack of relationship – amongst the ac-

tors (Brass et al., 1998). Actors in a social network

(people, organizations or other social entities) are

connected by a set of relationships, such as friend-

ship, affiliation, financial exchanges, trading relations

or information exchange. In the first volume of his

seminal trilogy on ‘The Information Age’, Castells

(1996) emphasizes the openness of networks, argu-

ing that networks are open structures that are able to

integrate new actors or nodes as long as they share

the same communication codes (e.g. values or per-

formance goals). Porter Liebeskind et al. define so-

cial networks as ‘a collectivity of individuals among

whom exchanges take place that are supported only

by shared norms of trustworthy behaviour’(1995,

p. 7). According to this definition, exchanges that

are conducted through social networks are sup-

ported by mechanisms of trust, whereby shared

norms of trustworthy behaviours may be instilled

through different processes.

An OSN uses computer support as the basis of

communication amongst its members (Andrews

et al., 2002). Web-based social networks provide

different means for users to communicate, such as

e-mail, instant messaging services, blogging and

photo/video-sharing. Hundreds of OSNs have been

launched, with similar technological features that

support a wide range of interests and practices

(Ellison et al., 2007). These social network sites

provide a dynamic and multimodal platform which

enables discussions, sharing of multimedia content,

organisation of events, etc., amongst members with

common interests, such as school, friendship, work,

and hobbies (Cachia et al., 2007; Sledgianowski and

Kulviwat, 2009). Content is both provided by and

consumed by the OSN members. Membership is

usually free with access being granted after register-

ing and completing an optional profile, which typ-

ically includes descriptors such as age, location,

interests, and an ‘about me’section. Most sites also

encourage users to upload a photo. The visibility of a

profile varies by social network site and according to

the user’s disposition (Boyd and Ellison, 2007). The

linking of profiles through friendship requests and

acceptances and the ability to view the resulting

connections on others’ profiles are tangible mecha-

nisms that reflect existing social networks (Ellison

et al., 2007; Lange, 2007).

Drawing on Boyd and Ellison (2007), OSNs are

defined as web-based services that (1) allow indi-

viduals to create a public or semi-public profile for

themselves within a bounded system, (2) indicate a

list of other users with whom they are connected,

and (3) view and traverse their list of connections

and those made out by other users within the system.

The type and specific name of these connections

may vary from network to network. This definition

does not specify the closeness of any given con-

nection or relationship, but only that participants are

linked in some respect (Lange, 2007).

Most OSNs support the maintenance of already

existing social ties, but there are also networking

services that support the formation of new connec-

tions with strangers, based on shared interests,

political views, or activities. Some OSNs are direc-

ted at diverse audiences, whereas others attract

people based on common interests or shared racial,

sexual, religious, or nationality-based identities

(Boyd and Ellison, 2007). Social network sites can be

broadly classified into four categories, although the

lines between the different network types can blur

significantly (Ellison et al., 2007). Social network

sites can place special emphasis on staying in touch

with friends and reconnecting with people (friend-

ship-oriented networks such as Facebook, StudiVZ);
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they can be oriented to work- or business-related

contexts (career- or business-oriented networks such

as XING, LinkedIn) or to romantic relationship

initiation (e.g. Match.com, the original goal of

Friendster); or they can aim at connecting those with

shared interests such as music or animals (commu-

nities of interest such as MySpace, Dogster).

In the marketing literature, the terms ‘online so-

cial network’ and ‘virtual community’ are often used

synonymously. Virtual communities are viewed as

consumer groups of varying sizes that communicate

regularly and for some duration in an organized way

over the Internet through a common location or

mechanism to achieve personal as well as shared

goals of their members (Dholakia et al., 2004;

Ridings et al., 2002). When social network sites ‘hit

the mainstream ’after the launch of MySpace in

2003, a shift in the organization of online commu-

nities became apparent. While websites dedicated to

communities of interest still exist and flourish (e.g.

Dogster, CafeMom, Feierabend), OSNs catering to

a broader audience are primarily organized around

people, and not interests. Early public online com-

munities such as Usenet and public discussion for-

ums were structured by topics or according to

topical hierarchies, but prevailing social network

sites are structured as personal or ‘egocentric’ net-

works, with the individual at the centre of his/her

own community (Boyd and Ellison, 2007). These

OSNs, addressing a very broad target audience, en-

able users to articulate and make visible their social

networks, whereas the opportunity to come into

contact with strangers usually is of minor impor-

tance.

Motivation to participate in online social

networks

For the past several years, information exchange

between consumers on OSN sites has been growing

exponentially. Thus, especially marketing research-

ers have been and still are challenged to provide

insights as to what motivates consumers to partici-

pate in and contribute to OSNs. Recent research

into virtual communities has advanced our under-

standing of the reasons why people get involved in

OSNs. Nevertheless, many knowledge gaps still exist

(de Valck et al., 2009; Pempek et al., 2009). Many

people join OSNs out of a desire to be part of a

community composed of people who share similar

interests. However, participation in OSNs can meet

a considerable number of needs. One important

focus of online communities is on guidance and

informational support that enhances decision making

(Macaulay et al., 2007). Other needs that can be met

by OSNs are affiliation and belonging, power and

prestige, and entertainment (Andrews et al., 2002;

Balasubramanian and Mahajan, 2001).

Using the perspective of expectancy-value theo-

ries (see the overview in Eccles and Wigfield

(2002)), value can be regarded as one of the most

important determinants of an individual’s decision to

participate in an OSN and to exchange personal

information. People are most likely to perform an

action when the product of expectancy, and value

is at its highest (Heckhausen, 1989). (Perceived)

‘value’ and ‘values’ are conceptually distinct con-

structs, because value is the outcome of an evaluative

judgement, whereas the term values refers to the

standards, norms, criteria or ideals that serve as the

basis for such an evaluative judgement (Sanchez-

Fernandez and Iniesta-Bonillo, 2007). Concerning

value typologies, the range and the variety found in

the literature are very wide, although the hedonic

versus utilitarian value difference shows through

many typologies of consumer value (Babin et al.,

1994; Batra and Ahtola, 1990; Diep and Sweeney,

2008; Gallarza and Gil Saura, 2006; Sanchez-

Fernandez and Iniesta-Bonillo, 2007; Sweeney and

Soutar, 2001).

The presence of utilitarian and hedonic value

components, which have been referred to as

‘thinking and feeling’ dimensions (Sweeney and

Soutar, 2001), has been demonstrated in virtual

communities as well (Dholakia et al., 2004). Utili-

tarian value refers to tangible or objective benefits and

can be defined as the value derived from accom-

plishing some pre-determined instrumental purpose

(Chaudhuri and Holbrook, 2001; Dholakia et al.,

2004). It can be characterized as functional, task-

related, rational, cognitive or instrumental (Sanchez-

Fernandez and Iniesta-Bonillo, 2007). In a particular

sense, this value component not only captures the

more extrinsic reasons for engaging in an activity,

but it also relates directly to an individual’s inter-

nalized short- and long-term goals (Eccles and

Wigfield, 2002). For OSN participants, either
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informational value or instrumental value can be of

special relevance. Informational value is derived

from getting and sharing information in the online

community (Dholakia et al., 2004). Several XING

participants responded that one of the most impor-

tant benefits of XING is the ‘automatic’ updating of

contact features – the contacts (there are not friends

but contacts in XING) of the participants upgrade

their profiles themselves, so ‘I have always current

data such as phone numbers, e-mail addresses,

changes of job from my schoolmates, former fellow

students, etc’. When social interactions in online

communities help participants to accomplish specific

tasks, such as solving a problem, validating a decision

already reached, or buying a product, OSNs provide

instrumental value. As one StudiVZ participant put

it, ‘When I need written notes about the last class I

missed I just have to look on StudiVZ who else is

attending this class to find out whom I can ask’.

Hedonic value relates to the experiential aspects of

human consumption in which emotions and feelings

of enjoyment or pleasure play a pivotal role

(Chaudhuri and Holbrook, 2001). It reflects the

entertainment and emotional worth of an activity

and can be characterized as non-instrumental,

experiential and affective (Sanchez-Fernandez and

Iniesta-Bonillo, 2007). The hedonic dimension of

value is similar to the construct of intrinsic value as

defined by Eccles and Wigfield (2002). They define

intrinsic value as the enjoyment an individual gets

from performing an activity or the subjective interest

the individual has in the subject. Dholakia et al.

(2004) use the notion of ‘entertainment value’ for

the value that community members derive from fun

and relaxation through playing or otherwise inter-

acting with others. As one Facebook participant

articulated, ‘for me, entertainment (on Facebook) is

an important factor – when I sit in front of the

computer all afternoon and work on a project paper,

I have about 10 to 20 logins during the afternoon’.

Several researchers have proposed social value as

another dimension of value (Sanchez-Fernandez and

Iniesta-Bonillo, 2007; Sweeney and Soutar, 2001)

that should not be subsumed under utilitarian value.

Because of its particular importance in the context of

online communities, in this article, social value is

also considered as an additional value dimension,

which is not independent but potentially related to

the other value dimensions. Social benefits have

been shown to be the influence factor that most

strongly motivates consumers to participate in online

communities and to articulate themselves (de Valck

et al., 2009; Ellison et al., 2007). The social

dimension of value relates to theories of motivation

which focus on people being altruistic, cohesive, and

seeking acceptance and affection in interpersonal

relationships (Arnold and Reynolds, 2003). Dholakia

et al. (2004) differentiate between two kinds of social

value. Maintaining interpersonal connectivity refers

to the social benefits derived from establishing and

maintaining contact with other people, such as

friendship, and social support. Another type of social

value is social enhancement, the value that network

participants derive from gaining acceptance and

approval of other members. Available research sug-

gests that most OSNs primarily support pre-existing

offline relationships or solidify offline contacts, as

opposed to meeting new people (Boyd and Ellison,

2007). Recent studies report that students and

alumni primarily use Facebook to communicate,

connect and stay in contact with others (Ellison

et al., 2007; Fogel and Nehmad, 2009). The par-

ticular importance of social value also became

apparent in the three focus group discussions the

author conducted with StudiVZ, Facebook and

XING participants. For instance, when asked what

they thought was the most important benefit of

using Facebook, discussants responded that they

could stay in touch and reconnect with friends all

over the world.

In the context of OSNs, the utilitarian, hedonic

and social value dimensions should not be seen as a

question of either/or but rather as a question of

more/less. However, the relative importance of the

value dimensions might not be the same on different

types of Web 2.0 social networking sites. Connec-

tivity and friendship-oriented networks such as

StudiVZ and Facebook emphasize social value and

hedonic value (reflecting enjoyment, fun and plea-

sure), whereas in online groups that operate on

functional support and shared experience (e.g. eBay,

XING), utilitarian value might be especially

important. Communities of interest can afford their

members primarily utilitarian value, but also social

value and hedonic value. Connectivity and friend-

ship-oriented networks do not focus on utilitarian

value, but nevertheless they also provide informa-

tional and instrumental value to their participants,
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e.g. by satisfying the curiosity of the members or by

making available actual personal data. Beyond their

functional focus, career and business related net-

works afford social benefits as well, e.g. by providing

the opportunity to gain approval and acceptance of

other members. The above considerations suggest

the following propositions:

P1: The perception of utilitarian, hedonic and

social value is positively related to participation in

OSNs.
P2: The relative importance of utilitarian, hedonic

and/or social value for participation in OSNs is

contingent upon the type of the OSN.

Trust and social capital in online social

networks

The role of trust in OSNs can be investigated from a

governance perspective that allows us to integrate

concepts of social network theory and social capital.

Here, governance relates to the different modes of

co-ordinating individual actions, and networks are

viewed as providing an organizing structure for

relations between actors. Trust can be seen as a

powerful alternative to formal governance mecha-

nisms that allow exchange relationships to be formed

and that attempt to control opportunism (Puranam

and Vanneste, 2009). The focus is on patterns and

structures and not on processes through which trust

actually emerges. Conceptual debates in the social

capital literature and ambiguous empirical results

suggest, in most cases, that trust has an important

part to play in networks, but the precise role is not

completely clear (Gubbins and MacCurtain, 2008).

The relationship amongst the concepts of social

networks, social capital, and trust is far from con-

clusive. In what follows, more light is shed on

selected facets of the complex relationship between

trust, social capital, and OSNs.

Social capital is a term with numerous definitions

in multiple fields and can be viewed as an umbrella

theory that brings together such concepts as social

networks, trust, social exchange, social resources,

embeddedness, and social support (Adler and Kwon,

2002; Burt, 2000; Glenane-Antoniadis et al., 2003;

Graddy and Wang, 2009; Spence and Schmidpeter,

2003). Despite the conceptual confusion surround-

ing social capital, most researchers agree that social

capital refers to investment in personal relationships

or social structure that facilitates the achievement of

individual or collective goals (Glanville and Bie-

nenstock, 2009). Nahapiet and Ghoshal (1998) dis-

tinguish between three interrelated dimensions of

social capital: structural (the ‘hardware’ of social

networks), relational (describes the personal rela-

tionships which influence people’s behaviour and

fulfil their social motives, such as respect and

friendship), and cognitive (refers to those resources

which provide shared representations, interpreta-

tions and systems of meaning amongst parties).

As Graddy and Wang (2009) and Glanville and

Bienenstock (2009) elaborate in their conceptual

reviews, amongst the most influential researchers on

social capital, Bourdieu and Wacquant (1992) and

Coleman (1988) emphasized the structural and net-

work characteristics of social capital, whereas

Fukuyama (1999) focused on the relational and trust

aspects of social capital. Putnam’s definition repre-

sents a synthesis of the network and trust views of

social capital: ‘… the core idea of social capital is that

social networks have a value… social contacts affect

the productivity of individuals and groups’ (Putnam,

2000, pp. 18–19). Similarly, Nahapiet and Ghoshal

define social capital as ‘the sum of the actual and

potential resources embedded within, available

through and derived from the network of relation-

ships possessed by an individual…’ (1998, p. 243). In

this regard, the concept of social capital can be

considered as a way to describe the value that can be

accrued through a social network and from the social

resources of the actors embedded within that net-

work (Gubbins and MacCurtain, 2008). In other

words, the value of social networks manifests to

participants as social capital (Ganley and Lampe,

2009).

The cognitive dimension of social capital refers to

resources that increase the understanding between

parties and has been less discussed in the mainstream

literature on social capital (Nahapiet and Ghoshal,

1998). Networks provide not only information and

sociability, but also a sense of belonging and social

identity (Castells, 2001). This dimension of social

capital is related to social psychology theory and

research that have emphasized that social categori-

zation processes enhance perceptions of similarity

which provides a basis for trust between group
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members (Kramer et al., 1996; van der Zee et al.,

2009). Such common social identities generate

cognitive benefits that can serve as a substitute for

other forms of trust building at an individual level.

‘When there is trust at the depersonalized group

level, individuals may feel little need to verify trust

before engaging in exchange with other group

members’ (van der Zee et al., 2009, p. 178).

In OSNs, the relationship between trust and social

capital can be analysed on different levels. There is

an ongoing debate as to whether social capital is the

property of individuals or collectives, but many

scholars argue that it can be both (Ferlander, 2007;

Glanville and Bienenstock, 2009; Goddard, 2003).

From a macro-level or group perspective, social

capital is seen as a collective resource that enables

productive outcomes such as exchange of valuable

information (Bowey and Easton, 2007). Where

social capital and trust exist, actors do not need costly

monitoring and governance procedures. Instead,

individuals can rely on a governance logic based on

informal trust, reciprocity, and reliable norms of

fairness. From a micro-level perspective, the focus is

on how individuals create social capital for their

benefit and gain returns through access to social

networks, e.g. in terms of job opportunities or

emotional support (Ferlander, 2007). Thus, social

capital can be viewed both as an outcome gained by

individuals in an OSN and as a tool for facilitating

the governance of such spaces (Ganley and Lampe,

2009). Macro-level social capital can be conceived as

an emergent property of micro-level social capital

(Glanville and Bienenstock, 2009). Viewed struc-

turally, the patterns of micro-level social capital to

which individuals have access contribute to what

constitutes social capital at the macro-level. Indi-

viduals with limited access to social capital but who

participate in groups or communities with high so-

cial capital still benefit in some ways. For example,

OSN members with relatively few friends and

contacts can spot immediately the (maybe many)

friends of their friends and thus easily get in touch

with personally unknown but presumably trust-

worthy persons. As Wellman et al. already have

noticed in their study in the first surge of Internet

usage, ‘… computer-supported social networks

members tend to trust strangers, much as people

gave rides to hitchhikers in the flowerchild days of

the 1960s’ (1996, p. 223).

A better understanding of social processes in Web

2.0 communities requires a finer-grained analysis of

the quality and configuration of network ties, which

is closely related to social capital theory. Adopting a

social network approach to the analysis of trust in-

volves the assumption that individual actors are

embedded within a network of relationships (Jones

et al., 1997). The concept of embeddedness refers to

the influence of the network on its members’

behaviour (Granovetter, 1992). Granovetter (1992)

distinguishes between two levels of embeddedness:

relational embeddedness and structural embedded-

ness. Relational embeddedness can be associated

with the relational dimension of social capital and

describes the kind of personal relationships people

have developed with each other through a history of

interactions. Structural embeddedness can be related

to the structural dimension of social capital and refers

to the network’s overall structure or architecture and

thus concerns the properties of the social system and

the network of relations as a whole. It provides the

basis for social mechanisms to adapt, coordinate, and

safeguard exchanges and thus enhances the likeli-

hood of network governance (Jones et al., 1997).

Structural embeddedness focuses on social pressure

that the network as a whole exercises on the

development of a single relationship. The embedded

perspective proposes an evolutionary conceptuali-

zation of trust and argues that trust increases as a

consequence of the accumulation of positive expe-

riences (Ganzaroli, 2002). Granovetter (1992) sug-

gests that being embedded in cohesive networks

accelerates the creation of trust. The cohesiveness of

the network structure, where a specific relationship

is embedded, facilitates the circulation of informa-

tion about parties’ reputation and the socialization of

common behaviour. The prevalent characteristics of

a network shape the behaviour of its members.

Therefore, if a person acts in a context where all the

others behave ethically, she/he will feel guilty about

behaving opportunistically (Ganzaroli, 2002).

Consequently, the cohesiveness and density of a

network are structural attributes that are closely

related to the emergence of trust. Tie strength is a

multidimensional construct that represents the

strength of interpersonal relationships in the social

network and comprises closeness, intimacy, support,

and association (Brown et al., 2007; Glanville and

Bienenstock, 2009). Strong ties are intimate
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relationships, e.g. with immediate family and close

friends, and tend to be multi-stranded and regularly

maintained (Ferlander, 2007) (for a detailed defini-

tion see Wellman and Wortley (1990, p. 564)).

Weak ties, on the other hand, are non-intimate

relationships, e.g. with acquaintances, and tend to be

single-stranded and maintained infrequently. Both

strong and weak ties contribute to the creation of

social capital. Coleman (1988) tends to equate social

capital with strong ties, whereas Granovetter (1973)

and Burt (2000) stress the role and advantages of

weak ties.

Different forms of outcome can be associated with

different structural and relational attributes of social

capital (Ferlander, 2007; Glanville and Bienenstock,

2009). Emotional support, involving the provision

of empathy and caring, usually is restricted to strong

ties. Instrumental support, referring to practical help,

e.g. in relation to money or work, and informational

support, relating to the provision of advice and

information leading to a solution to problems, can be

associated both with strong and weak ties. Social

support and companionship that involves spending

social time (leisure time) with others usually is

confined to strong ties. These different forms of

support can easily be linked to the value dimensions

that have been proposed to influence participation in

OSNs, implying again that network participation is

closely related to the potential enhancement of social

capital.

On the one hand, a considerable number of ties in

OSNs can be characterized as strong ties, as much

contact in OSNs is between people who see each

other in person more or less frequently. Strong ties

facilitate frequent, reciprocal, companionable, and

often supportive contact (Wellman et al., 1996).

Examining the provision of support in neighbour-

hood communities Wellman and Wortley (1990)

found that the strength of a relationship had the

strongest association with emotional support. Strong

ties are also more likely to provide social compan-

ionship, such as discussing ideas, doing things to-

gether. In terms of trust, strong ties are related to

‘thick’ trust that is generated by intensive, frequent

contact between people who personally know each

other (trust in close friends) (Ferlander, 2003). Trust

is more likely to emerge amongst strong ties, pre-

sumably due to greater emotional bonds, better

knowledge and understanding, and the development

of common ways of thinking and communication

(Levin and Cross, 2004). Trusting ties offer certain

advantages over non-trusting ties as they help to

stabilize networks and increase cooperation.

On the other hand, many online ties are between

persons who are weakly tied, socially and physically

distant, and not bound into densely knit work

structures or narrow circles of friends (Wellman

et al., 1996). Weak ties are related to ‘thin’ trust,

which can be described as a broader, but weaker and

more abstract form of trust (Ferlander, 2003; Luh-

mann, 1989). Levin et al. (2002) introduced the

concept of trusted weak ties and empirically dem-

onstrated the structural benefits of weak ties,

showing that they provide better access to non-

redundant and innovative information. Their find-

ings suggest that there are trusting and non-trusting

weak and strong ties, implying that trust and tie

strength are related but not synonymous (see also

Gubbins and MacCurtain (2008)). Investigating the

mediating role of trust in effective knowledge

transfer in organizations Levin and Cross (2004)

found that trusted weak ties yielded the most

useful knowledge for the knowledge seeker’s work.

Because of their greater structural ability to provide

new information or novel insights, weak ties provide

more useful knowledge than strong ties. Levin and

Cross emphasize that strong ties are still helpful in

the knowledge they provide, but ‘… trusted weak

ties may be even more helpful due to their added

ability to provide non-redundant information’

(2004, p. 1480).

The OSNs allow users to create and maintain

larger sets of relationships from which they could

potentially draw resources, because the Web 2.0

technology is well-suited to maintaining such ties

cheaply and easily (Ellison et al., 2007). The ubiq-

uitousness of the Internet facilitates long-term con-

tact with people all over the world, regardless of

their spatial distance. Weak ties in (online) social

networks tend to link individuals with many other

people who might be more socially dissimilar, pro-

viding new sources of useful information or new

perspectives. In this way each participant can

effortlessly get to know socially and/or physically

distant people. Regarding strong ties, OSNs can be

considered primarily as a complimentary means of

communication. In the creation of social capital, the

potential of OSNs to increase the number of weak
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ties seems especially important. The above consid-

erations lead us to the conclusion that OSNs en-

hance social capital by supporting both strong and

weak social ties. However, trusted weak ties are the

prevalent relationships in OSNs that essentially

contribute to network performance by providing

non-redundant and innovative information. Table I

presents predicted relationships amongst levels of

trust and strength of ties in an OSN in terms of

support offered to participants and the quality

of information provided.

The predictions of Table I can be expressed as

propositions, as follows:

P3: In an OSN, weak ties and low trust are likely

to result in little or no social and emotional support

amongst participants.
P4: In an OSN, weak ties and high trust are likely

to result in low social and emotional support

amongst participants.
P5: In an OSN, strong ties and low trust are likely

to result in social and emotional support amongst

participants only if required.
P6: In an OSN, strong ties and high trust are likely

to result in high levels of social and emotional sup-

port amongst participants.
P7: In an OSN, weak ties and low trust are likely

to result in little or no valuable information being

shared amongst participants.
P8: In an OSN, weak ties and high trust are likely

to result in the highest level of useful information

and knowledge being shared amongst participants.
P9: In an OSN, strong ties and low trust are likely

to result in little or no valuable information being

shared amongst participants.
P10: In an OSN, strong ties and high trust are likely

to result in moderate levels of useful information and

knowledge being shared amongst participants.

Another structural dimension of social capital

refers to the distinction between bonding and

bridging network ties. Bonding and bridging are not

‘either-or’ categories in which social networks can

be neatly divided, but ‘more or less’ dimensions

along which different forms of social capital can be

compared (Putnam, 2000). One has strong ties to

people who are emotionally close to oneself, and

one has bonding ties to people similar to oneself

(Ferlander, 2007). Likewise, one has weak ties to

people who are emotionally distant from oneself,

and bridging ties to people who are different from

oneself, e.g. in terms of age, socioeconomic status or

ethnicity. Although conceptually different, the im-

pacts of the two sets of ties are similar: the value of

strong and bonding ties lies in their tendency to

provide greater emotional and social support, and

the value of weak and bridging ties lies in the greater

provision of access to new and diverse sources of

information. In general, the Internet can serve both

bonding and bridging functions (Norris, 2002).

Again, OSNs can reinforce and strengthen existing

social ties but can also provide cross-cutting links

between otherwise disconnected groups. Drawing

on the findings of Steinfield et al. (2008), the fol-

lowing proposition is made:

P11: Participation in socially and work-oriented

OSNs results in higher bridging social capital,

whereas the influence on bonding social capital is

less significant.

As previously mentioned, the relationship

between social capital and trust is complex and far

from conclusive. Some researchers consider trust to

be an antecedent of social capital; other researchers

consider trust as a dimension or element and still

others as an outcome of social capital (Glanville and

TABLE I

Outcomes associated with tie strength as a structural attribute of social capital and different levels of trust

Tie strength Trust

Low High

Low (weak ties) No support, no valuable information Low emotional and social support,

new information, most useful knowledge

High (strong ties) Support if it is required, no valuable

information

High emotional and social support, helpful

knowledge, companionship
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Bienenstock, 2009). ‘Claiming that social capital can

be studied only as a dependent or independent

variable ignores the possibility of complex causal

mechanisms, which are not an exception but the

rule’ (Adam and Roncevic, 2003, p. 167). The

above considerations lead us to the conclusion that

the relationship between social capital and trust is

not unidirectional but reciprocal. On the one hand,

the exchange of social and emotional support and

valuable information in (online) social networks

would be limited without trust both in the network

infrastructure and the other network participants.

Where there are high levels of trust, people are more

willing to provide support and take risk in infor-

mation exchanges (Nahapiet and Ghoshal, 1998).

Hence, it can be assumed that trust will affect the

participation in OSNs and the social capital that can

be accrued both from the network itself and the

resources that may be mobilized through the net-

work through its influence on creating value. On the

other hand, the interpretation of trust as a conse-

quence of (other dimensions of) social capital is also

possible. OSN ties can be built for a variety of rea-

sons, and where the exchange of useful information

succeeds, trust may be presumed to follow (see also

Adam and Roncevic (2003) who exemplify their

arguments by reference to cooperation).

Types of trust in online social networks

In the analysis of types and bases of trust that follows,

the focus is on the individual’s decision to trust and on

processes through which trust actually emerges. The

relative importance of trust depends – amongst other

factors – upon the complexity and the context of a

decision or an action. To analyse trust in the Web 2.0

environment, different types of trust have to be dis-

tinguished. First, trust can be conceptualized on dif-

ferent levels of analysis, reflecting the array of entities,

individuals, dyads, groups, networks, systems, firms

and inter-firm alliances in which trust and related

processes play a role (Rousseau et al., 1998). By now it

should have become clear that in Web 2.0 social

networks, trust is both a micro- and a macro-level

phenomenon in which there is an interplay between

the macro-network created by the (corporate) actor

who designed it and the micro-groups formed by the

individual network users (Lai and Turban, 2008).

In the organizational trust literature, trust is

mostly defined as a belief or expectation about the

other (trusted) party, or as a behavioural intention or

willingness to depend or rely on another party,

coupled with a sense of vulnerability or risk if the

trust is violated (e.g. Mayer et al., 1995; Rousseau

et al., 1998). Accordingly, trust in the Web envi-

ronment is most often defined as a belief or expec-

tation about the website, the web vendor and/or the

Internet as the trusted party or object of trust or as a

behavioural intention or willingness to depend or

rely on the trusted party (Grabner-Kräuter and

Kaluscha, 2003; McKnight and Chervany, 1996,

2002; McKnight et al., 2002). In the context of

OSNs, other network participants, the social net-

work site, and the Web 2.0 technology can all be

considered as objects of trust.

Considering other network participants as objects

of trust, an individual’s beliefs about specific char-

acteristics of other members in the OSN, such as

their competence, ability, integrity, honesty, and

benevolence, will affect trusting intentions and

behaviours. These attributes of the trusted party re-

flect different components of trustworthiness, a

concept that again is defined differently by a number

of researchers (e.g. Bews and Rossouw, 2002;

Corritore et al., 2003; Mayer et al., 1995; McKnight

et al., 2002; Riegelsberger et al., 2005). However, the

characteristics of communication partners are per-

ceived differently online, and the relative importance

of these characteristics may be different in OSNs than

in real world interactions (Mayer, 2009). OSNs make

it easier to provide false or misleading information,

and it is more difficult to verify information provided

by others. In such situations of uncertainty, trust

can serve as an important mechanism to reduce

the uncertainty and complexity of exchanges and

relationships (Grabner-Kräuter, 2002; Luhmann,

1989).

The social network site itself can be seen as an-

other object of trust that captures both characteristics

of an organization (the network provider) and a

technology (the Internet serving as a transmission

medium for online activities, or more specifically the

security services and technical solutions embedded in

Web 2.0 technologies). Hence, trusting beliefs with

regard to the OSN site can relate either to personal

or organizational attributes that reflect components

of trustworthiness such as competence, benevolence
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and integrity (Mayer et al., 1995; McKnight and

Chervany, 2002), or to technology-related charac-

teristics such as functionality, reliability and security.

In the context of e-business, several researchers

have suggested that the technology itself – serving as

a transmission medium for conducting economic

transactions and including security services and

technical solutions embedded in e-commerce tech-

nologies – has to be considered as an object of trust

(Corritore et al., 2003; Grabner-Kräuter and Faul-

lant, 2008; Pennington et al., 2003/2004; Ratna-

singam, 2005; Rotchanakitumnuai and Speece,

2003; Shankar et al., 2002). Accordingly, the Web

2.0 technology itself can be considered as another

object of trust. Luhmann (1989) speaks of system

trust whereby a system is assumed to be operating in

a predictable way (e.g., in the way that legal systems

or electronic commerce systems are expected to

function). Trust in technical systems mainly is based

on the perceived functionality (e.g. reliability,

capability, correctness, availability and security) of a

system (Lee and Turban, 2001; Thatcher et al.,

2007). Technology trust captures a subset of insti-

tution-based trust that is built on the adherence to

technical standards, security procedures, and pro-

tective mechanisms that technical solutions can

provide (Ratnasingam, 2005).

It is difficult to sort out the complicated cause-and-

effect relations between participation in OSNs and

trust. Again, the relationship is likely to be reciprocal,

but the stronger impact probably runs from trusting to

joining OSNs (see also Newton (2001) and his anal-

ysis of trust and membership of voluntary organiza-

tions). ‘It is less plausible to argue that people are

trusting because they have learned this attitude in

their voluntary organizations, although membership

may reinforce pre-existing levels of trust’ (Newton,

2001, p. 207). Accordingly, risk-taking behaviour

that is expressed in the participation in OSNs can be

primarily viewed as the outcome of trust. Participa-

tion in the network characterizes individual behav-

iour, which is influenced by trusting beliefs and

intentions towards one or more of the above men-

tioned objects of trust and comprises different forms

of behaviour: the revelation of personal information,

the (non-)adjustment of the privacy settings, and the

online exchange of information and social support. In

turn, participation and continuous interactions on an

OSN site may entail positive experiences that

reinforce initial trust. These considerations suggest

the following propositions:

P12: Trusting beliefs and intentions towards other

network participants, the social network site, and/or

the Web 2.0 technology influence risk-taking

behaviour in OSNs.
P13: Continuous interactions and positive experi-

ences in OSNs will enhance initial trust.

Propensity to trust or dispositional trust can be

characterized both as a type of trust and a source of

context-specific trusting beliefs about a specific

trusted object. Propensity to trust or dispositional

trust is the extent to which a person displays a ten-

dency to be willing or depend on others across a

broad spectrum of situations and persons (McKnight

et al., 2002). It has its roots in personality psychology

(e.g. Rotter, 1967) and can be seen as a stable intra-

individual characteristic that leads to generalized

expectations about the trustworthiness of others

(Costa et al., 2009). Mayer et al. define propensity to

trust as a stable within-party factor which can be

thought of as ‘… the general willingness to trust

others’ (1995, p. 715). According to McKnight et al.

(1998) the impact of dispositional trust on trust to-

wards other individuals or groups is higher under less

familiar circumstances, i.e. when the situation, the

type of relationship and the group members are new

or unknown. Correspondingly, the following two

propositions emerge:

P14: For persons with little or no direct experience

with OSNs, dispositional trust will have a higher

impact on trusting beliefs in other network partici-

pants, the social network site, and the Web 2.0

technology.
P15: For all OSN participants, experience with the

OSN and other participants will moderate the im-

pact of dispositional trust on trusting beliefs.

Bases of trust in online social networks

Trust may develop for a number of reasons, and

often for a variety of reasons working together. A

number of authors have identified different bases or

sources of trust in relational exchanges (e.g. Doney

and Cannon, 1997; Kramer, 1999; Lewicki and

Bunker, 1995; McKnight et al., 1998; Shapiro et al.,
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1992; Zucker, 1986). The terminology is not always

the same and not all authors elaborate on all potential

bases of trust. Drawing from the general trust liter-

ature, the following section briefly outlines impor-

tant bases of trust in OSNs. The aim is not to

develop a new typology of trust bases, but to point

out similarities between diverse terminologies pro-

posed by different authors.

It is suggested that trust in OSNs can derive from

different bases though not all bases need to come

into play in all situations. Besides, the relevance of

different bases of trust in different types of OSNs is

assessed. In the context of OSNs, it makes sense to

combine the discussion of different grounds or bases

of trust with the perspective of trust as a dynamic

concept which can be divided into different devel-

opmental stages or phases, each with specific char-

acteristics (Lewicki et al., 2006).

According to Rousseau et al. (1998), three dif-

ferent phases of trust can be distinguished: the phase

of trust building, where trust is formed; the phase of

stabilizing trust, where trust already exists; and the

phase of dissolution, where trust declines.

In the phase of trust building, besides dispositional

trust there are several other bases on which trust in a

specific social network site and/or in other network

participants can emerge. These include users’ first

perceptions of trust-relevant attributes of the object

of trust, rational calculation of potential costs and

benefits of participation, and institutional features

that are independent of the attributes of other users.

When an Internet user for the first time visits and

explores a social network site, her/his initial trust can

be based primarily on first perceptions of trust-relevant

attributes of the object of trust. McKnight et al. (1998)

refer to cognition-based trust which relies on rapid,

cognitive cues or first impressions, as opposed to

personal interactions. Cognitive perceptions of net-

work characteristics such as size of the network,

current number of participants online, discussed

topics, privacy and security, usefulness and ease of use

of the network site can be considered as important

bases or antecedents of network trust in the phase of

initial trust formation and trust building on ‘self-

researched’ network sites (McKnight et al., 1998).

First perceptions of trust-relevant attributes can also

result from categorization processes. Kramer (1999)

has coined the term category-based trust, which refers to

trust predicated on information regarding the trusted

party’s membership in a social or organizational cat-

egory or network. Shared membership in a social

network can serve as a rule for defining the bound-

aries of low-risk interpersonal trust that bypasses the

need for closer personal knowledge (Kramer, 1999).

Because of the cognitive consequences of category

membership and ingroup bias, individuals tend to

attribute positive characteristics such as honesty,

benevolence, integrity, and cooperativeness to other

network members. Initial trust in OSNs also can

develop through transference processes that result in first

perceptions of trustworthiness. According to Doney

and Cannon (1997), the ‘extension pattern’ of trust

development suggests that trust can be transferred

from one trusted ‘proof source’ (a person the trustor

personally knows and who has proved her/his trust-

worthiness in previous interactions) to another per-

son, group of persons or other object of trust with

which the trustor has little or no direct experience.

Reputation is considered a major driver for this kind

of trust development (Moorman et al., 1993). Results

of the three focus groups with StudiVZ, Facebook

and XING participants show that recommendations

and invitations of real-world friends were by far the

most important reasons for joining these OSNs. The

following propositions emerge:

P16: First impressions of the social network site,

categorization and transference processes are relevant

sources of trust in all types of OSNs.
P17: The relative importance of first impressions,

categorization and transference processes will be

contingent on situation-specific factors such as the

presence of recommendations of real-world friends

to join a certain OSN.

In the first developmental stage online trust can

also be based on rational calculation of potential costs and

benefits. Lewicki and Bunker (1995) named this

first stage calculus-based trust. Similarly, Doney and

Cannon (1997) speak of trust involving a calculative

process, when the trustor calculates the costs and

rewards of another party choosing between cheating

or staying in the relationship. Concerning the

credibility of profile information of other network

participants a XING focus group discussant

has doubted the tenability of wrong or flattering
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information, ‘… because other people who really

know that person immediately would find out that

he is cheating’. Assuming that – compared to other

types of OSNs – the decision to participate in

business- or work-related OSNs is more rationally

motivated, it is expected that

P18: Calculative processes are more relevant bases

of trust in business- or work-related OSNs than in

other types of OSNs.

In institution-based trust, formal mechanisms are

used to provide trust that does not rest on personal

characteristics or on past history of exchange (Zucker,

1986). Institution-based trust refers to an individual’s

perceptions of the structures (e.g. legal and techno-

logical protections) that make an environment (in the

case of OSNs, the Web 2.0) feel trustworthy (Costa

et al., 2009). A consumer who is comfortable with the

Internet environment and the security of its structures

is likely to have more trust in a specific corporate actor

on the Web, because she/he believes that proper

‘Internet security guards’ and technical solutions such

as confidentiality mechanisms, authentication mech-

anisms, and access control mechanisms exist that

protect against loss of privacy, identity, or money

(McKnight et al., 2002). The structural assurance

dimension of institution-based trust is closely related

to trust in technological systems as a specific type of

trust. However, institutional bases of trust go beyond

security services and technical solutions embedded in

Web technologies and also comprise explicit and tacit

understandings regarding transaction norms, interac-

tional routines, and exchange practices in OSNs.

Such explicit and tacit understandings, captured in

both formal and informal rules, provide an important

basis for inferring that other participants in the social

network are likely to behave in a trustworthy manner

(Kramer, 1999). Kramer (1999) refers to rule-based

trust, which is predicated not on a conscious calcula-

tion of consequences, but rather on a shared under-

standing of the system of rules pertaining to

appropriate behaviour. Thus, because business- and

work-related OSNs are more formally structured and

convey more seriousness:

P19: In business- and work-related OSNs, insti-

tutional bases of trust are more important than in

other types of OSNs.

After some time and continuous interactions on a

social network site, the judgements of a participant

about this specific network become more a function

of the interactions themselves. The trust relationship

may enter the second stage of trust development

which is dominated by trust based on the trustor’s

knowledge and understanding about the trusted party

resulting from past interactions (knowledge- or

experience-based trust) (Lewicki and Bunker, 1995).

Kramer (1999) refers to trust that increases or

decreases as a result of the cumulative interaction

between two parties as history-based trust. Similarly,

Doney and Cannon (1997) describe the prediction

process of developing trust that relies on repeated

interactions and the trustor’s assessment of the other

party’s past behaviour and evinced trustworthiness.

Hence, in the phase of stabilizing trust, factors such

as familiarity with the technological features and

communication tools of the social network site or

satisfaction with past interactions with other com-

munity members are important antecedents of on-

line trust. It is expected that

P20: The relevance of past interactions or experi-

ence with a social network site as bases of trust does

not differ significantly between different types of

OSNs.

The most mature level of trust is restricted to

interpersonal trust and is dominated by internaliza-

tion of the other’s preferences, mutual empathy, and

identification with each other (identification-based trust).

In case of identification-based trust, one party has

fully internalized the other’s preferences, emerging

from a history of personal interactions with the other

(Rousseau et al., 1998; van der Zee et al., 2009).

Identification-based trust represents the highest and

most solid level of trust which may be reached by

the parties to the trust relationship. Trust is mainly

formed and influenced by joint values, tasks and

goals, by creating a collective identity, and by

physical proximity or emotional closeness (Lewicki

and Bunker, 1995; Ratnasingam, 1999; Shapiro

et al., 1992). It is proposed, therefore, that

P21: Identification-based trust is more important in

friendship-oriented OSNs than in other types of

OSNs.
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Taken together, it has been demonstrated that in

the context of OSNs, dispositional trust as well as

first perceptions of trust-relevant attributes, calcula-

tive processes, institutional beliefs, knowledge about

and experience with the OSN and its members, and

processes of identification may influence trust

judgements and decisions. Following the consider-

ations of Kramer (1999), it is suggested that scholars

avoid emphasizing the disparity between different

perspectives and bases of trust and not regard them as

mutually incompatible. Rather, a more useful ap-

proach is to acknowledge the relevance of different

sources of trust at different stages of trust develop-

ment and in different contexts. Each of these bases of

trust can partially explain trust in OSNs, but if we

focus on only one source, we face the danger of the

other sources acting as hidden confounding factors,

because in a given context, any or all bases may be

relevant (McKnight et al., 1998).

Conclusion

Online social networks are still developing, and re-

search on the topic has only started (Mayer, 2009).

Research approaches that borrow from multiple

disciplines are considered to be especially fruitful to

improve our understanding of factors that influence

adoption and usage of social network sites. This

research contributes to an on-going dialogue about

the growing importance of social network sites as

new places for individuals to exchange personal

information and present themselves in manifold

ways. It marks a step towards an overall conceptual

understanding of the role of trust and the relevance

of facets of trust and social capital in OSNs. The

proposed framework allows the integration of dif-

ferent trust perspectives and facilitates a multi-level

and multi-dimensional analysis of research problems

related to trust in OSNs.

At first, the structural and relational underpin-

nings of trust in OSNs were investigated from a

governance angle that integrates concepts of social

network theory and social capital. The analysis re-

vealed that social capital can be viewed both as an

outcome gained by individuals in an OSN and as a

tool for facilitating the governance of such spaces.

Furthermore, it was shown that the relationship

between social capital and trust is not unidirectional

but reciprocal. Subsequently, this author has at-

tempted to systematically identify promising areas for

upcoming empirical research on the emergence of

trust towards different objects of trust in OSNs and

the relationship between trusting beliefs and inten-

tions and risk-taking behaviour in network partici-

pation. Drawing from the general trust literature,

different types of trust that are relevant in OSNs

were outlined and different bases of trust in OSNs

were identified. The author is not suggesting that

every empirical study on trust in OSNs should try to

cover all types and sources of trust – rather, that a

study should acknowledge the various trust per-

spectives that exist and specify the perspectives and

subset of trust that the study will employ (see also

McKnight and Chervany, 1996).

In summary, this research offers a diverse per-

spective on a number of critical trust issues in OSNs,

only a few of which have been explored here.

Building on the propositions developed in this arti-

cle, a number of specific questions can be addressed

in future empirical studies. For example: What

structural and relational characteristics of networks

contribute to the enhancement of social capital in

OSNs? What are the relationships between structural

attributes of OSNs and different levels of trust and

their outcomes? What are the antecedents of trust in

OSNs and how do these antecedents influence trust

development? How do different types of trust

influence the willingness to join OSNs and the

willingness to provide personal information? How

does the interaction between the characteristics of

OSNs and different types of trust influence partici-

pation in OSNs and revelation of personal infor-

mation? Future research should analyse these issues

to further our understanding of why and how trust

develops – or does not develop – in OSNs.
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